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Preface

Thank you for purchasing OKI Multifunctional Digital Systems or Multifunctional Digital Color Systems.

This manual describes remote setup and remote management which operated from the web based management utility
TopAccess.

Read this manual before using your Multifunctional Digital Systems or Multifunctional Digital Color Systems. Keep this
manual within easy reach, and use it to configure an environment that makes best use of the OKI MFP’s functions.

Operations on some items are restricted depending on the privileges assigned to the TopAccess user.
Also, some items may not be displayed or may not function on some models.

Bl How to read this manual

Q Symbols in this manual
In this manual, some important items are described with the symbols shown below. Be sure to read these items before
using this equipment.
A WARNING Indicates a potentially hazardous situation which, if not avoided, could result in death, serious
injury, or serious damage, or fire in the equipment or surrounding objects.

A CAUT'ON Indicates a potentially hazardous situation which, if not avoided, may result in minor or moderate
injury, partial damage to the equipment or surrounding objects, or loss of data.

Indicates information to which you should pay attention when operating the equipment.

Other than the above, this manual also describes information that may be useful for the operation of this equipment with
the following signage:

Tip Describes handy information that is useful to know when operating the equipment.
L Pages describing items related to what you are currently doing. See these pages as required.
O Screens

* The details on the touch panel menus may differ depending on how the equipment is used, such as the status of the
installed options.

* The illustration screens used in this manual are for paper in the A/B format. If you use paper in the LT format, the
display or the order of buttons in the illustrations may differ from that of your equipment.

U About the defaults shown in this manual

* The defaults shown in this manual are the values in the standard operating environment. The values may have been
changed from these defaults. The defaults for your model may differ from the defaults shown.
* The default for the list item is shown underlined.
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O Trademarks

* The official name of Windows XP is Microsoft Windows XP Operating System.

* The official name of Windows Vista is Microsoft Windows Vista Operating System.

* The official name of Windows 7 is Microsoft Windows 7 Operating System.

* The official name of Windows Server 2003 is Microsoft Windows Server 2003 Operating System.

* The official name of Windows Server 2008 is Microsoft Windows Server 2008 Operating System.

* Microsoft, Windows, and the brand names and product names of other Microsoft products are trademarks of Microsoft
Corporation in the US and other countries.

* Apple, AppleTalk, Macintosh, Mac, Mac OS, Safari, and TrueType are trademarks of Apple Inc. in the US and other
countries.

* Adobe, Acrobat, Reader, and PostScript are either registered trademarks or trademarks of Adobe Systems
Incorporated in the United States and/or other countries.

* Mozilla, Firefox and the Firefox logo are trademarks or registered trademarks of Mozilla Foundation in the U.S. and
other countries.

¢ IBM, AT and AlX are trademarks of International Business Machines Corporation.

¢ NOVELL, NetWare, and NDS are trademarks of Novell, Inc.

e Other company and product names given in this manual or displayed in this software may be the trademarks of their
respective companies.

L Security Precautions

* To prevent the configuration settings from being changed illegally or similar, change the initial administrator password
at the time of shipping before you use this product. Also, the administrator password should be altered periodically.

* Be sure to log out when leaving your computer while changing TopAccess settings for security purposes.

* For security purposes, do not access any other site while you are logged in to TopAccess.
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Overview

This chapter provides an overview of the TopAccess functions.
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TopAccess Overview

TopAccess is a management utility that allows you to check device information of this equipment and job status, and to
carry out device setting and maintenance through a web browser.
TopAccess has an "end-user mode" and a "access policy mode".

End-user mode

End users can:

» Display general device information, including status, drawer/accessory configuration, and paper supply information.

* Display and manage the status of print jobs, fax/Internet Fax transmission jobs, and scan jobs submitted by the user.
(The Optional Fax Unit is required to display and manage the fax transmission jobs)

» Display the job logs for print, fax/Internet Fax transmission, fax/Internet Fax reception, and scan. (The Optional Fax
Unit is required to display the fax transmission and fax reception job logs.)

* Register and modify templates.

* Add or modify contacts and groups in the address book.

* Register and modify mailboxes. (The Optional Fax Unit is required.)

* Display counter logs.

* Download client software.

3 P.10 “Accessing TopAccess”

Access policy mode

Operation privileges and displayed items vary depending on the user account you used to log in to TopAccess.
Details of operations and displays vary depending on the management on roles and departments to where the user
account is assigned.

P.22 “Access policy mode”
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TopAccess Conditions

Your device should be connected to the network and TCP/IP is correctly configured to operate TopAccess.
When TCP/IP is correctly configured, you can access TopAccess via a web browser. n

Supported browsers

Windows
* Internet Explorer 6.0 or later
(Internet Explorer 7.0 or later when IPv6 is used)
* Firefox 3.5 or later
Macintosh
» Safari 4.0 or later
UNIX
* Firefox 3.5 or later

* Because TopAccess uses cookies to store information on the user's system, these must be enabled in the browser.

» If TopAccess does not display the correct information in any page, delete the cookies and try again.

* When using the e-Filing box Web utility from TopAccess, it is necessary to disable the pop-up blocking function of
your Web browser.

TopAccess Conditions 9



Accessing TopAccess

You can access TopAccess by entering its URL in the address box of the web browser. To access it under a Windows
Vista/Windows 7/Windows Server 2008 environment, confirm the network connection status on the Network Map with the
LLTD (Link Layer Topology Discovery) feature of Windows Vista/Windows 7/Windows Server 2008, and then click the
displayed icon of this equipment.

P.10 “Accessing TopAccess by entering URL”

P.12 “Accessing TopAccess from Network Map (Windows Vista/Windows 7/Windows Server 2008)”

l Accessing TopAccess by entering URL

1 Launch a web browser and enter the following URL in the address box.
http://<IP Address> or http://<Device Name>

fddress | hbbpe/f10.10,70,120

For example

When the IP address of your device "10.10.70.120" (when IPv4 used):
http://10.10.70.120

When the IP address of your device is "3ffe:1:1:10:280:91ff:fe4c:4f54" (when IPv6 used):
3ffe-1-1-10-280-91ff-fed4c-4f54.ipve-literal.net
or
http://[3ffe:1:1:10:280:91ff:fed4c:4£54]

When your device name is "mfp-04998820":
http://mfp-04998820

When SSL for the HTTP network service is enabled, an alert message may appear when you enter the URL in
the address box. In that case, click [Continue to this website (not recommended).] to proceed.

& Certificate Error: Navigation Blocked - Windows Internet Explorer [ = 3]
@- )~ 2] http//101070120/ -|&,‘ % [N tive Search o -
¢ i | @ Cerificate Error: Navigation Blocked f3 v B ~ o™ v |}Page v { Tooks ~

a] There is a problem with this website's security certificate.
N

w7/

The security certificate presented by this website was not issued by a trusted certificate authority.
The security certificate presented by this website was issued for a different website's address.

Security certificate problems may indicate an attempt to fool you or intercept any data you send to the

server.

We recommend that you close this webpage and do not continue to this website.
@ Click here to close this webpage.

& Continue to this website (not recommended].

= More information
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2 The TopAccess website appears.

TopAccess eFiling
Login
Job Status Logs Registration Counter
Device 53
REFRESH
Device Information
Status Ready
Weme vewe
Location
Copicr Model —
Serial Nomser CLEQODRR
WAC Address 00:.91.6C.23.7E
Wi Memary Size 2045 VB
Page Memary Size 1024 VB
Sawe s Filc & e-Filing Space Avalekle | 26201 MB
Fax Space Avalckle EELE]
Coract Informtian
Options Phone Mamber 0
Finisher Hore Wessage
Hole Punch Unit Hone alerts .
Fax Installed
Paper
o=y Drawer Size Type Capacity Status
elow() 100%
] Paper
Magertaih) 100% Drawer 1 a4 Plair 540 Available
Cyan(C) 100% Drawer 2 23 Plain 40 Wer Emply
Black(K) 1o0% Drawer 3 B4R Plain 540 Paper
Aavsitable
Drawer 4 AR Plain 40 Wer Emply

Tip

You can also access TopAccess using the Local Discovery link. For instructions on accessing TopAccess from
Local Discovery, refer to the Help for Local Discovery.

For using Firewall software, refer to the following Guide.
Software Installation Guide (PDF): “1.OVERVIEW Precautions for Using Firewall Software”

Accessing TopAccess
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H Accessing TopAccess from Network Map
(Windows Vista/Windows 7/Windows Server 2008)

Confirm the network connection status on the [Network Map] with the LLTD feature of Windows Vista/Windows 7/Windows
Server 2008, and then click the displayed icon of this equipment.

P.12 “With Unidentified Network (Windows Vista)”
P.15 “With Unidentified Network (Windows 7)”
P.18 “Accessing TopAccess from Network Map”

Tip

You can install the driver required for web services by right-clicking the icon and selecting [Install]. For the driver
required for web services, refer to the Software Installation Guide.

» Before using the LLTD (Link Layer Topology Discovery) feature, enable the LLTD setting.
P.168 “Setting up LLTD Session”

» Before beginning the installation of the driver required for web services, enable the Web Services setting.
P.167 “Setting up Web Services Setting”

O With Unidentified Network (Windows Vista)
1 Click the [Start] icon and select [Control Panel].

@ﬂ Windows Media Player

Music

Small Business Resources .
Search

é,‘ Windows Fax and Scan

ﬁ Windows Meeting Space

Recent ftems

I@ Windaws Photo Gallery
&Q)Wmdnws Live Messenger Download
&/ paint

4

Default P;

> AllPrograms Help and Support

iseas________° e
p—

The [Control Panel] window appears.

2 Click [Network and Internet].

[E=mEe )
OQ [ » Control Panel » - &l 3

+ Control Panel Home = i
B System and Maintenance User Accounts
ASSIENIEH F  Get started with Windows @ Add or remeve user accounts

Back up your computer

i Security
W) Checkfor updates

Check this computer's security status

Appearance and
Personalization

Change desktop background
Change the color scheme

g Allow 2 program through Windows !
Adjust screen resolution

© Firewal
Network and Internet Clock, Language, and.Region
M \iew network status and ta 12 Change keyboards or other input
"L Setupfile sharing methods

./ Hardware and Sound | Ease of Access

ﬁ’ Play CDs or other media automatically Let Winddms sugect cettings
Printer Optimize visual display
Mouse
7| Additional Options
=

E—# Programs
Ig 4} Uninsiall 2 program
Change startup programs

The [Network and Internet] window appears.
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3 Click [Network and Sharing Center].

mﬂ@ b Couttol Paned 5 Networkand Intonret ¥ 43 | [ Search 2|

Panel Home

Network and Sharing Center
esind Malflehante: View network status and tasks | Cq \ect to a network
g View network computers and devicebA\ Add a device to the network | Set up file sharing

= Network and Internet

L4

Internet Options
Change your homepage | Manage browser add-ons | Delete browsing history and cookies

Hardware and ¢

Programs
Offline Files
Encrypt your offline files | Manage disk space used by your offline files

‘Windows Firewall
@ Turn Windows Firewall on or off | @ Allow a program through Windows Firewall

People Near Me
Sign in or out of People Near Me | Change Peaple Near Me settings

.
&
¥
®

Sync Center
Sync with other computers, mobile devices, or network folders | View sync results
Resolve sync conflicts

Recent Tasks
View network status and tasks

The [Network and Sharing Center] window appears.

4 Click [Customize] of [Unidentified network (Public network)].

mﬂ@ I Nletwo R and Iniemetlir | Network and Shanng Cnter

Network and Sharing Center

View full map

——

s e
MEDIA-PC-EN Unidentified network Internet
Diagnose and repair (This computer)
K Unidentified network (Public network) Customize
Access Local only
Connection Local Area Connection View status

|3 Sharing and Discavery

Network discovery % on
File sharing © 0n (w)
Public folder sharing © Off ()
Printer sharing © Off (no printers installed) (w)
Password protected sharing 9 On @
Seealso Media sharing ° off

Intemet Options

Show me all the files and folders I am sharing
Windows Firewall 4 (B
Show me all the shared network folders on this computer

The [Set Network Location] window appears.
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5 Select [Private] of [Location type], and then click [Next].

(==
() &k Set NetworkLocation
Customize network settings
Networkname:  Unidentified network
Location type: Public
Discovery of other computers and devices will be limited, and
the use of the network by some programs may be restricted.
@ @ Private
is allows you to see computers and devices, while making
L'nmputard\smverah\e.
Help me choose
Network Icon: t-
=
@ Merge or delete network locations
[ He¢ || Cancel

N2

* The [User Account Control] dialog box appears.
* If the user account control is disabled, the [Set Network Location - Successfully set network settings] window
appears. Go to step 7.

6 Click [Continue] in the [User Account Control] dialog box.

The [Set Network Location - Successfully set network settings] window appears.

7 Click [Close].

(==
() &k Set NetworkLocation
Successfully set network settings
— Network name: Unidentified network
L' Location type: Private
This allows you to see other computers and
devices, while making your computer
discoverable.
¥ Chanae nebwork and Shannd Seings.in Nerwork and Gharing Lentes
w computers and devices on the network
| close |
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O With Unidentified Network (Windows 7)
1 Click the [Start] icon and select [Control Panel].

Snipping Tool

Music

Games
Remote Desktop Connection
puter

Magnifier
Panel

Devices and kta

Default Programs

Solitaire

SR R

Adobe Acrobat X Pro >

L=

Help and Support

Shut down | ™)

All Programs

[ Search programs and fi

The [Control Panel] window appears.

2 Click [Network and Internet].

%v + Control Panel »

« [ %3 ][ Search Control Panel

2|

System and Security

Adjust your computer’s settings
Review your computer's status
Back up your computer

Find and fix problems

- Network and Intern
@l‘ View network status and tJ
“=#, Choose homegroup and s¥\§g options
Hardware and Sound
% View devices and printers
| Add a device

Programs

Uninstall a program

®@e §&

View by Category ¥

User Accounts and Family Safety
) Add or remove user accounts
) Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Change display language

Ease of Access
Let Windows suggest settings
Optimize visual display

The [Network and Internet] window appears.

3 Click [Network and Sharing Center].

@@-@ + Control Panel » Network and Intemet »

~ [ 4 ||| Szarch Contrat Panel

2]

Control Panel Home (&

System and Security
* Network and Internet

Hardware and Sound

HomeGrou,
@ g

Programs

User Accounts and Family Internet Options

Safety
Appearance and
Persenalization

Clock, Language, and Region

Ease of Access

=] Change your homepage |

.;I(‘ Network and Sharing Cents
M View network status and tasks. | CJ Nect to a network
View netwerk computers and devic Add a wireless device to the network

Choese homegroup and sharing options

Manage browser add-cns | Delete browsing history and cockies

The [Network and Sharing Center] window appears.

Accessing TopAccess
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4 Click [Choose homegroup and sharing options].

==
55 <« Metwork and Internet » Network and Sharing Center - Search Control Panel F3

Control Panel Home . 5 : 5 :
View your basic network information and set up connections
Change adapter settings @ & 0 See full map
Ch, dvanced shari ;
5 ﬁ;:ggi SelE R TDOS04-097 Network Internet
(This computer)
View your active networks Connect or disconnect
Network Accesstype:  Intemnet
Work network Connections: [ Local Area Connection
Change your rking settings
Ey Set up 2 new connection or network
Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access
point.
-E Connect to 2 network
"= Connect or reconnect to a wireless, wired, dial-up, or VPN network connection.
@@, Chees homeorous and sharing cotio
Accessfiles and printers located on uiq &rwmk computers, or change sharing settings.
Troubleshoot problems
Diagnose and repair network problems, or get troubleshooting information.
Seealso
HomeGroup
Internet Options
Windows Firewall

The [HomeGroup] window appears.

5 Click [What is a network location?].

« » Control Panel » Network and Internet » HomeGroup ~ [ 44 ||| Seorcn Contrat 2anel r)

Share with other home computers running Windows 7

Q% This computer can't connect to a homegroup.

/A To creste or jein 3 hamegroup, your computer's network location must be set to Home.

What is a network locatio
With a homegroup, you can share nfi’)& printers with other computers running Windows 7. You can also
stream media to devices. The homegroup is protected with 2 password, and you'll always be able to choose
what you share with the group.

Tell me more about hemegroups
Change advanced sharing seftings...

Start the HomeGroup troubleshooter

Create a homegroup 0K

The [Set Network Location] window appears.
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6 Click [Work network].

Select a location for the "Network’ network

This computer is connected to a network. Windaws will automatically apply the carrect
netwark settings based on the netwark's locatian.

Home network

f all the computers on this network are at your home, and you recognize them,
this is a trusted home netwerk. Don't choese this for public places such as
coffee shops or airports.

Work network

If all the compNers on this network are at your workplace, and you recognize
them, this is af ed work network. Don't choose this for public places such as
coffee shops or MYports.

Public network
If you don't recagnize all the computers on the network (for example, you're in

a coffee shop or airport, or you have mobile broadband), this is a public
network and is not trusted.

Treat all future netwarks that I connect to as public, and don't ask me again,
Help me chogse

The [Set Network Location] confirmation window appears.

7 Click [Close].

The network location is now Work

Metwork name: Network
Location type: Waork
On Wark netwarks, you can see other computers and

devices on the network, and your computer is
discoverable.

Wiew or change settings in Metwark anel Sharing Centear

View cornputers and devices an the network

Accessing TopAccess
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0 Accessing TopAccess from Network Map
1 Click the [Start] icon and select [Control Panel].

D] windows Media Player

’ Small Business Resources
aﬁ‘,i Windows Fax and Scan

e

Windows Meeting Space

Z§] Windows Photo Gallery

%{ Paint

> AllPrograms

1

% Windows Live Messenger Download

The [Control Panel] window appears.
2 Click [Network and Internet].

v@ v Control Panel »

- &)

Al

# Control Panel Home

Classic View

Recent Tasks
View network status and tasks

1

System and Maintenance
Get started with Windows
Back up your computer

Security

Checkfor updates

Check this computer's security status

@ 2low = program through Windows
Firewall

Network and Internet
View network status and taf
Set up file sharing

Hardware and Sound

Play CDs or other media automatically
Printer

Mouse

Programs
Uninstall 2 program
Change startup programs

8

L
@

User Accounts
1 Add or remove user accounts

Appearance and
Personalization

Change desktop background
Change the color scheme
Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input
methods

Ease of Access
Let Windows suggest settings

Optimize visual display

Additional Options.

The [Network and Internet] window appears.
3 Click [Network and Sharing Center].

» Control Panel » Network and Internet »

- | || seoreh

)

ntrol Panel Home

m and Maintenance
Security
Network and Internet
Hardware and Sound

Programs

anguage, and Region

Access

Additional Options

Recent Tasks
View network status and tasks

&

P
&
a}
®

Network and Sharing Center
View network status and tasks | C
View network computers and devics

Internet Options
Change your homepage

Offline Files
Encrypt your offline files

Windows Firewall

Manage browser add-ons

ect to a network
Add a device to the network

Set up file sharing

Delete browsing history and cookies

Manage disk space used by your offline files

@ Turn Windows Firewall on or off | @ Allow a program through Windows Firewall

People Near Me
Sign in or out of People Near Me

Sync Center

Sync with other computers, mobile devices, or network folders

Resolve sync conflicts

Change People Near Me settings

View sync results

The [Network and Sharing Center] window appears.
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4 Click [View full map]/[See full map] in the [Network and Sharing Center] window.

mﬁz@ <« NetworkandIntemet » Network and Sharing Center =[] Search

Network and Sharing Center

s e
MEDIA-PC-EN Unidentified network Internet
(This computer)
K Unidentified network (Private network) Customize
Access Local only
Connection Local Area Connection View status

|3 Sharing and Discavery

Network discovery @ on
File sharing © Of (v)
Public folder sharing © Off ()
Printer sharing © Off (no printers installed) (v)
Password protected sharing  © On ()
Seealso Media sharing © off ()

Intemet Options

Show me all the files and folders I am sharing
Windows Firewall 4
Show me all the shared network folders on this computer

!l

Mapping of devices connected on the network appears in the [Network Map] window.

5 Click the icon of this equipment.

%% » Control Panel » Network and Internet # Network Map. + | 43 |\ Search

AN

media-PC-EN Switch

IPv4 Address: 10.10.70.206
MAC Address: 00-80-91-4c-46-a4

The following discovered device(s) can not be placed in the map. Click here to see all other devices.

A

MFP-04998820 T66075222H

Tips

* The name, IP address and MAC address of the devices appear when you place the pointer over each icon.

If the equipment has the Finisher installed, its icon is displayed together with the Finisher icon. If not, it is

displayed by itself.

Accessing TopAccess
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6 The TopAccess website appears.

Device

Finizher Mone
Hole: Punch Unit Mone
Fax Inztallad
Yellow(y) 100%
Magerta(h) 100%
Cyan(C) 100%
Black() 100%

BEFRESH

Location

Copier Model 7 remme » TOB®TOS
Serial Number CLEDOD¥RR

MAC Address 00:% 91:6C:28,7E
Wain Memory Size 2045 VB

Page Memary Size 1024 VB

Save as File & e-Filing Space Avalable | 26201 MB

Faxx Space Availakle 978 MB

Cortact Informeation

Phone Number [

Message

Alerts .

] Paper
Drawer 1 a4 Flain 540 e
Drawer 2 A3 Plain 540 Near Empty

] Paper
Drawer 3 AR Flain 540 e
Drawer 4 £4R Plain 540 Near Empty
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1 Overview

TopAccess screen descriptions

Template

Template Groups

Public Template Groups

Please select a group to edit below.

e-Filing
Logout

M | [rame

|User Name: |

|Puiic: | [Public Templste Groups | |
3 s R || GF OUPS | Deflned Groups
Jump to

0ol 011 021 031 041 D&1 DAT 071 081

041 101 111 121 131 141 151 161 171 181 191

Mo, Marme: User Mame
001 Useful Templates

oz Ble =
{ili<] Undefined Undefined
004 Uniclefined Uniiefined
005 Undefined Undefined
005 Undefined Uncefined
(i Undefined Unddefined
005 Uniclefined Uniiefined
009 Undefined Uncefined
oo Undefined Uncefined

Goto top of this page

o [ [name

Lizer Name

4

Item name

Description

Function tab

Features are grouped under each tab. This provides access to the main pages of
TopAccess for each function.

Menu bar

This provides access to each menu page under the selected function tab.

Submenu bar

This provides access to each submenu page under the selected menu and function tab.

Install Software link

Click this to open the Install Client Software page to download the client software from
TopAccess.

Top link

Click this to display the top of the page currently displayed.

Help link

Click this to display Online Help.
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Access policy mode

The access policy mode enables different operation privileges and displayed items to be applied depending on the user

account you used to log in to TopAccess.

In the access policy mode, the details of operations and displays differ depending on the roles and department assigned to

the given user account.

1
2

Access TopAccess.
P.10 “Accessing TopAccess by entering URL”

Click [Login].

Login
ok Status Registration Courter

The Login page is displayed.

Enter the user name and password and click [Login].

TopAccess

Lagin with your TopAccess User Mame and Password

User Name

Password

-

2

* Enter the user name and password that comply with TopAccess access policies.
¢ The Setup page is displayed.

* Failing to enter the correct password for a number of times at login will be considered unauthorized access
and you may not be able to log in for a certain period of time. If you are displayed a “User account is locked”
or “The User Name and Password are not recognized.” message and cannot log in, contact your

administrator.
* The password input is displayed in the blank symbols.

» After login, you will be automatically logged out when the time specified in the [Session Timer] elapses.

Tips

* Enter "admin" in User Name and "123456" in Password to log in for the first time.

* Lockout setting for user accounts can be set with [Administration] - [Security] - [Password Policy].

P.266 “Password Policy settings”

* The [Session Timer] can be set with [Administration] - [Setup] - [General] - [WEB General Setting].
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4 Click the menu and submenu to display the desired page.

Device

Setup

Registration r Lzer M

e-Filing
Logout

Administration

K2

General Setting

Device Information

MName

Copier Model|

Serial Number

MAC Address

Save as File & e-Filing Space Available
Fax Space Available
Data Cloning Function
USB Direct Print
Lacation

Contact Information
Senice Phone Number

Administrative Message

MFPO70XE510
TE— s T TR
CLENDORYHE
00:#K91:6C297E

26201 MB

a7amB

Enable -

Enable -

[ Functions

Tip

You can log out by clicking the [Logout] link at the top right of the page.
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[Device] Tab Page

This chapter describes the [Device] tab page in the TopAccess end-user mode.
[Device] Item list........cccieieiiiiirrr e ——————————————— 26
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[Device] Item list

TopAccess opens the [Device] tab which includes a picture indicating the device status. At any time, the end user may
click [REFRESH] to update the TopAccess status information.
This tab shows the following information about the device:

TopAccess eiling
Login
Job Status Logs Registration Courter
Device R4
REFRESH
Status Ry
Narme =
Lacation
Copier Model =
Serial Number CLEOOORRH
MAC Address 00:%%.91,6C.23.7E
Main Wemery Size 2048 WE
Page Memary Size 1024 WE
Save as File & o-Fiing Space Avalable | 25201 ME
Fax Space Avalble EELG
Contact Information
2 Phane Number [
Finisher Nore Message
Hole Punch Unit None lerts .
L o
Drenwver Size Type Capacily Stetus
Yelow(v) 100%
Paper
Magertarh) 100% Dravwer 1 o Plain 540 Suailable
Cyan(C) 100% Dravwer 2 43 Plain 40 Near Empty
Black(K) 100% Dravwer 3 A4R Plain 540 Paper
Awallable
Draver 4 BAR Plain 40 Near Empty
Item name Description

1 Device Information

The Paper list shows the drawer status.

Status — Displays the device status.

Name — Displays the name of this equipment.

Location — Displays the equipment's location.

Copier Model — Displays the model name of this equipment.

Serial Number — Displays the serial number of this equipment.

MAC Address — Displays the MAC address of this equipment.

Main Memory Size (for supported models only) — Displays the main memory size.
Page Memory Size (for supported models only) — Displays the page memory size.
Save as File & e-Filing Space Available — Displays the total available space in the
local folder and e-Filing on your equipment.

Fax Space Available — Displays the available space for sending and receive fax data.
Contact Information — Displays the contact name of the person responsible for
managing this device.

Phone Number — Displays the phone number of the person responsible for managing
this device.

Message — Displays administrative messages.

Alerts — Displays alert messages.

2 | Options

The following information is displayed.

Finisher — Displays whether the Finisher is installed.

Hole Punch Unit — Displays whether the Hole Punch Unit is installed.

Fax — Displays whether the Fax Unit is installed.

Optional Function kit (for supported models only) — Displays whether the optional
function kit is installed.

Inserter (for supported models only) — Displays whether the Inserter is installed.

3 | Paper

The following information is displayed.

Drawer — Displays a list of the installed drawers.

Size — Displays the paper size set for each drawer.

Type — Displays the paper type set for each drawer.

Capacity — Displays the maximum paper capacity that can be set for each drawer.
Status — Displays the remaining amount of paper for each drawer.

The paper size for each drawer cannot be set from TopAccess. Set it from the touch panel of the equipment. For instructions
on how to set the paper size for each drawer, refer to the Copying Guide.

4 | Toner

Displays the amount of toner remaining in the toner cartridges in the equipment.

26
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2 [Device] Tab Page

Some features may not be displayed on some models.
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Displayed icons

When the equipment requires maintenance or when an error occurs with the equipment, icons indicating the status
information appear near the graphic image of the equipment on the TopAccess [Device] tab. The following are the icons
displayed and their descriptions.

Printer Error 1 This icon indicates that a non-recommended toner cartridge is being used, and that the
equipment has stopped printing. For information on resolving the error, refer to "Replacing a
Toner Cartridge" in the Troubleshooting Guide.

Printer Error 2 This icon indicates one of the following:

* You need to remove paper from the receiving tray.

* You need to remove paper from the Finisher tray.

* You need to remove the staples jammed in the Finisher. For information on resolving the
error, refer to "Staple Jam in the Finisher" in the Troubleshooting Guide.

* You need to remove the staples jammed in the Saddle Stitch Unit. For information on
resolving the error, refer to "Staple Jam in the Saddle Stitch Unit" in the Troubleshooting
Guide.

* You need to clear chads from the Hole Punch Unit. For information on resolving the error,
refer to "Cleaning the Hole Punch Dust Bin" in the Troubleshooting Guide.

* A non-recommended toner cartridge is being used. For information on resolving the error,
refer to "Replacing a Toner Cartridge" in the Troubleshooting Guide.

* You performed saddle stitch printing with the paper of the different sizes.

* The equipment cannot load paper from the Large Capacity Feeder.

* The equipment cannot eject the paper to the output tray.

’% 1 | Cover Open This icon indicates a cover such as the front cover or Automatic Duplexing Unit Cover is open.
'E" Drawer Open This icon indicates the drawer is open.
u
- Toner Empty This icon indicates no toner is left. For information on resolving the error, refer to "Replacing a
..:.. Toner Cartridge" in the Troubleshooting Guide.

\

Waste Toner Full This icon indicates the waste toner box is full and requires replacing. For information on
resolving the error, refer to "Replacing the Waste Toner Box" in the Troubleshooting Guide.

Y

Paper Empty This icon indicates no paper is left in a drawer. For information on resolving the error, refer to the
Copying Guide.

Paper Jam This icon indicates a paper jam occurred. It also indicates the location of the paper jam. For
information on resolving the error, refer to "Clearing a Paper Jam" in the Troubleshooting
Guide.

Staples Empty This icon indicates no staples are left in the Finisher. For information on resolving the error, refer

to "Refilling the Staples” in the Troubleshooting Guide.

Call for Service Contact your service representative to have the equipment inspected.

R RIREI T
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[Job Status] Tab Page

Using TopAccess, end users can display and delete print jobs, fax/internetfax jobs, and scan jobs released by end users.

[Job Status] Tab Page OVervieW ... s sssssssssssss s sssssssssnsssnes 30
[Print JOD] HEM LISt ... ettt et e e s e e et e s et e e rbe e e e aabe e e enre e e neneeas 30
[Fax/InternetFax JOD] HEM ISt ...........ueiii et e e e e e e be e e e eaab e e e e e e eabaeeaeeenaes 32
1oz T o] o] 1 (=10 0 T 1] OSSP PPPRPRNt 33

[Job Status] How to Set and How to Operate...........coiiiccii it 34
[T 1S o) = 1Y e N o] ) o] oL TS STRR 34
(==Y (g T 1T o <SPS 35
Deleting private print jobs and hold Print JODS ...........eiiiiiiii e s 35
REIEASING PIINT JODS ...t e bt e e bt e e e s et e e et e e e ne e e se e e et e nn e e e s 36

Checking reCovery INfOrMatION ...........c.uiii et rr e ae e e b e e nnre e nns 36




[Job Status] Tab Page Overview

You can display and delete print jobs, fax/internetfax jobs, and scan jobs. You can also print print jobs immediately.

Tip
When user authentication is enabled, you can operate on jobs associated with the user account you used to log in.
However, a user account with administrator privileges can operate on all jobs.

P.30 “[Print Job] Item list”
P.32 “[Fax/InternetFax Job] Item list”
P.33 “[Scan Job] Item list”

M [Print Job] Item list

The Print Job page displays the following information for each print job.

TooAccess =iling

Legin

WN =

i
I I | REFREH

I [Docureni Name [ wDats Time [Tpe [Elares Tramr [Faps [eats [Use e |Bamain Neme  DAP Saver
Ga o op of th | e |

6 7 8 9 10 11 12 13 14

The following screen is displayed if you are logged in with a user account which is granted administrator privileges in the
access policy mode.

Ms e-Filing
3 ol Inl-\I ey
Delete | Release Recaovery Information [ Delete All Private Print Jobs ” Delete All Hold Print Jobs ]
4 ! i
5 | 2 | Documert Mame | wDate Time | Tipe Status |Pager |Pases |Sats |User jame. |Dnmam Mame/ DAP Server
Gototap ofthi:faage
6 7 8 9 10 11 12 13 14
Item name Description
1 | [Delete] button If the selected print job is owned by a user who is logged in to TopAccess, the job is
deleted.
[Release] button If the selected print job is in the print queue, the job is printed.
[Recovery Information] button If the selected print job was skipped while the job skip feature was enabled, the recovery
information screen is displayed.
[ P.31 “[Recovery Information] screen”
P.139 “Setting up Job Skip Control”
4 | [Delete All Private Print Jobs] This item is displayed if you are logged in with a user account which is granted
button administrator privileges in the access policy mode.
You can delete all private print jobs displayed in the list.
5 | [Delete All Hold Print Jobs] button | This item is displayed if you are logged in with a user account which is granted
administrator privileges in the access policy mode.
You can delete all hold print jobs displayed in the list.
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Item name Description

6 | Document Name Displays the document name of the print job.
Document names are displayed using 10 asterisks (*) when the Confidentiality Setting is
enabled.
[ P.139 “Setting up Confidentiality Setting”

7 | Date Time Displays the date and time when the print job was released from the client computers.

They are displayed using "year, month, day, hour, minute, and second".
For example: 2010/12/24 12:34:56

8 | Type Displays the print job set in the printer driver.
Possible values of print job are: [Normal Print], [Scheduled Print], [Private Print], [Proof
Print], and [Hold Print].

9 | Status Displays the status of the print job.
Possible values of status are: [Paused], [Wait], [Suspend], [Skipped], [Process], [Printing],
and [Scheduled].

10 | Paper Displays the paper size of the print jobs.
11 | Pages Displays the number of pages of the print job.
12 | Sets Displays the number of copies set for the print jobs.
13 | User Name Displays the user account name of the owner of the print job.
14 | Domain Name/LDAP Server Displays the domain name or LDAP server of the user account who is the owner of the print
job.
Tips

* Print jobs that have finished being printed are displayed in the [Logs] tab.
* Click a table heading item to refresh the page and reorder the print job list in the specified order.

U [Recovery Information] screen

The Recovery Information screen displays the conditions for resuming printing.

Recovery Information
1 (e
2 —pcsauunszend: Recoyery Candtion Paper Size Paper Type Drawer
3 1|
4 A e e
6 L DS, i
Item name Description
1 | [Close] button Closes the [Recovery Information] screen.
2 | Cause Displays the cause of the print interruption.
3 | Recovery Condition Displays the procedure for resuming printing.
4 | Paper Size Displays the paper size set for the interrupted print job.
5 | Paper Type Displays the paper type set for the interrupted print job.
6 | Drawer Displays the paper source set for the interrupted print job.
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H [Fax/InternetFax Job] Item list

The Fax/InternetFax Job page displays the following information for each fax transmission job.

Device ~ lobStatus. Logs Registration Courter
i FaxfinterneiFax
Fax / InternetFax Job e
1 ——{Dekete |
‘;diﬂ T, |M larme) !TO(Fax Moo /Ernail) wDate Time |Pa £l |De\ay Time Status !User arne !Dnmain Marne/LDAP SENEI’!
Gotota | ofthis page
2 3 4 5 6 7 8 9 10
Item name Description
1 | [Delete] button The selected fax job is deleted.
2 | File No. Displays the file number (001 to 100) to identify the fax transmission job.
3 | TO(Name) Displays the destination name set for the fax transmission job.
4 | TO(Fax No./Email) Displays the fax number or E-mail address of the destination.
5 | Date Time Displays the date and time when the fax transmission job is released from the touch panel
or client computer using the Fax driver.
They are displayed using "year, month, day, hour, minute, and second".
For example: 2010/12/24 12:34:56
Pages Displays the number of pages of the fax transmission job.
Delay Time Displays the delayed time set for the fax transmission job.
Status Displays the status of the fax transmission job.
Possible values of status are: [Delayed], [Wait], [Line1], [Line2], and [Network].
9 | User Name Displays the user account name of the owner of the fax transmission job.
10 | Domain Name/LDAP Server Displays the domain name or LDAP server of the user account who is the owner of the fax
transmission job.

Tips

* Transmission jobs that have finished their transmission are displayed in the [Logs] tab.
* Click a table heading item to refresh the page and reorder the print job list in the specified order.
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H [Scan Job] Item list

The Scan Job page displays the following information for each scan job.

TopAccess =il

Login

Device Job Status Loas Redistration Courter

Scan Joh

REFRESH

1 —— Delete

|1| TO(Mame) TO(Emaill File Mame Apent. whate Time Pages |Status User Mame | Domain Mams/LOAP Server

B poc | oi1s sa s as il 201 m| 5152135 Cor|letert

] poc | o115 Sazas il 201 m| 5182113 Cor|leted

] poc | o115 Sazas il 2011 m| 15152100 Jeted

)
o

] poc | o115 Sa s as file 2011 M| 515:20:53 Cor|olsted

Gototop cfthis page

2 3 4 5 6 7 8 9 10
Item name Description
1 | [Delete] button The selected scan job is deleted.
TO(Name) Displays the destination (name) to where the scanned document is sent via an E-mail.
TO(Email) Displays the destination (E-mail address) to where the scanned document is sent via an E-
mail.
4 | File Name When the job performs the Scan to File or USB or Scan to e-Filing, it displays the document

name to be stored.
File names are displayed using 10 asterisks (*) when the Confidentiality Setting is enabled.
P.139 “Setting up Confidentiality Setting”

5 | Agent Displays the agent of the scan job.
Possible values of agent are: [Email], [Save as file], [Store to e-Filing], and [Store to USB
Media].

6 | Date Time Displays the date and time when the scan job is released from the touch panel.

They are displayed using "year, month, day, hour, minute, and second".
For example: 2010/12/24 12:34:56

Pages Displays the number of pages of the scan job.
Status Displays the status of the scan job.
Possible values of status are: [Wait], [Suspended], [Processing], and [Scanning]
9 | User Name Displays the user account name who is the owner of the scan job.
10 | Domain Name/LDAP Server Displays the domain name or LDAP server of the user account who is the owner of the
scan job.
Tips

* Scan jobs that have finished being scanned are displayed in the [Logs] tab.
* Click a table heading item to refresh the page and reorder the print job list in the specified order.
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[Job Status] How to Set and How to Operate

P.34 “Displaying print jobs”

P.35 “Deleting jobs”

P.35 “Deleting private print jobs and hold print jobs”
P.36 “Releasing print jobs”

P.36 “Checking recovery information”

H Displaying print jobs

1 Click the [Job Status] tab and click the [Print Job], [Fax/InternetFax Job], or [Scan Job]
menu.
The Job page is displayed.

2 If jobs are not displayed in the list, click the [REFRESH] icon at the upper right of the
page.

Login

Device

Registration Counter

Print Job =]

REFRESH

Delete | Release || Fecovery Information

‘;I Document Mame wlate Time Type Status Paper Pazes Sets User Mame Dom:
Sample peit 20110718 14:35:25 Print Skigped #4 13 1 pS002Hd
[ | Sample ot 20110718 13:48:02 Print Wating #4 8 1 pS002Hd
[ | Sample ot 20110718 13:48:04 Print Wating #4 5 1 pS002Hd
[ | Sample ot 20110718 13:47:00 Print Wating #4 20 1 pS002Hd

Goto tap ofthis nade

See the following for details on displayed items:
P.30 “[Print Job] Item list”

P.32 “[Fax/InternetFax Job] ltem list”

P.33 “[Scan Job] Item list”

Tip
Completed jobs are displayed in the [Logs] tab.
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H Deleting jobs

Click the [Job Status] tab and click the [Print], [Fax/InternetFax], or [Scan] menu.
The Job page is displayed.
2 Select the check box next to the job that you want to delete.

Login

Device Job Status Logs Registration Courter

Print Job N

REFRESH
| Delete || Releaze | Recovery Information
[l TDocument Name [ wDate Time Type Status Paper Pazes dets User Mame | Domain Mame/ DAP Server
ample ot 20110148 14:36:25 Prirt Skipped Iy 13 1 P00zt
1 bARHle prt 20110148 134802 Prirt Witing £ 8 1 pEO02ttd
[ | ample ot 201140119 134504 Prirt aiting £ 5 1 P00zt
[ | ample ot 2011014 9 13:47:00 Prirt Whaiting A4 20 1 pS002tt

up of this pade

3 Click [Delete].

The selected job is deleted.

Click the [REFRESH] icon at the upper right of the page to confirm the deletion.

H Deleting private print jobs and hold print jobs
You can delete private print jobs and hold print jobs if you are logged in with a user account which is granted administrator
privileges in the access policy mode.

1 Click the [Job Status] tab and click the [Print] menu.
The Print Job page is displayed.

Click the [Delete All Private Print Jobs] or [Delete All Hold Print Jobs] button.
Private print jobs or hold print jobs are deleted.

TopAccess e Filing

Logout

Device: Job Status: Lngs Registration Couirter User Managemert Administration

Print Job ~

REFRESH
[ Delete ][ Release Recovery Infarmation | Delete All Private Print Jobs ,\g[ Delete Al Hold Print Jobs ,\L
- | |
|_'/_i Docurnent Mame | wDate Time Type status Faper Pages Sets User Name |Domain Mame/LDAP Semwer
[ |Sample pof 20110119 14:36:25 Print Shipped Ad 13 3 PI002td
[ |Sample pef 2011011913402 Prirt Waiting Ad ) 1 pE002td
[ |Sample pef 201101 19134804 Prirt Maiting Ad 5 A P00t
[ |Sample pef 201101 1913:47:00 Prirt Wiaiting Ad 20 1 002t

G0 to top of this page

It may take a while to delete all private or hold jobs.
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H Releasing print jobs

You can print jobs that are stored in the queue.

Private print jobs and hold print jobs cannot be released from TopAccess.

Click the [Job Status] tab and click the [Print] menu.
The Print Job page is displayed.

2 Select the check box next to the job that you want to print.

TopAccess iy
Logout
Device Job Status Logs. Regjstration Courter User Management Acministration
Print Job ~
REFRESH
[ Delete | Release Recovery Infarmation | Delete All Private Print Jobs ][ Delete All Hold Print Jobs
[ [ [Document Name [ wDate Time Type Status  |Pamer Pages Sats User Name | Domain Name/LDAP Server
ample pf 20110119 14:38:25 Print Skipped! A4 13 1 pa002td
Al ple 201110149 13:49:02 Prirt Waiting A4 8 1 P02t
D ample pf 20110118 13.48:04 Print Wiatting Ad 5 1 pa002td
D ample pdf 20110119 13:47.00 Print Wiatting A4 n 1 pS002td
iadip of this pane

Click [Release].
The selected print job is immediately printed.

B Checking recovery information

You can check the conditions to restart a print job which has been skipped while the job skip feature was enabled.

Tip
For the job skip feature, see the following:
P.139 “Setting up Job Skip Control”

Click the [Job Status] tab and click the [Print] menu.
The Print Job page is displayed.

2 Select the check box next to the print job whose job status is “Skipped”.

TonAccess Eilimy
Logout
Device Job Status Logs Registration Courter User Managemert Administration

Print Job ~

REFRESH
[Deleta || Releasa Recovary Information | Delete All Private Print Jobs || Delste All Hold Print Jobs
[ 1 [Document tame [ wData Time Tyne Status Paper Pages Bets User Marme | Domain Name/LDAP Sarver
ample pot 20111419 14:36:25 Print Skipped A4 13 1 pa002tta
D ¥\e it 2011/ A9 13:49:02 Print W aiting Ft 8 1 ps002ttd
\y
D ample pof 20111419 13:48:04 Print W\ aiting A & 1 ps002ttd
D ample pof 2011/ A9 13:47:00 Print W\ aiting Lt 20 1 ps002ttd

G ofthis page

Click [Recovery Information].
The conditions to restart the print job are displayed.
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[Logs] Tab Page

Using TopAccess, end users can display print job logs, transmission journals, reception journals, and scan job logs.
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[Logs] Tab Page Overview

You can check the job history.

Check the logs periodically to ensure that there is no unauthorized access to the equipment as a result of spoofing.

Tips

* Logs are recorded from the moment the equipment is turned on until it is shut down. Log recording continues also
after entering the Super Sleep mode.

* Up to 100 logs are displayed in chronological order with the most recent first. You can check up to 5,000 logs in
Print Job Log Export, Fax Transmission Journal Export, Fax Reception Journal Export, and Scan Log Export, and
up to 10,000 logs in Messages Log Export by exporting them. The oldest logs are deleted when the number of logs
exceeds the maximum limit.

* The default Administrator and Auditor roles can check all logs. For more information on default roles and privileges,
see the following:

P.123 “Default roles and privileges”

* When user authentication is enabled, you can check the logs associated with the user account you used to log in.
Furthermore, a user account to which the default Administrator or Auditor role have been assigned can check all
logs.

P.38 “[View Logs] Item list”
P.44 “[Export Logs] Item list <access policy mode>"
P.45 “[Log Settings] ltem list <access policy mode>"

M [View Logs] Item list

P.38 “Print Log”

P.39 “Transmission Journal”

P.40 “Reception Journal’

P.41 “Scan Log”

P.43 “Message Log <access policy mode>"

Q Print Log

The Print Log page displays the following information for each print job log.

chcess e-Filing
Logout
Device Job Status Logs Registration Counter User Management Addmiristration
View Logs | Export Logs. | Log Seftinns
Print Log ngﬁsu
Print Log | T Journal | Reception.Journal | Scan Log | Message Log
‘Ducume it Marne |VMTM |Iy 2 |Fa er |Pa eng Sli us |ﬂ lame Domain Name/ [DAP Server
[ | SR (NSRS |ca): L7 |1 | | | |
Goto top | £this page
1 2 3 4 56 7 8 9
Item name Description
1 | Document Name Displays the document name of the print job.
Document names are displayed using 10 asterisks (*) when the Confidentiality Setting is
enabled.
P.139 “Setting up Confidentiality Setting”
Date Time Displays the date and time that the print job was released from the client computers.
Type Displays the print job type.
4 | Paper Displays the paper size of the print jobs.

38

[Logs] Tab Page Overview



Domain Name/LDAP Server

Item name Description
5 | Pages Displays the number of pages of the print job.
6 | Sets Displays the number of copies set for print jobs.
7 | Status Displays the status of the print log.
8 | User Name Displays the user account name of the owner of the print job.
9

Displays the domain name or LDAP server of the user account who was the owner of the
print job.

U Transmission Journal

Tip

Click a table heading item to refresh the page and reorder the print log list in the specified order.

The Transmission Journal page displays the following information for each transmission journal.

TobAccess

Device ‘ Joh Status

e-Filing
Logout

Reegistration Colrter ‘ Uzer Management Administration

Transmission Journal ety
PrirtLog | Transmission Journal | Reception Journal | Scan Lag | Message Loy
e [Eleie  [viaroe [ fpas | [ioEaarmaan [t [ [l [ Gorfane [Gann anghiar Sanal
& |tntop ot | = pane
1 2 3 4 5 6 7 8 9 10 11 12 13
Item name Description
1 | No. Displays the serial number of the journals.
2 | File No. Displays the file number to identify the received job.
3 | Date Time Displays the date and time the transmission job was performed.
4 | Duration Displays the time length taken for the transmissions. If it takes more than 1 hour, “59:59” is
indicated.
5 | Pages Displays the number of pages of the transmission job.
6 | TO(Name) Displays the destination name set for the transmission job.
7 | TO(Fax No./Email) Displays the fax number or E-mail address of the destination for the transmission job.
8 | Dept Displays the department code if department management is enabled.
9 | Mode Displays the transmission mode”.
10 | Status Displays the result of the transmission.
11 | Line Displays the line used.
12 | User Name Displays the user account name of the owner of the transmission job.
13 | Domain Name/LDAP Server Displays the domain name or LDAP server of the user account who was the owner of the
transmission job.

*

The transmission mode is displayed by a combination of a 2-digit letter code, a 3-digit numeric code, and up to a 4-digit supplemental code.

For example: EC 603

2-digit Iett?r c?de 1st numeric 2nd numeric code 3rd numeric Up to 4 digit
(Communication code (Resolution) code supplemental code
Mode) (bps) (Mode)
EC: ECM 0: 2400 0: 8x3.85 0: MH P: Polling
G3: G3 1: 4800 1: 8x7.7 1: MR SB: Mailbox
ML: E-mail 2: 7200 2:8x15.4 2: MMR SR/R: Relay mailbox
3: 9600 4:16x15.4 3: JBIG SF/F: Forward mailbox
4: 12000 8: 300 dpi ML: Internet Fax
5: 14400 B: 600 dpi I: Network Fax
6: V.34 D: 150 dpi O: Offramp Gateway

[Logs] Tab Page Overview
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Tip

Click a table heading item to refresh the page and reorder the transmission journal list in the specified order.

O Reception Journal

The Reception Journal page displays the following information for each reception journal.

Logout
D oo Steue Logs Regstiaion Caurter Ry T—— Aeininsireton

View Logs I Emortlogs | Log Sefiings

Reception Journal e

PrintLog | Transmission Joumal | Reception Journal | Scan Log | Message Log

[l [Fileps.[whate Time [puration [Pages[Fromiame)  [From(Faxho/Emal) Dot [Wode  [Status |[Line [User Mare [Domain Name/LDAP Server

& |tetonort| = pege

1 2 3 4 5 6 7 8 9 10 11 12 13

Item name Description
1 | No. Displays the serial number of the journals.
2 | File No. Displays the file number to identify the received job.
3 | Date Time Displays the date and time of receiving the job.
4 | Duration Displays the time taken for the receptions. If it takes more than 1 hour, “59:59” is indicated.
5 | Pages Displays the number of pages of the received job.
6 | From(Name) Displays the sender's name of the received job.
7 | From(Fax No./Email) Displays the fax number or E-mail address of the sender for the received job.
8 | Dept Displays the department code if the department management is enabled.
9 | Mode Displays the reception mode”.
10 | Status Displays the result of the reception.
11 | Line Displays the line used.
12 | User Name Displays the user account name of the owner of the received job.
13 | Domain Name/LDAP Server Displays the domain name or LDAP server of the user account who was the owner of the
received job.

*

The reception mode is displayed by a combination of a 2-digit letter code, a 3-digit numeric code,
For example: EC 603

and up to a 4-digit supplemental code.

2-digit letter code 1st numeric . 3rd numeric .
L 2nd numeric code Up to 4 digit
(Communication code (Resolution) code supplemental code
Mode) (bps) (Mode)
EC: ECM 0: 2400 0: 8x3.85 0: MH P: Polling
G3: G3 1: 4800 1: 8x7.7 1: MR SB: Mailbox
ML: E-mail 2:7200 2:8x15.4 2: MMR SR/R: Relay mailbox
3: 9600 4:16x15.4 3: JBIG SF/F: Forward mailbox
4: 12000 8: 300 dpi ML: Internet Fax
5: 14400 B: 600 dpi I: Network Fax
6: V.34 D: 150 dpi O: Onramp Gateway
Tip

Click a table heading item to refresh the page and reorder the reception journal list in the specified order.
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L Scan Log

The Scan Log page displays the following information for each scan job log.

TopAccess o Filin

Logout

Device Jal Status Logs Registration Counter User Management Administration

View Logs

Scan Log o

Print Log | Transmission Jourhal | Reception Joumal | Scan Log | Message Log

TO{Mame) TO{Email) File Narme Agent wDate Time. Pazes [Mode | Status User Mame | Domain Name/LDAR Serer| =
DOC | 0115001 polt [ Sa | acfile  [2011/01)516:11:39 |47 5T33C | Ste |20l document in controller shared folder |-—
DOC | 0115002 pf | Sa | as e |2011/01)5 160451 |62 5733C [ Ste |2l document in controller shared folder |-—
DOC | 0115001 polf [ Sa | astie  |2011/01)515:23:54 |44 5T33C [ Ste |2l document in controller shared folder |-—
DOC | 0115 pof Salrastie | 2011/01| 5141405 |4 57| 23C [ Ste |2l document in controller shared folder |-—
DOC | 0115 pof Sal:astie |200101| 5135421 |50 STliic Ste | of document in cortroller shared folder |-—- B
DOCT | 0114-001 pelf [ Sa |:asfile  [2011/01 |4 13:04:03 |28 ST|23C | Ste | 2ol document in controller shared folcler |-
DOC | 0114 pof Salrastie 200107 | 4 16:46:41 (15 ST|33C Ste | ¢l document in cortroller shared folder |---
DOC | 0112 poit sal:astie |201071|4 163815 |2 ST|33C [Ste [t document in cortroller shared foider |-
DOC | 0114 paif Sal:astie |2011/01 | 415364215 5T|33C | Ste | 2ol dacument in cantralier shared falcier |- LA
DOC | 0114 poif Sal:astie  |2011/01| 415333815 =T|33C [ Ste |20l dacument in cantralier shared falier |-—
DOC | 0114 paif Sa|:astie 2011001 | 411:20:00 |1 ST|33C | Ste | 2ol dacument in cantraller shared falcier |-—
DOC" | 0113 pof Salrasfie |2011/01) 3125503 |47 27| 33C [ Ste | =0l document in cantraller shared falcer |-—
DOC" | 0113 pof Za|:asfie |201101|311:34:45 |2 27| 238 | Ste | 2ol document in cantroller shared falcler |-—
DOC" | 0112 polf Sa|rastie |201101|215:59:38 |50 STlsa‘c Ste | el document in cortroller shared folder |-—
DOC" | 0111 pof Sa|:asfie |201101|1 16:07:38 |2 =7 33C | Ste |20l document in controller shared folder |-—
DOC | 0107 pof Sa|:asfie  [2011/01) 7 De:44:01 1 5T 33C [ Ste | o document in contraller shared folder |-— -

1 2 3 4 5 6 7 8 9 10

Item name Description
1 | TO(Name) Displays the destination (name) to where the scanned document was sent via an E-mail.
2 | TO(Email) Displays the destination (E-mail address) to where the scanned document was sent via an
E-mail.
3 | File Name Displays the file name stored in a shared folder or e-Filing.

This item may not be displayed depending on the access policies.
File names are displayed using 10 asterisks (*) when the Confidentiality Setting is enabled.
P.139 “Setting up Confidentiality Setting”

4 | Agent Displays the agent of the scan job.

5 | Date Time Displays the date and time when the scan job was released from the control panel.

6 | Pages Displays the number of pages of the scan job.

7 | Mode Displays the transmission mode using 6-letter codes”.

8 | Status Displays the detailed result status of the scan job.

9 | User Name Displays the user account name of the owner of the scan job.

10 | Domain Name/LDAP Server Displays the domain name or LDAP server of the user account who was the owner of the
scan job.

* Codes are displayed in the following format.

AA: This describes the job type.

CA Copy and File
Copy and Store to e-Filing

CT Copy to e-Filing (without printing)

FS Relay Mailbox Transmission
FF Fax Received Forward
FE Internet Fax Received Forward

ST Scan to File or USB
Scan to e-Filing
Scan to Email

FA Fax and Save as File
PA Print and e-Filing

PT Print to e-Filing

IA Fax and Save as File

BE e-Filing to Email

RS Remote Scan or Web Services Scan
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MS Meta Scan

EN E-mail notification

: This describes the transmission type.

e-Filing

Email (SMTP)

FTP

SMB

Save in a local folder

NetWare IPX/SPX

USB

NetWare TCP/IP

FTPS

Remote Scan or Web Services Scan

: This describes the resolution.

100 dpi

150 dpi

200 dpi

300 dpi

400 dpi

600 dpi

8 x 3.85 (line/mm) (203 x 98)

8 x 7.7 (line/mm) (203 x 196)

16 x 15.4 (line/mm) (400 x 391)

: This describes the file format.

e-Filing

1
1
1

TIFF (Multi)

TIFF (Single)

PDF (Multi) or Encrypted PDF (Multi)

JPEG

PDF (Single) or Encrypted PDF (Single)

Slim PDF (Multi)

Slim PDF (Single)

XPS (Multi)

XPS (Single)

DIB

: This describes the file color mode.

Black

Gray Scale

B
0
2
3
4
5
6
7
8
9
C
0
2
3
4
5
A
B
C 8 x 15.4 (line/mm) (203 x 391)
D
D
0
2
3
4
5
6
7
8
9
A
E
B
G
C

Color

M Mix

The file format is recorded as DIB in the scan log if the data are scanned in BMP, JPEG, TIFF, or PNG format using the
WIA (Windows Image Acquisition) driver.

Tip

Click a table heading item to refresh the page and reorder the scan log list in the specified order.
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U Message Log <access policy mode>

The Message Log page displays errors which have occurred on your model.

Tips

» Displays only when you are logged in with a user account which is granted administrator privileges or display
privilege in the access policy mode.
¢ The default Administrator and Auditor roles can check all message logs. For more information on default roles and
privileges, see the following:
P.123 “Default roles and privileges”

TonAccess

ok Status

Device ‘

Lops. Registretion

Courter

User Management

Aciministration

e-Filing
Logout

Message Log e
Print Log | Transmission Joumal | ReceptionJournal | Scanlog | Message Log
whate Time Error Level [Message Status Uzer Mame Domain Marmed DAP Servar
20011 ) 1143027 Inforn | tion Suct | sstul user lagin B0C Almir
20011 ) 1142430 Inforn | tion Suct | sstul user lagin B0C acmin
20011 1 141830 Inforn | tion Gom | nto the slesp mods Dal
200111 1 141318 Inforn | tion Gom | ntothe energy save mode Dal
201111 1 140837 Inforn | tion Turn |4 on the poveer D3l
201111 1 140829 inforn | tion Edite | Device Setting T
201111 1 140826 Inforn | tion Edite | Device Setting T1E
20111 1 140612 Inforn | tion The |achine was shut down Dafi
20011H1 ) 1 140550 Inforn | tion Suct | sstul user login 600 Servic):
20111 | 1140457 Inforn } tion Edite | Device Setting T
1 2 3 4 5 6
Item name Description
1 | Date Time Displays the date and time of the error.
2 | Error Level Displays the error level.
Error : Error that user and administrator may not be recoverable.
Warning : Error that administrator is recoverable.
Information : Error that end user is recoverable or that event is not error.
3 | Message Displays the message if available.
4 | Status Displays the error code.
5 | User Name Displays the user account name related to the message.
6 | Domain Name/LDAP Server Displays the domain name or LDAP server of the user account related to the message.

Tip

For details on error codes and error messages, refer to “Checking the Equipment Status with TopAccess” in the

Troubleshooting Guide.
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H [Export Logs] Item list <access policy mode>

You can erase logs or export them in a file.

Tips

» Displays only when you are logged in with a user account which is granted administrator or display privileges in the
access policy mode.

* The exported data file can be either CSV format or XML format. [CSV] is set as the default.

* You can export up to 5,000 logs in Print Job Log Export, Fax Transmission Journal Export, Fax Reception Journal
Export, and Scan Log Export, and up to 10,000 logs in Messages Log Export. The oldest logs are deleted when the
number of logs exceeds the maximum limit.

TonAccess o Filing

Logout

Device Job Status Logs Registration Courter User Management Adkministration

Export Logs

N
REFRESH

Export Logs

It may take mare than 10 minutes ifthere are a lot of entries.

1 s P01 Job Log Export

File Name Not Created

File Size

Date Created

Export Data Format © cay L RML

Create Mew FilefClear Log | ‘ Clear Log

o reate New Flle

2 e Fax Transmission Journal Export

File Name Mot Greated
File Size

Date Created

Export Data Format @ cav KWL

Create Mew File&Clear Log | ‘ Clear Log | ‘ Create New File

3 ====="""" Fax Reception Journal Export
File Name Mot Greated

File Size

Date Created

Export Data Format @ cov HmL

Create Mew File&Clear Log | ‘ Clear Log | ‘ Create New File

4 == Scan Log Export
File Name Mot Greated

File Size

Date Created

Export Data Format @ Ccov HmL

Create Mew File&Clear Log | ‘ Clear Log | ‘ Create New File

5 = Messages Log Export
File Name Mot Crested
File Size

Date Created

Export Data Farmat @ Csv KWL

Craate Mew FileClaar Log | ‘ Clear Log | ‘ Craate Mew File

Item name Description

1 | Print Job Log Export You can erase print logs or export (download) them in a file.

Create New File & Clear Log — Creates a file according to the file format of the export
data. Erases logs after a file has been created. You can display or download by clicking the
created file.

Clear Log — Erases logs.

Create New File — Creates a file according to the file format of the export data.

You can display or download by clicking the created file.

2 | Fax Transmission Journal Export | You can erase the transmission journal or export (download) it to a file.

Create New File & Clear Log — Creates a file according to the file format of the export
data. Erases logs after a file has been created. You can display or download by clicking the
created file.

Clear Log — Erases logs.

Create New File — Creates a file according to the file format of the export data.

You can display or download by clicking the created file.

3 | Fax Reception Journal Export You can erase the reception journal or export (download) it to a file.

Create New File & Clear Log — Creates a file according to the file format of the export
data. Erases logs after a file has been created. You can display or download by clicking the
created file.

Clear Log — Erases logs.

Create New File — Creates a file according to the file format of the export data.

You can display or download by clicking the created file.
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Item name

Description

4 | Scan Log Export

You can erase scan logs or export (download) them in a file.

Create New File & Clear Log — Creates a file according to the file format of the export
data. Erases logs after a file has been created. You can display or download by clicking the
created file.

Clear Log — Erases logs.

Create New File — Creates a file according to the file format of the export data.

You can display or download by clicking the created file.

5 | Messages Log Export

You can erase message logs or export (download) them in a file.

Create New File & Clear Log — Creates a file according to the file format of the export
data. Erases logs after a file has been created. You can display or download by clicking the
created file.

Clear Log — Erases logs.

Create New File — Creates a file according to the file format of the export data.

You can display or download by clicking the created file.

M [Log Settings] Item list <access policy mode>

P.46 “Log size”

Tip

P.45 “Log Authentication”

Displays only when you are logged in with a user account which is granted administrator or display privileges in the

access policy mode.

U Log Authentication

You can specify whether or not to use log authentication.

Device | Jah Stetus
WView Logs | Export Logs

Log Settings

e-Filing
Logout

Logs. Registration Corter User Managemert Administration

Log Settings

1 —— ) ()
I

Log Authentication

3 Enahle Log i 1 Disable ~

Item name

Description

1 | [Save] button

Saves log authentication settings.

[Cancel] button

Cancels the settings.

Enable Log Authentication

Enables log authentication.
When log authentication is enabled, the log display for users will be restricted according to
access policies.
* Enable — Enables log authentication. Display will be restricted according to access
policies.
* Disable — Disables log authentication. Logs for all users will be displayed.

[Logs] Tab Page Overview 45




U Log size

Log size displays the log size.

Log Size

! _I‘_
2 T Print Loy 0%

-||— Transmission Journal 0%
3 ——— Reception Journal 0%
_II_ ScanLog 0%

4 _I_ Message Log 1%
5—|

Item name Description
1 | Print Log Displays the log size of print jobs.
2 | Transmission Journal Displays the log size of transmission journals.
3 | Reception Journal Displays the log size of reception journals.
4 | Scan Log Displays the log size of scan jobs.
5 | Message Log Displays the log size of message logs.
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[Logs] How to Set and How to Operate

P.47 “Displaying job logs”
P.48 “Exporting logs”

H Displaying job logs

Tip
You can display logs for jobs which are performed on this equipment. Up to 100 logs are displayed in chronological
order with the most recent first. When the number exceeds 100, logs are deleted, beginning with the oldest ones.

1 Click the [Logs] tab and click the [View Logs] menu.

2 Click [Print Log], [Transmission Journal], [Reception Journal], [Scan Log], or [Message
Log].
The log page is displayed.

3 Click the [REFRESH] icon at the upper right of the page to update the information.

e-Filing
Logout
Joh Status ( Logs ) Fegistration ‘ Courter ‘ User Managemert Administration
| Exporiloss | Log Befliis

Print Log REQR

Print Log | Transmission Journal | Receplion Journal | Scan Log | Message Log

Docurment Name wDate Time [Type [Paner [Pases [sets[Stans [UserMame  [Domain Name/l DAP Server
| |2mwmn1115411 | oy |5 |1 |1 |E3 i | |
Gototap ofthis pade

Tip

Click a table heading item to refresh the page and reorder the list in the specified order.

[Logs] How to Set and How to Operate 47



H Exporting logs

You must be logged in to the access policy mode to export logs.
For information on logs that can be exported, see the following:
P.44 “[Export Logs] ltem list <access policy mode>"

Log in to TopAccess in access policy mode.
P.22 “Access policy mode”

2 Click the [Logs] tab and then click the [Export Logs] menu.

Logout

Device Job Status Registration Courter User Management Administration

Wigw Lows | | Log Settings %1

Export Logs %2 BN

"t may take more than 10 minutes ifthere are a lotof entries

Print Job Log Export

File Name Mot Created

File Size

Date Created

Export Data Format @ csv FML

Create Mew File&.Clear Log || Clear Log | [ Create few File”

Fax Transmission Journal Export

File Name Mot Created

File Size

Date Created

Export Data Format @ Cgv ML

Create New File&Glear Log | [ clearLog || Create New File

Fax Reception Journal Export

File Name Mot Created
File Size

Date Created

Export Data Format @ CSY AL

Create New File&Clear Log ‘ ‘ Clear Loy ‘ ‘ Create New File

Scan Log Export

File Name Mot Created

File Size

Date Created

Export Data Format @ cay O ML

[ Create Mew File&Clear Log | [ ClearLog | [ Create New File

Messages Log Export

File Name Mot Created

File Size

Date Created

Export Data Format @ Ccsv ML

[ Create Mew Filed.Clear Log | [ Clear Log | [ Create hew File | 3

Tip
File sizes are displayed in bytes.
Select the file format (CSV/XML) for the log you want to export.
Create the file by clicking the [Create New File] button for the log you want to export.

Click the file name.

onh~hw

Save the log file.

Your browser will display a confirmation dialog box. Select the process for saving the log as a file and follow the
displayed instructions.
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[Registration] Tab Page

This chapter contains instructions on how to register templates, the address book, and mailboxes.

[Registration] Tab Page OVerview ... ssssssss s sssssssees 50
[TEMPIAtE] HEIM IST ...ttt e s e e et e s n e e er e e s et e e rrn e e e asne e e nanneenaneeenn 50
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[Inbound FAX routing] HEM LISt .......ooeeie ettt et e et e et e e s e e et e e eneeeennneeas 81
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[Registration] Tab Page Overview

You can register templates, the address book, and inbound fax routing.

3 P.50 “[Template] Item list”
3 P.76 “[Address Book] Item list”
3 P.81 “[Inbound FAX routing] Item list”

M [Template] Item list

P.50 “[Template Groups] screen”

P.53 “[Group Properties] screen”

P.54 “[Private Templates] screen”

3 P.55 “[Change Group Password] screen”
3 P.56 “[Template Properties] screen”

3 P.57 “Private template settings”

0O [Template Groups] screen

You can check the template registration status.
You can save agent settings for copy, fax/Internet Fax, and scan operated from the control panel on your device into a
template. Users can select the template when they copy, fax/Internet Fax, or scan from the control panel, for easy

operation.

Templates are managed in groups and up to 60 templates can be saved in a group.
There can be one public template group, and up to 200 private template groups.

Groups

also set passwords on groups and registered templates to restrict the
use of them. Groups and templates without a password are available
to all users.

Max.
_ Max. number
Group type Description templates
of groups
saved
Public Template The public template group can be created and maintained only by 1 60
Groups users who are granted administrator privileges in the access policy
mode.
Registered templates are available for all users.
Private Template Users can create templates in private template groups. Users can 200 60

50
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5 [Registration] Tab Page

Public Template Groups

Login
Device: Job Stetus: Logs Registration Counter
Template

Template Groups
Please select a group to edit below
Public Template Groups

1 — [ [rame [er fame |
[Public | [refic Template Groups | |

3 All Groups | Defined Groups =
Jurnp ta E
001 011 021 031 D41 051 D61 071 D81 091 101 111 121 131 141 151 161 171 181 191
Mo, Mame Lizer Mame:
001 Templete0Ol Uzerhlame00?
o002 Templete002 Uzerhlame002
003 Templetel03 Uzerhlame003
o004 Templetel0d
o00s Templetel0s
008 Undefined Undefined
ooy Undefined Undefined
o008 Undefined Undefined
009 Undefined Undefined
010 Undefined Undefined
Gato tap ofthis page
i Mame: Lizer Maime:
011 Lnclefired Lnclefired
012 Lnclefired Lnclefired
013 Lnclefired Lnclefired
014 Lnclefired Lnclefired
015 Lnclefired Lnclefired
016 Lnclefired Lnclefired
017 Lnclefired Lnclefired
018 Lnclefired Lnclefired
018 Unictefired Undefined -

Item name Description
1 | No. Displays "Public" for the public template group.
2 | Name Displays "Public Template Groups" for the public template group.

You can click to check the registered templates.
[0 P.93 “Displaying public templates”

3 | User Name -

Tip
Templates in the public template group are created and managed by users who are granted administrator privileges in

the access policy mode. See the following description for registering public template groups:
J P.335 “Registering public templates”
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Private Template Groups

All Groups | Cefined Groups =l
Jurnp ta £
o1 011 021 031 041 051 061 071 081 091 101 111 121 131 141 151 161 171 181 191 =

1 Mare User Mame
001 T_EIE\EteUEH User | ame001

2 — —d plctennz User | ame002
003 TempletelO3 LUzer | ame003
008 Templetel0s
008 Undefined Undefined
o007 Undefined Undefined
o008 Undefined Undefined
009 Undefined Undefined
010 Undefined Undefined
Goto tap ofthis page
i Maime: Lizer Maime:
011 Unclefired Urucle fired
012 Unclefined Unclefined
013 Unclefired Unclefired
014 Unclefired Unclefired
015 Unclefired Unclefired
016 Unclefired Unclefined
017 Unclefired Unclefired
018 Unclefired Unclefired
018 Unictefired Unictefired -

Item name Description
1 | No. Displays the group number.
2 | Name Displays the group name.

Click the name of a registered template to check and edit the registered templates.
P.86 “Registering and editing private template groups”

Click [Undefined] to register templates.

0 P.53 “[Group Properties] screen”

3 | User Name

Displays the group owner name.

Click the name of a registered user name to check and edit the registered templates.
P.86 “Registering and editing private template groups”

Click [Undefined] to register templates.

0 P.53 “[Group Properties] screen”

Tips

» Click [All Groups] or [Defined Groups] to change how private template groups are displayed.

* See the following descriptions for how to register private template groups and how to create templates:
P.86 “Registering and editing private template groups”
P.89 “Registering or editing templates”
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Q [Group Properties] screen

You can register a new private template group.

Group Properties

Group Information
[Ma. ] [Hame |User Mame |
e | | [ |

1—
2 i Iia:e EuCanEe\
3 i [
4 \
5 e L2 M
This Email address is used as defaull recipient each for template.
6 2o Email to
T ——rassword
8 pe Password
Item name Description

1 | [Save] button Creates a private template group with the entered data.

The [Private Templates] screen is displayed and you can edit the template you are
registering.
[ P.54 “[Private Templates] screen”

2 | [Cancel] button Cancels the settings.

3 | Number Displays the private group number.

4 | Name Enter the name of the private group.

5 | User Name Enter the owner name of the private group.

6 | Notification Enter the E-mail address to be displayed as the default recipient when notification is
enabled in any template. You can select whether notification will be sent or not for each
template.

7 | Password Enter the password if setting a password to the private group. You can enter up to 20
characters including numbers, sharp marks (#), and asterisks (*).

8 | Retype Password Enter the same password again for a confirmation.
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U [Private Templates] screen

You can edit the template you are registering.

Please click a template picture to edit.

Jumnp to

Templates 16

1 D-jvate Templates Tempae croups »
3 Gloun Informatiln
1
Edit Change E‘aaswurd Reset
4 —le [ [mame |User Mame |
|nm | ITer\p\ateDm |u;a lameni \
5 |

16 7-12 13-18 19-24 25-30 31-36 37-42 43-48 48-94 55-60

IDcard Copy
' | 1CE

[ 2ind -5
:
4 ACS

[ ACS APS
:

[ Twvin Color
‘
4 Black & Red

Wixed Org

& StoF S Text & StoF D Text
5 . 6 .

Y Color sPDF Y Color sPDF

Goto tap ofthis nade

Group Information

Item name

Description

1 | [Edit] button

Allows you to edit the private template group information.
0 P.53 “[Group Properties] screen”

2 | [Change Password] button

Allows you to change the password for the private template group.
0 P.55 “[Change Group Password] screen”

3 | [Reset] button Resets registration of the private template group.
4 | No. Displays the number of the private template group.
5 | Name Displays the name of the private group.

6 | User Name Displays the owner of the private template group.

Template list

You can display the template list. You can change the view by clicking [Panel View] or [List View].

Panel View

Panel View | Listview

Please click a template picture to edit

Jumnp to
1 1-6 712 1318 1924 2530 31-36 37-42 4343 49-54 5560
Templats 16 I

Deard Copy
-

4. 2n1 5-8
:
4 ACS

4 ACS APS
:

4 Tuwin Color
:
4 Black & Red

Mized Org

& SHoF 5 Text & SHoF D Text
5 - & -

S Color sPOF S Color sPOF

Go to top afthis page

Item name

Description

1 | Image

Displays icons of the templates.
Click [Undefined] to register a new template.
P.53 “[Group Properties] screen”

2 | Name 1/Name 2

Displays the names registered on the touch panel.
P.57 “Panel Setting (Private template)”
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List View

Panel Yiew | Listview

Templates 16

1 User Hame agert
2 e ' o
3 T oo pei e o
5 Stof S Text Color sPDF Save az file
B Stof D Text Color sPDF Save az file
Go to top ofthis page
Item name Description
1 | Name Displays the names registered on the touch panel.
0 P.57 “Panel Setting (Private template)”
Click [Undefined] to register a new template.
1 P.53 “[Group Properties] screen”
2 | User Name Displays the user name registered on the panel setting.
Click [Undefined] to register a new template.
0 P.53 “[Group Properties] screen”
3 | Agent Displays the agent registered to the template.
Click [Undefined] to register a new template.
P.53 “[Group Properties] screen”

0 [Change Group Password] screen

You can change the password of a private template group.

Change Group Password
Group Information
1 i3 | [Hame |User Mame |
| | |Tamp\ateﬂﬂ1 ILIserNsmaDm |
2 |
Salve Canlcel
3 Old Password
4 Passwiort
5 type
Item name Description
1 | [Save] button Saves the new password.
2 | [Cancel] button Cancels the password change.
3 | Old Password Enter the current password.
4 | New Password Enter the new password.
5 | Retype Password Enter the same password again for a confirmation.
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QO [Template Properties] screen

You can set the template you are registering.

11—
2_ f%:;[@

3 — Gelect Agent

Template Properties ~ Template Graups » Private Templatesk

4 ——— ooy Ermail
5 | Fax i InternetF ax Save asfle
] Sean | Stare to e-Filin
6 —_IJ::‘ Meta Scan Save to USE Mid\a
7 — |
8 9 10 11
Item name Description
1 | [Save] button Saves the template contents.
[Cancel] button Cancels the operation.
[Select Agent] button Allows you to set the selected agent.
You can set the template details when creating a new agent.
0 P.57 “Private template settings”

4 | Copy You can create a template which copies the document. Select this agent if you want to print
a copy when you are sending a document to another destination. You can also specify the
[Save as file] agent or [Store to e-Filing] agent at the same time.

5 | Fax/ InternetFax You can create a template for fax or Internet Fax transmission. You can also specify the
[Save as file] agent at the same time.

6 | Scan You can create a template for a scan. You need to select either the [Email] agent, [Save as
file] agent, [Store to e-Filing] agent, or [Save to USB Media] agent at the same time. You can
specify up to two agents for a scan template.

7 | Meta Scan This agent is enabled when the meta scan option is installed.

You can create a template for the meta scan option.
Refer to the document provided by the vendor of the application which supports meta scan
option for details.

8 | Email You can transmit the document as an E-mail attachment.

9 | Save as file You can save the document in a shared folder.

10 | Store to e-Filing You can store the document in the e-Filing.

11 | Save to USB Media You can save the document in USB media.
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U Private template settings
You can set details of a template.

L1 P.57 “Panel Setting (Private template)”

) P.58 “Destination Setting (Private template)”
[ P.64 “InternetFax Setting (Private template)”
[ P.64 “Fax Setting (Private template)”

[ P.66 “Email Setting (Private template)”

[ P.68 “Save as file Setting (Private template)”
1 P.71 “Box Setting (Private template)”

) P.71 “Store to USB Device Setting (Private template)”
[ P.73 “Scan Setting (Private template)”

1 P.75 “Extended Field settings”

0 P.75 “Extended Field Properties”

1 P.75 “Password Setting”

Panel Setting (Private template)

In the Panel Setting page, specify how the icon for the template is displayed in the touch panel, and the notification
settings for the template.

Panel Setting
|_SaiH Cancel |
1 cture {:E_
2 aptiont SAVING
3 aption2 AS FILE
4 User Mame
5 utomatic Start Disabls =
6 "] Send Email when an error occurs
7 | Send Email when jobis completed
8 oot Email to @) Email address for notification is not specified. Email is not sent until Email address is specified
I
Item name Description
1 | Picture This indicates the icon that will be displayed in the touch panel. The icon is automatically
designated according to the agent that you select.
2 | Caption1 Enter the text that will be displayed next to the icon in the touch panel. You can enter up to
11 alphanumerical characters.
3 | Caption2 Enter the text that will be displayed next to the icon in the touch panel. You can enter up to
11 alphanumerical characters.
4 | User Name Enter the owner name of the template. You can enter up to 30 alphanumerical characters.
5 | Automatic Start Select whether the automatic start function is enabled or disabled. When this is enabled, the
operation will be automatically started when you press the template button from the
TEMPLATE menu on the touch panel without pressing the [START] button or [SCAN].

If the user names or passwords of the User Authentication for Scan to E-mail and the User Management Setting are different,
or only the User Authentication for Scan to E-mail is enabled, you need to enter the user name and password of the User
Authentication for Scan to E-mail also when recalling the template with the automatic start function enabled.

6 | Notification — Send Email when an | Select this to send a notification message to the specified E-mail address when an error
error occurs occeurs.

7 | Notification — Send Email when Select this to send a notification message to the specified E-mail address when a job is
job is completed completed.
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Item name Description

8 | Notification — Email to Enter a recipient E-mail address for the notification message. You can either select an

option to send it to the E-mail address set in a private group or specify an E-mail address.

When you enable the Notification setting, make sure to set up the E-mail settings in the [Email] submenu of the [Setup] menu
in the TopAccess access policy mode. For instructions on how to set up the E-mail settings, see the following section:
[ P.230 “Setting up E-mail settings”

Destination Setting (Private template)

In the Recipient List page, you can specify the destinations to which the Fax, Internet Fax, or Scan to E-mail document will
be sent.

When you are setting up the destinations for the Scan to Email agent, you can only specify the E-mail addresses for the
destinations.

When you are setting up the destinations for the Fax/InternetFax agent, you can specify both fax numbers and E-mail
addresses for the destinations.

When Creating a Fax/Internet Fax agent:

|Destinetion |

When Creating an Email agent:

TQ: Destination Setting

|70 Destination | |

[ GC: Destination Setting ]
e Destination | |

[ ECC: Destination Setting l
[BCe: Destination | |

The optional Fax Unit must be installed in this equipment to specify the fax numbers of the destinations.

You can specify the destinations by entering their E-mail addresses or fax numbers manually, selecting destinations from
the address book, selecting destination groups from the address book, or searching for destinations in the LDAP server.
P.59 “Entering the destinations manually”

P.60 “Selecting the destinations from the address book”

P.61 “Selecting the groups from the address book”

P.62 “Searching for destinations in the LDAP server”

P.63 “Removing the contacts from the Recipient List”
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Entering the destinations manually

You can add a destination manually to the Recipient List.

You cannot enter destinations if [Restriction Setting for Destination] is enabled.

P.260 “Restriction Setting for Destination”

1 Click [Destination Setting] (when creating a Fax/Internet Fax agent) or [TO: Destination
Setting] / [CC: Destination Setting] / [BCC: Destination Setting] (when creating an Email

agent) to open the Recipient List page.
2 Click [New].

Recipient List

[ Cancel ][ Address Book H Address Group ” Search ]

‘.ﬂlv@ V“ |Destmalinn

The Contact Property page is displayed.

3 Enter the E-mail address or fax number of the destination, in the [Destination] box.

Contact Property
/oK) (et (Fet)

*Reguired

|Des1matinn |Userﬂm@example.cum|,\

RN
N

You can specify the fax number for the destination only when the optional Fax Unit is installed.

Click [OK].
The destination is added to the Recipient List page.

5 Repeat steps 2 to 4 to add all additional destinations that you require.

Tip

You can remove the destinations you added to the Recipient List before saving the destination settings.

P.63 “Removing the contacts from the Recipient List”

6 Click [Savel.

Recipient List

Ee\ ][ Address Book H Address Group ” Search ” Delete l
[ [\ams Destination

] UserD01 @example.com

The contacts are added as destinations.
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Selecting the destinations from the address book

You can select destinations from the address book in this equipment.

You cannot select destinations from the address book if [Restriction Setting for Destination] is enabled.
P.260 “Restriction Setting for Destination”

1 Click [Destination Setting] to open the Recipient List page.
2 Click [Address Book].

Recipient List

[ Cancel ][ Address Book [ Address Group ” Search ] Jelete
|
|Destmat|ul¥\\

(i

The Address Book page is displayed.

3 Select the [Email] check boxes of users you want to add as the E-mail recipients or
Internet Fax recipients, and select the [Fax] check boxes of users you want to add as
the Fax recipients.

Address Book

Group Al Groups -

‘Emai | IFax |vName

Email Address

Fax Mumber

“irstiame 0 Lasthlame 0

User! D@example.com

901-2345-6789

“irsthame03 Lasthlamens

User08@example.com

830-1234-5678

=

irstlamels Lasthamels

User08@example.com

789-0123-4567

[T | FirstiiameD? Lastiamsn?

User07 @example.com

678-8012-3456

[T | FirstiameDs Lastiame0s

UserOB@example.com

S567-8901-2345

[ | Firstiiamens Lastiams0s

UserOS@example.com

456-7830-1234

User0d@example.com

345-6789-0123

[ | Firstiiamen3 Lastiamens

User03@example.com

234-5678-8012

[T | Firstiamen2 Lastiamen2

User02@example.com

123-4567-8901

0
0
0
[ |7 | Frstiomens Lastiamens
0
0
0

[ | Firstiament Lastiamsit

User01 @example.com

012-3456-7830

G010 g nn[l\ggg
A

* When you are creating a Scan to E-mail template, only the [Email] check boxes are displayed in the
Address Book page.
* You can specify the fax number for the destination only when the optional Fax Unit is installed.

Tip
If you want to sort the Recipient List by a specific group, select the desired group name in the [Group] box.
4 Click [Add].
The selected destinations are added to the Recipient List page.
Tip

You can remove the destinations you added to the Recipient List before saving the destination settings.
P.63 “Removing the contacts from the Recipient List”

5 Click [Save].

Recipient List

[ Cancel ][ Address Book H Address Group ” Search l Jelete
wl[@ame |Destmatian

The contacts are added as destinations.
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Selecting the groups from the address book

You can select groups from the address book.

You cannot select destinations from the address group if [Restriction Setting for Destination] is enabled.
P.260 “Restriction Setting for Destination”

1 Click [Destination Setting] to open the Recipient List page.
2 Click [Address Group].

Recipient List

[ Cancel ][ Address Book H Address Group [ Search ]
|

‘L]lvm |Destmat|an v\\

The Address Group page is displayed.

3 Select the [Group] check boxes that contain the desired destinations.

Address Group

‘GruuplmauE Mame
‘7] Neroupniamens

] @numamem

] | |Groupnamens

] | |Groupnamenz

] | |sroupnamen

12010 Tap ofthis nane

4 Click [Add].
All recipients in the selected groups are added to the Recipient List page.
Tip

You can remove the destinations you added to the Recipient List before saving the destination settings.
P.63 “Removing the contacts from the Recipient List”

5 Click [Save].

Recipient List

[ Cancel ][ Address Book H Address Group ” Search l
[ ms |Destmalinn

The contacts are added as destinations.
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Searching for destinations in the LDAP server

You can search for destinations in the registered LDAP server and in the address book.

The LDAP server used for the search must be registered by a user who is granted administrator privileges in access
policy mode.
3 P.306 “Managing directory service”

1 Click [Destination Setting] to open the Recipient List page.
2 Click [Search].

Recipient List

[ Cancel ][ Address Book H Address Group ” Seath

‘i]lvm |Destmat|an

oY

The Search Contact page is displayed.

3 Select the directory service name that you want to search for in the [Directory Service
Name] box, and enter the search terms in the boxes that you want to search.

Search Contact

Enter a partial name or Email address to search for a contact,

Directory Service Nam LDAP serverdl -

First Mame FirstMamel1
Last Mame

Email Address

Fau Murmber

Company

Department %

Tips

* If you select the model name of this equipment at the [Directory Service Name] box, you can search for
destinations in the address book of this equipment.

* TopAccess will search for destinations who match the entries.

* Leaving the box blank allows wild-card searching. However, you must specify at least one.

4 Click [Search].

TopAccess will start searching for destinations in the LDAP server and the Search Address List page will display
the results.

5 Select the [Email] check boxes of users you want to add as the E-mail recipients or
Internet Fax recipients, and select the [Fax] check boxes of users you want to add as
Fax recipients.

Search Address List

|Emai | |Fax |vName Ernail Address Fax Mumber
7] | FirstNamen? Lastiame0t Userl1 @example.com 012-3456-7850

SN (NN N u\l ;%age
Notes

* You can specify the fax number for the destination only when the optional Fax Unit is installed.
* The value of [company] and [department] will depend on the settings made by the user who is granted
administrator privileges in the access policy mode.
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Click [Add].

The selected destinations are added to the Recipient List page.

Tip

You can remove the destinations you added to the Recipient List before saving the destination settings.
P.63 “Removing the contacts from the Recipient List”

7 Click [Savel].

Recipient List

|Destmat|an

[ Cancel ][ Address Book H Address Group ” Search ]
] yrine

The contacts are added as destinations.

Removing the contacts from the Recipient List

1 Click [Destination Setting] to open the Recipient List page.

Select the check boxes of the destinations that you want to remove from the Recipient
List, and click [Delete].

Recipient List

Save | Gancel “ Address Book H Address Group ” Search | Delete

[l hame
—

Destination z

Userl D@sxampls.com

[@] | irsthlamet 0 Lastiame10

irsthlamend Lasthame03

User3i@sxampls.com

[ | irstilamens Lastiame0s

Userli@sxampls.com

A%I

The selected destinations are removed from the Recipient List.
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InternetFax Setting (Private template)

In the InternetFax Setting page, you can specify the content of the Internet Fax to be sent.

InternetFax Setting
*Reguired
1 @ Scanned from (Device Name)[(Template Mamel](Date)(Time)
2 From Address Uzerl@example.com
3 rom Mame OO0
4 u
5 fle Format TFF-8 -
6 Fragment Page Size Mo Fragmentation -
Item name Description
1 | Subject This sets the subject of the Internet Faxes. Select [Scanned from (Device Name) [(Template

Name)] (Date) (Time)] to automatically apply the subject, or enter the desired subject in the
box. If you enter manually, the subject will be [(Subject) (Date) (Time)].

2 | From Address

Enter the E-mail address of the sender. When the recipient replies to a received document,
the message will be sent to this E-mail address. You can enter up to 140 alphanumerical
characters.

3 | From Name

Enter the sender name of the Internet Fax. You can enter up to 64 characters.

Body

Enter the body message of the Internet Fax. You can enter up to 1000 characters (including
spaces).

5 | File Format

Select the file format of the scanned image. Only [TIFF-S] (TIFF-FX (Profile S)) format can
be selected.

6 | Fragment Page Size

Select the size of the message fragmentation. [No Fragmentation] is set as the default.

Fax Setting (Private template)

In the Fax Setting page, you can specify how the fax will be sent.

Fax Setting
1
2 alution
3 Original Mods
4 P
5 ion Type Mermory Transmit -
6 M oM -
7 ine Select Auto =
8 lity Transmit OFF =
9 UBISER
10 DFAD
1" o M
12
1 3 - Lrity)
14 Dlay e Transmit o ey 0 .0
15 Transmi OFF -
Item name Description
1 | Preview

Select whether or not to preview before sending a fax.
¢ ON — Select this to preview.
* OFF — Select this not to preview.
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Item name

Description

Resolution

Select the resolution for sending faxes.

» Standard — Select the Standard mode as the normal resolution. This mode is suitable
when you are frequently transmitting text documents with normal size characters.

* Fine — Select the Fine mode as the normal resolution. This mode is suitable when you
are transmitting documents with small size characters or fine drawings.

* Ultra Fine — Select the Ultra Fine mode as the normal resolution. This mode is suitable
when you are transmitting documents with very small size characters or detailed
drawings.

Original Mode

Select the image quality mode for sending faxes.

* Text — Select the Text mode as the normal image quality mode. This mode is suitable
when you are transmitting text documents.

* Text/Photo — Select the Text/Photo mode as the normal image quality mode. This
mode is suitable when you are transmitting documents which contain both texts and
photos.

* Photo — Select the Photo mode as the normal image quality mode. This mode is
suitable when you are transmitting photo documents.

Exposure

Select the exposure for sending faxes.
Select [Auto] to automatically apply the ideal contrast, or adjust the contrast manually in 11
stages.

Transmission Type

Select the send mode.

¢ Memory Transmit — Select the Memory TX mode to automatically send the document
after it has been temporarily stored to memory. This mode is useful if you want to return
original files immediately. You can also send the same originals to two or more remote
faxes.

* Direct Transmit — Select the Direct TX mode to send the original as it is being
scanned. This mode is useful if you want confirmation from the remote party. Originals
are not stored to memory, and you can specify only one remote fax at a time.

Tip

You can select [Direct Transmit] when you have created a template for Fax/InternetFax (not for Saved as file).
When Fax/InternetFax and [Save as file setting] are combined, this item will be unselectable and will not be displayed.

ECM

Enable or disable the ECM (Error Correction Mode) to automatically resend any portion of
the document affected by phone line noise or distortion.

Line Select

Select whether specifying the line to be used.

* Auto — Select not to specify the line to be used.

* Line1 — Select to use Line 1 for this Fax agent.

* Line2 — Select to use Line 2 for this Fax agent if installed.

Quality Transmit

Select this to send a document in the Quality TX mode. This feature sends a document at a
slower speed than normal so the transmission will be less affected by line conditions.

SUB/SEP

Enter the SUB number or SEP number if you want to set the mailbox transmission.

10

SID/PWD

Enter the password for SUB or SEP if required.

1"

Polling

Select this to set Polling communications.

* (Blank) — Select the blank box when you do not want to perform polling.

* Transmission — Select this to perform Polling Reservation that allows users to store
the document in the memory.

* Received — Select this to perform Turnaround Polling that allows users to poll another
fax after transmitting documents to the remote fax on the same phone call.

You can select [Transmission] when you have created a template for Fax/InternetFax (not to be Saved as file).
When Fax/InternetFax and [Save as file setting] are combined, this item will be unselectable and will not be displayed.

12

Password

Enter the 4-digit security code for the document to be stored or received.

13

Fax Number(Security)

When you select [Transmission] at the [Polling] box, enter the security fax number that
allows polling of stored document.

When you select [Received] at the [Polling] box, enter the security fax number to poll the
documents from remote faxes.

14

Delayed Transmit

If you enable the delayed communications for this agent, enter the day and time to send a
document. Delayed transmission is disabled when the date is set to "0".

15

Priority Transmit

Select whether the document will be sent prior to other jobs.
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Email Setting (Private template)

In the Email Setting page, you can specify the content of the Scan to Email document to be sent.

Email Setting
*Reguired
@ Use Email Setting in Administration Setling
1 @ Send data frorm (Device namea) [(Template Name)]
Add the date and time to the subject
@ Use From Address Setting set by Admiristrator
2 From Acdress o
@ Use From Mame Fetting set by Sdministrator
3 ram Mame _
5 Format POF{Multi) -
[¥IEncryation
UserPassword  |esssessese Retype Password [eeesessess
Master Password |eeesssssss Retype Password (esessssses
Encryption Level  125-bit AES ~
6 =D Autharity
[ Printing
[ change of Documents
[T content Copying or Exraction
[ content Extraction far accessibility
@ DocYYMMDDOYWMMDD is a date)
7 File Hame ® |
[F]  Addthe date and time to & file name.
Fragment Message Size Mo Fragmentation
Item name Description
1 | Subject This sets the subject of the E-mail.

Use Email Setting in Administration Setting — Select this to set the subject specified in
[Administration] - [Setup] - [Email] as subject.

Send data from (Device Name)[(Template Name)] — Select this to set the [(Template
Name)] data sent from (Device Name) as subject.

<Entry box> — Enter the text to set as subject.

Add the date and time to the Subject — Select this to append date and time to the subject
selected above.

Tip

When [Meta Scan] is selected, you can use a variable as the subject.
For more information on variables, see the following:
() P.357 “Variables of XML format files”

2 | From Address

This sets the E-mail address of the sender. When the recipient replies to a received
document, the message will be sent to this E-mail address.

Use From Address Setting set by Administrator — Select this to use the E-mail address
specified in [Administration] - [Setup] - [Email]. When User Authentication or Email
Authentication is enabled, select this to use the E-mail address specified in [Administration]
- [Security] - [Authentication] - [Email Address Setting].

<Entry box> — Specify the sender address using up to 140 alphanumeric characters.

3 | From Name

This sets the sender name of the E-mail document.

Use From Name Setting set by Administrator — Select this to use the sender name
specified in [Administration] - [Setup] - [Email]. When User Authentication or Email
Authentication is enabled, select this to use the sender name specified in [Administration] -
[Security] - [Authentication] - [Email Address Setting].

<Entry box> — Specify the sender name using up to 64 characters.

4 | Body

Enter the body message of the Scan to Email documents. You can enter up to 1000
characters (including spaces).
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Item name Description

File Format Select the file format of the scanned image.

* TIFF(Multi) — Select this to save scanned images as a Multi-page TIFF file.

* TIFF(Single) — Select this to save scanned images separately as Single-page TIFF
files.

* PDF(Multi) — Select this to save scanned images as a Multi-page PDF file.

* PDF(Single) — Select this to save scanned images separately as Single-page PDF
files.

* Slim PDF(Multi) — Select this to save scanned images as Multi-page slim PDF files.
Select this when you give priority to minimizing the file size over the quality of the image.

* Slim PDF(Single) — Select this to save scanned images separately as Single-page
slim PDF files. Select this when you give priority to minimizing the file size over the
quality of the image.

* XPS(Multi)— Select this to save scanned images as a Multi-page XPS file.

* XPS(Single) — Select this to save scanned images separately as Single-page XPS
files.

* JPEG — Select this to save scanned images as JPEG files.

Tips

» If the Forced Encryption setting is enabled, only the PDF (Multi) and the PDF (Single) are selectable for a file format. For
the Forced Encryption function, refer to the MFP Management Guide.

¢ Files saved in an XPS format can be used in Windows Vista/Windows 7/Windows Server 2008 SP1, or Windows XP SP2/
Windows Server 2003 SP1 or later versions with Net Framework 3.0 installed.

Encryption Set this for encrypting PDF files if you have selected [PDF (Multi)] or [PDF (Single)] in the
File Format setting.
Encryption — Select this if you want to encrypt PDF files.
User Password — Enter a password for opening encrypted PDF files.
Master Password — Enter a password for changing PDF encryption settings.
Encryption Level — Select an encryption level.
¢ 40-bit RC4 — Select this to set an encryption level to the one compatible with Acrobat
3.0, PDF V1.1.
* 128-bit RC4 — Select this to set an encryption level to the one compatible with Acrobat
5.0, PDF V1.4.
* 128-bit AES — Select this to set an encryption level to the one compatible with Acrobat
7.0, PDF V1.6.
Authority — Select the desired authority items on encrypted PDF files.
* Printing — Select this to authorize users to print documents.
* Change of Documents — Select this to authorize users to change documents.
* Content Copying or Extraction — Select this to authorize users to copy and extract
the contents of documents.
* Content Extraction for accessibility — Select this to enable the accessibility feature.

Tips

* If the Forced Encryption setting is enabled, you cannot clear the [Encryption] check box. For the Forced Encryption
function, refer to the MFP Management Guide.

* The user password and the master password are not set at the factory shipment.

¢ Passwords must be from 1 to 32 one-byte alphanumerical characters.

* The user password must differ from the master password.

These passwords can be re-entered only by an authorized user. Users cannot change the settings of the [Encryption Level]
box and the [Authority] box noted below if they are not authorized to change the master password. For the details of the
encryption setting, refer to the MFP Management Guide. Ask the administrator for resetting these passwords.

File Name Select how the scanned file will be named. Select [DocYYMMDD] to name it as described,
or enter the desired file name in the box.

When you want to add the date and time in the file name, select the [Add the date and time
to a file name] check box.

Tip
When [Meta Scan] is selected, if you select [Add the date and time to a file name] in [File Namel], it is also applied to the meta
data file name.

Fragment Message Size Select the size of the message fragmentation. [No Fragmentation] is set as the default.
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Save as file Setting (Private template)

In the Save as file Setting page, you can specify how and where a scanned file will be stored.

Save as file Setting

Save || Cancel

1 File Farrmat

TIFF(Mult) =

2 Encryption

Encryption

Master Password EEEEEEEEET
Encryption Lewel | 128-bit AES

Autharity

Frinting

Change of Documents

Content Copying or Extraction
Content Extraction for accessibility

Selectfollowing 2 iterns

[@] Use local folder
Storage Path WMFPO7317401WFILE_SHARE

Destination

[] Remote1

@ Use Administrator Setting
Frotocal | SMB
Metwark Path

Use User Setting
Protocal amMB FTP FTPS

serer name [

Port Numher(cummand)_

MNetwork Path _

Login User Name —

Passward _ Retype Passward _

Metitvare IPRISPX Metitvare TCRIP

Remate 2

@ Use Administrator Setting
Frotocal | SMB
MNetwork Path

Use User Setting
Protocal SMB ETE: FTPS

serer name [

Port Numher(cummand)-

MNetwork Path _

Login User Name _

Passward _ Retype Passward _

Metitvare IPRISPX Metitvare TCRAP

6 File Name

@ DocYMMDDOYMMDD is a date)

[]  Addthe date and tirme to a file name.

Item name

Description

1 File Format

files.

files.

quality of the image.

files.

Select the file format for the scanned file to be stored.
* TIFF(Multi) — Select this to save scanned images as a Multi-page TIFF file.
* TIFF(Single) — Select this to save scanned images separately as Single-page TIFF

* PDF(Multi) — Select this to save scanned images as a Multi-page PDF file.
* PDF(Single) — Select this to save scanned images separately as Single-page PDF

* Slim PDF(Multi) — Select this to save scanned images as Multi-page slim PDF files.
Select this when you give priority to minimizing the file size over the quality of the image.

* Slim PDF(Single) — Select this to save scanned images separately as Single-page
slim PDF files. Select this when you give priority to minimizing the file size over the

* XPS(Multi)— Select this to save scanned images as a Multi-page XPS file.
* XPS(Single) — Select this to save scanned images separately as Single-page XPS

* JPEG — Select this to save scanned images as JPEG files.

Tips

» If the Forced Encryption setting is enabled, only the PDF (Multi) and the PDF (Single) are selectable for a file format. For
the Forced Encryption function, refer to the MFP Management Guide.

* Files saved in an XPS format can be used in Windows Vista/Windows 7/Windows Server 2008 SP1, or Windows XP SP2/
Windows Server 2003 SP1 or later versions with Net Framework 3.0 installed.
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Item name Description

Encryption Set this for encrypting PDF files if you have selected [PDF (Multi)] or [PDF (Single)] in the
File Format setting.
Encryption — Select this if you want to encrypt PDF files.
User Password — Enter a password for opening encrypted PDF files.
Master Password — Enter a password for changing PDF encryption settings.
Encryption Level — Select an encryption level.
* 40-bit RC4 — Select this to set an encryption level to the one compatible with Acrobat
3.0, PDF V1.1.
* 128-bit RC4 — Select this to set an encryption level to the one compatible with Acrobat
5.0, PDF V1.4.
* 128-bit AES — Select this to set an encryption level to the one compatible with Acrobat
7.0, PDF V1.6.
Authority — Select the desired authority items on encrypted PDF files.
* Printing — Select this to authorize users to print documents.
* Change of Documents — Select this to authorize users to change documents.
* Content Copying or Extraction — Select this to authorize users to copy and extract
the contents of documents.
* Content Extraction for accessibility — Select this to enable the accessibility feature.

Tips

* If the Forced Encryption setting is enabled, you cannot clear the [Encryption] check box. For the Forced Encryption
function, refer to the MFP Management Guide.

* The user password and the master password are not set at the factory shipment.

¢ Passwords must be from 1 to 32 one-byte alphanumerical characters.

* The user password must differ from the master password.

These passwords can be re-entered only by an authorized user. Users cannot change the settings of the [Encryption Level]
box and the [Authority] box noted below if they are not authorized to change the master password. For the details of the
encryption setting, refer to the MFP Management Guide. Ask the administrator for resetting these passwords.

Destination — Use local folder Select this to save a scanned file to the “FILE_SHARE” folder.

Tip

When [Meta Scan] is selected, you can only specify one destination.
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Item name

Description

4 | Destination — Remote 1

Select this check box to save the scanned file to a network folder. How you can set this item
depends on how the user with administrator privileges configured Remote 1 in the [Save as
file] submenu under the [Setup] menu.
When you select [Allow the following network folder to be used as a destination], you can
only select [Use Administrator Setting]. The protocol and the network path are displayed
below this item.
When you select [Allow user to select network folder to be used as a destination], you can
select [Use User Setting] and enter the following items to specify where to save the file.

If you are allowed to specify a network folder, select [Use User Setting] and enter the
following items to specify where to save the file.

Protocol
Select the protocol to be used for uploading a scanned file to the network folder.

¢ SMB — Select this to send a scanned file to the network folder using the SMB protocol.
* FTP — Select this to send a scanned file to the FTP server.

* FTPS — Select this to send a scanned file to the FTP server using FTP over SSL.

* NetWare IPX/SPX — Select this to send a scanned file to the NetWare file server using

the IPX/SPX protocol.
* NetWare TCP/IP — Select this to send a scanned file to the NetWare file server using
the TCP/IP protocol.

Server Name
When you select [FTP] as the protocol, enter the FTP server name or IP address where a
scanned file will be sent. For example, to send a scanned file to the “ftp://192.168.1.1/user/
scanned” FTP folder in the FTP server, enter “192.168.1.1” in this box.
When you select [NetWare IPX/SPX] as the protocol, enter the NetWare file server name or
Tree/Context name (when NDS is available).
When you select [NetWare TCP/IP] as the protocol, enter the IP address of the NetWare file
server. You can enter up to 64 alphanumerical characters and symbols.

Port Number(Command)

Enter the port number to be used for controls if you select [FTP] as the protocol. Generally “-
” is entered for the control port. When “-” is entered, the default port number, that is set for
FTP Client by an administrator, will be used. If you do not know the default port number for
FTP Client, ask your administrator and change this option if you want to use another port
number. You can enter a value in the range from 0 to 65535 using numbers and hyphens (-).
Hyphen (-) is set as the default.

Network Path
When you select [SMB] as the protocol, enter the network path to the network folder. For
example, to specify the “users\scanned” folder in the computer named “Client01”, enter
“\ClientO1\users\scanned\".
When you select [FTP] as the protocol, enter the directory in the specified FTP server. For
example, to specify the “ftp://192.168.1.1/user/scanned” FTP folder in the FTP server, enter
“user/scanned”.

When you select “NetWare IPX/SPX” or “NetWare TCP/IP” as the protocol, enter the folder
path in the NetWare file server. For example, to specify the “sys\scan” folder in the NetWare
file server, enter “\sys\scan”.

You can enter up to 128 alphanumerical characters and symbols.

Login User Name

Enter the login user name to access an SMB server, FTP server, or NetWare file server, if
required. When you select [FTP] as the protocol, an anonymous log in is assumed if you
leave this box blank. You can enter up to 32 alphanumerical characters and symbols.
Password

Enter the password to access an SMB server, FTP server, or NetWare file server, if required.
You can enter up to 32 alphanumerical characters, symbols, and spaces. A single space
only can also be entered.

Retype Password

Enter the same password again for a confirmation.

Tip

When [Meta Scan] is selected, you can only specify one destination.

5 | Destination — Remote 2

Select this check box to save the scanned file to a network folder. How you can set this item
depends on how the user with administrator privileges configured Remote 2 in the [Save as
file] submenu under the [Setup] menu.

If the user with administrator privileges specified Remote 2 to use only the specified network
folder, you can only select [Use Administrator Setting]. The protocol and the network path
are displayed below this item.

If the Remote 2 allows you to specify a network folder, you can specify the network folder
settings. See the description of the Remote 1 option for each item.

Tip

When [Meta Scan] is selected, you can only specify one destination.
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Item name Description

6 | File Name Select how the scanned file will be named. Select [DocYYMMDD] to name it as described,
or enter the desired file name in the box.

When you want to add the date and time in the file name, select the [Add the date and time
to a file name] check box.

Tip

When [Meta Scan] is selected, if you select [Add the date and time to a file name] in [File Name], it is also applied to the meta
data file name.

Box Setting (Private template)

In the Box Setting page, you can specify how scanned images will be stored in the Box.

Box Setting
1 ) Box Mumber 00000 Public Box -
cestnation Password Retype Passwaord
Icer Mame:
b . @ DocyYMMDDOYMMDD is a date)
Item name Description

1 | Destination Specify the destination box number for e-Filing.

Box Number — Select the box number to store the scanned image.
Password — Enter the password if the specified box is set with a password.
Retype Password — Enter the same password again for a confirmation.

2 | Folder Name Enter the name of the folder where scanned images will be stored. If the specified named
folder does not exit, the folder will be created automatically. You can enter up to 64
characters.

3 | Document Name Select how the scanned file will be named. Select [DocYYMMDD] to name it as described,
or enter the desired file name in the box.

Store to USB Device Setting (Private template)
On the Store to USB Setting page, you can set the method for saving templates in USB media.

Store to USB Setting
£
1 File Format TIFF(Multiy -
Encryption
serpassuor: | EUPTRORON Fetvoe oz EEUROTUPR
Waster Password Retype Passiiord -
Encryption Lewel | 128-bit AES
2 R Autharity
Frinting
Change of Documents
Content Copying or Extraction
Content Extraction for accessibility
@ DocYYMMDDCYMMOD is a date)
3 ile Marme: ®
[7]  Add the date and tirme to a file name. -
« i I
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Item name Description

1 | File Format Select the file format of the scanned image.

* TIFF(Multi) — Select this to save scanned images as a Multi-page TIFF file.

* TIFF(Single) — Select this to save scanned images separately as Single-page TIFF
files.

* PDF(Multi) — Select this to save scanned images as a Multi-page PDF file.

* PDF(Single) — Select this to save scanned images separately as Single-page PDF
files.

* Slim PDF(Multi) — Select this to save scanned images as Multi-page slim PDF files.
Select this when you give priority to minimizing the file size over the quality of the image.

* Slim PDF(Single) — Select this to save scanned images separately as Single-page
slim PDF files. Select this when you give priority to minimizing the file size over the
quality of the image.

* XPS(Multi)— Select this to save scanned images as a Multi-page XPS file.

* XPS(Single) — Select this to save scanned images separately as Single-page XPS
files.

* JPEG — Select this to save scanned images as JPEG files.

Tips

* If the Forced Encryption setting is enabled, only the PDF (Multi) and the PDF (Single) are selectable for a file format. For
the Forced Encryption function, refer to the MFP Management Guide.

* Files saved in an XPS format can be used in Windows Vista/Windows 7/Windows Server 2008 SP1, or Windows XP SP2/
Windows Server 2003 SP1 or later versions with Net Framework 3.0 installed.

2 | Encryption Set this for encrypting PDF files if you have selected [PDF (Multi)] or [PDF (Single)] in the
File Format setting.
Encryption — Select this if you want to encrypt PDF files.
User Password — Enter a password for opening encrypted PDF files.
Master Password — Enter a password for changing PDF encryption settings.
Encryption Level — Select an encryption level.
* 40-bit RC4 — Select this to set an encryption level to the one compatible with Acrobat
3.0, PDF V1.1.
* 128-bit RC4 — Select this to set an encryption level to the one compatible with Acrobat
5.0, PDF V1.4.
* 128-bit AES — Select this to set an encryption level to the one compatible with Acrobat
7.0, PDF V1.6.
Authority — Select the desired authority items on encrypted PDF files.
* Printing — Select this to authorize users to print documents.
* Change of Documents — Select this to authorize users to change documents.
* Content Copying or Extraction — Select this to authorize users to copy and extract
the contents of documents.
* Content Extraction for accessibility — Select this to enable the accessibility feature.

Tips

» If the Forced Encryption setting is enabled, you cannot clear the [Encryption] check box. For the Forced Encryption
function, refer to the MFP Management Guide.

* The user password and the master password are not set at the factory shipment.

* Passwords must be from 1 to 32 one-byte alphanumerical characters.

* The user password must differ from the master password.

These passwords can be re-entered only by an authorized user. Users cannot change the settings of the [Encryption Level]
box and the [Authority] box noted below if they are not authorized to change the master password. For the details of the
encryption setting, refer to the MFP Management Guide. Ask the administrator for resetting these passwords.

3 | File Name Select how the scanned file will be named. Select [DocYYMMDD] to name it as described,
or enter the desired file name in the box.

When you want to add the date and time in the file name, select the [Add the date and time
to a file name] check box.

Tip

When [Meta Scan] is selected, if you select [Add the date and time to a file name] in [File Namel], it is also applied to the meta
data file name.
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Scan Setting (Private template)

In the Scan Setting page, you can specify how originals are scanned for the Scan to File, Scan to Email, and Scan to
e-Filing agent.

Scan Setting
1 OFF ~
2  Siddsd Soan Single -
3 o= [ [t M= [o] [~ L]
4 olor Mode Elack -
5 olution 200dpi -
6 ompression Middle
7 -Criginal Mode Text -
8 posur @upl® 000 olelooe ool
9 Criginal Size Auto -
10 ackoround oo eleloo ool
11 antract (@]
12 18t pne: 000 olelooe®
13 155
Fed (@l ]
14 8 Acfustment Green: (@) [
Blue: (@l |
15 Ot Blerik Page OFF ~
16 Outzice Erase @ OFF [®l
Item name Description
1 | Preview ™ Select whether to display the scanned image on the control panel after the scanning an
original.
* OFF — Select this not to display the scanned image.
* ON — Select this to display the scanned image.
2 | Single/2-Sided Scan Select whether to scan one side or both sides an original.
* Single — Select this to scan one side of an original.
* Duplex Book — Select this to scan both sides of originals when the pages are printed
vertically in the same direction and bound along the vertical side of the paper.
* Duplex Tablet — Select this to scan both sides of originals with a vertical reversal to be
bound along the horizontal side of the paper.
Rotation Select how the scanned images will be rotated.
4 | Color Mode Select the color mode for scanning.
* Black — Select this to scan in the black mode.
* Gray — Select this to scan in the gray scale mode.
* Full Color — Select this to scan in the full color mode.
¢ Auto Color — Select this to scan in the auto color mode.

¢ The [Color Mode] option cannot be set when [Slim PDF (Multi)] or [Slim PDF (Single)] is selected in the [File Format]
option in the Save as File Settings and that in the Email Setting.

* When [Auto Color] is selected, you cannot select JPEG or TIFF (Multi) for the file format. Also when [Black] is selected,
JPEG is not allowed.

5 | Resolution Select the resolution for scanning.

The [Resolution] option cannot be set when [Slim PDF (Multi)] or [Slim PDF (Single)] is selected in the [File Format] option in
the Save as File Settings and that in the Email Setting.

6 | Compression Select the compression for scanning.

* This cannot be set when [Black] is selected at the [Color Mode] box.
* The [Compression] option cannot be set when [Slim PDF (Multi)] or [Slim PDF (Single)] is selected in the [File Format]
option in the Save as File Settings and that in the Email Setting.
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Item name Description
7 | Original Mode Select the document type of the originals.

* Text — Select this to set the Text mode as the default original mode.

* Text/Photo — Select this to set the Text/Photo mode as the default original mode. This
can be selected only when [Black] is selected in the [Color Mode] box. !

* Photo — Select this to set the Photo mode as the default original mode.

» Printed Image "1 — Select this to set the Printed Image mode as the default original
mode. This can be selected only when [Full Color] or [Auto Color] is selected in the
[Color Mode] box.

This cannot be set when [Gray] is selected in the [Color Mode] box.
8 | Exposure Select the exposure for scanning.
Select [Auto] to automatically apply the best contrast for the document. You can also
manually adjust the exposure in 11 stages. The farther to the right that you set the value, the
darker the density of the scanned image will become.
[Auto] is not available when [Gray], [Full Color], or [Auto Color] is selected at the [Color Mode] box. In that case, set the
exposure manually.

9 | Original Size Select the original size.

If this is set to [Auto], the size is automatically detected. Select [Mixed Original Sizes] to
scan a document with mixed sizes. You can also specify the original size.

10 | Background Select the density level of the background of the scanned image. Density can be adjusted in
9 levels. The farther to the right that you set the value, the darker the density of the
background will become.

11 | Contrast Select the contrast level of the scanned image. Contrast can be adjusted in 9 levels. The
farther to the right that you set the value, the higher the contrast level will become.

This is not available when [Black] or [Gray] is selected at the [Color Mode] box.

12 | Sharpness Select the sharpness level of the scanned image. Sharpness can be adjusted in 9 levels.
The farther to the right that you set the value, the sharper the scanned image will become.

13 | Saturation Select the saturation level of the scanned image. Saturation can be adjusted in 7 levels. The
farther to the right you set the value, the more vivid the scanned image will become.

This is not available when [Black] or [Gray] is selected at the [Color Mode] box.

14 | RGB Adjustment Select the RGB density level of the scanned image. RGB density can be adjusted in 9 levels
for each color. The farther to the right you set the value, the darker the density of the
selected color will become.

This is not available when [Black] or [Gray] is selected at the [Color Mode] box.

15 | Omit Blank Page Select whether to automatically omit a blank page in the scanned image if it is included in

originals.
¢ OFF — The blank page is not omitted.
* ON — The blank page is omitted.

16 | Outside Erase Select whether to erase a shade that appears outside of the scanned image when an
original is placed on the original glass while the Original Cover (optional) is left open. The
erased shade will be whitened.

If you want to erase it, you can select the criteria in 7 levels for judging if it is an area to be
erased. The farther to the right you select, the larger the area that will be erased. [OFF] is
selected by default.

*1  Available only for models that support color printing.
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Extended Field settings

You can set extended fields for meta data.
Set the field you have registered in [Administration] - [Registration] - [Extended Field Definition].

Extended Field settings
Sawe | | Cancel
1 _—;Extended Field Defintion Mo, | 001 : testDO] ~

*DisplayMame2
"DisplayMame2
DisplayName3
*DisplayHamed v
*DisplayMames [TTTIT]
Item name Description

1 | Extended Field Definition No. Allows you to select a registered extended field definition.

Extended Field Properties

[Extended Field Properties] set under the selected extended field definition are displayed.

Values set in this screen are used as the default values for [Extended Field Properties] displayed on the control panel
when using Meta Scan.

ltems with an asterisk (*) attached at the beginning of the [Extended Field Properties] name are mandatory entry fields.

Password Setting

In the Password Setting page, you can set a password for the private template.

Password Setting
1 Passwort
2 etype
Item name Description
1 | Password Enter a password.
2 | Retype Password Enter the same password again for a confirmation.
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H [Address Book] Item list

P.76 “[Address Book] screen”

] P.77 “[Contact Property] screen”

] P.78 “[Fax Setting] screen”

] P.79 “[Search Contact] screen”

] P.79 “[Search Address List] screen”
P.80 “[Group Properties] screen”

U [Address Book] screen

You can manage a contact list to be used in E-mail, Internet Fax, and fax transmissions.

Tips

» Click [Contacts] or [Groups] to switch the display between the list of addresses and the list of groups where
contacts are assigned.
* Address Book can be also managed using the control panel. Refer to the MFP Management Guide.

Contacts
Address Book
; Contacts | Groups
Add A;dress Segrch
3 —roup Al Groups -
4 gin} &alm_e Email Address |Fax Murnber
5 10 FlrINamew Lasthame10 Lser10 | iexample.com
9 Firstiame09 Lasthame0d Lser09 | iexample com
g 7 Fi Lasthlame07 Lser(; s :::
s fisbineie Lospianers segsanecn
& |FirstMame0s Lesthame0d \UserD4@example com
[ |Firsliame0s Lasineme03 \UserD3mexample com
|2 |Firsthlame02 L asthame02 UserD2f@example.com
1 Firsttamel Lasthamel! Lser(1 fexample.com 01 2-3456- 7390
Go to top of this page
Item name Description
1 | [Add Address] button Allows you to add a new contact in the address book.
[ P.77 “[Contact Property] screen”
2 | [Search] button Allows you to search a contact from the address book.
0 P.79 “[Search Contact] screen”
3 | Group Select a group to display in the address list.
* All Groups — Displays the all groups.
* Registered Groups — Displays the registered groups only.
4 |ID Displays the registered ID of the contact.
[ P.77 “[Contact Property] screen”
5 | Name Displays the name registered to the contact.
[ P.77 “[Contact Property] screen”
6 | Email Address Displays the E-mail address registered to the contact.
[ P.77 “[Contact Property] screen”
7 | Fax Number Displays the fax number registered to the contact.
[ P.77 “[Contact Property] screen”
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Group

Address Book
Contacts | Groups
1 — i)
2 w0 %PM Cumt.acls
3 = o lamens 20 |
4 CroupMamend [EH |
4 4 GroupMamels 12
2 Grouphlamed2 10
1 Grouphlamel] 10
Go to top of this page
Item name Description
1 | [New] button Allows you to add a new group.
[ P.80 “[Group Properties] screen”
2 |ID Displays the registered ID of the group.
[ P.80 “[Group Properties] screen”
3 | Group Name Displays the registered name of the group.
[ P.80 “[Group Properties] screen”
4 | Contacts Displays how many address books are registered in the group.

Q [Contact Property] screen

1
2
3 Cintasl Branarty Address Book b
4 Sdve || Gancel || Reset ;'_-\.::f.‘:-:
5 e 33 Stting
*Either
*Either
6 First Mame
7 Last Mame
8 Email Address
9 Fax Mumber
10 Feve Humber
1 o
12 -Department
13 Keyword
Item name Description
1 | [Save] button Saves the entered information.
2 | [Cancel] button Cancels adding or editing a contract.
3 | [Reset] button Erases information entered in the given box.
4 | [Delete] button Deletes the displayed contact.
5 | [Fax Setting] button Registers the contact for fax transmission.
[ P.78 “[Fax Setting] screen”
6 | First Name Enter the first name of the contact. You can enter up to 32 characters. Invalid characters are
replaced with "I".
7 | Last Name Enter the last name of the contact. You can enter up to 32 characters. Invalid characters are
replaced with "I".
8 | Email Address Enter the E-mail address of the contact. You can enter up to 192 characters.
9 | Fax Number Enter the fax number of the contact. You can enter up to 128 characters.
10 | 2nd Fax Number Enter the second fax number of the contact. You can enter up to 128 characters.
11 | Company Enter the company name of the contact. You can enter up to 64 characters. Invalid

characters are replaced with "I".
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Item name Description
12 | Department Enter the department name of the contact. You can enter up to 64 characters. Invalid
characters are replaced with "I".
13 | Keyword Enter the comments on the contact. You can enter up to 256 characters. Invalid characters

are replaced with "!".

QO [Fax Setting] screen

You must specify either the [First Name] or [Last Name] box and either the [Email Address] or [Fax Number] box to

register the contact.
in the [Fax Number] and [2nd Fax Number], a three-second pause is added for dialing the fax

If you enter
number.

To perform the fax transmission, the optional Fax Unit is required. If the optional Fax Unit is not installed, you
cannot perform the fax transmission even if you specify the fax number.

Fax Setting

1 ——@ Reset
I—

B

Address Book » Coniact Property »

FIAD

M

ine Select

Gualty Transmit

OO ~NoOOOGL A~ W

ion Type

-
o

Item name Description
1 | [Save] button Saves the entered information.
[Reset] button Restores fax settings set for the contact to the default status.
SUB Enter the mailbox number if you want to send a fax to the contact's fax mailbox. You can
enter up to 20 characters using numbers, #, and *.

4 | SID Enter the password to send a fax to the contact's fax mailbox. You can enter up to 20
characters using numbers, #, and *.

5 | SEP Enter the mailbox number if you want to retrieve a document from the contact's fax mailbox.
You can enter up to 20 characters using numbers, #, and *.

6 | PWD Enter the password to retrieve a document from the contact's fax mailbox. You can enter up
to 20 characters using numbers, #, and *.

7 | ECM Select whether to enable or disable ECM (Error Correction Mode). If [ON] is selected, it
facilitates error free communications by automatically resending any portion of the
document affected by phone line noise or distortion.

8 | Line Select Select whether specifying the line to be used. If this is set to [Auto], this equipment
automatically selects the line to be used. However, [Line 2] can be applicable only when the
2nd Line for Fax Unit is installed.

9 | Quality Transmit Select whether to send a document in the Quality TX mode. If [ON] is selected, this
equipment sends documents at a slower speed than normal so that the transmission will be
less affected by line condition.

10 | Transmission Type Select whether the document will be sent in [Memory Transmit] mode or [Direct Transmit]

mode.

78

[Registration] Tab Page Overview




U [Search Contact] screen

You can search for contacts in the LDAP server and add them to the address book.

Tip

In order to use the LDAP search, the directory service must be set up by a user who has been granted administrator
privileges in the access policy mode. Before operating the LDAP search, ask your administrator if the Directory Service
has been configured.

Search Contact

Cancel
— 1

Enter a partial name or Email address to search for a contact

= Directory Service Mame LDAP serverd]

e First Marme

— LastMame

— Fan humber

— COMMPANY

1—
2
3
4
5
6
7
8
9

— Ernail Address

m— Department

Item name Description

1 | [Search] button Searches contacts with the entered conditions.
L P.79 “[Search Address List] screen”

2 | [Cancel] button Cancels the contact search.

3 | Directory Service Name Select the LDAP server for the search.

4 | First Name Enter the search condition.

5 | Last Name

6 | Email Address

7 | Fax Number

8 | Company

9 | Department

Tips

If you select the model name of this equipment at the [Directory Service Name] box, you can search for
destinations in the address book of this equipment.

* TopAccess will search for destinations that contain the text entered in each item.

Leaving the box blank allows wild-card searching. However, you must specify at least one.

U [Search Address List] screen

Select from the search address list and add to the address book.

1 — e
I

Search Address List

1] Sitere

Email Address Fax Mumber

e [ |Firsthl I mel Lasthamel!

User(1 | :xample com 012-34 f 6-7390

3 —

4 PR oo ton ’IIhIE page
5

6

Item name

Description

[Add] button

Adds the contact selected in the search address list into the address book.

[Cancel] button

Cancels the search address list display.
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Item name Description
3 | Check box Select contacts to be registered to the address book.
4 | Name Displays the search result.
5 | Email Address
6 | Fax Number

U [Group Properties] screen

You can create groups that contain multiple recipients.
This enables you to specify a group as the destination when sending an E-mail, Internet Fax, or fax to multiple recipients.

Group Properties  addess Book »

11—

2 | @ Cancel || Reset || Delete

g *Group Mame [GroupMamels

6 jin} Emin\ Fax |whame Email Address Fax Mumber

7 o T2 1)1 [Firste | met0 Lastiiamet o [userton | example com a01-2: | 5-6763

8 a1 1] |Firsth | mens Lastiamens |Useros | example com 630-13 | 4-5678
s |@ Firsth | me0a Lastiamens |Userds | example com 789-01| 3-4567

9 |8 Firsthiame0? LastMamen? |serd? | example com 676-50 | 2-3455

10 G [ |Firsthiamens Lastiamens |Userbg@example com 567-6¢ [1-2345

11 5 O] |Firsthiamens Lastiamens |Usersg@example com 456-7850-1234
4 O] |Firsthiamend Lastiamend |Useridg@example com 345-6768-0123
3 |0 | [ |Firsthamena Lastiamen3 |Userd3@example com 234-5678-8012
2 | | |Firsthamen? Lastiamenz |Useri2@example com 123-4567-6301
1 [ | [ |Firstiame0t Lastiamenr |Usert @example.com 012-3456-7880
Lot top ofthis page

Item name Description

1 | [OK] button Registers the selected contacts as a group.

2 | [Cancel] button Cancels the group registration.

3 | [Reset] button Resets the contents.

4 | [Delete] button Deletes the displayed group.

5 | Group Name Enter the group name. You can enter up to 20 characters.

6 |ID Displays the registered ID of the contact.

7 | Email Select the check box to register E-mail address into the group when the contact has E-mail
information.

8 | Fax Select the check box to register fax number into the group when the contact has fax number
information.

9 | Name Displays the last name and first name registered to the contact.

10 | Email Address Displays the E-mail address registered to the contact.

11 | Fax Number Displays the fax number registered to the contact.
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H [Inbound FAX routing] Item list

ITU-T communications function between fax devices with ITU-T support and enable fax transmission to and retrieval from

mailboxes.
The type of mailboxes for ITU-T communications must be set in advance to either confidential, bulletin board, or forward.

You can specify a password on any mailbox to secure confidentiality.

* Mailboxes can be managed only when the optional Fax Unit is installed.
* The Internet/Fax (Relay) agent cannot be used to forward an inbound fax routed via Inbound FAX Routing.

Tip

Mailboxes can be managed using the control panel.

P.81 “[Inbound FAX routing] screen”

P.82 “[MailBox Properties] screen”

P.83 “MailBox Setting (Mailbox)”

P.84 “Destination Setting (Mailbox)”

P.84 “InternetFax Setting (Mailbox)”

P.84 “Relay End Terminal Report (Mailbox)”
P.85 “Save as file Setting (Mailbox)”

P.85 “Email Setting (Mailbox)”

P.85 “Box Setting (Mailbox)”

QO [Inbound FAX routing] screen

You can manage mailboxes used for ITU-T communications.

Inbound FAX routing e
1 — i)
2 wEiox Murmber ﬂlName |&1em Comment.
3 — el imennz Em|1 & Save as file
o0z Userhamen2 Co |icertial
4 o [ESEREE |=Luiclertial
5 — et
Item name Description
1 | [New] button Creates a mailbox for F-code communications.
0 P.82 “[MailBox Properties] screen”
2 | Box Number Displays the registered mailbox number.
3 | User Name Displays the user name of the registered mailbox.
4 | Agent Displays the agent assigned to the mailbox.
5 | Comment Displays the registered comment.
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U [MailBox Properties] screen

You can set a mailbox.

MailBoxes Properties
1—

2 _ Save || Cancel
3 =T Select Agent

4 ——— comvental
B ————1 Builstin Board
6 — L IForward

MailBoxes b

InternetF ax(Relay)
Save asfile
Emall

—_| Store to e-Filing

78910

Item name

Description

[Save] button

Saves the mailbox.

[Cancel] button

Cancels the mailbox settings.

[Select Agent] button

Set the agent to apply to the forward mailbox.

AIOIN| -

Confidential

Creates a confident mailbox.

The Confidential Box allows a one-time document retrieval from the mailbox. Once a
document is retrieved, it is cleared. If a new document is sent to the same box number
where another document is stored, it is added to the existing box.

[ P.83 “MailBox Setting (Mailbox)”

5 | Bulletin Board

Creates a bulletin board mailbox.

The Bulletin Board Box allows multiple document retrievals from the same mailbox. Once a
document is retrieved, it is not cleared. If a new document is sent to the same Box, it
replaces the existing one.

[ P.83 “MailBox Setting (Mailbox)”

6 | Forward

Creates a multiple transmission relay mailbox. When you select this, select the agent from
[Internet/Fax(Relay)], [Save as file], [Email], or [Store to e-Filing].

Use the forward mailbox when you want to forward a fax document to specified destinations
automatically.

7 | Internet/Fax(Relay)

Creates a multiple transmission relay mailbox for the Internet Fax or fax. This agent can be
combined with the Save as file agent or Store to e-Filing agent.

[ P.83 “MailBox Setting (Mailbox)”

0 P.84 “Destination Setting (Mailbox)”

[ P.84 “InternetFax Setting (Mailbox)”

[ P.84 “Relay End Terminal Report (Mailbox)”

The Internet/Fax (Relay) agent cannot be used to forward an inbound fax routed via Inbound FAX Routing.

8 | Save as file

Creates a shared folder forwarding mailbox. This agent can be combined with the Internet/
Fax(Relay), Email, or Store to e-Filing agent.

Ll P.83 “MailBox Setting (Mailbox)”

[ P.85 “Save as file Setting (Mailbox)”

9 | Email

Creates an E-mail forwarding mailbox. This agent can be combined with the Save as file
agent or Store to e-Filing agent.

[ P.83 “MailBox Setting (Mailbox)”

Ll P.85 “Email Setting (Mailbox)”

10 | Store to e-Filing

Creates an e-Filing forwarding mailbox. This agent can be combined with the Internet/
Fax(Relay) agent, Save as file agent, or Email agent.

[ P.83 “MailBox Setting (Mailbox)”

[ P.85 “Box Setting (Mailbox)”
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0 MailBox Setting (Mailbox)

In the MailBox Setting page, specify the general information of the mailbox such as the box number, password, owner,

comment, and notification.

Board mailbox.

The [Notification] and [Document Print] options are not available when creating the Confidential mailbox or Bulletin

Mailbox communication is disabled if the settings on this equipment and information registered for the destination

do not match. Check how the box number and the fax number of the destination are registered on the journal
before entering the box number.

MailBox Setting

ED

*Reguired

‘B Mumber

o0t

ord

User Mame:

UserMame001

omment

stion

O A HAON-

["]mend Emall when an enar occurs
[7] 2end Ernail when job is completed

Email Address

Document Print

Always b

Item name

Description

1 | Box Number

Enter the box number of the mailbox. You can enter up to 20 characters including numbers,
sharp marks (#), and asterisks (*).

You can also specify the sender’s fax number to enable the Inbound Fax routing when
registering a Forward mailbox. If you specify the sender’s fax number here, the faxes that
are received from the specified fax number will be routed according to the mailbox settings.

The Inbound Fax routing is available only for a Forward mailbox. If you select [Confidential] or [Bulletin Board] as an
agent, you cannot specify the fax number.

When a fax is sent from the specified fax number with a box number (or sub address), the Inbound Fax routing will not
apply to the transmission and it is processed according to the specified box number (or sub address) settings.

2 | Password

Enter the box password if you want to protect the mailbox by the password. You can enter
up to 20 characters including numbers, sharp marks (#), and asterisks (*).

3 | User Name

Enter the user name of this mailbox. You can enter up to 30 characters.

Comment

Enter the comment. You can enter up to 30 characters.

Notification

This specifies how the notification message will be sent if an error occurs.

Send Email when an error occurs — Transmits a notification message to the specified
E-mail address when an error occurs.

Send Email when job is completed — Transmits a notification message to the specified
E-mail address when a job is completed.

Email Address — Enter the E-mail address for the notification messages. You can enter up
to 192 alphanumerical characters.

When you enable the Notification setting, make sure to set up the E-mail settings in the [Email] submenu of the [Setup] menu
in the TopAccess access policy mode. For instructions on how to set up the E-mail settings, see the following section:
[ P.230 “Setting up E-mail settings”

6 | Document Print

Select whether to print a document sent to this mailbox.
* Always — Always prints documents sent to this mailbox.
* ON ERROR — Prints the document if all specified forwarding has failed.
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U Destination Setting (Mailbox)

In the Recipient List page, you can specify the destinations of the Internet/Fax (Relay), or Email agent.

When you are setting up the destinations for the Email agent, you can only specify the E-mail addresses for the
destinations.

When you are setting up the destinations for the Internet/Fax (Relay) agent, you can specify both fax numbers and E-mail
addresses for the destinations.

You can specify the destinations by entering their E-mail addresses or fax numbers manually, selecting recipients from the
address book, selecting destination groups from the address book, or searching for destinations in the LDAP server.

The methods of entering the destinations manually and searching for the destinations in the LDAP server are not
available if you are setting the destination for the Internet/Fax (Relay) agent.

Operations are the same as the following procedure.
P.58 “Destination Setting (Private template)”

O InternetFax Setting (Mailbox)

In the InternetFax Setting page, you can specify the content of the Internet Fax to be sent.
Operations are the same as the following procedure.
P.64 “InternetFax Setting (Private template)”

U Relay End Terminal Report (Mailbox)

On the Relay End Terminal Report page, you can specify a destination to which the transmission result list will be sent.

; 7 Rlelay End Terminal Report
e — |
Add || Cancel || Reset
e —— L |
4 —
5 Email |Fax (ID  |whiame Email Address Fax Murnber
@ () |0001 |Firstiame0! LastMamen |User0l @example.com 01 2-3456-7890
7 |0002 |Firstiame02 LastMamen2 |UserD2@example.com 123-4567-5901
7 |0003 |Firstame03 LastMamens |User03@example.com 234-5675-9012
() |0004 |Firstiame04 LastMamens |UserD4@example.com 345-6759-0M23
() |0008 |Firstilame0s LastMamens | User0S@example.com 45673901234
0006 |Firsthlame0s Lasthlamen |Lser06@ex=ample com S67-5401-2345
) |0007 |Firsthame0? Lastiamen? |Lser07 @example com 675-901 2-3456
() |0008 |Firsthlama0s Lasthlamens |Ussr08@example com 789-0123-4567
() |0008 |Firsthlama0s Lasthlamend |Ussr03@example com GA0-1234-5675
() |0010 |Firsthlamet 0 Lasthlamed 0| Usert D@example com A0 -2345-6759
Go to top of this page
< i, »
Item name Description
1 | [Add] button Adds settings to transmit the relay end terminal report.
2 | [Cancel] button Cancels the settings.
3 | [Reset] button Resets the settings.
4 | Entry box Enter the E-mail address or fax number of the recipient.
5 | Recipient list Displays the registered destinations. Select the E-mail address or fax number of the
destination.

You cannot specify more than 1 destination for the destination of the Relay End Terminal Report.
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0 Save as file Setting (Mailbox)

In the Save as file Setting page, you can specify how and where a received fax will be stored.

Instructions on how to do the Save as file setting for the mailbox are the same as for the Save as file setting for a private
template.

Operations are the same as the following procedure.

D P.68 “Save as file Setting (Private template)”

You cannot specify USB media as the storage in the Save as file Setting Page.

0 Email Setting (Mailbox)

In the Email Settings page, you can specify the content of E-mail document to be sent.

Instructions on how to do the E-mail setting for the mailbox are the same as for the E-mail setting for a private template.
Operations are the same as the following procedure.

P.66 “Email Setting (Private template)”

0 Box Setting (Mailbox)

In the Box Setting page, you can specify how a received fax will be stored in the Box.
Operations are the same as the following procedure.
P.71 “Box Setting (Private template)”
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[Registration] How to Set and How to Operate

P.86 “Managing templates”
P.94 “Managing address book”
P.100 “Managing mailboxes”

B Managing templates

P.86 “Registering and editing private template groups”
P.89 “Registering or editing templates”
P.93 “Displaying public templates”

U Registering and editing private template groups

Before registering private templates, you have to register the private template group. You can classify the private
templates according to every department, every user, and use by registering the private template groups.
Also each private template group can be protected by a password.

Tips

* You can define up to 200 private template groups. To define the private template groups, you can specify the group
name, owner, and E-mail notification setting.

* The required template may have already been created by a user who is granted administrator privileges in access
policy mode, or other user. Check the existing templates to see if they can be used before creating a new template
or group.

1 Click the [Registration] tab and the [Template] menu.
The Template Groups page is displayed.

2 Click the [Undefined] group link to create a new private group. Click the defined group
name link to edit the group information.

TobAccess il
Login
Device | Joh Status Logs Registration Counter

te | AddressBook | Inbound FAX routing

Template Groups
DPlease select a group to edit below.
Public Template Groups

[ra | [rame |User Name |
|Puiic: | [Public Tempiste Groups | |

All Groups \ Defined Groups

[l »

Jump ta
001 011 021 031 041 051 061 D71 081 091 101 111 121 131 141 151 161 171 181 191

hia. Hame: User Name
[ Templete001 Userhiamennt
[ Templete002 Userhiamennz
03 Templete003 Userhlamennd
04 Templete0d

505 ComrTT

[ £ |uzerong userlng

[ £ |uzernn? userin?

003 Lindefined UndEIH’vT

* If you select the private template group that has not been defined, the Group Properties page is displayed. Skip

to step 5.

» If you select the defined private template group that is not protected by a password, the Private Templates page
is displayed. Skip to step 4.

* If you select the defined private template group that is protected by a password, the Input Group Password
page is displayed. Go to the next step.

Tips

* The page displays all 200 private template groups in default page view. You can display only defined private
template groups by clicking on the [Defined Groups] link.

» If you know which private template group you want to define or edit, click the number of the private template
group in the [Jump to] links.
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5 [Registration] Tab Page

When the Input Group Password page is displayed, enter the password for the selected
private template group and click [OK].

mAm e-Filing
Login
Device ok Status Logs Registration Courter
Template

Input Group Password

Group Information

[Ma. [ [ame |User Hame |

‘nns |é |userDDE |userDDE |
R

A 4

The Group Properties page is displayed.
4 Click [Edit], [Change Password], or [Reset].

mAm e-Filing
Login
Device ok Status Logs Registration Courter
Template

Private Templates 1empiats croups »

Group Information

to. | N[ [Hame |User Name |
joog NS | 5y usertng [ useraos |

If you select [Reset], you can reset the unnecessary private group and restore it to an undefined private group. Skip
tostep 7.

If you reset the group information, all private templates registered in the group will be deleted.

5 Enter the items below as required.

Login

Device Joh Status Logs Repistration Courtsr

Template
Group Properties +

Group Information
[ra | [ame |User Mame |
‘UUB |é |useruus |uSErUUE |

*Required
Mumber 00g

"Marme: userls

Lizer Mame use0E

This Email address is used as default recipient each for template.

Rotitication Ema“m‘useﬂng@gxamp\e com ‘

You can configure the following settings in this page:
P.53 “[Group Properties] screen”
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5 [Registration] Tab Page

e-Filing
Login

Device

Registration

Template

Change Group Password

Group Information
[ra | [name |User Name |

‘UUB |é |useruus |useruus |

Old Passwiord I

Wew Password | ssssss I

Retyps Fazswor | ssssss| =

You can configure the following settings in this page:
P.55 “[Change Group Password] screen”

Click [Save] to apply changes.

7 Click [OK].

This step is not required if you have selected [Edit] in step 4.
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U Registering or editing templates

In each private template group, you can create up to 60 templates. To define the private template, specify the panel
settings that will be displayed in the control panel and agent settings. Each private template can also be protected by a
password.

Tip
Each template can be created in combination of the following agents:
* Copy template can be combined with the Save as file or Store to e-Filing agent.
* Fax/Internet Fax template can be combined with the Save as file agent.

* Scan template can be created with up to two agents in a combination of the Save as file, Email, and Store to e-
Filing agents.

Click the [Registration] tab and the [Template] menu.
The Template Groups page is displayed.

2 Click the group name link where you want to register or edit the private template.

Login

Device

Joh Status Cauntzr
Template || Cibiecinl |
Template Groups

DPlease select a group to edit below.

Public Template Groups

[ra | [rame |User Name |

|Puiic: | [Public Tempiste Groups | |
All Groups \ Defined Groups ‘;‘
Jumnp to

001 011 021 031 041 051 061 071 081 091 101 111 121 151 141 151 161 171 181 191

Ho Hame Uzzr Hame

[} Templet=001 Userhame0n

00z Templete002 Useriamennz

003 Templete003 Useriame0s

004, Templete004

005 EFmCTT

[ £ |userong userlng

o7 £ |userni? userin?

003 Lindefined UndEIH’vEI

* If you select the defined private template group that is not protected by a password, the Private Templates page
is displayed. Skip to step 4.

* If you select the defined private template group that is protected by a password, the Input Group Password
page is displayed. Go to the next step.

Tips

* The page displays all 200 private template groups in default page view. You can display only defined private
template groups by clicking on the [Defined Groups] link.

» If you know which private template group you want to define or edit, click the number of the private template
group in the [Jump to] links.
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When the Input Group Password page is displayed, enter the password for the selected
private template group and click [OK].

TopAccess Eiling

Login

Device Job Status Repgistration Cournter

Template

Input Group Password

Group Information
.
‘nns |é |userDDE |userDDE |

07 4
W1

|Hame |User Hame |

The Private Templates page is displayed.
From the templates list, click the [Undefined] icon to register a new template, or click
defined icon to edit the template.

TopAccess Eiling

Login

Device «Joh Status Registration Counter

Template

Private Templates template Groups »

Group Information

[ | [name |User Hame |
oo | |Templeteaos | |

Panel View | Listview

[

Flease click a template picture to edit.

Jumpto

1-6 7-12 13-18 19-24 25-30 31-36 37-42 43-48 49-54 55-60

Teppintomian
# COPY MODE Unilefined
! 5 :
4 Undefined
Undefined Undefined
3 4
Unilefined Unilefined
Unilefined Unilefined
5 B
Undefined Undefined
GO Wop Ol s il

» If the templates list is displayed in the List view, click the [Undefined] template name to register new template,
or click the defined template name to edit the template.

* If you select the private template that has not been defined, the Template Properties page to select agents is
displayed. Skip to step 7.

* If you select the defined private template that is not protected by a password, the Template Properties page is
displayed. Skip to step 6.

* If you select the defined private template that is protected by a password, the Input Template Password page is
displayed. Go to the next step.

Tips

* You can change the template list view by clicking on either [Panel View] or [List View].
* If you know which private template you want to define or edit, click the number of the private template in the
[Jump to] links.
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5 [Registration] Tab Page

When the Input Template Password page is displayed, enter the password for the
selected private template and click [OK].

Input Template Password

Group Information

TopAccess o
Login
Devica Job Status Logs: Registration Countar
Template

[Ma. ] [Hame |User Mame

‘nng |é |Temple«enna

Template Information

[ra | [name |User Mame

‘UEH |é |Cuny |

OK
5 N

Pas:

W1

The Template Properties page is displayed.

On the [Template Properties] page, click either [Edit], [Change Password], or [Reset

Template].
TopAccess o
Login
Device Job Status Logs: Registration Counter
Template

Template Properties  Template Groups b private Templatess

Group Information

»

[Ma. ] [Hame |User Mame

‘nng |é |Temp|e«enna

Template Information

[Ma. | [ame |User Mame

m

‘001 |é|<:npy |
[ Change Passwaord ” Reset Template ]

A\)

@ Copy

pane
Hotification
sutomatic Start | Disabls
Agert Copy
Scanner

If you select [Reset Template], you can reset an unnecessary private template and restore it to an undefined

template. Skip to step 10.
Enter the items below as required.

* If you have selected [Edit] in step 6, select the agent and click [Select Agent].

Template Properties

Temnplate Groups # Private Templatesk

mAm e-Filing
Login
Device ok Status Logs Registration Courter
Template

[ meta Sean

Copy | Email
[Tl Fauc ! InternetFax [ 5ave as file
[ scan [ store to e-Filing

A

["Isave to LSB Media

You can configure the following settings in this page:

P.56 “[Template Properties] screen”
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¢ If you have selected [Change Password] in step 6, enter the following items and skip to step 9.

TobAccess

Device Job Status

Template I

Group Information

Change Template Password

e-Filing
Login

Logs Repistration Courtsr

[Ma. ] [Hame

|User Hame |

‘nng |é |Temple«enna

Template Information

[ra | [name

|User Name |

‘UEH |é |Cuny

ol

Ol Passweort ssssss

Mewy Passyword ssssss

Retyps Fazswo || ssssss|
N

W

You can configure the following settings in this page:
P.55 “[Change Group Password] screen”

Click each button displayed in the page to specify or edit the associated template

properties.

[Panel Setting]

Specify icon settings of the template.
P.57 “Panel Setting (Private template)”

[Destination Setting]

Specify the destination to be sent. This can be set only when creating the Fax/Internet
Fax agent or Scan to Email agent.
L1 P.58 “Destination Setting (Private template)”

[InternetFax Setting]

Specify how the Internet Fax is transmitted. This can be set only when creating a Fax/
Internet Fax agent.
L) P.64 “InternetFax Setting (Private template)”

[Fax Setting]

Specify how the documents are faxed. This can be set only when creating a Fax/Internet
Fax agent.
P.64 “Fax Setting (Private template)”

[Email Setting]

Specify how the documents are transmitted as E-mail messages. This can be set only
when creating a Scan to Email agent.
L1 P.66 “Email Setting (Private template)”

[Save as file Setting]

Specify how the documents are saved in a shared folder on this equipment, USB media,
or a network folder. This can be set only when creating a Save as file agent.
L) P.68 “Save as file Setting (Private template)”

[Box Setting]

Specify how the documents are saved in e-Filing. This can be set only when creating a
Scan to e-Filing agent.
P.71 “Box Setting (Private template)”

[Store to USB Setting]

Specify how the document is saved in USB media.
L1 P.71 “Store to USB Device Setting (Private template)”

[Scan Setting]

Specify how the documents are scanned. This can be set only when creating the Save as
file agent, Scan to Email agent, and Scan to e-Filing agent.
L1 P.73 “Scan Setting (Private template)”

[Extended Field settings]

Set extended field definition information and extended field settings.
[ P.75 “Extended Field settings”

[Password Setting]

Set a password for the private template.
L P.75 “Password Setting”

9 Click [Savel.

Click [OK].

This step is not required if you have selected [Edit] in step 6.
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U Displaying public templates

End users can also display the templates list in the public group so that users can see what templates are available.

Displaying templates in the public group

Click the [Registration] tab and the [Template] menu.
The Template Groups page is displayed.

2 Click the group name link for the Public Template Groups list.

Login

Device Job Status Cournter

Repistration

Template

Template Groups

DPlease select a group to edit below.

Public Template Groups
[ | [rame |User Hame |

Public Public: Tenplste Gm1fs | |
\

All Groups \ Defined Groups Ind
(=]

Jumnp to

001 0171 021 031 041 051 081 071 081 081 101 197 121 131 141 151 161 171 181 181

Mo. Mame LUser Name

a0 Templete001 Lseriame0

002 Templete002 Lseriame02

003 Templete003 Useriamels

004 Templete004

a0s Templete005

0 Templete008

07 Undefined Undefined

005 Undefined Undefined

a9 Undefined Undefined -

3 The templates list in the public group is displayed.

Login

Cournter

Device Job Status Repgistration

Template

Public Template Template Groups

Group Information

(e | [name |User Hame |
|Public | |Public Tempiste Graups | |
Panel View | Listview -
Please login as an administrator to edit public templates H

Templates 16

p COPY MODE FAX MODE
1 :
Z SCANTO SAVING
3 4 -E
@] | [Emar =7 | [asFLE
STORE £ SCANTO
AR &
@ | [roerine i@ | [Fesemar

Go o top ofthis page

Tips

* You can change the template list view by clicking on either [Panel View] or [List View].
* If you know which public template you want to view, click the number of the public template in the [Jump to]
links.
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l Managing address book

P.94 “Managing contacts in the Address Book”
P.98 “Managing groups in the Address Book”

0 Managing contacts in the Address Book

There are two ways to manage contacts in the Address Book:

e Adding, editing, and deleting contacts manually
P.94 “Adding, editing, and deleting contacts manually”

* Add new contact searching for a recipient from the LDAP server.
P.97 “Adding new contacts from the LDAP server”

Adding, editing, and deleting contacts manually

You can add or edit a contact by entering recipient information manually. You can also delete the contact from the Address
Book.

1 Click the [Registration] tab and the [Address Book] menu.
The Address Book page is displayed.

2 Click [Add Address] and add a new contact. Or click the corresponding link to the
contact which you want to edit or delete in the contact list.

TonAccess o Filing

Login

Cournter

Device ok Status Registration
Wi | Address Book |

Address Book

Contacts | Groups

Group Al Groups -

[ Ttzrae

[zl Addracz

Firsthlame10 LastMName10
Firsthlame03 LastMNameDd
Firsthlame03 LastNameDs
Firsthlame07 LastName?
Firsthlame0E LastNameDE
Firsthlame0s LastNameDs
Firsthlame04 LastMNameD4
Firsthlame03 LastNamels
Firsthlame02 LastNameD2
Firsthlame01 LasthMamel

nnnnnnnnnnnnnnnnn

HEEREEREEE

Lser1 Ofpexample.com

Lser09mexample.com

Lser08Emexample.com

User 07 fexample com

UserOEfmexample.com

User0SEmexample.com

UserO4imexample.com

User03fmexample.com

User02fmexample.com

Lser(1 fexample.com

The Contact Property page is displayed.
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5 [Registration] Tab Page

Enter the following items to specify the contact property. Click [Delete] to delete the

contact from the address book.

TobAccess

Device

Fax Setting

Job Status

Address Book
Contact Property

Logs

Address Book k-

Repistration

e-Filing
Login

Cournter

m

*Either
Either

* First Maime:

User

* Last Maime

User

** Email Address

Used@example.com

**Fax Mumber

0550007237

2nid Fax Number

Company

Department Deptd1

Keywiord

You can configure the following settings in this page:
P.77 “[Contact Property] screen”

"

4 When registering a fax contact, click [Fax Setting]. Otherwise, skip to Step 6.

The Fax Settings page is displayed.

5 Enter the following items according to the capabilities of destination facsimile, and

click [Save].

TobAccess

Device ok Status Logs Registration
Address Book

Fax Setting

2

Address Book b Contact Property »

e-Filing
Login

Cournter

Line Select -

Guiaity Transmit -

Transmission Type -

You can configure the following settings in this page:
P.78 “[Fax Setting] screen”
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5 [Registration] Tab Page

6 In the Contact Property page, click [Save] to add a new contact.

TopbAccess

WJob Status

Address Book

Contact Property

ENTTN

Address Boak

Registration

Counter

e-Filing
Login

*Either
Either
- Firet hlame Userd]
* Last Mame: User

** Email Address

Used@example.com

4 e Humber NEA0007 237
2nd Fax Number

Company

Department Daptl1
Keyword
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Adding new contacts from the LDAP server

You can search for contacts in the LDAP server and add them to the Address Book. In order to use the LDAP search, the
directory service must be set up by a user who is granted administrator privileges in the access policy mode. Before
operating the LDAP search, ask your administrator if the Directory Service has been configured.

Add a new contact from the LDAP server.

1 Click the [Registration] tab and the [Address Book] menu.
The Address Book page is displayed.

2 Click [Search].

Login

Device «Joh Status Registration Counter

ez | Address Book ||
Address Book
Contacts | Groups

Add Address

Group Al Groups

D [bams Email Addrass [Eax blurnber
10 Firsthlame10 LastMName10 Lser1 Ofpexample.com 90123456789 =
El Firsthlame03 LastMNameDd Lser09mexample.com B90-1234- 5678 1
i Firsthlame03 LastNameDs Lser08Emexample.com 789-01 234567 L4
7 Firsthlame07 LastName? User 07 fexample com E75-901 2-3456
1 Firsthlame0E LastNameDE UserOEfmexample.com SET-5901-2345
B Firsthlame0s LastNameDs User0SEmexample.com 45673901234 o

The Search Contact page is displayed.

3 Select the directory service name that you want to search for in the [Directory Service
Name] box, and enter the search terms in the boxes that you want to search.

Search Contact

Enter a partial name or Email address to search for a contact,

Directory Service Mam | LDAP serverll -

First Name FirstMamel1
LastMame

Email Address

Fax Nurmber

Company

Cepartment

[~

Tips
* If you select the model name of this equipment at the [Directory Service Name] box, you can search for
destinations in the address book of this equipment.

* TopAccess will search for destinations that contain the text entered in each item.
* Leaving the box blank allows wild-card searching. However, you must specify at least one.

Click [Search].

TopAccess will start searching for recipients in the LDAP server and the Search Address List page will display the
results.
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5 Select the check boxes of contacts that you want to add to the Address Book.

Search Address List

‘L] whlame Email Address Fax Mumber

Firsthlamed Lasthame0t Uzer01 @esxatmple com 01 2-3456-7530

Go ofthis nade

You can select all users in the list by clicking on the il button.

The value of [company] and [department] will depend on the settings made by the user who is granted
administrator privileges in access policy mode.

@ Click [Add].

Selected contacts are added to the Address Book.

0 Managing groups in the Address Book

You can create groups that contain the multiple recipients. This enables you to specify the groups for the destinations
instead of specifying each recipient separately when operating Scan to Email, or Fax or Internet Fax transmission. You
can also delete groups.

1 Click the [Registration] tab and the [Address Book] menu.
The Address Book page is displayed.

2 Click the [Groups] submenu.
The groups list is displayed.

3 Click [New] to add a new group. Or, click the corresponding link to the group which you
want to edit or delete in the group list.

]bn mss e-Filing
Login
e Y
Device | Joh Status Logs Registration Counter
Template | | Inbound FAX routing

Address Book

Contacts | Groups

A

[+10 [Group Mams Contacts

B Grouphiame0s 7
Grouphlame04 &
Grouphlame03 5
Grouphlame02 B

Grouphizme01 10

The Group Properties page is displayed.
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Enter the group name in the [Group Name] column. Click [Delete] to delete the selected
group.

TopAccess Eiling

Login

Counter

Device «Joh Status Registration

WGl Address Book ||

Group Properties  aodress Book e o

(T B i
*Required

*Group Mame GroupMarnedl [

1D |Email |Fax |whame Email Address Fax Murmber =
10 ] |Firstiame0 LastMamet 0 |Usert O@example com A0 -2345-6758

a [[] |Firstiamens LastMamend |User09@example com 890-1234-5678

B O] |Firsthiamens Lastiamens |User08@example com 78901 23-4567 =
7 [[] |Firstiamen? LastMamen? |User07@example com 675-8012-3456

& [[] |Firstiamens LastMament |User06@example com SB7-5301-2345

5 [[] |Firstiamens LastMamens |User05@example com 456-7830-1234 |-
4 [[] |Firstiiamend LastMamend |UserDd@example com 345-6783-0123

3 [ |Firsthiamens Lastiamen |User03@example com 234 SETE-A01 2 is
Tips

* You can clear the entered values in each field by clicking [Reset].
* You can cancel adding or editing a group by clicking [Cancel].

5 Select the [Email] check boxes of users to add Internet Fax recipients, and select the
[Fax] check boxes of users to add Fax recipients.

To perform the fax transmission, the optional Fax Unit is required. If the optional Fax Unit is not installed, you
cannot perform the fax transmission even if you specify the fax number.

Click [OK].

The group is created.
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Hl Managing mailboxes

Mailboxes can be managed only when the optional Fax Unit is installed.
Tip
Mailboxes can be managed using the control panel. Refer to the Operator’s Manual for FAX Unit.

This equipment supports ITU-T communications and allows documents to be transmitted and retrieved from mailboxes
created by the mailbox hub in advance.

O Setting up mailboxes.

To carry out ITU-T communications, you must first set up an Open Mailbox in the mailbox hub. You can set up a maximum
of 300 mailboxes.
You can also delete mailboxes.

If you want to delete an Open Mailbox, the document must first be retrieved, printed, or canceled from the Open
Mailbox.

1 Click the [Registration] tab and the [Inbound FAX routing] menu.
The Inbound FAX routing page is displayed.

2 Click [New] to set up a new mailbox. Or, click the box number link which you want to
edit or delete in the mailbox list.

TopAccess Ll

Login

Device

ok Status Registration Courter
« || Inbound FAX routing

Inbound FAX routing

\\J

REFRESH

‘vBux Mumber | |User armne |Aqent |Camment

003 Liseriamenns Email & Save as file
002 Liserhamennz Confidential
001 Lizerhamenn] Confidential

* If you click [New], skip to step 5.
» If you click the box number link that is not protected by a password, skip to step 4.
* If you click the box number link that is protected by a password, go to the next step.

3 Enter the password for the mailbox and click [OK].

TopAccess o£lling
Login
Device Joh Status Logs Registration Counter

Elals | Inbound FAX routing

Input MailBox Password

NS I
"1
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4 Click [Edit] or [Delete].

Login

Device Job Status Repgistration Cournter

|| Inbound FAXrouting

MailBoxes Properties  MaiBoes-

Box KM\\her oo
Motification
Anjenit Confidertial

If you have clicked [Delete], the delete confirmation dialog box is displayed. Click [OK].

5 Select agents and click [Select Agent].

Login

Device «Joh Status Registration Counter

1ns | Inbound FAX routing

MailBoxes Properties  maisoes»

Save || Cancel

Select Agemi
¥ Corfidential 3 InternetFaxi{Relay)

Bulletin Board Save asfile

Farward Emall
%1 Stare to e-Filing %2

You can configure the following settings in this page:
P.82 “[MailBox Properties] screen”

6 Click each button displayed in the page to set the template properties.

MailBox Setting Specify mailbox settings.
P.83 “MailBox Setting (Mailbox)”
[Destination Setting] Specify the destination to be sent. This can be set only when creating an Internet/

Fax(Relay) agent or Email agent.
P.84 “Destination Setting (Mailbox)”

[InternetFax Setting] Specify how the document is transmitted as an Internet Fax. This can be set only when
creating an Internet/Fax(Relay) agent.
L1 P.84 “InternetFax Setting (Mailbox)”

The Internet/Fax (Relay) agent cannot be used to forward an inbound fax routed via
Inbound FAX Routing.

[Relay End Terminal Report] Specify the destination for the relay end terminal report when forwarding has been
performed. This can be set only when creating an Internet/Fax(Relay) agent.
P.84 “Relay End Terminal Report (Mailbox)”

[Email Setting] Specify how the document is transmitted as an E-mail message. This can be set only
when creating an Email agent.
L1 P.85 “Email Setting (Mailbox)”

[Save as file Setting] Specify how the document is saved on your computer hard disk or a network folder. This
can be set only when creating a Save as file agent.
P.85 “Save as file Setting (Mailbox)”

[Box Setting] Specify how the document is saved in a mailbox. This can be set only when creating a
Store to e-Filing agent.
P.85 “Box Setting (Mailbox)”

After configuring the desired mailbox properties, click [Save].
The mailbox properties are registered.
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[Counter] Tab Page

This chapter explains the [Counter] tab page in TopAccess.
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Viewing counters




[Counter] Tab Page Overview

You can check the number of pages printed, copied, and scanned in the [Counter] tab page.
P.104 “[Counter] Item list”

H [Counter] Item list

P.104 “[Total Count] screen”
P.106 “[Department Management] screen”

P.106 “[Department Counter] screen <access policy mode>"

P.107 “[Department Information] screen”
P.108 “[User Counter] screen <access policy mode>"
P.109 “[User Information] screen <access policy mode>"

U [Total Count] screen

You can display total counters of the printer counter and scan counter, and total counters for small size and large size

paper.
Total Count
1 e PN Coumter
Copy Fa Frintar List Total
Full Calor 426 4866 - 5282
Twvin Color ul - 5 - 5
Black 270 ul 2246 I 2524
2 — Print Counter{small paper)
Copy Fa Frintar List Total
Full Colaor 2 4455 - 4670
Tuwin Color ul - 5 - 5
Black 130 ul 1986 I 2124
3 —Print Counter{large paper)
Copy Fax. Printer List Total
Full Calor 14 - 408 - 422
Tewin ClOr i - i - )
Black 140 i 260 ) 400
4 == Scan Counter
Copy NMetwork Fax Total
Full Calor 33 2101 - 2432
Tewin ClOr i - - i
Black 225 730 ) 955
5 — S can Counter(small paper)
Copy NMetwork Fax Total
Full Calor 38 2078 - 2394
Tewin ClOr i - - i
Black 133 B97 ) 530
6 —— S CAN Counter{large paper)
Copy Metwork Fex Total
Full Calor 13 25 - 35
Twwin Calor ul - - ul
Black 92 33 o 125
Counter type Description
1 | Print Counter Displays the total output count value.
Displayed items differ between models with support to color printing and without.
2 | Print Counter(small paper) 1 Displays details of the total output count value according to the paper size specified on your
. » device.
Print Counter(large paper)
4 | Scan Counter Displays the total scanned count value.
Displayed items differ between models with support to color printing and without.
5 | Scan Counter(small paper) ! Displays details of the total count value of scanned documents according to the paper size
p specified on your device.
6 | Scan Counter(large paper)

*1  Available only for models that support color printing.
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Print Counter/Print Counter(small paper)/Print Counter(large paper)

1 2 3 4
Print Counter | | | |

Copy Fax Prirter List Total
Full Calor 426 - 4866 - 5202
Tewin Clor ) - 5 - 5
Black 270 ) 2248 5 2524

2 3 4

Print Cowunter{small paper) | | |

Copy Fax Prirter List Total
Full Color 412 - 4453 - 4870
Twvin Color ) - 5 - 5
Black 130 ) 19868 5 2124

2 3 4

Print Cowunter{large papery | | |

Copy Fax Prirter List Total
Full Color 14 - 408 - 422
Twvin Color ) - ) - )
Black 140 ) 260 i 400

Counter Description
1 | Copy Counter Displays the number of pages printed by copy operations.
Fax Counter Displays the number of pages printed by fax reception.
Printer Counter Displays the number of pages printed by print operations and E-mail reception (Internet Fax
reception).
4 | List Counter Displays the number of pages printed by system page print operations.

Scan Counter/Scan Counter(small paper)/Scan Counter(large paper)

1 2 3
Scan Counter I I

Copy etwvark Fax Total
Full Calor 331 2o - 2432
Twvin Color 0 - - ul
Black 225 730 0 455

2 3

Scan Counter{small |)ﬂ|)el| I

Copy etwvark Fax Total
Full Calor 318 2076 - 2394
Twvin Color 0 - - ul
Black 133 697 0 &30

2 3

Scan Counter(large paper, |

Copy Network Fex Total
Full Color 13 25 - 35
Twvin Color o - - ul
Black 92 33 o 125

Counter Description
1 | Copy Counter Displays the number of pages scanned by copy operations.
Network Counter Displays the number of pages scanned by scan operations.
Fax Counter Displays the number of pages scanned by fax reception.
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QO [Department Management] screen

This screen displays total counter information for each department.

Department Management

Enter a department code to access department counters

1 —Department Code
[Member [Departmert Name |Dept Code [ Total Printing |Total Scanning [Fax Transmission [Fax Reception |
I | Cepartme | thiameD1 |12z o |o |o |o |
2 3 4 5 6 7 8
Item name Description
1 | Department Code Enter the department code which you want to check and click the [Enter] button.
Number Displays the registered department number.
3 | Department Name Displays the department name.
Click a department name link to check the information.
P.107 “[Department Information] screen”
4 | Dept Code Displays the department code.
5 | Total Printing Displays the number of pages printed by copy operations.
6 | Total Scanning Displays the number of pages scanned by scan operations.
7 | Fax Transmission Displays the number of pages transmitted via fax.
8 | Fax Reception Displays the number of pages received via fax.

U [Department Counter] screen <access policy mode>

Department Counter

Mumber [Department Name Dept Code | Total Printing Total Scanning Fex Transmission |Fax Reception

1 Departr | nthlamed! 123 |6 i ) ) )

2 Departr | nthame02 234: 7 i ) ) )

3 Departr | nthame0s 345108 i ) ) )

4 Departr | nthame0d 458 19 i ) ) )

5 Departr | nthame0s SETH 0 il 0 ) )

& Departr | nthame0s e O i ) ) )

7 Departr | nthame0? Tea) 2 i ) ) )

1 Lndefin 1 oo |1 il 0 ) )

Go |1 top ofthis | age

1 2 3 4 5 6 7
Item name Description
1 | Number Displays the registered department number.
2 | Department Name Displays the department name.
Click a department name link to check the information.
[ P.107 “[Department Information] screen”

3 | Dept Code Displays the department code.
4 | Total Printing Displays the number of pages printed by copy operations.
5 | Total Scanning Displays the number of pages scanned by scan operations.
6 | Fax Transmission Displays the number of pages transmitted via fax.
7 | Fax Reception Displays the number of pages received via fax.
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U [Department Information] screen

Department Information
1 — Clnse
2 — Dgpartment Mumber 1
3 e D12 parEnt Mame Depantmenttarme0l
4 e Digpattmient Code 123456
5 e Toptal Counter
Full Color Tuwvin Color Black Total
Copy 0 i i [
Fax - ul 0
Prirter 0 ul ul 0
List - ul 0
Total 0 ul ul 0
6 — COpy Counter
Full Calor Tuwvin Color Black Tatal
Small ) i i )
Large 0 o o 0
7 = Fax Counter
Full Color Tuwvin Color Black Total
Smiall - - ul 0
Latge 0 0
8 =—Print Joh Counter
Full Calor Tuwvin Color Black Tatal
Small ) i i )
Large 0 o o 0
9 s List Counnter
Full Color Tuwvin Color Black Total
Smiall - - ul 0
Latge 0 0
1 0 — Scal Cotliter
Full Calor Tuwvin Color Black Tatal
Copy Small 0 o o 0
Copy Large 0 o o 0
Fax Small - i )
Fax Large - o 0
Metwork Smeall ) - i )
Metwork Large ) - i )
Tatal ) i i )
1 1 = Fax Communication Counter
Transmit Receiver Total
Smiall ul ul ul
Latge 0 0 0
Item name Description
1 | [Close] button Closes the [Department Information] screen.
2 | Department Number Displays the registered department number.
3 | Department Name Displays the department name.
4 | Department Code Displays the department code.
5 | Total Counter ™ Displays the total counter.
6 | Copy Counter™ Displays the number of pages printed by copy operations.
7 | Fax Counter™ Displays the number of pages printed by fax reception.
8 | Print Job Counter *1/Print Counter Displays the number of pages printed by print operations and E-mail reception (Internet Fax
reception).
Displayed items differ between models with support to color printing and without.
9 | List Counter ™! Displays the number of pages printed by system page print operations.
10 | Scan Counter Displays the number of pages scanned by scan operations.
Values for the small size and large size are displayed according to the paper size specified
on your device.
Displayed items differ between models with support to color printing and without.
11 | Fax Communication Counter Displays the communication record.

*1  Available only for models that support color printing.
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0 [User Counter] screen <access policy mode>

This screen displays total counter information for each user who is logged in to TopAccess.

Tip

Total counters for all users are displayed when you are logged in as the Administrator.

User Counter

Item name

Description

1 Number

Displays the registered user number.

2 | User Name

Displays the user name.
Click a user name to check the information.
P.109 “[User Information] screen <access policy mode>"

Domain Name/LDAP Server

Displays the domain name or LDAP server of the user account.

Total Printing

Displays the number of pages printed by copy operations.

Total Scanning

Displays the number of pages scanned by scan operations.

Fax Transmission

Displays the number of pages transmitted via fax.

N oo~

Fax Reception

Displays the number of pages received via fax.
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U [User Information] screen <access policy mode>

User Information
4 —— Close
2 s | 521 MR UserNamendt
3 —— Comain Namel/LDAP Server
4 e IR E N G B O MeEthOd MFP Local Authentication
5 ——PFasoword :
Adrinistratar
6 — R 0lE ASSigNMENt
7 — GTOUP ASSigNment
8 — L EpAMENT Mumber 0001 :Departmenttamedt
9 —EanelUl Language English{Us)
10——Panelul Keyboard Layout OWERTY
11 e (01|01 QUGEE Setting OFF
Color Quota
Default Color Quata
12 e Bl k Quita Setting OFF
Black Quata
Default Black Quota
4 3 ———Total Counter
Full Calor Tuwvin Color Black Tatal
Copy 0 o o 0
Fax - ul )
Printer o ul ul o
List - ul o
Total o ul ul o
1 4 —Copy Counter
Full Color Twvin Color Black Total
Small 0 ul ul 0
Large 0 0 0 0
1 5——an Counter
Full Color Twvin Color Black Total
Small - - ul o
Large o 0
1 6——Prim Job Counter
Full Color Twvin Color Black Total
Small 0 ul ul 0
Large 0 0 0 0
47 ———List Counter
Full Color Twvin Color Black Total
Small - - ul o
Large o 0
1 8——Scml Counter
Full Color Twvin Color Black Total
Copy Small 0 i i 0
Copy Large 0 0 0 0
Fax Small ul 0
Fax Large - 0 0
Metwork Small 0 ul 0
Metwark Large 0 - ul 0
Total 0 ul ul 0
1 9 = Fax Commumication Counter
Transmit Received Total
Small ul ul ul
Large o o o
Item name Description
1 | [Close] button Closes the [User Information] screen.
2 | User Name Displays the user name.
3 | Domain Name/LDAP Server Displays the registered domain name or LDAP server.
4 | Authentication Method Displays the user authentication method.
5 | Password You cannot display the password.
Reset the password in the [User Accounts] item when changing the password.
P.117 “[Enter Password] screen”
6 | Role Assignment Displays the registered roles.
7 | Group Assignment Displays the registered groups.
8 | Department Number Displays the registered departments.
9 | PanelUl Language Displays the registered display languages of the touch panel.
10 | PanelUl Keyboard Layout Displays the registered keyboard patterns for the touch panel.
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Item name

Description

11 | Color Quota Setting

¢ OFF — No color output restriction.
* ON — Restricts color output.

Color Quota

Displays the remaining number for color output.

Default Color Quota

Displays the default number assigned for the user.

12 | Black Quota Setting

¢ OFF — No monochrome output restriction.
* ON — Restricts monochrome output.

Black Quota

Displays the remaining number for monochrome output.

Default Black Quota

Displays the default number assigned for the user.

13 | Total Counter ™

Displays the total counter.

14 | Copy Counter ™!

Displays the number of pages printed by copy operations.

15 | Fax Counter ™

Displays the number of pages printed by fax reception.

16 | Print Job Counter *1/Print Counter

Displays the number of pages printed by print operations and E-mail reception (Internet Fax
reception).
Displayed items differ between models with support to color printing and without.

17 | List Counter ™

Displays the number of pages printed by system page print operations.

18 | Scan Counter

Displays the number of pages scanned by scan operations.

Values for the small size and large size are displayed according to the paper size specified
on your device.

Displayed items differ between models with support to color printing and without.

19 | Fax Communication Counter

Displays the communication record.

*1  Available only for models that support color printing.
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[Counter] How to Set and How to Operate

P.111 “Viewing counters”

H Viewing counters

This equipment maintains a set of counters that keep track of the number of pages printed, copied and scanned. These
statistics can be displayed in totals or broken down by department. This section explains how to display the statistics and

manage the department counters.

P.111 “Displaying the total counter”
P.112 “Displaying the department counter”

Neither an end user nor an administrator can reset counters from TopAccess. However, users who are granted
administrator privileges in the access policy mode can reset the counter from the control panel. Refer to the MFP

Management Guide.

U Displaying the total counter

In the [Total] menu, you can display the total counter information for the copy/print counter for small paper, copy/print

counter for large paper, and scan counter.

1 Click the [Counter] tab and the [Total] menu.
The Total Count page is displayed.

2 You can check the total counter in this page.

TovAccess

Device +Job Status
il | Depariment

Total Count

Registration

Counter

User Management

Printer

List

Tatal

4566

5202

&

Print Counter

Copy
Full Colar 426
Twin Color [
Black 270

2246

2524

Print Counter(small paper)

Copy

Printer

List

Tatal

Full Calor 12

4458

4870

Tewin ClOr i

&

Black 130

1936

2124

Print Counter(large paper)

Copy

Printer

List

Tatal

408

422

i

260

400

Metwork

Total

2101

2432

Full Colar 14
Towin Calor [
Black 140
Scan Counter

Copy.
Full Colar 331
Towin Calor [
Black 225

730

955

Scan Counter{small paper)

Copy

Metwork

Total

Full Calor 38

2078

2394

Tewin ClOr i

Black 133

B97

530

Scan Counter{large paper)

Copy

Metwork

Total

Full Calor 13

25

35

Twwin Calor ul

Black 92

33

125

e-Filing
Logout

Administration
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U Displaying the department counter

In the [Department] menu, you can display the counter information of a specific department. If you want to display the
department counter, you must enter the department code.

1 Click the [Counter] tab and the [Department] menu.
The Department management page is displayed.

Enter the code for the department you want to check in [Department Code] and click
[Enter].

bnAccm e-Filing
Login
Device ok Status Logs Registration Counter
otal Department

Department Management

Enter a department code to access department counters

The department counter for the specified department is displayed.

Department Code

Click the department name link to display the detailed counters for the department.

bnAccm e-Filing
Login
Device ok Status Logs Registration Counter
otal Department

Department Management

Enter a department code to access department counters

Department Code |

|Dert Code | Total Printing |Totel Scanning [Fax Transmission [Fax Reception |
123856 [0 |o |o |o

[Mumber | Depertment Name

1 DEEEr(menlNimeEH

4 The Department Information page opens.

Department Information
Department Number 1
Cepartment Name CepartmentMame01
Department Code 123456
Total Counter
Ful Calor Twin Color Black Total
Copy [i] 0 0 [
Fax - - 0 [
Frirter [ 0 0 [
List - - 0 [
Total [ 0 0 [
Copy Counter
Fuil Color Tiwvin Calor Black Total
Small o 0 0 o
Large o 0 0 o
Fax Counter
Ful Calor Twin Color Black Total
=mall - 0 [
Large 0 [
Print Job Counter
Fuil Color Tiwvin Calor Black Total
Small o 0 0 o
Large o 0 0 o
List Counter
Ful Calor Twin Color Black Total
=mall - 0 [
Large 0 [
Scan Counter
Fuil Color Tiwvin Calor Black Total
Copy Small o 0 0 o
Copy Large o 0 0 o
Fac Small - 0 o
Fax Large - 0 o
Hetwork Small - 0 o
Hetwork Large - 0 o
Total 0 0 o
Fax Communication Counter
Transmit Received Total
=mall 0 0 0
Large 0 0 0
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[User Management] Tab Page

This section describes how to manage users in TopAccess.
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[Export/Import] ltem list <access POliCY MOAE> .........o.uiiiiiiiiiiie e 132



[User Management] Tab Page Overview

P.114 “[User Accounts] Item list <access policy mode>"

] P.121 “[Group Management] Item list <access policy mode>"
P.123 “[Role Management] Item list <access policy mode>"

| P.128 “[Department Management] Item list <access policy mode>"
P.132 “[Export/Import] Item list <access policy mode>"

H [User Accounts] Item list <access policy mode>

You can search and set user accounts if you are logged in to the access policy mode.
P.115 “[Search User Account] screen”

P.116 “[Create User Information] screen”

P.117 “[Enter Password] screen”

P.118 “[User Information] screen”

P.120 “[Role Assignment] screen”

P.120 “[Group Assignment] screen”

TonAccess il
Logout
Device Joh Status Lags Registration Courter User Management. Addministration
1 User Accounts | 00 E TG
2 Us|r Accounts
3 — 53
REFRESH
4 Search
5 1
1 1
6 Delete | [ Delete Al
I | Lin|nck Reset Passwaord
7 —— Set Registered GQuota [ Set Registered All Quotas Reset Counters Reset All Counters,
8 ! |
9 ==Prewious 10 Pages Mewt 10 Pages==
10 Murnber 12012 =1 234567 89>
hlumber User Mame Domain hamel DAP Server Depariment humber [Stetus
[=R Use | lams001 2 ilable
[ = ¥ Use | 1ame002 2 ilable
|3 Use |1ame003 2 ilatle
[ |4+ Use | dame004 i filabole
B s Use | dame005 i filabole
if o1 Une | ined s fiale
[ |foz adr |y 2 ilable
] oz ser|ze 2 ilatle
[ fr1efos Ao i filabole
] frefos Fat e i filabole
] |rifos Guelt e | &vaiable
o frfor prin| pe A ilable
Gototop |'this pag

13 14 15

Item name Description

1 | [Search] button Searches registered users.

P.115 “[Search User Account] screen”

2 | [New] button Registers new users.

P.116 “[Create User Information] screen”

3 | [Delete] button Deletes the user selected in the user account list.

However, you cannot delete the default users.

4 | [Delete All] button Deletes all registered users. (Except default users)

[Unlock] button Unlocks a locked user selected in the user account list.

[Reset Password] button Resets the password of the user selected in the user account list.

L P.117 “[Enter Password] screen”

[Set Registered Quota] button

Initializes the registered quota for the user selected in the user account list.

[Set Registered All Quotas] button

Initializes all registered quotas.

[Reset Counters] button

Resets counters for the user selected in the user account list.

[Reset All Counters] button

Resets counters for all departments.

1"

Number

Displays the registration number of the user.
10001 to 10007 are assigned to default users.
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Item name Description

12 | User Name Displays the user name.

Undefined, Admin, Service, Auditor, Faxope, Guest, and Printope are default users.
You can check the user information by clicking the user name.

[ P.118 “[User Information] screen”

13 | Domain Name/LDAP Server Displays the domain name or LDAP server registered in the user information.
14 | Department Number Displays the department number registered in the user information.
15 | Status Displays the user status.

U [Search User Account] screen

You can search registered users.
Select items to be searched and enter or select the search conditions.

Search User Account
1 ————T7 rumber Start En
2 ————1 Department Mumper 0001:Departmentiame
3 =[] Usar Name
4 =[] Damain MamelLDAP Gerver
5 ——{Seh]
Item name Description
1 | Number Enter the user number you want to search.
The search condition should be in the range from 1 to 10000.
Department Number Select the department number you want to search.
User Name Enter the user name you want to search.
A prefix search is performed with the entered character string.
4 | Domain Name/LDAP Server Enter the domain name or LDAP server you want to search.
[Search] button Searches contacts with the entered and selected conditions.
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U [Create User Information] screen

You can register new user information.

Create User Information
1 — (5]
2 —
*Required
3 1 “UserMame
4 — Darmain Name/LDAP Server
5 = Authentication Method MFP Local Authentication -
6 — R gsswOrg
7 ——— Role Assignrment
Edit
8 —— Group Assignment -
9 —— Department Numhber -
10 ———— Fansili Languaga English(US) -
11 e PanelUl Kevhoard Layout OWERTY -
12 e 0101 QIOtE SettingG OFF =
Color Guota
Default Color Guota
13 = Black Quota Setting OFF ~
Black Guota
Default Black Guota
Item name Description
1 | [Save] button Saves the entered user information.
[Cancel] button Cancels creating user information.
User Name Enter the user name.
You can enter up to 128 alphanumerical characters and symbols (! #$ % &-, @ * ).
4 | Domain Name/LDAP Server Select the domain name or LDAP server.
5 | Authentication Method Select the user authentication method.
* MFP Local Authentication — Use MFP local authentication on your equipment.
* Windows Domain Authentication — Use network authentication managed by the
Windows domain.
* LDAP Authentication — Use network authentication managed by LDAP.
6 | Password Enter the password. You can enter up to 64 alphanumerical characters and symbols (! # () *
+,-05=2@\ _"{]}~).
7 | Role Assignment This can be configured when [MFP Local Authentication] is selected in [Authentication
Method].
Select from the registered roles. Click the [Edit] button and select roles from the displayed
screen.
L P.120 “[Role Assignment] screen”
8 | Group Assignment This can be configured when [MFP Local Authentication] is selected in [Authentication
Method].
Select from the registered groups. Click the [Edit] button and select groups from the
displayed screen.
L P.120 “[Group Assignment] screen”
9 | Department Number Select from the registered departments.
[ P.128 “[Department Management] Item list <access policy mode>"
10 | PanelUl Language Select the display language for the touch panel.
11 | PanelUl Keyboard Layout Select the keyboard pattern displayed on the touch panel.
12 | Color Quota Setting * OFF — No color output restriction.
* ON — Restricts color output.
Color Quota Displays the remaining number for color output. The number entered in [Default Color
Quota] decreases each time a color page is printed, and color output is prohibited when it
reaches 0.
Default Color Quota Enter the default number assigned for the user. Up to 99,999,999 can be entered.
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Item name Description

13 | Black Quota Setting * OFF — No monochrome output restriction.
* ON — Restricts monochrome output.

Black Quota Displays the remaining number for monochrome output. The number entered in [Default
Black Quota] decreases each time a monochrome page is printed, and monochrome output
is prohibited when it reaches 0.

Default Black Quota Enter the default number assigned for the user. Up to 99,999,999 can be entered.

QO [Enter Password] screen

You can display the [Enter Password] screen by selecting the check box of the user whose password you want to change
in the [User Accounts] item list and clicking the [Reset Password] button.

Enter Password

1 ——ep)

2 —
3 e P g 5 50T
Item name Description
1 | [OK] button Saves the entered password.
[Cancel] button Cancels the password change.
Password Enter the new password.
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O [User Information] screen

You can update registered user information.

ll<er Information

1
Save [ Canlcel ] [ Delete ] [ Reset Counters ]

*Required

— “lIserMame

e Domain Hame/LDAP Server
— Althentication Method

= Password

© o~NOO G A WN =

—— R 01E ASSIGNMENT

1 0 —GTOUR ASSiONMENnt

Department Mumber

12 ———— FanelUlLanguage

UserMame0n?

L

MFP Local Authentication

Administrator

0001:Departr =
English(U3) -

1 3 e PanielU| Keyhoard Layout CHWYERTY -
14 e 0107 GUOER Setting [/
Caolor Quota W
Default Calor Quota 099599999
1 5 ——— Black Quota Setting oW -
Black Quota 99993999
Default Black Quota v —
99999999
1 6 e Tootal Coumnter
Full Color Twvin Color Bilack Total
Copy 0 0 0 [
Fax - 0 0
Frinter 0 ] 0 0
List - - 0 o
Total 0 a 0 I
1 7 . GO COUNLET
Fuill Calar Tevin Color ﬁack Total
Small 0 o |0 o
Lerge 0 0 |o 0
1 8 — Fax Counter
Full Colar Twvin Color Black Totel
Small 0 [
Large 0 [
1 9 e Prit Joly Cotmiter
Full Color Twvin Color Bilack Total
Small 0 0 0 [
Large 0 ] 0 0
20 — List Cornter
Full Calar Tevin Colar Black Total
Small 0 o
Large 0 ul
21 = ScanCounter
Fuill Calar Tevin Color [Black Total
Copy Small 0 0 0 ]
Copy Large 0 0 0 ]
Fax Small 0 o
Fax Large - 0 0
Hetyork Small 0 0 0
Hetwork Large 0 - 0 0
Tatal 0 0 0 0
22 — Fax Communication Counter
Transmit Received Tatal
Small o 0 I
Large ul 0 ul
Item name Description

[Save] button

Saves the entered user information.

[Cancel] button

Cancels changing user information.

[Delete] button

Deletes the displayed user from the user account.

[Reset Counters] button

Resets counters.

A Hh | OIN =

User Name

Displays the user name.

If you change any settings, the changes will be reflected from the next time you log in.
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Item name Description
6 | Domain Name/LDAP Server Displays the registered domain name or LDAP server. Select this item if you want to
change.
You can select this item only when the authentication method is [Windows Domain
Authentication] or [LDAP Authentication].
7 | Authentication Method Displays the user authentication method.
¢ MFP Local Authentication — Use MFP local authentication on your equipment.
* Windows Domain Authentication — Use network authentication managed by the
Windows domain.
* LDAP Authentication — Use network authentication managed by LDAP.
8 | Password You cannot change the password.
Reset the password in the [User Accounts] item when changing the password.
[ P.117 “[Enter Password] screen”
If you change any settings, the changes will be reflected from the next time you log in.
9 | Role Assignment This can be configured when [MFP Local Authentication] is selected in [Authentication
Method].
Displays the registered roles. Click the [Edit] button and select roles from the displayed
screen.
1 P.120 “[Role Assignment] screen”
If you change any settings, the changes will be reflected from the next time you log in.
10 | Group Assignment This can be configured when [MFP Local Authentication] is selected in [Authentication
Method].
Displays the registered groups. Click the [Edit] button and select groups from the displayed
screen.
L P.120 “[Group Assignment] screen”
If you change any settings, the changes will be reflected from the next time you log in.
11 | Department Number Displays the registered departments. Select this item if you want to change.
) P.128 “[Department Management] Item list <access policy mode>"
12 | PanelUl Language Displays the registered display languages of the touch panel. Select this item if you want to
change.
13 | PanelUl Keyboard Layout Displays the registered keyboard patterns for the touch panel. Select this item if you want to
change.
14 | Color Quota Setting * OFF — No color output restriction.
* ON — Restricts color output.
Color Quota Displays the remaining number for color output. The number entered in [Default Color
Quota] decreases each time a color page is printed, and color output is prohibited when it
reaches 0.
Default Color Quota Enter the default number assigned for the user. Up to 99,999,999 can be entered.
15 | Black Quota Setting * OFF — No monochrome output restriction.
* ON — Restricts monochrome output.
Black Quota Displays the remaining number for monochrome output. The number entered in [Default
Black Quota] decreases each time a monochrome page is printed, and monochrome output
is prohibited when it reaches 0.
Default Black Quota Enter the default number assigned for the user. Up to 99,999,999 can be entered.
16 | Total Counter Displays the total counter.
17 | Copy Counter Displays the number of pages printed by copy operations.
18 | Fax Counter Displays the number of pages printed by fax reception.
19 | Print Job Counter Displays the number of pages printed by print operations and E-mail reception (Internet Fax
reception).
20 | List Counter Displays the number of pages printed by system page print operations.
21 | Scan Counter Displays the number of pages scanned by scan operations.
22 | Fax Communication Counter Displays the communication record.
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U [Role Assignment] screen

You can select roles to be assigned.

Role Assignment

FaxOperator
Auditor
Guest

1 —ok Caﬂlcm

Available Role Assigned Role
3 Accountanager - Administrator
4 N, [

ScanOperator VRS

Print a2l

FrintOperatar =

efilingCperatar

ColorPrintCopyOperatar < Delete

Item name

Description

1 | [OK] button

Saves the assigned roles.

[Cancel] button

Cancels assigning roles.

Available Role

Displays a list of registered roles.
Select the role to be assigned and click the [Add] button.

4 | Assigned Role

Displays a list of the assigned roles.
Select the role to be removed from the assignment and click the [Delete] button.

0 [Group Assignment] screen

You can select groups to be assigned.

Group Assignment

Awailable Group

Assigned Group

GroupNamenz

A OWON=

GroupMarmed

GroupNamend
GroupMamels

Add -

< D

@

lete

Item name

Description

1 | [OK] button

Saves the assigned groups.

[Cancel] button

Cancels assigning groups.

Available Group

Displays a list of registered groups.
Select the group to be assigned and click the [Add] button.

4 | Assigned Group

Displays a list of the assigned groups.
Select the group to be removed from the assignment and click the [Delete] button.
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H [Group Management] Item list <access policy mode>

You can manage the registered roles as groups if you are logged in to the access policy mode.
P.121 “[Create Group Information] screen”
P.122 “[Group Information] screen”

TopAccess o£lling
Logout
Device Cournter User Management Adminiztr stion
1 Sroup Management s
2 |
Hew]| Dcleic || Delete Al
4 raup Name
[ |srousiament
[ |srouptiamenz
[ |srouptamens
[ |sroustiamend
[ |sroustamens
Item name Description
1 | [New] button Allows you to add a new group.
P.121 “[Create Group Information] screen”
[Delete] button Deletes the group selected in the group list.
[Delete All] button Deletes all groups.
Group Name Displays the group name.
You check group information by clicking the group name.
L P.122 “[Group Information] screen”

U [Create Group Information] screen

You can register new groups.

Create Group Information
1 — Cave || Cancel
e
*Required
3 —GEOURD NaME
4 — Rale Assignment
Item name Description
1 | [Save] button Saves the entered group information.
[Cancel] button Cancels creating group information.
Group Name Enter the group name.
You can enter up to 128 alphanumerical characters and symbols other than ", * (back quote),
(), %+ 1,1, (semicolon), <, =, >, 2, [, \, ],” (apostrophe), {, |, }, ~, and , (comma).
4 | Role Assignment You can select roles to be assigned to the group. Click the [Edit] button and select roles from
the displayed screen.
P.120 “[Role Assignment] screen”
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QO [Group Information] screen

You can check roles registered to the group.

Group Information
1 ——W Cancel
2 _il
“Reguired
3 —Group Mame GroupMamed1
4 — Role Assignment
Item name Description
1 | [Save] button Saves the entered group information.
2 | [Cancel] button Cancels creating group information.
3 | Group Name Displays the group name.
4 | Role Assignment Displays the roles assigned to the group. Click the [Edit] button and select roles from the
displayed screen.
0 P.120 “[Role Assignment] screen”
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H [Role Management] Item list <access policy mode>

You can manage and register roles if you are logged in to the access policy mode.
P.123 “Default roles and privileges”

P.127 “[Edit Role] screen”

] P.125 “[Create New Role] screen”

Device.

Role Management

=——hew | Delete

Job Status

Registration

Fole Name

Adminiztrator

Janer

CopyOperator

ScanCperator

Print

PrintCOperator

eFilingOperator

ColorPrintCopyOperator

FaxOperator

Auditor

Guest

Lizer

Fanc

e-Filing
Logout

Counter User Management Administration

REFRESH

Item name

Description

1 | [New] button

Allows you to add a new role.

P.125 “[Create New Role] screen”

2 | [Delete] button

Deletes the role selected in the role list.
However, you cannot delete the default roles.

3 | Role Name

Displays the role name.

0 P.127 “[Edit Role] screen”

For more information on default roles, see the following:
P.123 “Default roles and privileges”
You can check role information by clicking the role name.

U Default roles and privileges

The following table describes privileges granted to default roles.

Default role names

Privileges

Permitted operations (functions)

Administrator

Scan Function 1

Store to e-Filing

Output Setting "2

Color Print

e-Filing

e-Filing Access
e-Filing Deletion

Device Setting

Device Setting

User/Department Management

User/Department Management

Log Management

Read
Export

Job Management

Job Operation

AccountManager

User/Department Management

User/Department Management

CopyOperator

Copy Function

Copy Job
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Default role names

Privileges

Permitted operations (functions)

ScanOperator

Scan Function

Store to Local File Share
Store to Remote Server
Send Email
RemoteScan/WSScan(Pull)

Local File Share

Store to Local Storage
Store to USB Device

Remote

Send Email
Store to Remote Server
WS Scan(Push)

Print

Print Function ™

Print Job

PrintOperator

Print Function ™

Print Management

Output Setting "2

Color Print

eFilingOperator

Scan Function ™!

Store to e-Filing

e-Filing

e-Filing Access

ColorPrintCopyOperator

Copy Function

Copy Job
Color Copy

Print Function 1

Print Job
Color Print

Output Setting

Color Print

FaxOperator

Fax/iFax Function

Internet Fax Transmission
Fax Transmission
Fax Received Print "3

Auditor

Log Management *1

Read

Guest

(No privilege settings)

(No settings)

User

Copy Function

Copy Job

Color Copy "2

Store to Local File Share
Store to Remote Server
Store to e-Filing

Print Function 1

Print Job
Color Print "2
Store to e-Filing

Scan Function

Store to Local File Share
Store to Remote Server
Send Email

Store to e-Filing
RemoteScan/WSScan(Pull)

Fax/iFax Function ™!

Internet Fax Transmission
Fax Transmission

Store to Local File Share
Store to Remote Server

Output Setting "2

Color Print

Local File Share

Store to Local Storage
Store to USB Device

Remote

Send Email
Store to Remote Server
WS Scan(Push)

e-Filing

e-Filing Access

Fax

Fax/iFax Function ™!

Internet Fax Transmission
Fax Transmission

*1  Part of operations (functions) is permitted.
*2 Available only for models that support color printing.
*3 For the details of the fax received print function, contact your service technician.
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U [Create New Role] screen

You can register a new role.

Create New Role

1 - Save | Cancel ‘
2 —
3 ——R0lE Name
4 ——Base Rk
B ———wFp Function -
O copy Function Copy Function
[ copyJob Function Status
Copy Job Disable
[Z] Print Function Color Copy Disable
[ PrintJob Stare to Local File Share Disable
Stare to Remate Server Disable
[T Print Management Store to &-Filng Disable

O] scan Function

[ RemoteScanisScan(Pull) Print Function

: Function Status
[ FawiFax Function = PRl T
[7] Internet Fax Transmission Color Print Disahle
[T] FaTransmission Stare to e-Filng Disehle
[l Fax Received Print Print Management Disehle
[C] output Setting
[ color Print Scan Function
Function Status
[ Local Flle Share Store to Local File Share Disable
[7] etore to Local Storage ?:nr::n::mme e g::::z
[7] store to USE Device L Storeto e-Filng Disable
RemotescaniiSScantPul) Disable
[ Remote
[7] zend Email
[7] store to Remote Server Fax/iFax Function
[T 8 GeandPusm &4 [Function [Statuy 1 8
6
Item name Description
1 | [Save] button Saves the entered role information.
[Cancel] button Cancels creating the role.
Role Name Enter the role name.

You can enter up to 128 characters.

4 | Base Role Select a role which is used as a base of the new role.

You can select any registered roles or default roles (CopyOperator, ScanOperator, Print,
PrintOperator, eFilingOperator, ColorPrintCopyOperator, FaxOperator, Guest, User, Fax) as
the base role.
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Item name

Description

5 | MFP Function

Allows you to select the privileges to be assigned to the role.

Copy Function

Assigns all copy functions.

Copy Job

Assigns the copy job function.

Print Function

Assigns all print functions.

Print Job

Assigns the print job function.

Print Management

Assigns the print management function.

Scan Function

Assigns all scan functions.

Remote Scan/
WSScan(Pull)

Assigns the Remote Scan or Web Services Scan function.

FAX/iFAX Function

Assigns all fax/ifax functions.

Internet Fax
Transmission

Assigns all Internet Fax transmission functions.

Fax Transmission

Assigns the fax transmission function.

Fax Received Print

Assigns the fax received print function.

Output Setting ™1

Assigns all output setting functions.

Color Print

Assigns the color print function.

Local File Share

Assigns all local file share functions.

Store to Local Storage Assigns all local file storage functions.
Store to USB Device Assigns all storage to USB device functions.
Remote Assigns all remote functions.
Send Email Assigns scan to function.
Store to Remote Server Assigns all storage to remote server functions.
WS Scan(Push) Assigns the WS scan (push) function.
e-Filing Assigns all e-Filing functions.

e-Filing Access

Assigns the e-Filing access functions.

6 | Function list

Displays operations (functions) enabled by privileges assigned to the role.
Copy Function, Print Function, Scan Function, Fax/iFax Function, Output Setting, Local File

Share, Remote, e-Filing

*1  Available only for models that support color printing.
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U [Edit Role] screen

You can confirm and edit roles.
However, you cannot edit the default roles.

Edit Role
1 = Save || Cancel
2 THequired
3 —Ruename Rolennt
4 ——WFP Function .
[]' opy Function Copy Function
[T copyJob Function Stalus
Copy Jok Disahle
[T Print Function Color Copy Dizahle
[ PrintJon Store o Local File Share: Disahle
Stare to Remate Server Disahle
[T Print Management Store to e-Filng Disahle
[7] Sean Function
[ remoteScaniwagcan(Pully Print Function
& Function Status
FaxfiFax Function = Frint Job Dizabls
[T Internet Fax Transmission Calor Prirt Disable L. 6
[ Fax Transmission Store to e-Fling Disable
[C] FaxReceived Print Prird Disable
[T output Setting
[T] calor print Scan Function
Function Status
Bl Local Fila Share Stare to Local File Share Disahle
Stare to Remate Server Disahle
[ store to Local Storage R —
[ Store to USB Davice L3 Store to e-Fiing Disahle
RemoteScanivsScan(Pull) Disahle
7] remate
[T gend Email
[T] store to Remaote Server Fax/iFax Function
[T Wi SraniPushy A [Function [Status 1 N
5 = Device Management Function Status
Device Setting Frint Job Disable
Color rint Disable
Device Sefting Stare to &-Filng Disable
Frint Disable
UseriDepartment Management
UserDepartment Management R
Scan Function
= Function Status
Log Management Stare to Local File Share Disahle
- Stare to Remate Server Disahle
o8 Send Email Disehle
Export Shereto o il Eciabl
Item name Description

[Save] button

Saves the edited role information.

[Cancel] button

Cancels editing the role.

Role Name

Enter if changing the role name.
You can enter up to 128 alphanumerical characters and symbols other than ", * (backquote),
(), * + 1,1 (semicolon), <, =,>,?,[,\, ], ' (apostrophe), {, |, }, ~, and , (comma).

MFP Function

Allows you to select the MFP function to be assigned to the group. Select from the following
functions.

See the following for details:

P.125 “[Create New Role] screen”

Device Management

Displays device management privileges assigned to default roles. (Default roles only)

Function list

Displays functions assigned to the role.
See the following for details:
P.125 “[Create New Role] screen”
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H [Department Management] Item list <access policy mode>

You can manage departments if you are logged in to the access policy mode.
P.129 “[Department Information] screen”
P.130 “[Department Information] (Edit) screen”

Logout
Device: Job Status Registration Cournter User Management Adminiztr stion
st | Department Management | [=iid
; ——Clpartment Management e
3 M [ Reset AI\ICuumers ] [ Set Registered All Quotas ] [ Delete All ]
! |
4 I ]
umber [Deparment Name Dept Code | Tatal Printing Total Scanning Fax Transmission |Fax Reception
1 Departm | thizme0t 123¢)6 ul 0 0 0
2 Departm | thame02 234207 ul 0 0 0
3 Departm | thame03 345606 ul 0 0 0
4 Departm | thame0d 4367)9 0 0 0 0
& Departm | thame0s SE7EfO i ) ) )
£ Departm | thame0s LIt o i ) ) )
T Departm | thamed? = i ) ) )
& Departm | thame0s 2901 5 i ) ) )
9 Departm | thame0d EUM B i ) ) )
10 Departm | thame10 Lk B3 i ) ) )
100 Undefine s i ) ) )
Go 1| top of this |ane
5 6 7 8 9 10 1
Item name Description
1 | [New] button Allows you to add a new department.
L P.129 “[Department Information] screen”
2 | [Reset All Counters] button Resets counters for all departments.
3 | [Set Registered All Quotas] button | Initializes quotas for all departments.
4 | [Delete All] button Deletes the registered department.
5 | Number Displays the registration number of the department.
6 | Department Name Displays the department name.
Click a department name link to check the department management information.
0 P.130 “[Department Information] (Edit) screen”
Dept Code Displays the department code.
Total Printing Displays the total number of printed pages of the department.
Total Scanning Displays the total number of scanned pages of the department.
10 | Fax Transmission Displays the total number of transmitted fax pages of the department.
11 | Fax Reception Displays the total number of received fax pages of the department.
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U [Department Information] screen

You can register a new department.

; ] D‘|partment Information
(Bave) [Cancel |
*Required
3 —— e atment Marme
4 ——Department Code
5 e C0l0r Quta Setting OFF ~
Calar Quota
Default Color Quota
6 e Bl ke Glunta Setting OFF =
Black Quota
Default Black Quota
Item name Description
1 | [Save] button Saves the entered department information.
[Cancel] button Cancels creating the department.
Department Name Enter the department name.
You can enter up to 20 characters.
4 | Department Code Enter the department code.
You can enter up to 63 characters.
5 | Color Quota Setting * OFF — No color output restriction.
* ON — Restricts color output.
Color Quota Displays the remaining number for color output. The number entered in [Default Color
Quota] decreases each time a color page is printed, and color output is prohibited when it
reaches 0.
Default Color Quota Enter the default number assigned for the department. Up to 99,999,999 can be entered.
6 | Black Quota Setting * OFF — No monochrome output restriction.
* ON — Restricts monochrome output.
Black Quota Displays the remaining number for monochrome output. The number entered in [Default
Black Quota] decreases each time a monochrome page is printed, and monochrome output
is prohibited when it reaches 0.
Default Black Quota Enter the default number assigned for the department. Up to 99,999,999 can be entered.
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QO [Department Information] (Edit) screen

You can confirm and edit department information.

1 Department Information
2 1
3 Save [ Canlel ” Reset Counters ][ Delete ]
4 = ]
5 e D2 P2t N MUMMb R 1
6 — *Department Name DepartmentMame01
7 ———— () pparment Code 123456
8 — Color Guota Setting o -
Color Quota 99999999
Default Color Quota 99999999
9 s B2 GIOEE SEtting [o]0.
Black Quota 99999999
Default Black Quota 99999999
1 0—— Total Counter
Full Color Tuwvin Color Black Total
Copy 0 i i [
Fax - - ul 0
Prirter 0 ul ul 0
List - - ul 0
Total 0 ul ul 0
11 —— COPY COUNter
Full Calor Tuwvin Color Black Total
Small ) i i )
Large 0 o o 0
1 2 s Fa¢ CoOUNtRT
Full Color Tuwvin Color Black Total
Smiall - - ul 0
Latge 0 0
1 3—— Print Joh Counter
Full Calor Tuwvin Color Black Total
Small ) i i )
Large 0 o o 0
14—— List Counter
Full Calor Twvin Color ﬁa:k Total
Small - |o 0
Large |o 0
1 5—— Scan Counter
Full Color Tuwvin Color Black Total
Copy Smal 0 i i [
Copy Largs 0 0 0 0
Fax Small - ul 0
Fax Large - - 0 0
Metwwork Simiall 0 - ul 0
Metwwork Large 0 - ul 0
Total 0 ul ul 0
1 6 — Fax Communication Counter
Transmit Received Total
Small i i i
Large o o o
Item name Description
1 | [Save] button Saves the entered department information.
2 | [Cancel] button Cancels creating the department.
3 | [Reset Counters] button Resets counters.
4 | [Delete] button Deletes the displayed department.
5 | Department Number Displays the registration number of the department.
6 | Department Name Enter if changing the department name.
You can enter up to 20 characters.
7 | Department Code Enter if changing the department code.
You can enter up to 63 characters.
8 | Color Quota Setting * OFF — No color output restriction.
* ON — Restricts color output.
Color Quota Displays the remaining number for color output. The number entered in [Default Color
Quota] decreases each time a color page is printed, and color output is prohibited when it
reaches 0.
Default Color Quota Enter the default number assigned for the department. Up to 99,999,999 can be entered.
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Item name Description
9 | Black Quota Setting * OFF — No monochrome output restriction.
* ON — Restricts monochrome output.
Black Quota Displays the remaining number for monochrome output. The number entered in [Default
Black Quota] decreases each time a monochrome page is printed, and monochrome output
is prohibited when it reaches 0.
Default Black Quota Enter the default number assigned for the department. Up to 99,999,999 can be entered.
10 | Total Counter Displays the total counter.
11 | Copy Counter Displays the number of pages printed by copy operations.
12 | Fax Counter Displays the number of pages printed by fax reception.
13 | Print Job Counter Displays the number of pages printed by print operations and E-mail reception (Internet Fax
reception).
14 | List Counter Displays the number of pages printed by system page print operations.
15 | Scan Counter Displays the number of pages scanned by scan operations.
16 | Fax Communication Counter Displays the communication record.
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H [Export/Import] Item list <access policy mode>

You can export and import your device settings if you are logged in to the access policy mode.
1 P.132 “Export”
P.134 “Import”

O Export

TopAccess filing

Logout

Device: Job Status Registration Courter User Management Adminiztr stion

ExportAimport

Export/Import
Export | mport

1 —Jser Information (SmalliLarge Counter)

File Name Mot Created
File Size

Date Created

Create MNew File

2 ===—=""""" User Information

File Mame Mot Created
File Size

Date Created

Create MNew File

3 == User Information(All Counter)

File Name Mot Created
File Size

Date Created

Create MNew File

4 Ci i Jser ion + Role + Group)

File Mame USER ROLE GROUP 110118.xrml
File Size 9965

Date Created TUE JAN 18 D2:24:44 2011

Create MNew File

5 C i Jser i Counter) + Role + Group)
File Name Mot Created

File Size

Date Created

Create MNew File

6 ——— LDAPRole

File Mame Mot Created
File Size

Date Created

Create MNew File

7 = Department Information(Small’Lage Counter)
File Name Mot Created
File Size

Date Created

Create MNew File

8 — [ epartment Information

File Mame Mot Created
File Size

Date Created

Create MNew File

9 — Department Information(All Counters)

File Name Mot Created
File Size

Date Created

Create MNew File

Item name Description
1 | User Information (Small/Large You can create an export file for user information (small/large counter).
Counter) Click the [Create New File] button to create the file.

The file name, file size, and created date are displayed if you have already created a file.
Click the file name and follow the displayed dialog messages when exporting.

2 | User Information You can create an export file for user information.

Click the [Create New File] button to create the file.

The file name, file size, and created date are displayed if you have already created a file.
Click the file name and follow the displayed dialog messages when exporting.
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Item name

Description

User Information(All Counter)

You can create an export file for user information (all counter).
Click the [Create New File] button to create the file.

The file name, file size, and created date are displayed if you have already created a file.

Click the file name and follow the displayed dialog messages when exporting.

Combined(User Information + Role
+ Group)

You can create an export file for combined information (user information + role + group).
Click the [Create New File] button to create the file.

The file name, file size, and created date are displayed if you have already created a file.

Click the file name and follow the displayed dialog messages when exporting.

Combined(User Information(All
Counter) + Role + Group)

You can create an export file for combined information (all counter + role + group).
Click the [Create New File] button to create the file.

The file name, file size, and created date are displayed if you have already created a file.

Click the file name and follow the displayed dialog messages when exporting.

LDAP Role

You can create an export file for LDAP roles.
Click the [Create New File] button to create the file.

The file name, file size, and created date are displayed if you have already created a file.

Click the file name and follow the displayed dialog messages when exporting.

Department Information(Small/
Large Counter)

You can create an export file for department information (small/large counter).
Click the [Create New File] button to create the file.

The file name, file size, and created date are displayed if you have already created a file.

Click the file name and follow the displayed dialog messages when exporting.

Department Information

You can create an export file for department information.
Click the [Create New File] button to create the file.

The file name, file size, and created date are displayed if you have already created a file.

Click the file name and follow the displayed dialog messages when exporting.

Department Information(All

You can create an export file for department information (all counter).

Counters) Click the [Create New File] button to create the file.
The file name, file size, and created date are displayed if you have already created a file.
Click the file name and follow the displayed dialog messages when exporting.
Tip

The exported file can be used to import the department codes and the department counters in [Import] — [Department Code].

0 P.134 “Import”
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O Import

Davics - | Logt

Export/lmport
Esper Tnport

=1t iy Tk fnaes Shan 10 minutes e At 2 161 0 driries

1 — i TN

File Mame

2 = Combineatser Wformaticn * Roke * Groug)

Fili Mams

3 ——toarnoe

File Mame

4 ——— Depostinent Cose

Impar Metnod & Ovarwite ) Agaition

File Mame

Cwerweile and Clesr Counter

Counbes of 31 GERAMMENES will Do cheamd Ifyou slec"Adation and ClearCourser and mpod

efiling
Lagait

Ribgstration | Courter User Mansgemant Admretraisn

[ Browse. | |Import

Drowsa. | | Impott |

[ Browse. | |Import

[ Browse. | |Import

Item name

Description

1 | User Information

You can import user information from a file.
Click the [Browse...] button to select the file to import and click [Open].
Check the file name and click the [Import] button.

2 | Combined(User Information + Role

You can import combined information (user information + role + group) from a file.

+ Group) Click the [Browse...] button to select the file to import and click [Open].
Check the file name and click the [Import] button.
3 | LDAP Role You can import LDAP roles from a file.

Click the [Browse...] button to select the file to import and click [Open].
Check the file name and click the [Import] button.

4 | Department Code

You can import department code from a file.

Click the [Browse...] button to select the file to import and click [Open].

Select the import method among [Overwrite], [Addition] or [Overwrite and Clear Counter],
and then click the [Import] button.
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[Administration] Tab Page

This section describes administrative functions which allow you to configure devices and network, and manage users and
groups from TopAccess access policy mode.

[Setup] Iem List ... e 136
[Setup] How to Set and How to Operate ..........cccciiiiimmmmnnineer e 214
[Security] Hem list .........cooeiei e e 253
[Security] How to Set and How to Operate...........cccccciiriiiiiciirnnrrccrscs e 269
[Maintenance] Item list......... ..o e e e e 285
[Maintenance] How to Set and How to Operate..........cccooiiriiiiiriinicrircr s 301
[Registration] ([Administration] tab) Item list...........cccooiiiiiiiiii e 315

[Registration] ([Administration] tab) How to Set and How to Operate............ccccccciiueens 335



[Setup] Item list

Tip
Users who are granted administrator privileges in access policy mode can access the [Setup] menu from the
[Administration] tab.

See the following pages for how to access it:
P.22 “Access policy mode”.

[ P.136 “General settings”

P.143 “Network settings”

P.180 “Copier settings”

P.183 “Fax settings”

3 P.186 “Save as File settings”

3 P.195 “Email settings”

3 P.197 “InternetFax settings”

P.198 “Printer/e-Filing settings”

P.199 “Printer settings”

P.203 “Print Service settings”

3 P.207 “ICC Profile settings (supported models only)”
3 P.209 “Print Data Converter settings”

[ P.210 “Embedded Web Browser settings”

P.212 “Off Device Customization Architecture settings”
P.213 “Version”

B General settings

You can configure the general settings such as device information, energy save, date and time, and web general setting.

Tip
The [General] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
P.136 “[Setup] Item list”

[ P.137 “Setting up Device Information” 0 P.140 “Setting up Energy Save”

[ P.138 “Setting up Functions” [ P.141 “Setting up Date & Time”

L P.138 “Setting up e-Filing Notification Events” [ P.141 “Setting up SNTP Service”

[ P.139 “Setting up Job Skip Control” 0 P.142 “Setting up Daylight Savings Time Setting”

L P.139 “Setting up Restriction on Address Book Operation by [ P.142 “Setting up WEB General Setting”
Administrator”

L1 P.139 “Setting up Confidentiality Setting”

136 [Setup] ltem list



0 Setting up Device Information

You can set the device information displayed in the [Device] tab page.

General Setting
Device Information
1 s [ T B MFPOTOBES10
2 e C Y MinclE ]
3 —erial Mumber CLEDDOD47
4 —AC Address 00:80:916C297E
5 —Cave a5 File & e-Filing Space Available 26205 MB
6 — gy SpACe Available 977 MB
7 s [t C:l0MING Function Enable -
8 | IS B Direct Print Enable -
9 — i ati0N
10 —Contact Information
11 ———Senice Phone Nurmber il
12 ————+administrative Message
Item name Description

1 | Name Displays the device name of your equipment.

2 | Copier Model Displays the model name of your equipment.

3 | Serial Number Displays the serial number of your equipment.

4 | MAC Address Displays the MAC address of your equipment.

5 | Save as File & e-Filing Space Displays the available space for save as file and e-Filing on your equipment.

Available

6 | Fax Space Available Displays the available space for fax transmission and reception for your equipment.

7 | Data Cloning Function Enable this item when migrating settings on your equipment on to another device.

8 | USB Direct Print Select whether the USB Direct Print function is enabled or disabled.

9 | Location Enter the installed location of your equipment. This is displayed in the [Device] tab page that
appears first when accessing the TopAccess website for users.

10 | Contact Information Enter the name of the person who is responsible for this equipment. This is displayed in the
[Device] tab page that appears first when accessing the TopAccess website for users.

11 | Service Phone Number Enter the telephone number of the person who is responsible for servicing this equipment.
This is displayed in the [Device] tab page that appears first when accessing the TopAccess
website for users.

12 | Administrative Message Enter the message to the users about this equipment. This is displayed in the [Device] tab
page that appears first when accessing the TopAccess website for users.
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0 Setting up Functions

Tip

Some items may not be changeable depending on the installed options and their settings. For details, contact your

service technician.

Functions

1 e Save as Local HOD Enzble -

2 e -l Enable ~

3 e Er1iail Send Enable

4 — Save as FTR Enzble -

5 — Save a3 FTRES Ensble -

6 — Save 10 USE Media Enable

7 — Save a5 SHE Enzble -

8 — Save a3 Metware Ensble -

9 — iFax Send Enable -

10 e F it S0 Enzble -

11 — Metwork iFax Enable ~

12 —— MetworkFax Enable -

1 3 — iieh Senices Scan Enable =

14 ———— Twain Scanning Enable =

15 Sean to Extarnal Contraller Enable -

Item name Description

1 | Save as Local HDD Select whether to enable or disable the function to save on the local HDD.
2 | e-Filing Select whether to enable or disable the e-Filing function.
3 | Email Send Select whether to enable or disable the function to transmit E-mails.
4 | Save as FTP Select whether to enable or disable the function to save using FTP.
5 | Save as FTPS Select whether to enable or disable the function to save using FTPS.
6 | Save to USB Media Select whether to enable or disable the use of USB media.
7 | Save as SMB Select whether to enable or disable the function to save using SMB.
8 | Save as Netware Select whether to enable or disable the function to save using Netware.
9 | iFax Send Select whether to enable or disable the function to send Internet Faxes.
10 | Fax Send Select whether to enable or disable the function to send faxes.
11 | Network iFax Select whether to enable or disable the network iFax function.
12 | Network Fax Select whether to enable or disable the network fax function.
13 | Web Services Scan Select whether to enable or disable the web scanning service function.
14 | Twain Scanning Select whether to enable or disable the Twain scanning function.
15 | Scan to External Controller Select whether to enable or disable the function to scan to an external controller.

0 Setting up e-Filing Notification Events

You can set E-mail conditions for notifying you that the expiration date of data in e-Filing boxes is approaching.

e-Filing Notification Events

1 m———— pdvance automatic delete notification

3 Days

Item name

Description

Advance automatic delete
notification

Select when an E-mail notifying you of the approaching of the expiration date of data in e-
Filing boxes is to be sent. You can select how many days before the expiration date from 0
(not notified) to 99 days.
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0 Setting up Job Skip Control

Job Skip Control
1 ———Jobskip Control

OFF

Item name

Description

1 | Job Skip Control

You can select whether to enable or disable the function to skip jobs which do not match the
printing conditions.

0 Setting up Restriction on Address Book Operation by Administrator

@ Mo Restriction

7) Can e operated by Administrator anly

Restriction on Address Book Operation by Administrator

Item name

Description

1 No Restriction

All users can operate on the address book.

2 | Can be operated by Administrator
only

Only users whose access policy is set as an administrator can operate on the address book.

U Setting up Confidentiality Setting

You can set whether to hide or not document names displayed in jobs and logs using asterisks (*).

Confidentiality Setting
1 = Dacument Mame

Disable ~

Item name

Description

1 Document Name

Select whether to hide or not the document name in jobs and logs using 10 asterisks (*).
* Enable — Select this to hide the document name.
* Disable — Select this to show the document name.
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0 Setting up Energy Save

You can set Energy Save mode for your equipment.
For information on types of Energy Save mode and how to enter the mode, see the Quick Start Guide.

Energy Save
1 — uto Clear Mo Limit -
2 ——— muto Power Save 60 Minutes =
3 — Sleepituto Shut O 240 Minutes ~
4 ———sSuperSiesp Disable ~
Item name Description
1 | Auto Clear Select how long your equipment can remain inactive before the touch panel automatically
returns to the default display.
2 | Auto Power Save Select how long your equipment can remain inactive before entering Automatic Energy
Save mode.
3 | Sleep/Auto Shut Off Select how long your equipment can remain inactive before being automatically turned off.
Tip
The equipment may not enter this mode at the set timing depending on its operational status.
4 | Super Sleep Select whether this equipment enters the Super Sleep mode when the specified period has

elapsed in the Automatic Energy Save mode or when the [ENERGY SAVER] button on the
control panel is pressed.

*  When any of the options such as the Wireless LAN Module, Bluetooth Module or e-BRIDGE ID Gate is installed in this
equipment or when the optional IPsec feature is enabled, you cannot change the Super Sleep Mode from [Disable].

* If this equipment cannot be found on the network or cannot be connected via network while in Super Sleep, try searching
again.

The following network settings are required for this equipment to enter the Super Sleep mode.

For models other than those that support color printing, set [Ethernet Speed Duplex Mode] to other than
[AUTO (-1000MB)] or [1000BASE FULL] in the TCP/IP setting.

P.143 “Setting up TCP/IP”

Select [Disable] for [Enable IPv6] or select [Manual] for [Link Local Address] in the IPv6 setting.

P.147 “Setting up IPv6”

Select [Disable] for [Enable IPX/SPX] in the IPX/SPX setting.

P.148 “Setting up IPX/SPX”

Select [Disable] for [Enable Apple Talk] in the Apple Talk setting.

P.148 “Setting up AppleTalk”

Specify one of the following in [POP3 Network Service].

- [Disable] for [Enable POP3 Client].

- No entry for [POP3 Server Address].

- No entry for [Account Name].

- 0 for [Scan Rate].

P.160 “Setting up POP3 Network Service”

Disable IEEE 802.1X authentication.

For the IEEE 802.1X authentication method under the wired LAN environment, refer to the following chapter in the
MFP Management Guide.

Chapter 2: "SETTING ITEMS (ADMIN) - IEEE 802.1X Authentication Setting"

See the following page for network access settings for your equipment in the Super Sleep mode:
P.168 “Setting up Wake Up Setting”
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Tip

O Setting up Date & Time

You can set the date, time, time zone, and date format.

[Date & Time] settings are not available if the SNTP function is enabled.

Date & Time
Year Month Date Tirme
1 — 2011 v Mlay ~ 10 a0 . 0o
2 (GMWT+12:00) Wellington, Auckland -
3 e Diate Fiarmat YYMMDD ~
Item name Description
Year/Month/Date/Time Select the year and month in designated boxes. Also, enter the date and time in designated
boxes.
Time Zone Select the time zone where this equipment is located.
Date Format Select the date format.

0 Setting up SNTP Service

In SNTP Service, you can specify the SNTP server to refresh the time settings of this equipment using SNTP service.

SNTP Service
e En1ab 2 SMTP

Frimary SNTP Address
——Secondary SNTP Address
— Drah Rate

= Fort Number

= NTP Authentication

oL WN =

Disable -
0.00.0
0.00.0

24 Hour(s)
123

Disable -

Item name

Description

Enable SNTP

Select whether to enable or disable SNTP (Simple Network Time Protocol). When this is
enabled, the time settings of this equipment can be adjusted using the SNTP service.

Tip

[Date & Time] settings are not available if enabled.

Primary SNTP Address

Enter the IP address or FQDN (Fully Qualified Domain Name) of the Primary SNTP Server
Address when [Enable SNTP] is enabled.

Secondary SNTP Address

Enter the IP address or FQDN (Fully Qualified Domain Name) of the Secondary SNTP
Server Address when [Enable SNTP] is enabled as required.

Tip

(1 P.143 “Setting up TCP/IP”

When the [Obtain a SNTP Server Address automatically] option is enabled in the TCP/IP settings, the SNTP server address
can be obtained using the DHCP server.

Scan Rate

Enter how often this equipment should access the SNTP server to check the time.

Port Number

Enter the port number for the SNTP service. Generally "123" is used.

NTP Authentication

Select whether to enable or disable NTP authentication.
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0 Setting up Daylight Savings Time Setting

Make the required settings for daylight savings time.

Daylight Savings Time Setting
1 s [ aylight Savings Time Disable -
2 ——aoiisst +1:00
Manth Week Day ofweek Time
3 — e Start | Jan 1st Sun
End | Jan 1st Sun
Item name Description

Daylight Savings Time

Select [Enable] to shift the clock to the daylight savings time. [Disable] is set as the default.

Offset

Select the desired offset (time difference) from the local standard time. You can select from

between -2 and +2 hours, excluding 0 hour, in 30-minute increments. [+1:00] is set as the

default.
3 | Dates Select the applicable period for the daylight savings time.
* Start — Select or enter the start date and time of daylight savings time.
* End — Select or enter the end date and time of daylight savings time.
Tips

* If you change the settings during the daylight saving time period, the changes will be reflected to the equipment's
clock. If you disable the settings during the applicable period, the equipment's clock will shift to the standard time.

* If the equipment is turned off at the start or end date and time, the equipment will shift the clock the next time it is
turned on.

» After the clock shifts, the daylight saving time will also apply to the weekly timers.

» Select the Start and the End dates and times based on the time set for the equipment.
P.141 “Setting up Date & Time”
* |f the same month is specified for the Start and the End dates, the equipment does not shift the clock automatically.

0 Setting up WEB General Setting

You can set the session timer for TopAccess.

WEB General Setting

qQ ———sSession Timer 30 Minutes

Item name Description

Enter how long you want this equipment to preserve the session data of TopAccess. You
can enter any integer between 5 to 999. This setting also applies to the session data of the
e-Filing web utility. "10" is set as the default.

1 | Session Timer

Tip
When logged in the access policy mode, you will be automatically logged out if the session timer elapses without any
operation being performed.
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H Network settings

You can configure the network settings such as TCP/IP, Filtering, IPX/SPX, AppleTalk, Bonjour, LDAP Session, DNS
Session, DDNS Session, SMB Session, NetWare Session, HTTP Network Service, SMTP Client, SMTP Server, POP3
Network Service, SNTP Service, FTP Client, FTP Server, SNMP Network Service, and Security Service.

Tip
The [Network] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
P.136 “[Setup] Item list”

L1 P.143 “Setting up TCP/IP” 1 P.157 “Setting up SMTP Client”

L1 P.145 “Setting up Filtering” 1 P.159 “Setting up SMTP Server”

L1 P.147 “Setting up IPv6” L P.160 “Setting up POP3 Network Service”
[ P.148 “Setting up IPX/SPX” 1 P.161 “Setting up FTP Client”

L1 P.148 “Setting up AppleTalk” [ P.162 “Setting up FTP Server”

L1 P.149 “Setting up Bonjour” [ P.163 “Setting up SLP Session”

L1 P.149 “Setting up LDAP Session” [ P.164 “Setting up SNMP Network Service”
[ P.150 “Setting up DNS Session” [ P.167 “Setting up Web Services Setting”
L P.151 “Setting up DDNS Session” L P.168 “Setting up LLTD Session”

[ P.153 “Setting up SMB Session” [ P.168 “Setting up Wake Up Setting”

L1 P.155 “Setting up NetWare Session” 1 P.170 “Setting up IP Security”

L P.156 “Setting up HTTP Network Service”

O Setting up TCP/IP

You can set the TCP/IP protocol to enable communication over TCP/IP. The TCP/IP must be configured to enable
TopAccess, SMB printing, Raw TCP or LPR printing, IPP printing, Scan to Email, and Internet Fax.

TCP/IP
Selecting 'Save’ in the Main Window is required to Save the new settings
1 m— Ethermet Speed Duplex Mode AUTO (100WE)  ~
2 Host Name MFPO7083510
3 = Address Mode Static P =
4 ———— obtain 4 Domain Name automatically Enable -
5 = Ohbtain a Domain Server Address automatically Enable
6 m— Obtain a WINS Server Address automatically  Ensble -
7 — Obtain a SMTF Setver Address autamatically  Disable -
8 = Obtain a POP3 Setver Address autamatically  Disable -
9 m— Obtain a SNTF Setver Address automatically  Disable -
1Q ——— IP Conflict Detect Enable -
11 ——— P Address 187 &9 73 260
412 — subnetazk 256 286 26D
1 3 e Digfalllt Gaterway 157 2] 73 1
Item name Description
1 | Ethernet Speed Duplex Mode Select the ethernet speed. [AUTO (-100MB)] is set as the default.

* When you select a specific ethernet speed, you must select the same one as set in the connected network. If you do not
know the ethernet speed that must be used, select [AUTO (-100MB)].
¢ If the network is not stable, power OFF the equipment then ON.

2 | Host Name Enter the host name of your equipment. You can enter up to 63 alphanumerical characters
including “-” (hyphens).

You cannot use a "-" (hyphen) as the first and last character. The MFP name is set as the
default.
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Item name

Description

3 | Address Mode

Select how to set the IP address.

» Static IP — Select this to assign the static IP address manually. When this is selected,
enter the static IP address in the [IP Address] box.

* Dynamic — Select this to assign the IP address using the DHCP with Auto-IP
addressing enabled. The IP address, subnet mask, gateway address, primary WINS
server address, secondary WINS server address, POP3 server address, and SMTP
server address can be automatically acquired from the DHCP server if the network
supports DHCP. However, if the network does not support DHCP, use the AutolP
function to assign an IP address.

* No AutolP — Select this to assign the IP address using the DHCP with Auto-IP
addressing disabled. The IP address, subnet mask, gateway address, primary WINS
server address, secondary WINS server address, POP3 server address, and SMTP
server address can be automatically acquired from the DHCP server if the network
supports DHCP. If the communication with the DHCP cannot be established, the
previous IP address is used.

4 | Obtain a Domain Name
automatically

Select [Enable] when you want to obtain a domain name automatically using the DHCP
server. This setting will apply only when [No AutolP] or [Dynamic] is selected in the Address

Mode option. [Enable] is set as the default.

DDNS Session.

When the DHCP server does not have a domain name, the data are left blank in the domain name even if you set the correct
domain name manually in the DDNS Session. In that case, select [Disable] here and set the correct domain name in the

1 P.151 “Setting up DDNS Session”

5 | Obtain a Domain Server Address
automatically

Select [Enable] when you want to obtain a domain server address automatically using the
DHCP server. This setting will apply only when [No AutolP] or [Dynamic] is selected in the
Address Mode option. [Enable] is set as the default.

DNS Session.

When the DHCP server does not have a primary and secondary DNS server addresses, the data are left blank in the primary
and secondary DNS server addresses, even if you set the correct primary and secondary DNS server addresses manually in
the DNS Session. In that case, select [Disable] here and set the correct primary and secondary DNS server address in the

[ P.150 “Setting up DNS Session”

6 | Obtain a WINS Server Address
automatically

Select [Enable] when you want to obtain a primary or secondary WINS server address
automatically using the DHCP server. This setting will apply only when [No AutolP] or
[Dynamic] is selected in the Address Mode option. [Enable] is set as the default.

When the DHCP server does not have a primary and secondary WINS server addresses, the data are left blank in the primary
and secondary WINS server addresses, even if you set the correct primary and secondary WINS server addresses manually
in the SMB Session. In that case, select [Disable] here and set the correct primary and secondary WINS server address in the
SMB Session.

[ P.153 “Setting up SMB Session”

Obtain a SMTP Server Address Select [Enable] when you want to obtain a SMTP server address automatically using the
automatically DHCP server. This setting will apply only when [No AutolP] or [Dynamic] is selected in the

Address Mode option. [Disable] is set as the default.

When the DHCP server does not have a SMTP server address, the data are left blank in the SMTP server address even if you
set the correct SMTP server address manually in the SMTP Client. In that case, select [Disable] here and set the correct
SMTP server address in the SMTP Client.

1 P.157 “Setting up SMTP Client”

Obtain a POP3 Server Address Select [Enable] when you want to obtain a POP3 server address automatically using the
automatically DHCP server. This setting will apply only when [No AutolP] or [Dynamic] is selected in the

Address Mode option. [Disable] is set as the default.

When the DHCP server does not have a POP3 server address, the data are left blank in the POP3 server address even if you
set the correct POP3 server address manually in the POP3 Network Service. In that case, select [Disable] here and set the
correct POP3 server address in the POP3 Network Service.

1 P.160 “Setting up POP3 Network Service”
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9 | Obtain a SNTP Server Address Select [Enable] when you want to obtain a SNTP server address automatically using the
automatically DHCP server. This setting will apply only when [No AutolP] or [Dynamic] is selected in the
Address Mode option. [Disable] is set as the default.

When the DHCP server does not have a SNTP server address, the data are left blank in the SNTP server address even if you
set the correct SNTP server address manually in the SNTP Network Service. In that case, select [Disable] here and set the
correct SNTP server address in the SNTP Network Service.

[ P.141 “Setting up SNTP Service”

10 | IP Conflict Detect Specify whether or not to detect IP address conflicts. Select [Enable] to display a message
on the control panel when an IP address conflict is detected. [Enable] is set as the default.

11 | IP Address Enter the static IP address for your equipment when [Static IP] is selected in the [Address
Mode] box. Specify within the range from 0 0 0 0 to 255 255 255 255.
However, you cannot set 0.0.0.0 and 255.255.255.255.

12 | Subnet Mask Enter the subnet mask if required when [Static IP] is selected in the [Address Mode] box.
Specify within the range from 0 0 0 0 to 255 255 255 255.
However, you cannot set 0.0.0.0 and 255.255.255.255.

13 | Default Gateway Enter the gateway address if required when [Static IP] is selected in the [Address Mode]
box. Specify within the range from 0 0 0 0 to 255 255 255 255.
However, you cannot set 0.0.0.0 and 255.255.255.255.

0 Setting up Filtering n

You can set filtering in order to restrict access from client computers to this equipment. Filtering can be specified with an IP
address or a MAC address.

MAC address filtering is given priority over IP address filtering.

Filtering
1 =————Enahile IP Filtering Disable ~
2 e | Flterring Rule Fermit ~
3 Fittering Start Address [End Address
Fitter 1 0 0 0 ] 1} 0 1} 0
Fitter 2 0 0 0 ] 1} 0 1} 0
Fitter 3 0 0 0 ] 1} 0 1} 0
Fitter & 0 0 0 ] 1} 0 1} 0
Fiter & 0 0 0 ] 1} 0 1} 0
Fiter & 0 0 0 ] 1} 0 1} 0
Fitter 7 0 0 0 ] 1} 0 1} 0
Fiter & 0 0 0 ] 1} 0 1} 0
Fitter 9 0 0 0 ] 1} 0 1} 0
Fitter 10 0 0 0 ] 1} 0 1} 0
4 —— Enahle MAG Address Filtering Dizable -
5 e WAC Address Filtering Rule Permit ~
6 Address Fitering MAC Address
Fitter 1
Fitter 2
Fitter 3
Fitter 4
Fiter &
Fiter &
Fitter 7
Fiter &
Fiter 9
Fitter 10
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Description

1 | Enable IP Filtering

Select [Enable] for IP address filtering. When [Enable] is selected, access from devices on a
network to which the IP address (specified in [IP Filtering]) is set is restricted under
conditions set in [IP Filtering Rule]. [Disable] is set as the default.

IP filtering is valid only in a network environment implemented with IPv4. It is not available in an IPv6 network environment. If
you need to use IP address filtering under IPv6 environment, select MAC address filtering.

2 | IP Filtering Rule

Select IP address filtering rules.

* Permit — Select this to permit access from devices on a network to which the IP
address (specified in [IP Filtering]) is set.

* Deny — Select this to deny access from devices to which the specified IP address is
set.

3 | IP Filtering

Enter the starting IP address and the ending IP address of a target client computer for IP
filtering. Up to 10 addresses can be specified.

Only IPv4 addresses are available. An IPv6 address cannot be specified.

4 | Enable MAC Address Filtering

Select [Enable] for MAC address filtering. When [Enable] is selected, access from devices
on a network to which the MAC address (specified in [MAC Address Filtering]) is set is
restricted under conditions set in [MAC Address Filtering Rule]. [Disable] is set as the
default.

5 | MAC Address Filtering Rule

Select MAC address filtering rules.
* Permit — Select this to permit access from devices on a network to which the MAC
address (specified in [MAC Address Filtering]) is set.
* Deny — Select this to deny access from devices to which the specified MAC address is
set.

6 | MAC Address Filtering

Enter the MAC address of a target client computer for MAC address filtering. Up to 10
addresses can be specified.
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Q Setting up IPv6

You can set the IPv6 protocol to enable the communication over IPv6.

IPv6
Selecting "Save' in the Main Window is required to Save the new settings
1PV
1 ———-EnableiPv Enable =
2 — LLMNR Disable =
3 ——Link Local Address
4 ———manual
P Address
Prefix Lenath
Gateway
Use DHCPvE Server for options
B ——— @ Use Stateless Address
[[]Use DHCPYE Server for IP Address(M flag)
[[TUse DHCPYE Server for options(0 flag)
FQOOM Option Update Method Server
[rec P A ciress | [Prefix Length |[Gateway
1 o
2 o
o) o
4 o
) o
L&} o
| 7T o
6 O Use Stateful Address
Use DHCPvVE Server for IP Address
Usge DHCPvE Server for options
FQODM Option  Update Method | Server
[P 2ddress | Prefix Length |[Gateway |
[ 3 I ]
Item name Description
1 | Enable IPv6 Select whether the IPv6 protocol is enabled or disabled. [Disable] is set as the default.
2 | LLMNR If IPv6 is enabled, select whether LLMNR is enabled or disabled. [Disable] is set as the
default.
3 | Link Local Address The automatically generated unique IP Address used for the IPv6 is displayed.
Manual You assign the IPv6 address, prefix and default gateway manually. In this mode, you can
assign one |IPv6 address to this equipment.
IP Address — Assign the IPv6 address for this equipment. Specify within the range from
1:1:1:1:1:1:1:1 to . ff: 7 ffF FffF £ 1.
Prefix Length — Assign the prefix length for the IPv6 address. Specify within the range
from 0 to 128. “0” is set as the default.
Gateway — Assign the default gateway address. Specify within the range from
1:1:1:1:1:1:1:1 to fff-Fiff FFf Fff: . £ fff .
Use DHCPv6 Server for options — Select this check box to use the optional information
(IPv6 address for the DNS server, etc.) which is issued from the DHCPV6 server.
Tips

¢ When [Manual] is selected, a stateful address cannot be set.
* If the selected IPv6 address is already assigned, DAD (Duplicate Address Detection) detects it and notifies you on the
touch panel of this equipment.

5 | Use Stateless Address Use the IPv6 addresses (Stateless addresses) issued from routers.

* Use DHCPv6 Server for IP Address(M flag) — Use the IPv6 address issued from the
DHCPV6 server in the stateless network environment.

* Use DHCPv6 Server for options(O flag) — Use the optional information (IPv6 address
for the DNS server, etc.) issued from the DHCPV6 server in the stateless network
environment.

* FQDN Option — The FQDN option is available if Use DHCPv6 Server for IP Address
is selected. Select [Server] or [Client] for [Update Method] if using the FQDN option.

* |IP Address — Stateless Addresses obtained from routers are displayed. Up to 7 IPv6
addresses can be retained.

Tip

When this equipment receives a router advertisement (RA) from a router, of which M flag configuration is "0", the DHCPv6
function is disabled. If you change a router advertisement (RA) M flag configuration from "0" to "1", it is necessary to reboot
this equipment to enable the DHCPv6 function.
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6 | Use Stateful Address Use the Stateful address issued from DHCPV6 server.

* Use DHCPv6 Server for IP Address — Select whether or not the IPv6 address which
is issued from the DHCPV6 server is used for this equipment.

* Use DHCPv6 Server for options — Select whether or not the optional information
(IPv6 address for the DNS server, etc.) except the IPv6 address for this equipment,
which is issued from the DHCPv6 server is used on this equipment.

* FQDN Option — The FQDN option is available if Use DHCPv6 Server for IP Address
is selected. Select [Server] or [Client] for [Update Method] if using the FQDN option.
[Server] is set as the default.

* [P Address — A stateful address, Prefix Length and Gateway obtained from DHCPv6
Server are displayed.

0 Setting up IPX/SPX

You can set the IPX/SPX protocol to enable the communication over IPX/SPX. The IPX/SPX must be configured to enable
Novell printing with NetWare server 5.1, 6.0, 6.5 over IPX/SPX.

IPX/SPX
Selecting "Save'in the Main Window is required to Save the new settings.

IPX/SPX

1 ———Enanie PP Enable -
2 — Frarne Type Auto Sense -
3 —— Actual Frame
Item name Description
1 | Enable IPX/SPX Select whether the IPX/SPX protocol is enabled or disabled. Enable this when configuring

Novell printing over the IPX/SPX network.
[Disable] is set as the default.

2 | Frame Type Select the desired frame type for IPX/SPX.
* Auto Sense — Select this to use an appropriate frame type that the equipment found
first.

* |EEE 802.3/Ethernet I/IEEE 802.3 Snap/IEEE 802.2 — Instead of [Auto Sense], select
the frame types to be used from these options.

3 | Actual Frame Displays the actual frame type of the equipment.

0 Setting up AppleTalk

You can set the protocol to enable communication over AppleTalk. AppleTalk must be configured to enable AppleTalk
printing from Macintosh computers.

Apple Talk
Selecting 'Save'in the Main Window is required to Sawve the new settings

1 ————Enable Apple Talk Enable ~

2 ——Device Hame MFPO7082510
3 = Desired Zone
Item name Description
1 | Enable Apple Talk Select whether the AppleTalk protocol is enabled or disabled. Enable this when configuring
AppleTalk printing. [Disable] is set as the default.
Device Name Enter the device name of the equipment that will be displayed in the AppleTalk network.
Desired Zone Enter the zone name where the equipment will connect — if required. The equipment will

connect to the default zone if you enter "*".
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0 Setting up Bonjour

In Bonjour, you can enable or disable the Bonjour networking that is available for Mac OS X.

Bonjour

1 e E 13101 HONjOUT
2 e |_ik-Local Host Mame

3 =————ZSerice Name

Selecting "Save'in the Main Window is required to Save the new settings

Enahle =

MFPO7088510

Item name

Description

1 | Enable Bonjour

Select whether Bonjour is enabled or disabled. [Enable] is set as the default.

Link-Local Host Name

Enter the DNS host name of this equipment.

Service Name

Enter the device name of this equipment that will be displayed in the Bonjour network.

0 Setting up LDAP Session

In LDAP Session, you can enable or disable the LDAP directory service.

LDAP Session
Selecting ‘Save’ in the Main ¥Window is required to Save the new settings.
1 Enabile LDAF Disable =
2 ——ribute 1 company
3 T Aftribute 2 department
4 =1 Search Method Partial match «
Item name Description

1 | Enable LDAP

Select whether the LDAP directory service is enabled or disabled. [Enable] is set as the
default.

2 | Attribute 1

Enter the name of the schema corresponding to the LDAP server configuration. You can
enter up to 22 alphanumerical characters and symbols other than =, ; (semicolon), #, and \
(backslash).

3 | Attribute 2

Enter the name of the schema corresponding to the LDAP server configuration. You can
enter up to 22 alphanumerical characters and symbols other than =, ; (semicolon), #, and \
(backslash).

4 | Search Method

Select search conditions for LDAP searching.

* Partial match — Select this to search information partially matching the search
conditions.

* Prefix match — Select this to search information that starts with contents matching the
search conditions.

* Suffix match — Select this to search information that ends with contents matching the
search conditions.

* Full match — Select this to search information fully matching the search conditions.
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0 Setting up DNS Session
In DNS Session, you can specify the DNS server to enable the FQDN (Fully Qualified Domain Name) rather than the IP
address on specifying each server address such as SMTP server, POP3 server, and LDAP server.

Tip

When the DNS service is enabled and the DNS server supports the dynamic DNS service, Set the DDNS Session as
well.
P.151 “Setting up DDNS Session”

DNS Session
Selecting 'Sawve' in the Main Window is reguired to Save the new settings.

1 — Enahle DG Enable =
2 — Frinary DNS Server Address 1] 1] 0 0
3 —— Secondary DMS Server Address o o o a
4 = Primary DNZ Server AddressilPvE)
5 =————2Secondary DNS Server Addressi{IPvE)
Item name Description
1 | Enable DNS Select whether the DNS server is enabled or not. [Enable] is set as the default.
2 | Primary DNS Server Address Specify the IP address of the primary DNS server when the DNS service is enabled. Specify
within the range from 0 0 0 0 to 255 255 255 255.
3 | Secondary DNS Server Address Specify the IP address of the secondary DNS server when the DNS service is enabled, as

you require. Specify within the range from 0 0 0 0 to 255 255 255 255.

4 | Primary DNS Server Address(IPv6) | Specify the IP address of the primary DNS server when the DNS service is enabled in IPv6.
Specify within the range from 1:1:1:1:1:1:1:1 to ffff:ffff. ffff. ffff fff. fff. ffef: frff.

5 | Secondary DNS Server Specify the IP address of the secondary DNS server when the DNS service is enabled in
Address(IPv6) IPv6, as required. Specify within the range from 1:1:1:1:1:1:1:1 to ffff:ffff. ffff. ffff. ffff. fff. e .
Tip

When the [Obtain a Domain Server Address automatically] option is enabled in the TCP/IP settings, the server address
of the primary and secondary DNS server addresses can be obtained using the DHCP server.
P.143 “Setting up TCP/IP”
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0 Setting up DDNS Session
In DDNS Session, you can enable the Dynamic DNS service if the DNS server supports the dynamic DNS.

* When using the security in DDNS, if the difference between the time set in the server, in which Windows DNS
record is to be updated, and the one set in the equipment exceeds the time stated in the account policy of the
server, the DNS update using the security will fail. Check the time set for the DNS server and match it with the one
set for the equipment.

* When using DDNS and the IP address is assigned using DHCP, enable "006 DNS Servers" and "015 DNS Domain
Name" in the DHCP Server's Scope Options or Server Options.

g (= 5]
Action  Wew || 4= |
Tree ‘ Server Options
DHCP Option Name [vendor [ valus
= [7) w2000s-ent.dominos. dmsi.local |« 00 NS Servers standard  172.16.16.2
=3 Server Options o1 Dormain Mame  Standard  test.ad.local
g [ mijml 1]

* When using DDNS, make sure the "Allow dynamic updates?" option is set to "Yes" (for Windows 2000 Server) or
"Nonsecure and secure" (for Windows Server 2003/Windows Server 2008) for the Forward Lookup Zones and
Reversed Lookup Zones.
If the setting of Windows Server 2003/Windows Server 2008 is other than "Nonsecure and secure" for this DDNS
function, you need to set the correct primary login name and primary password to update the DNS server by n
DDNS.
If you do not want to use DDNS such as managed by a primary and secondary login name and password, you
need to add the equipment's host name manually in the Forward and Reversed Lookup Zone.

Forward Lookup Zones Reversed Lookup Zones
(Windows 2000 Server) (Windows 2000 Server)
2l 172.16.1.% Subnet Properties 2l
WiINS | Zone Transfers | Secuity | MamsSevers | WINSR Zone Transfers |
Gererl | Statofduthorty(S08) | WameSewers | General | Start of Authority (S04) |
Status: Running Pause Status; Running

Type: Active Directorwintearated LChange. Tope. Frimary Change.

Data s stored in Active Directory. Zone file name,
[16.172 in-addr.arpa.dns

Allow dynamic updates? ﬁ_ -~ | Allow dynamic updates? = - |
To set aging/scawenging properties, Ak Aging. Aging, To set aging/scavenging properties, Ak Aging. Aging.

oK Cancel Apply ak Cancel
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DDNS Session

] ———— Enable DONS

2 — Darmain Mame

3 ———— sscurity Methad

4 ——— Primary Login Mame

5 — Primary Passwiord

6 — SR COMGANY LOGIn Mame

7 Secondary Password

8 — TSIGIEIG0) Key file

9 e T3 GISG(0) Private Key file

Selecting 'Save’ in the Main Windaw is required to Save the new setings

Enable -

Mone -

Mot Installed

Mot Installed

Item name

Description

1 | Enable DDNS

Select whether the dynamic DNS service is enabled or disabled. [Enable] is set as the
default.

2 | Domain Name

Enter the domain name that will be added to the DNS server using DDNS. You can enter up
to 96 alphanumerical characters and symbols other than =, ; (semicolon), #, and \
(backslash).

Tip

using the DHCP server.
L P.143 “Setting up TCP/IP”

When the [Obtain a Domain Name automatically] option is enabled in the TCP/IP settings, the domain name can be obtained

3 | Security Method

Enter the security method.

* None
Select this to perform a non-secure DDNS update.

* GSS-TSIG
Select this to perform a secure DDNS session using GSS-TSIG. You must set a log-in
name and a password. If both are not set, the secure DDNS session will not be
available.

*« TSIG
Select this to perform a secure DDNS session using TSIG. To select this, you must
upload a key file and a private key file. If any of them is not uploaded, the security
setting will be disabled.

* SIG(0)
Select this to perform a secure DDNS session using SIG(0). To select this, you must
upload a key file and a private key file. If any of them is not uploaded, the security
setting will be disabled.

4 | Primary Login Name

Enter the primary login name if the security method selected in the above setting is GSS-
TSIG. You can enter up to 128 alphanumerical characters and symbols other than =, ;
(semicolon), #, and \ (backslash).

5 | Primary Password

Enter the primary password if the security method selected in the above setting is GSS-
TSIG. You can enter up to 128 alphanumerical characters and symbols other than =, ;
(semicolon), #, and \ (backslash).

6 | Secondary Login Name

Enter the secondary login name if the security method selected in the above setting is GSS-
TSIG. You can enter up to 128 alphanumerical characters and symbols other than =, ;
(semicolon), #, and \ (backslash).

7 | Secondary Password

Enter the secondary password if the security method selected in the above setting is GSS-
TSIG. You can enter up to 128 alphanumerical characters and symbols other than =, ;
(semicolon), #, and \ (backslash).

8 | TSIG/SIG(0) Key file

Use this setting to upload or delete a key file to be used for TSIG and SIG(0).

To upload it, click [Browse..] and specify a private key file to be uploaded, and then click
[Upload].

To delete it, click [Delete].
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9 | TSIG/SIG(0) Private Key file Use this setting to upload or delete a private key file to be used for TSIG and SIG(0).

To upload it, click [Browse..] and specify a private key file to be uploaded, and then click
[Upload].

To delete it, click [Delete].

0 Setting up SMB Session

In SMB Session, you can specify the SMB network properties to access this equipment through a Microsoft Windows
Network and enable SMB printing. When you enable the SMB, users can also browse the local folder in the equipment.
You can also specify the WINS server when the WINS server is used to enable the Windows print sharing and Windows
file sharing services between the different subnets.

SME Session
Selecting 'Save'in the Main Window is required to Save the new settings
SMB
1 ——SWE Senier Protocal Enable -
2 — R striction Mone -
3 ———neBios Name MFPO7088510
4 — 0G0
@ yarkgroup Warkgroup
© Dormain
5 m—— P nary Domain Contraller
6 e B 2 kY Diarmiain Gontraller
7 e |y 0171 LSBT Narme
8 ———— P g 5 5w
9 s P12 WIS ST 0 a u] o
10 s 52 01 A WHINE Sy 0 a 0 o
411 —————SMB Signing of SMB Server
@ If client anrees, digital signature is done for the communication
() Dinital signature iz always done for the communication on the server side
() Digital signature isn't done for the communication for the server.
12 — SMB Signing of SMB Client
@ If server agrees digital sianature is done far the cammunication
(© Digital signature is ahways done for the communication on the client side.
() Digital signature isnt done for the carmmunication far the client.
Item name Description
1 | SMB Server Protocol Select whether the SMB protocol is enabled or disabled.
» Enable — Select this to enable SMB.
» Disable — Select this to disable SMB.
2 | Restriction Specify restrictions on SMB.
* None — Select this to not specify restrictions on SMB.
* Print Share — Select this to enable the file sharing service using SMB, but disable SMB
printing.
* File Share — Select this to enable SMB printing, but disable the file sharing service
using SMB.
3 | NetBIOS Name Enter the NetBIOS name of this equipment. The equipment uses "MFP<NIC Serial
Number>" as the default NetBIOS name.

You can enter only alphanumerical characters and "-" (a hyphen) for NetBIOS names. If you use any other characters, a
warning message will be displayed.

4 | Logon Enter the workgroup or domain that this equipment joins.

¢ Workgroup — To include the equipment in the workgroup, enter the workgroup name.
All client computers can access this equipment without a user name and password.

* Domain — Select this and enter the domain name when the equipment will log on in the
domain. Any client computers which are not members of the domain will need a valid
user name and password to access this equipment. Use this to enhance access security
to this equipment.

You can enter only alphanumerical characters and symbols except the following characters for Workgroup. ; : "<>*+=\|?,
If you use any other characters, a warning message will be displayed.
5 | Primary Domain Controller Specify the server name or IP address of the primary domain controller when this equipment

will log on the domain network.
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6 | Backup Domain Controller Specify the server name or IP address of the backup domain controller when this equipment
will log on the domain network, if required. If the Primary Domain Controller is unavailable,
the Backup Domain Controller will be used to log on.

If the wrong primary or backup domain controller is specified, the NETWORK INITIALIZING message will be displayed for up
to 4 minutes while the equipment searches for the primary or backup domain controller. In that case, correct the primary or
backup domain controller setting after the NETWORK INITIALIZING message disappears.
Logon User Name Enter a valid user name to log on to the specified domain.
Password Enter the password for the specified log on user name to log on the domain network.
Primary WINS Server Specify the IP address of the primary WINS server when the WINS server is used to provide
the NetBIOS name in your local area network. This option would be more useful to access
this equipment using the NetBIOS Name from a different subnet.
Tip
When the [Obtain a WINS Server Address automatically] option is enabled in the TCP/IP settings, the primary and secondary
WINS server address can be obtained using the DHCP server.
L P.143 “Setting up TCP/IP”

10 | Secondary WINS Server Specify the IP address of the secondary WINS server as you require when the WINS server
is used to provide NetBIOS name in your local area network. If the Primary WINS Server is
unavailable, the Secondary WINS Server will be used.

Tip
When the [Obtain a WINS Server Address automatically] option is enabled in the TCP/IP settings, the primary and secondary
WINS server address can be obtained using the DHCP server.
() P.143 “Setting up TCP/IP”
If "0.0.0.0" is entered for the Primary WINS Server and Secondary WINS Server, this equipment will not use the WINS server.
11 | SMB Signing of SMB Server Select whether SMB Signing is enabled or disabled when a client accesses this equipment

using SMB, such as when a client accesses the shared folder in this equipment.

* If client agrees.digital signature is done for the communication. — Select this to
use the digital signature to secure communication only when a client accesses this
equipment with a digital signature. Even if a client accesses this equipment without a
digital signature, the communication is allowed without the digital signature.

» Digital signature is always done for the communication on the server side. —
Select this to allow the communication only when a client accesses this equipment with
a digital signature. When a client accesses this equipment without a digital signature,
the communication is not allowed.

* Digital signature isn't done for the communication for the server. — Select this to
allow the communication only when a client accesses this equipment without a digital
signature. When a client is set to always access an SMB server with a digital signature,
the communication is not allowed.

If you do not know whether the SMB Signing of SMB Client is enabled or disabled in the client computers, it is recommended
to select [If client agrees,digital signature is done for the communication.]. If this is set incorrectly, the SMB communication

may become unavailable.
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Item name

Description

12

SMB Signing of SMB Client

Select whether SMB Signing is enabled or disabled when this equipment accesses the
clients using SMB, such as when this equipment stores the scanned data in the network
folder using SMB.

* If server agrees. digital signature is done for the communication. — Select this to
use the digital signature to secure the communication to an SMB server only when the
SMB Signing of SMB Server that this equipment accesses is enabled. If the SMB
Signing of SMB Server is disabled in an SMB server, the communication is performed
without the digital signature.

* Digital signature is always done for the communication on the client side. —
Select this to make this equipment always access an SMB server with a digital
signature. When the SMB Signing of SMB Server is disabled in an SMB server, the
communication is not allowed.

* Digital signature isn't done for the communication for the client. — Select this to
communicate to an SMB server without the digital signature. If the SMB Signing of SMB
Server is always enabled in an SMB server, the communication is not allowed.

¢ If you do not know whether the SMB Signing of SMB Server is enabled or disabled in the SMB servers, it is recommended
to select [If server agrees, digital signature is done for the communication.]. If this is set incorrectly, the SMB
communication may become unavailable.

* The digital signature is always done for the communication on the server side as the default on Windows Server 2003/
Windows Server 2008. Therefore specify "If server agrees, digital signature is done for the communication." or "Digital
signature is always done for the communication on the client side." for SMB communications with a Windows Server

2003/Windows Server 2008.

0 Setting up NetWare Session

In NetWare Session, you can set the NetWare Bindery or NDS service. This must be set when configuring a Novell
printing environment.

NetWare Session

Selecting 'Save'in the Main Window s required to Save the new settings

1 ————Enable Netware Enable =
2 ————Enable Bindery Enable =
3 ———Enable DS Enable -
4 ———context Ory
5 —TrEE Deptl
6 ——— Preferred File Sener Iwrsr v
Item name Description
1 | Enable NetWare Select whether NetWare is enabled or disabled.
* Enable — Enables NetWare.
* Disable — Disables NetWare.

2 | Enable Bindery Select whether the NetWare Bindery mode for Novell printing is enabled or disabled. When
you configure a Novell printing environment with the NetWare server in the bindery mode,
you must enable this.

3 | Enable NDS Select whether the NetWare NDS mode for Novell printing is enabled or disabled. When you
configure a Novell printing environment with the NetWare server in NDS mode, you must
enable this. When this is enabled, you should also specify the context and tree for the NDS.

4 | Context Enter the NDS context where the NetWare print server for this equipment is located.

Tree Enter the NDS tree.

Preferred File Server

Enter the NetWare server name in which this equipment preferentially searches for the
queues.
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0 Setting up HTTP Network Service

In HTTP Network Service, you can enable or disable Web-based services such as TopAccess and e-Filing web utility.

HTTP Network Service

= Enable HTTF Server
= Enable S5L
e Primary Port Murmnber

w—CSecondary Port Mumber

b ON=
[

= 55L Port Mumber

Selecting 'Save'in the Main Window is required to Save the new settings.

Enahle -
Disable -
ao

Gos0
10443

Item name

Description

1 Enable HTTP Server

Select whether the Web-based services such as TopAccess and e-Filing web utility are
enabled or disabled. [Enable] is set as the default.

2 | Enable SSL

Select whether the SSL (Secure Socket Layer) is enabled or disabled. When this is enabled,
the data transferred between the equipment and client computers will be encrypted using a
private key when operating TopAccess and e-Filing web utility. [Disable] is set as the default.

Not all operating systems support SSL for all protocols.

3 | Primary Port Number

Enter the port number for the NIC HTTP server. You can enter a value in the range from 1 to
65535. Generally the default value "80" is used.

4 | Secondary Port Number

Enter the port number for TopAccess and the e-Filing web utility. You can enter a value in
the range from 1 to 65535. Generally the default value "8080" is used.

If you specify a duplicate port number with one of the other network settings to the secondary port number while SSL on HTTP
is disabled, you will not be able to access TopAccess and the e-Filing web utility. If you make a mistake, use the control panel
of the equipment to change the HTTP setting and enter the correct port number.

5 | SSL Port Number

Enter the port number for the SSL. You can enter a value in the range from 1 to 65535.
Generally the default value "10443" is used.

If you specify a duplicate port number with one of the other network settings to the SSL port number in HTTP settings while
SSL on HTTP is enabled, you will not be able to access TopAccess and the e-Filing web utility. If you make a mistake, use the
control panel of the equipment to change the HTTP setting and enter the correct port number.
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0 Setting up SMTP Client

In SMTP Client, you can enable or disable SMTP transmission for sending the Internet Fax and E-mails.

A From Address setting is also required to send Internet Fax and E-mails. For information about the From Address
setting, see the following sections:

P.230 “Setting up E-mail settings”

P.232 “Setting up InternetFax settings”

The From Address can be also determined automatically when the User Management Setting is enabled. For more
information about User Management Setting, see the following section:

P.135 “[Administration] Tab Page”

SMTP Client
Selecting "Save'in the Main ¥Window is required to Save the new settings
1 ————Enable SMTF Client Enable ~
2 —Enable 85L Disable -
3 5LTLE STARTTLS
4 e SWTP Server Address
5 e POF Bt SMTF Disable -
6 — fUthentication Disable -
7 e |_0) (i1 MAMME
8 — Password
9 e W 2P E 130T It PTEAF 22 Sz 30~ mwa
1 0 e P01 MUIMBIET 25
11 SMTP Client Connection Timeout(1-180) 30 Seconds
Item name Description
1 | Enable SMTP Client When this is enabled, this equipment sends an Internet Fax and an E-mail to the specified
SMTP server for transmission over the Internet. [Enable] is set as the default.
2 | Enable SSL Select whether the SSL (Secure Sockets Layer) is enabled or disabled for SMTP

transmission.
* Disable — Select this to disable the SSL for SMTP transmission.
* Verify with imported CA certification(s) — Select this to enable the SSL using the
imported CA certificate.
* Accept all certificates without CA — Select this to enable the SSL without using
imported CA certificate.

* When [Verify with imported CA certification(s)] is selected, you must import the CA certificate in this equipment.
L P.269 “[Security] How to Set and How to Operate”
* Not all operating systems support SSL for all protocols.

3 | SSL/TLS Select the protocol for the SSL when the [Enable SSL] option is enabled.

e STARTTLS — Select this to send a message in TLS (Transport Layer Security) using
STARTTLS that is the extension command for SMTP transmission.

* Over SSL — Select this to send a message in SSL (Secure Socket Layer).

When you select [Over SSL], make sure to change the port number correctly. Generally, "465" port is used for the Over SSL
instead of "25" port.

4 | SMTP Server Address Enter the IP address or FQDN (Fully Qualified Domain Name) of the SMTP server when
[Enable SMTP Client] is enabled. You can enter up to 128 alphanumerical characters and
symbols other than =, ; (semicolon), #, and \ (backslash).

If you use FQDN to specify the SMTP server, you must configure the DNS server and enable the DNS in the DNS Session.
Tip
When the [Obtain a SMTP Server Address automatically] option is enabled in the TCP/IP settings, the SMTP server address

can be obtained using the DHCP server.
[ P.143 “Setting up TCP/IP”

[Setup] Item list 157



Item name

Description

POP Before SMTP

Select whether the POP Before SMTP authentication is enabled or disabled. [Disable] is set
as the default.

Authentication

Select the type of authentication to access the SMTP server.

* Disable — Select this to access the SMTP server using no authentication.

* Plain — Select this to access the SMTP server using plain authentication.

* Login — Select this to access the SMTP server using the log-in authentication.

* CRAM-MD5 — Select this to access the SMTP server using CRAM-MD5
authentication.

* Digest-MD5 — Select this to access the SMTP server using Digest-MD5 authentication.

* Kerberos — Select this to access the SMTP server using Kerberos authentication.

¢ NTLM(IWA) — Select this to access the SMTP server using NTLM (IWA) authentication.

¢ AUTO — Select this to access the SMTP server using the appropriate authentication
that this equipment detects.

Login Name

Enter the log-in name to access the SMTP server if the SMTP authentication is enabled.
You can enter up to 64 alphanumerical characters and symbols other than =, ; (semicolon),
#, and \ (backslash).

Password

Enter the password to access the SMTP server if the SMTP authentication is enabled. You
can enter up to 64 alphanumerical characters and symbols other than =, ; (semicolon), #,
and \ (backslash).

Maximum Email / InternetFax Size

Select the maximum size that this equipment is allowed to send using the SMTP. Specify
within the range from 2 to 100 MB.

10

Port Number

Enter the port number for accessing the SMTP server when [Enable SMTP Client] is
enabled. The port number depends on the port setting in the SMTP server. You can enter a
value in the range from 1 to 65535. Generally the default value "25" is used.

When the same port number as the secondary one in the HTTP setting (SSL port number when SSL in the HTTP setting is
enabled) is selected, you cannot access TopAccess or the e-Filing web utility. If you set it by mistake, use the control panel of
the equipment to change the HTTP setting and enter the correct port number.

1"

SMTP Client Connection
Timeout(1-180)

Enter a timeout period for quitting communication when no response is received from the
SMTP server. Specify within the range from 1 to 180 seconds. “30” is set as the default.
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Q Setting up SMTP Server

In SMTP Server, you can enable or disable SMTP transmission for receiving the Internet Fax and E-mails. This function is
usually set when you want to enable the Offramp Gateway feature.

SMTP Server
Selecting 'Save'in the Main Window is required to Save the new settings.
1 ————Enable SMTP Server Enable
2 = Port Humher 25
3 = Email Address
4 = Enahkle OffRamp Gateway Disable
5 ——— OfiRamp Security Enable
6 — ofRamp Print Enable
Item name Description

1 Enable SMTP Server

Select whether this equipment works as an SMTP server or not. This must be enabled when
you use the Offramp Gateway feature. When this is enabled, this equipment can receive
Internet Faxes or E-mails that are forwarded through the SMTP to the domain of this
equipment. [Enable] is set as the default.

2 | Port Number

Enter the port number to transmit an Internet Faxes or E-mails. Generally "25" is used.

When the same port number as the secondary one in the HTTP setting (SSL port number when SSL in the HTTP setting is
enabled) is selected, you cannot access TopAccess or the e-Filing web utility. If you make a mistake, use the control panel of
the equipment to change the HTTP setting and enter the correct port number.

3 | Email Address

Enter the E-mail address of this equipment. When this equipment works as an SMTP server,
it can receive all Internet Faxes and E-mails that contain its domain name. If the E-mail
address of the received document matches the address you set here, this equipment prints
it. You can enter up to 70 alphanumerical characters and symbols other than =, ;
(semicolon), #, and \ (backslash).

4 | Enable OffRamp Gateway

Select whether the OffRamp Gateway transmission is enabled or disabled. [Disable] is set
as the default.

5 | OffRamp Security

Select whether the Offramp Security is enabled or disabled. When this is enabled, this
equipment cancels the offramp gateway transmissions that are forwarding to the fax
numbers not registered in the Address Book of this equipment. This can prevent the
unauthorized offramp gateway transmission. [Enable] is set as the default.

6 | OffRamp Print

Select whether this equipment should print documents sent using the offramp gateway
transmission. When this is enabled, this equipment automatically prints documents sent
using offramp gateway transmission, so that they can be confirmed. [Enable] is set as the
default.
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0 Setting up POP3 Network Service

In POP3 Network Service, you can specify the POP3 server to receive an Internet Fax and E-mails.

POP3 Network Service
Selecting "Save'in the Main Window is required to Save the new settings
1 ————Enable POF3 Client Enable ~
2 ———Enable 55L Disable -
3 s P ('3 GEPvRT AddrRSS
4 ———ruthentication Disahle -
5 e Ty FOP Login AUTO -
6 ——Account Mame
7 —Password
8 — SN Rate a Minutes
9 Pt Number 110
41 Q —— =L Port umber 955
411 ———— POP3 Client Connestion Timeout(1-180) 30 Seconds
Item name Description
1 | Enable POP3 Client Select whether retrieving an Internet Fax and an E-mail from the POP3 server is enabled or
disabled. [Enable] is set as the default.
2 | Enable SSL Select whether the SSL (Secure Sockets Layer) is enabled or disabled for POP3

transmission.
* Disable — Select this to disable the SSL for POP3 transmission.
* Verify with imported CA certification(s) — Select this to enable the SSL using the
imported CA certificate.
* Accept all certificates without CA — Select this to enable the SSL without using
imported CA certificate.

* When [Verify with imported CA certification(s)] is selected, you must import the CA certificate in this equipment.
L1 P.269 “[Security] How to Set and How to Operate”
* Not all operating systems support SSL for all protocols.

3 | POP3 Server Address Enter the IP address or FQDN (Fully Qualified Domain Name) of the POP3 server when
[Enable POP3 Client] is enabled. You can enter up to 128 alphanumerical characters and
symbols other than =, ; (semicolon), #, and \ (backslash).

If you use FQDN to specify the POP3 server, you must configure the DNS server and enable the DNS in the DNS Session.
Tip

When the [Obtain a POP3 Server Address automatically] option is enabled in the TCP/IP settings, you can obtain the POP3
server address from the DHCP server.
L P.143 “Setting up TCP/IP”

4 | Authentication Enable or disable the authentication for accessing the POP3 server.

* Disable — Select this to disable the authentication.

¢ NTLM/SPA — Select this to access the POP3 server using the NTLM/SPA
authentication.

* Kerberos — Select this to access the POP3 server using the Kerberos authentication.

5 | Type POP3 Login Select the POP3 login type.

* AUTO — Select this to automatically designate the POP3 log-in type of the POP3
server.

* POP3 — Select this to use the general POP3 log-in type.

* APOP — Select this to use the APOP log-in type. APOP allows users to access the
POP3 server by encrypting the user name and password.

If it is not possible to log in to the mail server using [Auto], manually set the type of POP3 log in to either [POP3] or [APOP].
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Item name Description

6 | Account Name Enter the account name for this equipment to access the POP3 server. You can enter up to

96 alphanumerical characters and symbols other than =, ; (semicolon), #, and \ (backslash).
Enter the account name without the domain name when [NTLM/SPA] or [Kerberos] is selected in the [Authentication] option.

7 | Password Enter the password for this equipment to access the POP3 server. You can enter up to 96
alphanumerical characters and symbols other than =, ; (semicolon), #, and \ (backslash).

8 | Scan Rate Enter how often this equipment should access the POP3 server for new messages. You can
enter a value in the range from 0 to 4096. “5” is set as the default.

9 | Port Number Enter the port number to access the POP3 server. The SSL port number depends on the
port setting in the POP3 server. You can enter a value in the range from 1 to 65535.
Generally the default value “110” is used.

10 | SSL Port Number Enter the port number to access the POP3 server using SSL. The SSL port number
depends on the port setting in the POP3 server. Generally "995" is used.

11 | POP3 Client Connection Enter a timeout period for quitting communication when no response is received from the

Timeout(1-180)

POP3 server. Specify within the range from 1 to 180 seconds. “30” is set as the default.

Q Setting up FTP Client

In FTP Client, you can specify the default port number used for the Save as file using the FTP protocol.

FTP Client
Selecting 'Save’in the Main Window is reguired to Save the new settings
1 — 05 Setting Accept all certificates without CA -
2 e DLl Port Murmber el
Item name Description
1 | SSL Setting Specify the certificate used in the SSL.
* Disable — Select this to disable the SSL.
* Verify with imported CA certification(s) — Select this to use the registered
certificate(s).
* Accept all certificates without CA — Select this to use all certificates.
2 | Default Port Number Enter the port number to access the FTP site. The port number depends on the port setting

in the FTP site. You can enter a value in the range from 1 to 65535. Generally the default
value "21" is used.
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0 Setting up FTP Server

In FTP Server, you can enable or disable the FTP server functions.

FTP Server
Selecting 'Save'in the Main Windaw is required to Save the new settings.

1 = Enahle FTP Server Enable -

2 ——EnahlessL Disable ~
3 e Dlfaullt Pt Mumber 21
4 ———— 55LFort Mumber 990
Item name Description
1 | Enable FTP Server Select whether the FTP server is enabled or disabled. Select [Enable] to enable the

following functions.

¢ FTP printing

* Reading/writing the address book data using the Address Book Viewer

* Backing up/Restoring the e-Filing data using the e-Filing Backup/Restore Utility
[Enable] is set as the default.

2 | Enable SSL Select whether the SSL (Secure Sockets Layer) is enabled or disabled for the FTP server.

[Disable] is set as the default.

Not all operating systems support SSL for all protocols.

3 | Default Port Number Enter the port number for the FTP server. You can enter a value in the range from 1 to

65535. Generally the default value "21" is used.

When the same port number as the secondary one in the HTTP setting (SSL port number when SSL in the HTTP setting is
enabled) is selected, you cannot access TopAccess or the e-Filing web utility. If you set it by mistake, use the control panel of
the equipment to change the HTTP setting and enter the correct port number.

4 | SSL Port Number Enter the port number that is used to access this equipment using FTP with SSL. The port
number depends on the port setting in the FTP server. You can enter a value in the range
from 1 to 65535. Generally the default value "990" is used.

When the same port number as the secondary one in the HTTP setting (SSL port number when SSL in the HTTP setting is
enabled) is selected, you cannot access TopAccess or the e-Filing web utility. If you set it by mistake, use the control panel of
the equipment to change the HTTP setting and enter the correct port number.
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0 Setting up SLP Session

When SLP is enabled, this equipment becomes a Service Agent that responds to requests from a User Agent for
searching particular services and registers services to a Directory Agent.

Tip
The SLP setting only supports the print services shown below.
Raw TCP print, LPD print, IPP print, WSD print, SMB print, FTP print

About the "printer-location” attribute of SLP

SLP has an attribute called "printer-location" as one of the services provided. The information of "printer-location" is
the device setting information on the [General] submenu of the [Setup] menu on the [Administration] tab page, and that
of the [Location] field of [Device Information] on the [Device] tab page. Turn the equipment off and on if you have
changed [Location] from TopAccess. The change is reflected in "printer-location” of SLP after the equipment is
restarted.

SLP Session
Selecting 'Save'in the Main VWindow s required to Save the new settings.

1 = Enable SLP Enable -

2 —— L ]
3 ——seope DEFALLT
Item name Description
1 | Enable SLP Select whether SLP service is enabled or disabled. [Enable] is set as the default.
2 | TTL Set TTL (Time To Live, a scope in the network that provides SLP service).
This is to enable the communication among User Agents and Directory Agents located on
different networks.
3 | Scope Set this for specifying the scope of groups that provide SLP services. The default value is
"DEFAULT".
Set this for specifying the scope of groups that provide SLP services.
Tips
* More than one group can be entered for [Scope] by separating them with a comma.
¢ Characters ()\! <=>~;*+ cannot be entered in the scope.
* Do not leave this field blank or the SLP setting will be disabled.
* You can search a particular service using Konqueror (SUSE Linux) or SLPSNOOP utility (Novell client) which is a User
Agent (UA).
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0 Setting up SNMP Network Service

In SNMP Network Service, you can enable or disable the SNMP to monitor the device status using a network monitoring
utility. If an administrator wants to monitor the device status with a monitoring utility, programmed to match the MIB, you
must enable the SNMP and SNMP Traps.

SNMP Network Service
Selecting 'Save’ in the Main Window is required to Save the new settings.

] ——— Enable SNMP V12 Enable =

2 = Read Community public

3 — Read Wirite Community private

4 e Enablle SMMP 3 Disable -

SHIP V3 User Information
[Mumber — [User hame | Authertication Protocol |Privacy Protacol |Permissions Level

[&] |1 |M |HMAC-MD5 |Nune |Admlnls1ratur

6 —— crabie SuMP v3 Trap Disable ~

T = SNMP V3 Trap User Name

8 SNMP Y3 Trap 1 Protocol HMAC-MDE ~

9 SMMP Y3 Trap 1 Passward

1 Q ———— SHMP 3 Trap Privacy Protocol Mone -

1 1 — SNMP V3 Trap Privacy Password

4 2 ———— Enable Authentication Trap Enable ~

1 3 ——— Enable Alerts Trap Enable -

14—— IP Trap Address1 a 0 o u]
IP Trap Address2 a 0 o u]
IP Trap Address3 a 0 o u]
IP Trap Addressd a 0 o u]
IP Trap Addresss a 0 o u]
IP Trap Addressg a 0 o u]
IP Trap Address? a 0 o u]
IP Trap Addressg a 0 o u]
IP Trap Addressd a 0 o u]
IP Trap Address10 a 0 o u]

4 § ——— IF Trap Community public

1 6 — P Trap Address

Item name Description

1 | Enable SNMP V1/V2

Select whether SNMP V1/V2 monitoring with MIB is enabled or disabled. This must be
enabled to allow users to connect using Local Discovery, TWAIN driver, File Downloader, or
the Address Book Viewer. [Enable] is set as the default.

2 | Read Community

Enter the SNMP read community name for the SNMP access. You can enter up to 31
alphanumerical characters and symbols other than =, ; (semicolon), #, and \ (backslash).
“public” is set as the default.

* When you leave the [Read

¢ Itis recommended to change the default Read Community name for security reasons.

* If changing the Read Community name, match the setting with the applications in use. Otherwise, applications that use
MIB (TopAccess, TWAIN driver, File Downloader, and AddressBook Viewer) will become unavailable. The SNMP
communication of the printer driver also will be unavailable, so that obtaining the configurations, confirming the
department code, and obtaining the available boxes in e-Filing will be disabled.

Write Community] option blank, the SNMP communication between the SNMP Browser of the

Client computer and this equipment will be disabled.

3 | Read Write Community

Enter the SNMP Read Write community name for the SNMP access. You can enter up to 31
alphanumerical characters and symbols other than =, ; (semicolon), #, and \ (backslash).
“private” is set as the default.

* |tis recommended to change the default Read Write Community name for security reasons.

¢ If changing the Read Write Community name, match the setting with the applications in use. Otherwise, applications that
use MIB (TopAccess, TWAIN driver, File Downloader, and AddressBook Viewer) will become unavailable. The SNMP
communication of the printer driver also will be unavailable, so that obtaining the configurations, confirming the
department code, and obtaining the available boxes in e-Filing will be disabled.

4 | Enable SNMP V3

Select whether SNMP V3 monitoring with MIB is enabled or disabled. This must be enabled
to allow users to connect using Local Discovery, TWAIN driver, File Downloader and the
AddressBook Viewer.
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Item name Description
5 | Create SNMP V3 User Information | SNMP V3 user information registered into this equipment is displayed in a list. SNMP V3
user information can be registered, edited, deleted or exported. For the details, see the
following:
[ P.218 “Registering or editing SNMP V3 user information”
[0 P.220 “Exporting SNMP V3 user information”
[ P.222 “Deleting SNMP V3 user information”
Enable SNMP V3 Trap Select whether SNMP V3 Trap is sent or not. [Disable] is set as the default.
SNMP V3 Trap User Name Enter an SNMP V3 Trap User Name. You can enter up to 31 alphanumerical characters and
symbols.
8 | SNMP V3 Trap Authentication Select an authentication protocol.
Protocol « HMAC-MD5 — Select this to use HMAC-MD5.
* HMAC-SHA — Select this to use HMAC-SHA.
9 | SNMP V3 Trap Authentication Enter an authentication password. You can enter up to 31 alphanumerical characters and
Password symbols.
10 | SNMP V3 Trap Privacy Protocol Select a protocol for data encryption.
* None — Select this not to encrypt data.
* CBC-DES — Select this to use CBC-DES.
* CFB-AES-128 — Select this to use AES-128 (CFB mode).
11 | SNMP V3 Trap Privacy Password Enter a privacy password. You can enter up to 31 alphanumerical characters and symbols.
12 | Enable Authentication Trap Select whether to send SNMP Traps when this equipment is accessed using SNMP V1/V2
from a different read community. [Enable] is set as the default.
13 | Enable Alerts Trap Select whether to send SNMP V1/V2 Traps when an alert condition occurs. [Enable] is set
as the default.
14 | IP Trap Address 1 to 10 Enter the IP address where the SNMP Traps will be sent. You can specify up to 10
addresses. Specify within the range from 0 0 0 0 to 255 255 255 255.
15 | IP Trap Community Enter the trap community name for the IP Traps. You can enter up to 31 alphanumerical
characters and symbols. “public” is set as the default.
16 | IPX Trap Address Enter the IPX address where the SNMP Traps will be sent. You can enter up to 20

alphanumerical characters and symbols.

When you want to use a user name registered in the SNMP V3 User Information list as an SNMP V3 Trap User Name, you
must enter the same protocols and passwords registered for the authentication protocol, authentication password (not
displayed on the list), privacy protocol and password (not displayed on the list) into the fields such as [SNMP V3 Trap
Authentication Protocol], [SNMP V3 Trap Authentication Password], [SNMP V3 Trap Privacy Protocol] and [SNMP V3 Trap

Privacy Password].

If they do not match, information registered in the list will be adopted.
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[Create SNMP V3 User Information] screen
You can display this screen by clicking the [New] button in the Create SNMP V3 User Information page.

Create SNMP V3 User Information
] ——— ContextName MFP
2 — LsEt Mame
3 — uthentication Protocol HMAC-MDS ~
4 — Authentication Password
B ——— Frivacy Protocol None -
6 — Privacy Password
7 = Permissions Level General User ~

Tip
Clicking [Save] on the [Create SNMP V3 User Information] screen instantly registers the SNMP V3 user information,
enabling the registered user to access this equipment via SNMP over a network.

Item name Description
1 | Context Name Displays the context name.
User Name Enter the user name. You can enter up to 31 alphanumerical characters and symbols.
Authentication Protocol Select an authentication protocol.

¢ HMAC-MD5 — Select this to use HMAC-MD5.
¢ HMAC-SHA — Select this to use HMAC-SHA.

4 | Authentication Password Enter the password when the Authentication option is enabled. You can enter up to 31
characters.
5 | Privacy Protocol Select a protocol for data encryption.

* None — Select this not to encrypt data.
* CBC-DES — Select this to use CBC-DES.
e CFB-AES-128 — Select this to use AES-128 (CFB mode).

6 | Privacy Password Enter the password for the user information. You can enter up to 31 alphanumerical
characters and symbols.

7 | Permissions Level Select the access permission level of the SNMP V3 user.
* General User — Select this to permit only the reading of data.
* Administrator — Select this to permit both the reading and writing of data.
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0 Setting up Web Services Setting

In Web Services Print and Web Services Scan, you can set the Web Services Setting. The Web Services Print operations
and Web Services Scan operations are performed on client computers with Windows Vista/Windows 7/Windows Server
2008 through a network.

Web Services Setting
Selecting "Save'in the Main Window is required to Save the new settings
General
Q1 ——EnablessL Disable ~
2 —— i ndly Mame
Print
3 e 1) SMVICES Print Enable -
4 — Printer Narne
B ————— Frinter Information
Scan
6 Web Services Scan Enable -
7 — Sranner Name
8 —— Sranner Information
9 e AlithE i AtION fOr PC Initiated Scan Accept any job hd
MNote:Accept any job : Accounted as Guestifuser name is invalid. (Enable Guest account with Remote Scan permission.)
Item name Description
1 | Enable SSL Specify whether or not to use SSL in Web Service.
* Enable — Select this to use SSL.
» Disable — Select this no to use SSL.
Friendly Name Assign the friendly name for this equipment. You can enter up to 127 characters.
Web Services Print Select whether the Web Services Print is enabled or disabled.
» Enable — Select this to enable the Web Services Print.
» Disable — Select this to disable the Web Services Print.

To enable Web Services Print using SSL, a certificate must be installed in this equipment or a client computer. For the details,
see the following pages:
[ P.269 “[Security] How to Set and How to Operate”

4 | Printer Name Assign the printer name for this equipment. You can enter up to 127 characters other than =,
; (semicolon), #, and \ (backslash). “MFP model name-Mac address” is set as the default.

5 | Printer Information Assign the printer information for this equipment. You can enter up to 127 characters other
than =, ; (semicolon), #, and \ (backslash).

6 | Web Services Scan Select whether the Web Services Scan is enabled or disabled.
* Enable — Select this to enable the Web Services Scan.
* Disable — Select this to disable the Web Services Scan.

7 | Scanner Name Assign the scanner name for this equipment. You can enter up to 127 characters other than
=, ; (semicolon), #, and \ (backslash). “MFP model name-Mac address” is set as the default.
8 | Scanner Information Assign the scanner information for this equipment. You can enter up to 127 characters other
than =, ; (semicolon), #, and \ (backslash).
9 | Authentication for PC Initiated Specify whether to enable user authentication before accepting a scan from a client PC.
Scan * Do not accept any job — Select this not to accept any jobs regardless of the result of

user authentication.

* Accept the job if user name is valid — Select this to accept jobs only after successful
user authentication.

* Accept any job — Select this to accept any jobs regardless of the result of user
authentication.
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0 Setting up LLTD Session

Enable this setting for confirming the device connection status, installing devices or accessing the TopAccess. This setting
also allows you to discover the desired device over the local network and view device information such as location, IP
address, MAC address or profile on the Network Map under the Windows Vista/Windows 7/Windows Server 2008

environment.

1 ———EnableLLTD

2 = Device Nama

LLTD Session

Selecting 'Save'in the Main Window is reguired to Save the new seftings

Enzhle -
WFPO7053510

Item name

Description

1 | Enable LLTD

Select whether the LLTD setting is enabled or disabled.
* Enable — Enables the LLTD.
* Disable — Disables the LLTD.

2 | Device Name

Enter a device name to be displayed on the Network Map.
You can enter up to 16 characters for the device name.

0 Setting up Wake Up Setting

This section describes how to set network access during the Super Sleep mode.

Use this setting for a case such as when you want to recover this equipment from the Super Sleep mode by searching this

equipment over a network.

This setting can be enabled only when [Enable] is selected for the Super Sleep mode setting. If not selected, the Wake

Up setting is disabled because this equipment does not enter the Super Sleep mode.
P.140 “Setting up Energy Save”

Selectupto 4 items

Wake Up Setting

Please setthe protocol for Wake up from Super Sleep mode

Selecting 'Save'in the Main Window is required to Save the new settings

1 Frotocol

ARP

ShMP for IPv4

ShiMP for IPvE

ShB

Barjour

Meighbor Discavery(Link Local Address)

Heighbor Discavery(Manual)

LLMME

LLTD

SLP

ojo|o|o)o|o|o|o|=E|O|=| &

Wieh Services for IPvd

Wieh Services for IPvE

168

[Setup] Item list



Item name Description

Protocol Select protocols to be used for recovering this equipment from the Super Sleep mode. Up to
4 protocols can be selected.

e ARP
Select this to enable address resolution when this equipment is used under IPv4
environment.

e SNMP for IPv4
Select this to search this equipment over the network with SNMP protocol when Client
Utilities is used under IPv4 environment.

* SNMP for IPv6
Select this to search this equipment over the network with SNMP protocol when Client
Utilities is used under IPv6 environment.

e SMB
Select this to enable domain name resolution when NetBIOS name is used under IPv4
environment.

¢ Bonjour
Select this to search this equipment over the network with Bonjour protocol.

¢ Neighbor Discovery(Link Local Address)
Select this to enable address resolution when this equipment is used under IPv6
environment.

¢ Neighbor Discovery(Manual)
Select this to enable address resolution when this equipment is used under IPv6
environment.

¢ LLMNR
Select this to enable domain name resolution when NetBIOS name is used under IPv6
environment.

e LLTD
Select this to search this equipment over the network with Nmap display when Network
Mapper is used.

e SLP
Select this to enable service discovery when SLP is used.

* Web Services for IPv4
Select this to search this equipment over the network with WS-Discovery under IPv4
environment.

¢ Web Services for IPv6
Select this to search this equipment over the network with WS-Discovery under IPv6
environment.

* The protocol selecting list of the Wake Up setting is made to select the desired protocols regardless of whether the
selected protocol is enabled or disabled on each protocol setting. If the selected protocol is disabled on its protocol
setting, however, the Wake Up setting is disabled either and therefore this equipment will not be recovered from the
Super Sleep mode.

* When no response is returned from this equipment after you access the network even if a protocol selected on this
setting is used, retry the access.

Tip
If any of the following protocols is selected, this equipment can be recovered from the Super Sleep mode even if the
Wake Up setting is not set.
- IPP
- FTP
- HTTP
-  SMTP
- RAW9100
- LPD
- WebService
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0 Setting up IP Security

With the IP security function, you can enable data encryption communication using IPsec (IP Security Protocol).

Tip
With the [Flush Connections] button, if the keys for IPsec communication are leaked or a security violation occurs, you

can manually delete (flush) the current session with the flush connection function and start a new session. If you want
to delete the information of SAD (Security Association Database) for any reason, you can delete it in the same way.

IP Security
1 ——:@ Selecting 'Save’ in the Main Window is required to Save the new settings
2 e Eniable [Pser Disable -
3 ——rFaliy -
4 —Fiter | Manual Key| IKE Jey | Profiie | Policy
5
6
7 Fitter Mame |FmerA ion
8
Item name Description
1 | [Return] button Closes the [IP Security] screen.
2 | Enable IPsec Specify whether or not to enable IPsec.
* Enable — Enables IPsec.
* Disable — Disables IPsec.
3 | Policy Select a policy to use in IPsec.

To enable data encryption communication using IPsec, you must first create IPsec policies
according to your system environment.
[0 P.179 “[Add Policy] / [Modify Policy] screen”

4 | Filter Creates a filter for the IPsec environment.

[Add] button — You can add a filter on the [Add Filter] screen.

1 P.171 “[Add Filter] / [Modify Filter] screen”

[Delete] button — Select filters to delete and click the [Delete] button to delete them.
Filter Name — Click a registered filter name to modify its content.

1 P.171 “[Add Filter] / [Modify Filter] screen”

Filter Action — Displays the action of the registered filter.

5 | Manual Key Set the IPsec manual key.

[Add] button — You can add a manual key on the [Add Manual Key] screen.

[ P.173 “[Add Manual Key] / [Modify Manual Key] screen”

[Delete] button — Select manual keys to delete and click the [Delete] button to delete
them.

Manual Key Name — Click a registered manual key name to modify its content.

1 P.173 “[Add Manual Key] / [Modify Manual Key] screen”

Encryption Algorithm — Displays the registered encryption algorithms.

6 | IKE Key Set the IPsec IKE key.

[Add] button — You can add an IKE key on the [Add IKE] screen.

[0 P.175 “[Add IKE] / [Modify IKE] screen”

[Delete] button — Select keys to delete and click the [Delete] button to delete them.
Key Name — Click a registered key name to modify its content.

[0 P.175 “[Add IKE] / [Modify IKE] screen”

IKE Type — Displays the registered IKE types.

7 | Profile First create a filter and a manual key or IKE key according to your IPsec environment, and
then create profiles by combining them.

[Add] button — You can add a profile on the [Add Profile] screen.

1 P.177 “[Add Profile] / [Modify Profile] screen”

[Delete] button — Select profiles to delete and click the [Delete] button to delete them.
Profile Name — Click a registered profile name to modify its content.

1 P.177 “[Add Profile] / [Modify Profile] screen”

Profile Mode — Displays the registered profile mode.
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Item name Description

8 | Policy Create a policy to use in IPsec by combining the registered profiles.

[Add] button — You can add a policy on the [Add Policy] screen.

0 P.179 “[Add Policy] / [Modify Policy] screen”

[Delete] button — Select policies to delete and click the [Delete] button to delete them.
Policy Name — Click a registered policy name to modify its content.

0 P.179 “[Add Policy] / [Modify Policy] screen”

[Add Filter] / [Modify Filter] screen

You can display this screen by clicking the [Add] button for Filter or a registered filter name.
You can create a filter to use in IPsec.

1 __ﬁilcl Filter

2__.I

OK|| Cancel || Reset | Selecting 'Sawe' in the Main Window is required to Save the new settings
It |

3 —

4 ———FiterName |

5 e |nterniet Protocol Yersion IPed =

6 = Source Address

7 ——— Destination Address Any 1P Address hd
8 = Pratocol Type Any v

9 — Source Port Any
1 0 e D stination Port Any

11 = Filter Action

© Permit

© Block

@ Megotiate Security
Security Pratacol Type  ESP =

1 — Maodify Filter
2 ———
@] Cancel || Reset | Selecting 'Save' in the Main Window is required to Sawe the new settings
¢ J e —
4 ————— Filter Name testd]
5 e [1itEPNIEL Protocol Yersion IPvd ~
6 — SOUICE Address y
7 ——— Destination Address Any IP Address -
8 — Frotocol Type Any v
9 — S0UICE POrt Ay
1 0 e Distination Port Any
11 ———Filter Action
@ Permit
© Block
@ Megotiate Security
Security Pratacol Type  ESP =
Item name Description
1 | [OK] button Saves the folder setting.
2 | [Cancel] button Cancels registration of the folder.
3 | [Reset] button Returns the settings to the defaults.
4 | Filter Name Enter a filter name. You can enter up to 63 alphanumerical characters and symbols other
than #, %, &, +, \ (backslash), ' (apostrophe), ; (semicolon) and , (comma).
5 | Internet Protocol Version Select the IP version for IPsec.
¢ |Pv4 — Select this to use IPsec under the IPv4 environment.
* [Pv6 — Select this to use IPsec under the IPv6 environment.
6 | Source Address The IP address of this equipment is set as the source address to which the filter is applied.
[My IP Address] is displayed in this box. This item cannot be changed.
7 | Destination Address Specify the destination address for the communication to which the filter is applied.
* Specific IP Address — Set a specific IP address. Enter the IP address in the address
input box.
* Subnet/ Prefix — Set the destination with its IP address and subnet mask. Enter the IP
address and the prefix of the subnet mask directly in the address input box.
* FQDN — Sets FQDN for the destination. Enter FQDN in the address input box.
¢ Any IP Address — Set any IP address.
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Item name

Description

Protocol Type

Select a protocol for the filter.
¢ Any — Set any protocol.
¢ TCP — Select this to use TCP only.
* UDP — Select this to use UDP only.
* ICMP — Select this to use ICMP only.

Source Port

Specify the source port number. This setting is available only if you selected TCP or UDP in
the protocol type setting.
* Any — Set any source port.
¢ Port Number — Set the port number of the sender. Enter the port number in the port
number input box.

10

Destination Port

Set the destination port number. This setting is available only if you selected TCP or UDP in
the protocol type setting.
* Any — Set any destination port.
¢ Port Number — Set the port number of the destination. Enter the port number in the
port number input box.

1"

Filter Action

Set the operation of the filter.

¢ Permit — Select this to permit access from the specified destination.

* Block — Select this to block access from the specified destination.

* Negotiate Security — IPsec communication is performed with the specified
destination. When this item is set, you must select the security protocol type to be used
in IPsec communication from the following:

- ESP — Select this to use ESP (Encapsulating Security Payload).
- AH — Select this to use AH (Authentication Header).
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[Add Manual Key] / [Modify Manual Key] screen

You can display this screen by clicking the [Add] button for Manual Key or a registered manual key name.
You can set a manual key to use in IPsec.

1 - Add Manual Key
O'K Cancel || Reset | Selecting '‘Save'in the Main Window is required to Save the new settings.
I ——

2 -
3 -
*Required
4 — Manual Key Name
5 - Encryption Algarithm

6 —— 250 Alg orithm
7 —— |1 OUNG KBy

Security Parameter Index
ESP Encryption Key
ESP Authentication Key

AH Authentication Key
8 —Cuthound Key

Security Parameter Index
ESP Encryption Key
ESP Authentication Key

AH Authentication Key

Mone -

SHAT -

#=+8P1 should he between 256 and 4095

#=+8P1 should he between 256 and 4095

1 __""'Ioclify Manual Key

—
QK| | Cancel || Reset | Selecting 'Sawe'in the Main Window is required to Save the new settings.
I —— |

2 —
3 -

*Required

4 —— a0 El Ky Narme
5 —
6 —

7 —— (OUN KEY

Encryption Algarithrm

Hash Algarithm

Security Parameter Index
ESF Encryption Key
ESP Authentication Key

AH Authentication Key
8 — (Juthound Key

Security Parameter Index
ESP Encryption Key
ESP Authentication Key

AH Authentication Key

TESTOM

Mone -

SHAT -

300 5P should be hetween 256 and 4095

12345670901234567890
12345R78201234567850

300 "GP should be hetween 256 and 4095

12345R78201234567850
12345670901234567890

Item name

Description

[OK] button

Saves the key setting.

[Cancel] button

Cancels registration of the key.

[Reset] button

Returns the settings to the defaults.

AW IN =

Manual Key Name

(comma).

Enter the name of the manual key. You can enter up to 63 alphanumerical characters
and symbols other than #, %, &, +, \ (backslash), ' (apostrophe), ; (semicolon) and ,

Encryption Algorithm

Select an encryption algorithm.
* None — Select this not to perform data encryption.

* AES-256-CBC — Select this to use AES-CBC (256 bits).
* AES-192-CBC — Select this to use AES-CBC (192 bits).
e AES-128-CBC — Select this to use AES-CBC (128 bits).

e 3DES-CBC — Select this to use 3DES-CBC.
¢ DES-CBC — Select this to use DES-CBC.

Hash Algorithm

Select a hash algorithm.
* SHA1 — Select this to use SHA1.
¢ MD5 — Select this to use MD5.

e AES-XCBC-MAC — Select this to use AES-XCBC-MAC.
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Item name

Description

7 | Inbound Key

Select a key for the receiving side.

Security Parameter Index

Specify a security parameter index (SPI) for identification.
You can enter a value in the range from 256 to 4095.

ESP Encryption Key

Enter an ESP (Encapsulating Security Payload) encryption key.

ESP Authentication Key

Enter an ESP (Encapsulating Security Payload) authentication key.

AH Authentication Key

Enter an AH (Authentication Header) authentication key.

8 | Outbound Key

Select a key for the destination.

Security Parameter Index

Specify a security parameter index (SPI) for identification.
You can enter a value in the range from 256 to 4095.

ESP Encryption Key

Enter an ESP (Encapsulating Security Payload) encryption key.

ESP Authentication Key

Enter an ESP (Encapsulating Security Payload) authentication key.

AH Authentication Key

Enter an AH (Authentication Header) authentication key.
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[Add IKE] / [Modify IKE] screen

You can display this screen by clicking the [Add] button for IKE Key or a registered key name.
You can set an IKE key to use in IPsec.

1 __ﬁilcl IKE
‘_O'K_” Cam:?” Reset ‘ Selecting 'Save'in the Main Window is required to Save the new settings
4 ——KE ey Mame
5 ——IKEType
IKE Yersion
@ [KEw1(Main Mode)
Authentication Method [Mote: This selection will be applicahle for all IKEv1settings]
Certificate
@ Preshared Key LIITTT]
IKEw2
Authentication Method
Certificate
Preshared Key
Local ID IP Address
Remote ID IP Address
6 —Session Key Settings
Generate a new key after 26900 igeconds [T Enable PFS
7 =———FilterlKE Transforms
Integrity Encryption
SHa1 [C] Es-256-CBC
[CIvps [T] ses192-CBC
[C] AES-HCBC-MAC AES-128-CBC
[[agscTr
IDES-CBC
[ pes-cac
Diffie-Heliman algorithm  MODP 1024 (Group 2) -

1 — Bty IKE
2 ———
QK| Cancel || Beset | Selecting 'Sawe' in the Main Window is required to Save the new setlings
3 |
4 ————KE Key Name [TESTON
5 e |KE Type
IKE Version
@ IKEw! (Main Mode)
Authentication Method [Mote: This selection will be applicable for all IKEv! seftinas]
Certificate
@ Preshared Key sssass
) IKEw2
Authentication Method
Certificate
Preshared Key
Local ID IP Address
Remote ID IP Address
6 —Session Key Settings
Generate a new key after 26900 igeconds [T Enable PFS
7 =———FilterlKE Transforms
Integrity Encryption
SHa1 [C] Es-256-CBC
[CIvps [T] ses192-CBC
[C] AES-HCBC-MAC AES-128-CHC
[T ags-cTr
IDES-CBC
[7) pEs-cac
Diffie-Heliman algorithm  MODP 1024 (Group 2) -

Item name

Description

1 | [OK] button

Saves the key setting.

[Cancel] button

Cancels registration of the key.

[Reset] button

Returns the settings to the defaults.

[Setup] Item list

175




Item name

Description

4 | IKE Key Name

Enter the name of the IKE key. You can enter up to 63 alphanumerical characters and
symbols other than #, %, &, +, \ (backslash), ' (apostrophe), ; (semicolon) and ,
(comma).

Tip

Up to 30 IKE keys can be created.

5 | IKE Type:

IKEv1 (Main Mode)

Select this to use IKEv1.

Certificate — Select this to use an electronic certificate. To select this, IPsec
certificate must be installed in this equipment in advance.

Preshared Key — Select this to perform authentication by sharing key information
with the recipient of the communication in advance. Enter key information to be shared
in the entry box. You can enter up to 128 alphanumerical characters and symbols
other than ", &, <, \, * (back quote), {, }, = and a space.

If you register more than one Preshared Key for IKEv1, only the one that you
registered last will be valid.

IKEv2

Select this to use IKEv2.

Certificate — Select this to use an electronic certificate. To select this, IPsec
certificate must be installed in this equipment in advance.

Preshared Key — Select this to perform authentication by sharing key information
with the recipient of the communication in advance. Enter key information to be shared
in the entry box. You can enter up to 128 alphanumerical characters and symbols
other than ", &, <, \, * (back quote), {, }, = and a space.

* Local ID — Select among IP Address, FQDN, Email and Key-ID. When you have
selected the Key-ID, enter the value to the corresponding item. You can enter up
to 128 alphanumerical characters and symbols other than ", &, <, \, * (back quote),
{, }, = and a space

* Remote ID — Select among IP Address, FQDN, Email and Key-ID. When you
selected FQDN, Email or Key-ID, enter a value corresponding to the item you
selected. You can enter up to 128 alphanumerical characters and symbols other
than", &, <, \, * (back quote), {, }, = and a space

6 | Session Key Settings:

Generate a new key after

Enter the interval between generating key information for IPsec communications in
seconds. Set the interval period for regenerating key information for IPsec
communication from 60 seconds to 604,800 seconds (7 days).

Enable PFS — Select the check box when using the PFS (Perfect Forward Secrecy)
function in IKE.

7 | FilterIKE Transforms:

Integrity Select the authentication algorithm to be used in IKE.

* SHA1 — Select this to use SHA1.

e MD5 — Select this to use MD5.

* AES-XCBC-MAC — Select this to use AES-XCBC-MAC.
Encryption Select the encryption algorithm to be used in IKE.

e AES-256-CBC — Select this to use AES-CBC (256 bits).
¢ AES-192-CBC — Select this to use AES-CBC (192 bits).
* AES-128-CBC — Select this to use AES-CBC (128 bits).
¢ AES-CTR — Select this to use AES-CTR.

¢ 3DES-CBC — Select this to use 3DES-CBC.

« DES-CBC — Select this to use DES-CBC.

Diffie-Hellman algorithm

Select the Diffie-Hellman group to be used in IKE.

* MODP 768 (Group 1) — Select this to use the MODP group in 768 bits.

* MODP 1024 (Group 2) — Select this to use the MODP group in 1024 bits.
* MODP 2048 (Group 14) — Select this to use the MODP group in 2048 bits.
* Elliptic Curve P-256 (Group 19) — Select this to use Elliptic Curve P-256.
* Elliptic Curve P-384 (Group 20) — Select this to use Elliptic Curve P-384.
* Elliptic Curve P-521 (Group 21) — Select this to use Elliptic Curve P-521.
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[Add Profile] / [Modify Profile] screen

You can display this screen by clicking the [Add] button for Profile or a registered profile name.

You can create a profile for an IPsec environment by combining the registered filter and either a manual key or an IKE key.

1 Add Profile
2 —m
Ok Cancel || Reset Selecting 'Save' in the Main Window is required to Save the new settings
3 1
4 ———Frafiz Name |
5 —TUNNel Settings
Tunnel mode Mo -
IPv4IPvE Address
6 —K ey Selection
Key TESTOV(KEY) =
7 —P O posals
ESP Transforms AH Transforms Session Key Seftings
lIntecrity Encryption |
B Key Sett
SHa [7] aes-258-cBC [ 5Ha1 SSsen ey Seng l
[ wps Elaes1s2.coc s [7] Generate a new key atter | 2500 Secands
[[] aEs-xcaC BES-128-CBC [Elaes-xcae [7] Generste a new key after | 100000 MBytes
[ #Es-cTR
SDES-CAC
[0 pes-cac
[ Wane
[C)IPCOMP Transtorm
8 ——iPritter
Ilove Up Mlove Down
[Move [ JFiter Name [ Fiter Action [ Destination Address |
| ® | [] ||Esttl1 |Negmlale Securty |Any P Address |
1 Maodify Profile
2 _—ll
OK|| Cancel || Reset Selecting 'Save'in the Main Window s required to Save the new settings.
3 1
4 e P00l MamE TESTOM|
e T LN SETtINGS
Tunnel mode Yes =
IPwdilP¥B Address 192.168.1.1
6 —Key Selection
Key TESTON(KE¥) ~
7 —Proposals
ESF Transforms AH Transforms Session Key Settings
ety Ereryeton ‘ iEgri [Gession Key Seffings |
SHAT [C] ses-2s6-cBC SHat
F vos [Flags-1a2.ceC B O] Generate a new key after | 3600 ISeconds
-182- DS
[C] aes-xcee AES126-CBC 7] ags-weBe [T Generats & new key atter | 100000 MBytes
[7] ses-cTr
3IDES-CBC
[7] pEs-cBC
[ hone
[CliPComP Transform
8 ———ipFitter
Move Up Move Down
[Mowe | [ Fiter Mame [ Fiter Action | Destination Address |
| ® | |te5101 |Nego1\ate Security |Any P Adcress |
Item name Description

1 | [OK] button

Saves the profile setting.

[Cancel] button

Cancels registration of the profile.

[Reset] button

Returns the settings to the defaults.
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Item name

Description

4 | Profile Name

Enter the profile name. You can enter up to 63 alphanumerical characters and symbols
other than #, %, &, +, \ (backslash), ' (apostrophe), ; (semicolon) and , (comma).

Tip

Up to 30 profiles can be created.

5 | Tunnel Settings:

Tunnel mode

Select whether or not to use tunnel mode for IPsec communications.
* Yes — Select this to use the tunnel mode.
* No — Select this not to use the tunnel mode. (The transport mode will be used
instead.)

IPv4/IPv6 Address

Enter the IP address for the gateway which encrypts and decrypts data in tunnel
mode.

6 | Key Selection:

Key

Displays the IKE key settings registered in the equipment. IKE keys already registered
in this equipment are displayed.

7 | Proposals:

ESP Transforms

Specify the transform for ESP.

* Integrity — Selects the authentication algorithm to be used in ESP.
- SHA1 — Select this to use SHA1.
- MDS5 — Select this to use MD5.
- AES-XCBC — Select this to use AES-XCBC.

* Encryption — Selects the encryption algorithm to be used in ESP.
- AES-256-CBC — Select this to use AES-CBC (256 bits).
- AES-192-CBC — Select this to use AES-CBC (192 bits).
- AES-128-CBC — Select this to use AES-CBC (128 bits).
- AES-CTR — Select this to use AES-CTR.
- 3DES-CBC — Select this to use 3DES-CBC.
- DES-CBC — Select this to use DES-CBC.
- None — Select this not to perform data encryption.

AH Transforms

Specify the transform for AH.
* Integrity — Selects the authentication algorithm to be used in AH.
- SHA1 — Select this to use SHA1.
- MD5 — Select this to use MD5.
- AES-XCBC — Select this to use AES-XCBC.

Session Key Settings

Specify the session key for IPsec communications.

* Session Key Settings — Sets an interval for regenerating the session key. The
interval can be set in time or the amount of data. Select the desired check box and
then key in the value in the entry box.

- Generate a new key after [ ]/Seconds — Specify the interval between key
generations in seconds. Specify within the range from 180 to 86,400 seconds
(24 hours).

- Generate a new key after [ /KBytes — Specify the data volume between key
generations in Kbytes. Specify within the range from 20,480 to 214,783,647
Kbytes.

IPCOMP Transform

Select if using the IPCOMP transform.

8 | IP Filter

You can display a list of filter settings registered in this equipment. Select the check
box for the filter to be applied to the profile. If more than one filter is registered, you can
change their order in the list. Click [Move] for the desired filter, and then click [Move
Up] or [Move Down] to move the filter.
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[Add Policy] / [Modify Policy] screen

You can display this screen by clicking the [Add] button for Policy or a registered policy name.
You can create a policy to use in IPsec by combining the registered profiles.

Add Policy =
1 s (W (| Canizel Selecting "Save' in the Main Window is required to Save the new settings L
1~ :
3 —E0licy Name L4
— [Profiie Heme | )
| [l | TESTO ‘
Modify Policy il
; :—:@ Cancel Selecting 'Save'in the Main Window is required to Save the new settings .
3 ——— FolicyName TESTO1 L
4 ——— [Frofierane | )
‘ | TESTN |
Item name Description
1 | [OK] button Saves the profile setting.
2 | [Cancel] button Cancels registration of the profile.
4 | Policy Name Enter the policy name. You can enter up to 63 alphanumerical characters and symbols
other than #, %, &, +, \ (backslash), ' (apostrophe), ; (semicolon) and , (comma).

Tip

Up to 10 policies can be created.

4 | Profile Name Select profiles to apply to the policy.
You can select multiple profiles.
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H Copier settings

You can specify copier settings.

Tip

The [Copier] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
P.136 “[Setup] Item list”

P.180 “Setting up Default setting”

P.182 “Setting up Copy Job Enforcement Continue”

0 Setting up Default setting

In Default setting, you can set the default copier settings that apply for copy operation from the touch panel.

Copier Setting
Default setting
1 — C0lor Mode Full Color - =
2 s (i in1&1 Mode for Color Text/Photao A
3 s (1t 1121 W0 fr Black Text/Photo -
4 e Exppoguire far Color Manual -
5 e E 05U E b Black Auto -
6 e B85 5 TER O Plain A
7 ——bBooK:-2 Open from left ~
8 s W3y ZINE SO Open from left -
O ————zini f4int Write Laterally
10——Max\muanp\ea 9999 -
11 e UtD 2-5id2d] MoOdE OFF -
42 ————Sort Mode Priority Mon-Sort =
Item name Description

1 | Color Mode ™1

Select the default color mode for copying.

* Auto Color — The equipment automatically judges the type of each color on originals.
Colored originals are copied in full colors and black and white originals are copied in
black and white.

* Full Color — All originals are copied in full colors.

* Black — All originals are copied in black and white.

to the MFP Management Guide.

Only [Black] can be selected when the No Limit Black function is enabled. For the details of the No Limit Black function, refer

2 | Original Mode for Color 1

Select the default original mode for color originals.
* Text/Photo — Originals with text and photographs mixed.
* Text — Originals with text (or text and line art) only.
* Photo — Originals with general photographs on photographic printing paper.
* Printed Image — Originals with photogravure (e.g. magazine, brochure).
* Map — Originals with fine illustrations or text.

3 | Original Mode for Black “1/Original
Mode

Select the default original mode for black and white originals.

* Text/Photo — Originals with text and photographs mixed.

* Text — Originals with text (or text and line art) only.

* Photo — Originals with photographs.

» Image Smoothing “2 — Originals with text and photographs mixed (especially originals
requiring higher reproducibility on photos).

* COLOR DOCUMENT — Select this when copying color originals, such as presentation
documents.

4 | Exposure for Color ™

Select the type of image density for color copies.

* Auto — Select this to set the Auto mode as the default exposure for color copy. The
Auto mode automatically detects the density of the original to make copies at the
optimum exposure.

* Manual — Select this to set the Manual mode as the default exposure for color copy.
The manual mode allows you to manually specify the density of the original.
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Item name Description
5 | Exposure for Black "'/Exposure Select the type of image density for black and white copies.

* Auto — Select this to set the Auto mode as the default exposure for black and white
copies. The Auto mode automatically detects the density of the original to make copies
at the optimum exposure.

¢ Manual — Select this to set the Manual mode as the default exposure for black and
white copies. The manual mode allows you to manually specify the density of the
original.

Bypass feed Select the default paper type for the Bypass Tray.
BOOK > 2 Select the default page arrangement of the book-type originals for Book to 2-sided copies.

* Open from left — Select this to copy the booklet originals that are read from a left page.

* Open from right — Select this to copy the booklet originals that are read from a right
page.

8 | Magazine Sort Select the default page arrangement for magazine sort copies.

* Open from left — Select this to create a booklet that can be read from the left page.

* Open from right — Select this to create a booklet that can be read from the right page.
9 | 2in1/4in1 Select the default page arrangement for 2in1/4in1 copies.

* Write Laterally — Select this to copy two pages or four pages from left to right or top to
bottom. When the portrait originals are copied using 2in1 or 4in1, this equipment copies
them from left to right. When the landscape originals are copied using 2in1 or 4in1, this
equipment copies them from top to bottom.

* Write Vertically — Select this to copy each two pages or four pages from right to left or
top to bottom. When the portrait originals are copied using 2in1 or 4in1, this equipment
copies them from right to left. When the landscape originals are copied using 2in1 or
4in1, this equipment copies them from top to bottom.

10 | Maximum Copies Select the maximum numbers of pages that users can specify for copying. You can select
from [9999]2, [999], [99] or [9].

11 | Auto 2-sided Mode Select how the 2-sided mode initially applies to copy settings when originals are set in the
Automatic Document Feeder.

¢ OFF — Select this to initially apply [1->1 SIMPLEX] when originals are set in the
Automatic Document Feeder.

* One-sided/Double-sided — Select this to initially apply [1->2 DUPLEX] when originals
are set in the Automatic Document Feeder.

* Double-sided/Double-sided — Select this to initially apply [2->2 DUPLEX] when
originals are set in the Automatic Document Feeder.

* User Selection — Select this to initially display the screen to select the 2-sided mode
when originals are set in the Automatic Document Feeder.

12 | Sort Mode Priority Select the default sort mode for copying.

* Non-Sort — Copies exit without sorting.

* Staple — Copies exit with their corner stapled.

* Sort — Copies exit in the same page order as the originals one set after another.

* Group — Copies grouped by page exit.

*1  Available only for models that support color printing.
*2 This function is not available for some models.
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0 Setting up Copy Job Enforcement Continue

Copy Job Enforcement Continue
1 —— A Ut0rnatic Change Of Paper Source OFF -
2 e Paper Of Different Direction OFF ~
3 —A0t0 Exit Tray Change (Cascade Prinf OFF -
4 —— Suspend Printing if Stapler Empty (el 4
5 = Continue Printing when Punch Dust is full OFF -
Item name Description

1 | Automatic Change Of Paper
Source

Specify whether or not to change the paper source automatically when the size of the
original and the paper in the paper source do not match.

* ON — Select this to change the paper source and continue processing the job.

* OFF — Select this to stop the job.

2 | Paper Of Different Direction

Specify whether or not to copy on paper which is loaded in the paper source in a different
orientation from the original.
* ON — Select this to continue processing the job by copying on paper in a different
orientation.
* OFF — Select this to stop the job.

3 | Auto Exit Tray Change (Cascade
Print)

Specify whether or not to switch the receiving tray automatically.
* ON — Select this to continue processing the job by switching the receiving tray.
* OFF — Select this to stop the job.

4 | Suspend Printing if Stapler Empty

Specify whether to stop printing when staples run out.
* ON — Select this to stop printing when staples run out.
* OFF — Select this not to stop printing when staples run out.

5 | Continue Printing when Punch
Dust is full

Specify whether to continue printing when the punch dust bin is full.
* ON — Select this to continue printing even when the punch dust bin is full.
* OFF — Select this to stop printing when the punch dust bin is full.
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M Fax settings

You can specify fax settings.

Tip

The [Fax] submenu can be accessed from the [Setup] menu on the [Administration] tab.

See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
P.136 “[Setup] Item list”

0 Setting up Fax Setting

In Fax Setting, you can set the default fax settings that apply to fax operations from the touch panel.

Tip

Some items may not be displayed or may not function on some models.

22 ——lOurnal Auto Print

23 —— oy Transmission Report
24 e (1] TrANSMiSSI0N REpOrt
25 ——Elling Report

26 —Relay Originator

Stored Tme B~
oM -

Fax Setting

1 m—Tetminal IO

2 =—————Fax Numher

3 s 122 MUIMBEF

4 ——— RN G ET YOlUTE

B ————ttonitor volume

6 — - OTplEtiON TONE Yolume

7 e R 22 it 0N MO E

8 —Retmote R

9 ——Dial Type

41 Q ——Dial TypeiLine 2) PE -

11 ——Line-2 tode T d Rx -
sTART 00 ;|00
END 00 ;|00

12——Reso\utiun Standard =

13 s DM M TR Text -

14 ———-cqosume @ a0 IO OO0 ol peoocel

15—~ OFF =

16 ———caom oM -

17——Di5card oN - -

18——Reductian oN - -

19——Dup|e:{F’rim QFF =

20 ———Rutate sort OFF ~

21 —— R ecowery Transmit oM -

OM ERROR(Print 1st Page Image) -
OM ERROR(Print 1st Page Image) -

OM ERROR =
Always(Print 15t Page Image)

Line1 : Passward

Line2 : Password

27 ——— CSECUTE RECEIVE Disable -
Sun Disable Enable
Mon Disahble : Enahle
Tue Disable : Enahle
Wied Disable Enable
Thu Disable Enable
Fri  Disahle : Enahle
Sat  Disable Enable

Retype Password

Retype Password

Item name

Description

1 | Terminal ID

Enter the terminal ID name (company name) to identify this equipment. The name will be

printed at the leading edge of all documents transmitted.

Enter the fax number of this equipment. This fax number will be printed at the leading edge
of all documents transmitted from Line 1.

2 | Fax Number

3 | Line2 Number Enter the fax number for Line 2 of this equipment, if installed. This fax number will be printed

at the leading edge of all documents transmitted from Line 2.

4 | Ringer Volume Select the ringer volume.

Monitor Volume Select the volume of the line monitor during transmission.

Completion Tone Volume Select the volume of the line monitor when completing the printing of a received fax.
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Item name Description

Reception Mode Select how this equipment activates when a fax is received.

* Auto — Select this to automatically receive incoming originals when the bell rings.
Select this when the line is being used exclusively by the fax transmission.

* Manual — Select this to manually receive incoming originals after pressing the [Start]
button on the control panel.

¢ TEL/FAX — Select this to automatically detect whether the incoming call is a telephone
call or a fax transmission. Select this option when connecting this equipment to a line
which is also used as a telephone line.

Remote RX Select the method of a remote reception of a fax using an external telephone device.

* OFF — Select this to disable the remote RX function.

* DIAL — Select this to talk on the phone first and then start receiving by a dial operation.

* ON HOOK — Select this to receive by replacing the telephone receiver within the
specified duration.

Dial Type Select the dial type for Line 1.
* DP — Select this to use the Dial Pulse type for Line 1.
¢ MF — Select this to use Multi-frequency type for Line 1.

Tip
The following items are displayed for some models.
- 10PPS — Select this to use the Dial Pulse type for 10PPS.

- 20PPS — Select this to use the Dial Pulse type for 20PPS.
- PB — Select this to use a tone type push phone line.

10

Dial Type(Line 2) Select the dial type for Line 2, if installed.
¢ DP — Select this to use the Dial Pulse type for Line 2.
* MF — Select this to use Multi-frequency type for Line 2.

Tip
The following items are displayed for some models.
- 10PPS — Select this to use the Dial Pulse type for 10PPS.

- 20PPS — Select this to use the Dial Pulse type for 20PPS.
- PB — Select this to use a tone type push phone line.

1"

Line-2 Mode Select how Line 2 is used, if installed.

* Tx/Rx — Select this to use Line 2 for sending and receiving a fax.

* Rx Only (24 Hour) — Select this to use Line 2 only for receiving a fax.

* Rx Only (Timer) — Select this to use Line 2 only for receiving a fax during specified
time. When this is selected, enter the start time and end time that Line 2 is used for only
receiving a fax.

12

Resolution Select the default resolution for sending faxes.

* Standard — Select this to use the standard mode as the default resolution. This mode
is suitable when you are frequently transmitting text documents with normal size
characters.

* Fine — Select this to use the fine mode as the default resolution. This mode is suitable
when you are transmitting documents with small size characters or fine drawings.

* Ultra Fine — Select this to use the ultra fine mode as the default resolution. This mode
is suitable when you are transmitting documents with very small size characters or
detailed drawings.

13

Original Mode Select the default image quality mode for sending faxes.

* Text — Select this to set the Text mode as the default image quality mode appropriate
for sending text originals.

* Text/Photo — Select this to set the Text/Photo mode as the default image quality mode
appropriate for sending originals containing both text and photos.

* Photo — Select this to set the Photo mode as the default image quality mode
appropriate for sending photo originals.

14

Exposure Select the default exposure for sending faxes.
Select [Auto] to automatically apply the ideal contrast according to the original or select the
contrast manually in 11 stages.

15

RTI Select whether to print a reception header (RTI) on received faxes to clearly identify the
time, date, and page count of received faxes.

16

ECM Select whether to enable or disable the ECM (Error Correction Mode) to automatically re-
send any portion of the document affected by phone line noise or distortion.

17

Discard Select whether to discard the lower portion of the received fax image if it is larger than the
recording paper.

18

Reduction Select whether to reduce the received fax image if it is larger than the effective printing area
of the recording paper.
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Item name Description

19 | Duplex Print Select whether to print the received fax images on both sides of the recording paper.
20 | Rotate Sort Select whether to rotate the output direction in the tray for each reception.
21 | Recovery Transmit Select whether to re-transmit a fax after failing the initially specified number of redial

attempts. When this is enabled, select the stored time length from 1 to 24 hours.

22 | Journal Auto Print Select whether to automatically print a transmission and reception journal after every
transmission completed.

23 | Memory Transmission Report Select how to print a result report after a memory transmission.

* OFF — Select this to not print a memory transmission report.

* Always — Select this to print a memory transmission report with all page images for
each memory transmission completed.

* ON ERROR — Select this to print a memory transmission report with all page images
only when the memory transmission is not successfully completed.

* Always(Print 1st Page Image) — Select this to print a memory transmission report with
the 1st page image for each memory transmission completed.

* ON ERROR(Print 1st Page Image) — Select this to print a memory transmission report
with the 1st page image only when the memory transmission is not successful.

24 | Multi Transmission Report Select how to print a result report after a multi-address transmission.

* OFF — Select this to not print a multi-address transmission report.

* Always — Select this to print a multi-address transmission report with all page images
for each multi-address transmission completed.

* ON ERROR — Select this to print a multi-address transmission report with all page
images only when the multi-address transmission is not successfully completed.

* Always(Print 1st Page Image) — Select this to print a multi-address transmission
report with the 1st page image for each multi-address transmission completed.

* ON ERROR(Print 1st Page Image) — Select this to print a multi-address transmission
report with the 1st page image only when the multi-address transmission is not
successful.

25 | Polling Report Select how to print a result report after a multi-polling reception.

* OFF — Select this to not print a multi-polling report.

* Always — Select this to print a multi-polling report for each multi-polling reception.

* ON ERROR — Select this to print a multi-polling report only when the multi-polling
reception is not successful.

26 | Relay Originator Select how to print a result report after a relay transmission.

* OFF — Select this to not print a relay station report.

* Always — Select this to print a relay station report with all page images for each relay
transmission completed.

* ON ERROR — Select this to print a relay station report with all page images only when
the relay transmission is not successful.

* Always(Print 1st Page Image) — Select this to print a relay station report with the 1st
page image for each relay transmission completed.

* ON ERROR(Print 1st Page Image) — Select this to print a relay station report with the
1st page image only when the relay transmission is not successful.

27 | Secure Receive You can set the Secure Receive function to store received fax jobs in the equipment without
printing them.

With this function, you can prevent the leaking of confidential information in a fax received
when no people are present in your office, such as nighttime or holidays, or when an
unspecified number of people visit your office.

* Enable — Enables the Secure Receive function.

To print the fax jobs the Secure Receive function received, you must set [Line1 :
Password] and [Retype Password] or [Line2 : Password] and [Retype Password]. For
the password, you can enter up to 20 alphanumerical characters and symbols (# $ () * +
e lEr@N\N {1 )

* Disable — Disables the Secure Receive function.

* Weekly Schedule — Sets whether the Secure Receive function is enabled or disabled
for each day of the week. You can set the time to enable and disable the Secure
Receive function (24-hour display).

- For a day on which you want to enable the Secure Receive function all day, specify
"00:00" for "Disable" and "00:00" for Enable.

- For a day on which you want to disable the Secure Receive function all day, specify
"00:00" for "Disable" and "24:00" for Enable.

To print the fax jobs the Secure Receive function received, you must set [Line1 :
Password] and [Retype Password] or [Line2 : Password] and [Retype Password]. For
the password, you can enter up to 20 alphanumerical characters and symbols (# $ () * +

=@\ {1 )
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l Save as File settings

You can configure the Save as file settings that apply to the Save as file operations.

Tip
The [Save as file] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
3 P.136 “[Setup] Item list”

L1 P.186 “Setting up Local Storage Path”

[ P.187 “Setting up Storage Maintenance”

[ P.187 “Setting up Destination”

[ P.187 “Setting up Folder Name”

[ P.188 “Setting up Format”

L1 P.188 “Setting up Single Page Data Saving Directory”
L1 P.189 “Setting up File Composition”

L1 P.189 “Setting up User Name and Password at User Authentication for Save as File”
[ P.189 “Setting up Searching Interval”

L1 P.190 “Setting up Remote 1 and Remote 2”

[ P.193 “Setting up Fax Destination”

[ P.193 “Setting up Fax Folder”

Q) Setting up Local Storage Path

You can see the folder path where files are stored by the Save as file to local folder. You can open the local folder by
browsing this equipment from a Windows network.

Local Storage Path
1 —StOrage Path FILE_SHARE
2 —@) Send scanned documents to a sub folder in the storage path
(The sub folders will be named after the associated termplate and will he of the format: Group Mumber-Groupiame-
TemplateMName)
3 — Gend scanned documents directly to the storage path.
Item name Description
1 | Storage Path Displays the local storage path where files are stored when files are saved to the local folder

by the Save as file functions.

folder in the storage path. Template Name".

2 | Send scanned documents to a sub | Select this to save the files in the sub folder that is named as "Group Number-Group Name-

3 | Send scanned documents directly | Select this to save the files directly in the storage path.
to the storage path.
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0 Setting up Storage Maintenance

In Storage Maintenance, you can select how to delete files stored in the local folder.

The folder that was created when storing the files in the local folder will be deleted automatically when all files in the
folder are deleted.

Siorage Mainienance
1 — ~) Do not delete documents automatically
2 — @ Delete documents after |30 dayis)
Item name Description
1 | Do not delete documents Select this to delete files stored in the local folder manually. If you select this option, files
automatically saved in the shared folder will not be deleted automatically.

2 | Delete documents after [ ] day(s) Select this to automatically delete files stored in the local folder after a specified number of
days. When this is selected, enter the number of days that the files are to remain. [30days]
is set as the default.

0 Setting up Destination

You can specify whether a network folder can be used for Save as file.

Destination

1 — () Do not allow any network folder to be used as a destination

2 — @) Use Metwork Folder Destination

3 e DefauI il path Use local folder ~

Item name Description
1 | Do not allow any network folder to | You can specify that a network folder cannot be used for Save as file. When this is selected,
be used as a destination users can only save a file in the local folder or USB media.

2 | Use Network Folder Destination You can specify that a network folder can be used for Save as file. When this is selected, set

the Remote 1 and Remote 2 Settings to specify how users can select the network folders for
Save as file destinations.

3 | Default file path Select the destination that will be set as the default destination when performing Save as file
from the control panel.

* Use local folder — Select this to save in a local folder.

* Remote 1 — Select this to save in the folder set in Remote 1.

* Remote 2 — Select this to save in the folder set in Remote 2.

L Setting up Folder Name

You can select whether to add information related to this equipment or users to the name of a folder created automatically
when you save files.

Folder Name
1 —Folder Marme Setting Add MachineMame

Item name Description

1 | Folder Name Setting Select additional information of the name of a folder created when you save files.

* Disable — Select this not to add any information.

* Add MachineName — Select this to add the NetBIOS name of this equipment.
* Add UserName — Select this to add a user name set in user authentication.
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0 Setting up Format

You can set how to name files of the scanned images when you save them into the "FILE_SHARE" folder of this

equipment or USB.
Format
1 —— File Name Formatr’) [FilaName]-[Date}-[Page] ~
2 —— Date Farmat() [ Y MWD HH][mm][S5] -
3 — e Mumber Formaty Adigits
4 —— sub D Format AUTO ~
*These settings are applied to the file attached ta Email
Item name Description

1 File Name Format

Select the format of the file name. Information such as file name, date and time or page
number is added according to the selected format. The added information will also be
applied to file names attached to E-mails.

* [FileName]-[Date]-[Page]

* [FileName]-[Page]-[Date]

* [Date]-[FileName]-[Page]

* [Date]-[Page]-[Filename]

* [Page]-[FileName]-[Date]

¢ [Page]-[Date]-[FileName]

* [FileName]_[Date]-[Page]

2 | Date Format

Select how you add "date and time" of the file name selected in [File Name Format]. The

added information will also be applied to file names attached to E-mails.

¢ [YYYY][MM][DD][HH][mm][SS] — Year (4 digits), month, day, hour, minute and second
are added.

¢ [YY][MM][DD][HH][mm][SS] — Year (2 digits), month, day, hour, minute and second
are added.

* [YYYY][MM][DD] — Year (4 digits), month, and day are added.

¢ [YY][MM][DD] — Year (2 digits), month, and day are added.

¢ [HH][mm][SS] — Hour, minute and second are added.

¢ [YYYY][MM][DD][HH][mm][SS][mmO0] — Year (4 digits), month, day, hour, minute,
second and random number (2 digits and "0") are added.

3 | Page Number Format

Select the number of digits of a page number applied to "Page" of the file name selected in
[File Name Format] from 3 to 6. The added information will also be applied to file names
attached to E-mails. [4digits] is set as the default.

4 | Sub ID Format

This equipment automatically adds a sub ID (identification number) to the name of a file that
you are saving the same file name exists. You can select the number of digits of this sub ID
from 4 to 6 or [AUTO]. [AUTQ] is selected by default. If [AUTO] is selected, a sub ID (4 to 6
digits, selected randomly) is added according to the status of the file name.

0 Setting up Single Page Data Saving Directory

If [SINGLE] is selected in [MULTI/SINGLE PAGE] on the scan menu of this equipment, the scanned data are saved as a
single-page file. This setting is to select whether a subfolder is created or not when you are saving a single-page file.

e g e S e
1 ———© save under a subolder

2 e (7 Siawe without creating a subfolder

Item name

Description

1 | Save under a subfolder

A subfolder is created in a specified directory and you can save the file into it.

2 | Save without creating a subfolder

A subfolder is not created and the file is saved in a specified directory.
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0 Setting up File Composition

If [SINGLE] is selected in [MULTI/SINGLE PAGE] on the scan menu of this equipment, the scanned data are saved as a
single-page file. This setting is to select a page configuration of a single-page file to be saved. The added information will
also be applied to file names attached to E-mails.

File Composition(*)

1 (@) Stanning 1 page makes 1 file. (2-sided originals become 2 files )

2 — ) Make to the file like a scanned manuscript. (2-sided originals become 1 files )
YWhen making a single page file, this setling is applied
This sefting is applied to the file attached to an Email
Item name Description
1 | Scanning 1 page makes 1 file. (2- | When 1 page of an original is scanned, the scanned data are saved as 1 file. When you
sided originals become 2 files.) scan 1 sheet of a 2-sided original, for example, the data of its front side are saved as 1 file
and those of its back side are also saved as 1 file.
2 | Make to the file like a scanned When 1 page of an original is scanned, the scanned data are saved as 1 file. When you
manuscript. (2-sided originals scan 1 sheet of a 2-sided original, for example, the data of both the front and back sides (= 2
become 1 files.) pages) are saved as 1 file.

0 Setting up User Name and Password at User Authentication for Save as File

If user authentication is enabled, you can select whether a user name and a password used for user authentication are
automatically applied to [LOGIN USER NAME] and [PASSWORD] to be used for saving files into a network folder
(specified in REMOTE 1/2) or not. This setting is applied only when [Use Network Folder Destination] of the Destination
setting for the Remote 1 or the Remote 2 is checked.

User Name and Password at User Authentication for Save as File
1 =@ User name and password ofthe device

=) Laogin User Name and Passward

(Termplate registration User Mame and Password is prioritized to expand termplate)
3 (") LOin User Mame and Password

(Login User Name and Passwaord is prioritized to expand termplate)

Item name Description
1 | User name and password of the User names and passwords being logged in will not be applied. Enter [LOGIN USER NAME]
device and [PASSWORD] as required when scanning originals.
2 | Login User Name and Password A user name and a password being logged in will be automatically applied. When a template

(Template registration User Name | is used, a user name and a password registered there will be automatically applied.
and Password is prioritized to
expand template)

3 | Login User Name and Password A user name and a password being logged in will be automatically applied. When a template
(Login User Name and Password is | is used, the user name and password being logged in will be applied.
prioritized to expand template)

O Setting up Searching Interval

Select the interval for searching expired files in the "FILE_SHARE" folder. The content of this setting will also be applied to
files in e-Filing boxes.

Searching Interval
1 === Deleting Expired File 12 Hour(s)

This setting is applied to the e-Filing document.

Item name Description

1 | Deleting Expired File [ ] Hour(s) This equipment searches expired files every time a specified period of time has passed. The
period can be selected from 1 to 24 hours. 12 hours is set by default.

Tip
You can set the expiration date of each file in the "FILE_SHARE" folder or whether to delete expired files or not using the items
below.

0 P.187 “Setting up Storage Maintenance”
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0 Setting up Remote 1 and Remote 2

In Remote 1 and Remote 2, you can specify how users can select the network folders for Save as file destination when
you select [Use Network Folder Destination] in the Destination setting. You can specify two network folders; Remote 1 and
Remote 2. The setting items are the same for both Remote 1 and Remote 2.

The network folder as a destination must be set to be shared by all users.

Remote 1 and Remote 2 Settings

—z —
| ——VIRemole 1§ wiou the following nstwork folder 1o be used as a destination | Remote Setting List

Protocnl @ SMB ) FTP O FTPS ) Netware IPXISPX O Netiiare TCPIP

SewerNameI

Paort Mumber{Command)

Password |

Metwark Path j\\Chentm\users\scanned

Lagin User Name

Retype Pa'iswurd ssssssss

|

OCoONOOGAWN=

I— 7 Allow user to select network falder to be used as a destination

T

Item name

Description

1 | [Remote 1]/[Remote 2]

Select the remote network folder you want to use.

2 | Allow the following network folder
to be used as a destination

Select this to restrict users to select only the network folder that you have specified.
Otherwise, select [Allow user to select network folder to be used as a destination].
[Remote Setting List] button — Sets a list of network folders for Save as file destination,
which can be selected from Remote 1 and Remote 2. To select the specified setting list from
the control panel, you must select [Allow user to select network folder to be used as a
destination].

1 P.191 “[Remote Setting List] screen”

3 | Protocol

Select the protocol to be used for uploading a file to the network folder.

* SMB — Select this to send a file to the network folder using the SMB protocol.

* FTP — Select this to send a file to the FTP server.

* FTPS — Select this to send a file to the FTP server using FTP over SSL.

* NetWare IPX/SPX — Select this to send a scanned file to the NetWare file server using
the IPX/SPX protocol.

* NetWare TCP/IP — Select this to send a scanned file to the NetWare file server using
the TCP/IP protocol.

4 | Server Name

When you select [FTP] as the protocol, enter the FTP server name or IP address where a
scanned file will be sent. For example, to send a scanned file to the "ftp://192.168.1.1/user/
scanned" FTP folder in the FTP server, enter "192.168.1.1" in this box.

When you select [NetWare IPX/SPX] as the protocol, enter the NetWare file server name or
Tree/Context name (when NDS is available).

When you select [NetWare TCP/IP] as the protocol, enter the IP address of the NetWare file
server.

You can enter up to 64 alphanumerical characters and symbols.

5 | Port Number(Command)

Enter the port number to be used for controls if you select [FTP] as the protocol. Generally "-
" is entered for the control port. When "-" is entered, the default port number, that is set for
FTP Client by an administrator, will be used. If you do not know the default port number for
FTP Client, ask your administrator and change this option if you want to use another port
number.

You can enter a value in the range from 0 to 65535 using numbers and hyphens (-). “-” is set
as the default.

6 | Network Path

When you select [SMB] as the protocol, enter the network path to the network folder. For
example, to specify the "users\scanned" folder in the computer named "Client01", enter
"\ClientO1\users\scanned".

When you select [FTP] as the protocol, enter the directory in the specified FTP server. For
example, to specify the "ftp://192.168.1.1/user/scanned" FTP folder in the FTP server, enter
"user/scanned".

When you select [NetWare IPX/SPX] or [NetWare TCP/IP] as the protocol, enter the folder
path in the NetWare file server. For example, to specify the "sys\scan" folder in the NetWare
file server, enter "\sys\scan".

You can enter up to 128 alphanumerical characters and symbols.

7 | Login User Name

Enter the log-in user name to access an SMB server, an FTP server, or a NetWare file
server, if required. When you select [FTP] as the protocol, an anonymous log-in is assumed
if you leave this box blank.

You can enter up to 32 alphanumerical characters and symbols.
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Item name Description
8 | Password Enter the password to access an SMB server, an FTP server, or a NetWare file server, if
required. You can enter up to 32 alphanumerical characters, symbols, and spaces. A single
space only can also be entered.
9 | Retype Password Enter the same password again for a confirmation.
10 | Allow user to select network folder | Select this to allow users to specify a network folder as a destination. When the list of Save

to be used as a destination

as file destinations has been set in [Remote Setting List], you can select a network folder

from the list. Otherwise, select [Allow the following network folder to be used as a

destination].

Tip

If you want to allow users to specify either Remote 1 or Remote 2, select the one that is not set for the network folder as a

destination and select [Allow user to select network folder to be used as a destination] of the selected folder.

[Remote Setting List] screen

In this screen, you can set a list of network folders for Save as file destination, which can be selected from Remote 1 and
Remote 2.

1 | Remote Setting List

2

3 p— e ——

4 |%|| Cancel || Mew |

5 I

6 MHarme Frotocal Metwark Path

7 Sample0i SME WE2AE[30.1Scan

o totop of this page
8
Item name Description
1 | [OK] button Registers the remote setting list.
[Cancel] button Cancels the registration of the remote setting list.
[New] button Sets a new remote setting.
1 P.192 “[Remote Setting] screen”
4 | [Edit] button Edits the item selected in the remote setting list.
1 P.192 “[Remote Setting] screen”

5 | [Delete] button Deletes the item selected in the remote setting list.
6 | Name Displays the name of the remote setting.
7 | Protocol Displays the protocol of the remote setting.
8 | Network Path Displays the network path of the remote setting.
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[Remote Setting] screen

In this screen, you can set the network folders for Save as file destination that are to be registered in the list.

Remote Setting

——— Save | Cancel |

T
s % [ 2 ] 2
—————F'rotocol

— Server Name

= Metwork Path

— | ogin User Mame

© o0 NO G hWDN=-

————PFassword

-
o

— Retype Password

Sample00l

@ Sme FTF FTPS Mettiare IPRISPR Metwiare TCRAP

—Fart Mumhber{Command) _

W192,168.0.1%3can

Item name Description
1 | [Save] button Saves the specified network folder for Save as file destination.
2 | [Cancel] button Cancels the settings.
3 | Name Enter the name of the network folder for Save as file destination.
4 | Protocol Select the protocol to be used for uploading a file to the network folder.

* SMB — Select this to send a file to the network folder using the SMB protocol.

* FTP — Select this to send a file to the FTP server.

* FTPS — Select this to send a file to the FTP server using FTP over SSL.

* NetWare IPX/SPX — Select this to send a scanned file to the NetWare file server using
the IPX/SPX protocol.

* NetWare TCP/IP — Select this to send a scanned file to the NetWare file server using
the TCP/IP protocol.

5 | Server Name

When you select [FTP] as the protocol, enter the FTP server name or IP address where a
scanned file will be sent. For example, to send a scanned file to the "ftp://192.168.1.1/user/
scanned" FTP folder in the FTP server, enter "192.168.1.1" in this box.

When you select [NetWare IPX/SPX] as the protocol, enter the NetWare file server name or
Tree/Context name (when NDS is available).

When you select [NetWare TCP/IP] as the protocol, enter the IP address of the NetWare file
server.

You can enter up to 64 alphanumerical characters and symbols.

6 | Port Number(Command)

Enter the port number to be used for controls if you select [FTP] as the protocol. Generally "-
" is entered for the control port. When "-" is entered, the default port number, that is set for
FTP Client by an administrator, will be used. If you do not know the default port number for
FTP Client, ask your administrator and change this option if you want to use another port
number.

You can enter a value in the range from 0 to 65535 using numbers and hyphens (-). “-” is set
as the default.

7 | Network Path

When you select [SMB] as the protocol, enter the network path to the network folder. For
example, to specify the "users\scanned" folder in the computer named "Client01", enter
"\ClientO1\users\scanned".

When you select [FTP] as the protocol, enter the directory in the specified FTP server. For
example, to specify the "ftp://192.168.1.1/user/scanned" FTP folder in the FTP server, enter
"user/scanned".

When you select [NetWare IPX/SPX] or [NetWare TCP/IP] as the protocol, enter the folder
path in the NetWare file server. For example, to specify the "sys\scan" folder in the NetWare
file server, enter "\sys\scan".

You can enter up to 128 alphanumerical characters and symbols.

8 | Login User Name

Enter the log-in user name to access an SMB server, an FTP server, or a NetWare file
server, if required. When you select [FTP] as the protocol, an anonymous log-in is assumed
if you leave this box blank.

You can enter up to 32 alphanumerical characters and symbols.

9 | Password

Enter the password to access an SMB server, an FTP server, or a NetWare file server, if
required. You can enter up to 32 alphanumerical characters, symbols, and spaces. A single
space only can also be entered.
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Item name Description

10 | Retype Password Enter the same password again for a confirmation.

0 Setting up Fax Destination

You can configure a network folder to store documents that are sent using the Fax driver with the Save as file option
enabled.

NW-Fax Destination

@) Do not allow any network folder to be used as a destination

) Use Metwork Folder Destination

Item name Description

1 | Do not allow any network folder to | Select this to not allow any network folders to be used as Save as file destinations for Faxes
be used as a destination documents. When selected, users can only save an Fax document with the Save as file
option enabled to local storage.

2 | Use Network Folder Destination Select this to allow network folders to be used as Save as file destinations for Fax
documents. When selected, set the Fax Folder settings to specify which network folder to
use.

0 Setting up Fax Folder

In the Fax Folder, you can specify in which network folder Fax documents are saved.

NW_Fax Folder
1 s Pt 01 @) SWE FTF FTRE Metiare IPRISPX (O Metware TCRIP
2 ——Ser‘verName‘
3 ——Por‘tNumber(Cummand)l—
4 ————network Fath |
5 — |00 UserName’i
6 — a5 SO ’7 Retype Password ’7
e |
Item name Description
1 | Protocol Select the protocol for uploading an Fax document to a network folder.
* SMB — Select this to send an Fax document to the network folder using the SMB
protocol.

* FTP — Select this to send a file to the FTP server.

* FTPS — Select this to send a file to the FTP server using FTP over SSL.

* NetWare IPX/SPX — Select this to send a scanned file to the NetWare file server using
the IPX/SPX protocol.

* NetWare TCP/IP — Select this to send a scanned file to the NetWare file server using
the TCP/IP protocol.

2 | Server Name When you select [FTP] as the protocol, enter the FTP server name or IP address where an

Fax document will be sent. For example, to send an Fax document to the "ftp://192.168.1.1/
user/scanned" FTP folder in the FTP server, enter "192.168.1.1" in this box.

When you select [NetWare IPX/SPX] as the protocol, enter the NetWare file server name or
Tree/Context name (when NDS is available).

When you select [NetWare TCP/IP] as the protocol, enter the IP address of the NetWare file
server.

3 | Port Number(Command) Enter the port number to be used for controls if you select [FTP] as the protocol. Generally "-
" is entered for the control port. When "-" is entered, the default port number, that is set for
FTP Client by an administrator, will be used. If you do not know the default port number for
FTP Client, ask your administrator and change this option if you want to use another port
number.
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Item name

Description

4 | Network Path

When you select [SMB] as the protocol, enter the network path to the network folder. For
example, to specify the "users\scanned" folder in the computer named "Client01", enter
"\ClientO1\users\scanned".

When you select [FTP] as the protocol, enter the directory in the specified FTP server. For
example, to specify the "ftp://192.168.1.1/user/scanned" FTP folder in the FTP server, enter
"user/scanned".

When you select [NetWare IPX/SPX] or [NetWare TCP/IP] as the protocol, enter the folder
path in the NetWare file server. For example, to specify the "sys\scan" folder in the NetWare
file server, enter "\sys\scan".

5 | Login User Name

Enter the login user name to access an SMB server, an FTP server, or a NetWare file server,
if required. When you select [FTP] as the protocol, an anonymous login is assumed if you
leave this box blank.

6 | Password

Enter the password to access an SMB server, an FTP server, or a NetWare file server, if
required. The space can be entered.

7 | Retype Password

Enter the same password again for a confirmation.
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H Email settings

You can configure the E-mail settings that are needed for Scan to Email operations. This section describes necessary
settings for E-mail transmissions.

Tip
The [Email Setting] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
P.136 “[Setup] Item list”

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

0 Setting up Email Setting

You can specify the file format, fragment message size, and default body strings that apply to the Scan to Email

documents.
Email Setting
1 —Crom Address
2 — From Marme
3 s 1125 5 2008 HE 20T {INbound FAX Routing Received from: (Sendsr's TSI
@ Received by, (Receivers CSI)
4 —lE FOrmatBlack) POFMulth =
B ———File FarmatiCalour) POF (Multi) -
6 ———— nNumberofRetry 3
7 — Retry interval 1 Minutes
8 —ErAgnent Message Size Mo Fragmentation
QO ———— Deaunsunjert & Factory Defautt
1 Q0 ———— ruttthe ate and time to the Subject Enable ~
11 ———— Editing of Subject Enable ~
1 Default Body Strings
13 === Body Sfring Transmission Enable =
14 e HCC Addre s Display OFF ~
*As for "File Name Format','Date Format' "Page Mumber Format' "File Gamposition” ofthe attached file,
the setting ofthe "Save as file" is applied.
1 5 — ] Fram Address cannot be edited in Scan to Email
Item name Description
1 | From Address Enter the E-mail address of this equipment.

The [From Address] must be entered to enable E-mail transmission. However, the E-mail address of the user who is logged in
to this equipment will be automatically set if any user management settings apart from MFP local authentication are enabled.
For more information about User Management Setting, see the following section:

1 P.135 “[Administration] Tab Page”

From Name Enter the name of this equipment.
Message Header (Inbound FAX Select TTI to be used as a subject when the received Internet Fax is forwarded.
Routing)

4 | File Format(Black) Select the file format of files to be sent when scanning in black mode.

* TIFF (Multi) — Select this to save scanned images as a Multi-page TIFF file.

* TIFF (Single) — Select this to save scanned images separately as Single-page TIFF
files.

* PDF (Multi) — Select this to save scanned images as a Multi-page PDF file.

* PDF (Single) — Select this to save scanned images separately as Single-page PDF
files.

* XPS (Multi) — Select this to save scanned images as a Multi-page XPS file.

* XPS (Single) — Select this to save scanned images separately as Single-page XPS
files.
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Item name

Description

File Format(Color)

Select the file format of files to be sent when scanning in color mode.

* TIFF (Multi) — Select this to save scanned images as a Multi-page TIFF file.

* TIFF (Single) — Select this to save scanned images separately as Single-page TIFF
files.

* PDF (Multi) — Select this to save scanned images as a Multi-page PDF file.

* PDF (Single) — Select this to save scanned images separately as Single-page PDF
files.

* Slim PDF (Multi) — Select this to save scanned images as Multi-page slim PDF files.
Select this when you give priority to minimizing the file size over quality of image.

* Slim PDF (Single) — Select this to save scanned images separately as Single-page
slim PDF files. Select this when you give priority to minimizing the file size over quality of
image.

¢ XPS (Multi) — Select this to save scanned images as a Multi-page XPS file.

* XPS (Single) — Select this to save scanned images separately as Single-page XPS
files.

* JPEG — Select this to save scanned images as JPEG files.

Tip

Files saved in an XPS format can be used in Windows Vista/Windows 7/Windows Server 2008 SP1, or Windows XP SP2/
Windows Server 2003 SP1 or later versions with Net Framework 3.0 installed.

Number of Retry

Enter the number of times to try sending scanned images when it fails. “3” is set as the
default.

Retry interval

Enter the interval to try sending scanned images when it fails. [1minutes] is set as the
default.

When the [Number of Retry] and [Retry interval] options are changed, the [Number of Retry] and [Retry interval] options in the
Internet Fax settings are also changed.
[ P.197 “Setting up InternetFax Setting”

Fragment Message Size

Select the size of the message fragmentation.

Default Subject

Select whether to set the E-mail subject to the factory default or a desired string.
* Factory Default — Select this to display the BCC address entry column.
¢ <Entry box> — Enter the desired subject.

10

Add the date and time to the
Subject

Select whether to append or not date and time to the E-mail subject. This is set as a default.
* Enable — Select this to append date and time to the subject.
* Disable — Select this to not append date and time to the subject.

1"

Editing of Subject

Select whether to allow or not editing of the E-mail subject.
* Enable — Select this to allow the user to edit the E-mail subject.
* Disable — Select this to not allow the user to edit the E-mail subject.

12

Default Body Strings

Enter the body text that will be automatically entered in the [Body] box when users operate
Scan to Email from the touch panel. This sets only the default body text, so that it can be
changed on each operation by users.

13

Body Strings Transmission

Select whether the body strings will be sent or not.

14

BCC Address Display

Select whether or not to display the BCC address entry column.
* ON — Select this to display the BCC address entry column.
e OFF — Select this not to display the BCC address entry column.

15

From Address cannot be edited in
Scan to Email.

Select this item to prohibit modification of the From Address.
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H InternetFax settings
You can specify Internet Fax settings. This section describes necessary settings for Internet Fax transmissions.
Tip

The [InternetFax] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”

P.136 “[Setup] Item list”

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

0 Setting up InternetFax Setting

You can specify the fragment page size and default body strings that apply to the Internet Faxes.

InternetFax Setting
1 From Address Usel)1@exarmple. cam
2 e F YOI Mame Usetl
3 —hiessage Header (Inbound FAX Routing) ©) Received from: (Sender's TSI

@ Received by (Receiver's CSI)

4 ——— U e of Retry 3
5 = Retryinterval 1 Minutes
6 — Fragment Message Size Mo Fragmentation -
7 e B30I BOdy Strings
8 — By String Transmission Enable -

Item name Description

1 | From Address Enter the E-mail address of this equipment.

The [From Address] must be entered to enable Internet Fax transmission. However, the E-mail address of the user who is
logged in to this equipment will be automatically set if any user management settings apart from MFP local authentication are
enabled. For more information about User Management Setting, see the following section:

1 P.135 “[Administration] Tab Page”

From Name Enter the name of this equipment.
Message Header (Inbound FAX Select TTI to be used as a subject when the received Internet Fax is forwarded.
Routing)
4 | Number of Retry Enter the number of times to try sending the Internet Faxes when it fails. “3” is set as the
default.
5 | Retry interval Enter the interval to try sending the Internet Faxes when it fails. [1minutes] is set as the
default.

When the [Number of Retry] and [Retry interval] options are changed, the [Number of Retry] and [Retry interval] options in the
E-mail settings are also changed.
[ P.195 “Email settings”

Fragment Message Size Select the size of the message fragmentation.

Default Body Strings Enter the body text that will be automatically entered in the [Body] box when users operate
Scan to Internet Fax from the touch panel. This sets only the default body text, so that it can
be changed on each operation by users.

8 | Body String Transmission Select whether the body strings will be sent or not.
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M Printer/e-Filing settings

Tip

The [Printer/e-Filing] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
P.136 “[Setup] Item list”

0 Setting up Printer/e-Filing Job Enforcement Continue

Printer/e-Filing Job Enforcement Continue
1 s tO NN Change Of Paper Source OFF =
2 s P apier OF Different Direction QFF -
3 e E i cement Continue (lllegal Paper) OFF =
4 —— U0 Exit Tray Change (Cascade Print OFF -
5 —Cspend Printing if Stapler Empty OFF =
6 m——C00tinue Printing when Punch Dustis full oM -
Item name Description

1 | Automatic Change Of Paper
Source

Specify whether or not to change the paper source automatically when the size of the
original and the paper in the paper source do not match.

* ON — Select this to change the paper source and continue processing the job.

e OFF — Select this to stop the job.

2 | Paper Of Different Direction

Specify whether or not to copy on paper which is loaded in the paper source in a different
orientation from the original.
* ON — Select this to continue processing the job by copying on paper in a different
orientation.
e OFF — Select this to stop the job.

3 | Enforcement Continue (lllegal
Paper)

Specify whether or not to continue processing the job forcibly when the specified output tray
is incorrect.

* ON — Select this to print to the specified output tray.

* OFF — Select this to stop the job.

4 | Auto Exit Tray Change (Cascade
Print)

Specify whether or not to switch the receiving tray automatically.
* ON — Select this to continue processing the job by switching the receiving tray.
e OFF — Select this to stop the job.

5 | Suspend Printing if Stapler Empty

Specify whether to stop printing when staples run out.
* ON — Select this to stop printing when staples run out.
¢ OFF — Select this not to stop printing when staples run out.

6 | Continue Printing when Punch
Dust is full

Specify whether to continue printing when the punch dust bin is full.
* ON — Select this to continue printing even when the punch dust bin is full.
* OFF — Select this to stop printing when the punch dust bin is full.
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M Printer settings

You can configure how the printer works and the printer options needed for the raw print jobs.

Tip
The [Printer] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
P.136 “[Setup] Item list”

P.199 “Setting up General Setting”
P.200 “Setting up Default Raw Job Setting”
P.201 “Setting up Raw Job Setting”

0 Setting up General Setting

In General Setting, you can specify the printer related options.

Printer Setting
General Setting
1 == Period of time to save Private,Hold,Proof and invalid Jobs 14 Days -
2 ———LTe=AdILD <-=A3 Enable ~
3 ———wide A4 Nnde for PCL) Disable ~
4 e R 2 S 010N fOF Print Job Mone -
Item name Description
1 | Period of time to save Select how long the private, hold, and test print jobs are kept. You can select in the range

Private,Hold,Proof and invalid Jobs | from 1 to 12 hours, or from 1 to 30 days. Select [Indefinite] to retain all jobs in the queues
until a user manually deletes them. [14 Days] is set as the default.

2 | LT<-->A4/LD <-->A3 Select whether to print a document intended for one paper size can be printed on paper of a
different size. For example, you can print a document set up for Letter size on A4 paper.
When disabled, this equipment will prompt users for the correct paper size. [Enable] is set
as the default.

3 | Wide A4 Mode (for PCL) Select whether the width of the printable area of copy paper is widened or not when you are
printing a PCL print job on A4 paper. Select [Enable] to widen it for approx. 3.5 mm / 0.14
inch (when in a portrait direction) and approx. 1.5 mm / 0.06 inch (when in a landscape
direction). Thus more data can be printed for each line. [Disable] is set as the default.

4 | Restriction for Print Job Select whether or not to restrict printing certain print jobs.

* None — Select this to print all data.

* Only Private — Select this to print private print jobs only.

* Only Hold — Select this to print hold print jobs only.

* Only Private/Hold — Select this to print private and hold print jobs only.
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0 Setting up Default Raw Job Setting

In Default Raw Job Setting, you can specify the default raw job setting, which applies to a raw job for which no queue
name is specified or for which a specified queue name does not exist.

Tip

You can also add LPR queue names and specify the raw job setting for each queue.
P.201 “Setting up Raw Job Setting”

Default Raw Job Setting

1 e Ry 015 - Duplest Printing Disable -

2 —— v JObS - Default Paper Size Ad -

3 — Rav JObs - Default Paper Type Plain -

4 — RawJobs - Default Orientation Portrait -

5 . Ry JUbS - Default Stapling QFF -

6 m—— Raw.Johs - Default Qutput Tray Receiving Tray -

7 ———FcCLFamLine 120

8 ————FcLFontPitch 10.0

9 e PCL Font Point Size 120

1 (Q ——— FCLFont Number 0

11 ——— PCL Line Terrmination Auto -

1 2 — b0l et Rarman-8 -

13—— Paper Source Auto -

4 4 —— 0o not Print Blank Pages oN v

1 5 Letterhead Print Mode OFF -

Item name Description
1 | Raw Jobs - Duplex Printing Select whether a raw job will be printed on both sides of the paper.
2 | Raw Jobs - Default Paper Size Select the default paper size that applies to a raw job.
3 | Raw Jobs - Default Paper Type Select the default paper type that applies to a raw job.
4 | Raw Jobs - Default Orientation Select the default orientation that applies to a raw job.
5 | Raw Jobs - Default Stapling Select whether a raw job will be stapled.
6 | Raw Jobs - Default Output Tray Select the default output tray that applies to a raw job. A banner page that is created by
NetWare, UNIX, and Windows operating systems also will be outputted to the tray set here.

7 | PCL Form Line Enter the number of lines printed per page.

PCL Font Pitch

Enter the font pitch when the selected font number represents a fixed pitch scalable font.
The font pitch indicates the number of ANK characters per inch. 10 pitch prints 10 ANK
characters within an inch.

9 | PCL Font Point Size

Enter the font size when the selected font number represents a proportionally spaced
scalable font. The Font Size option allows you to determine the point size (height) of the
default font.

10 | PCL Font Number

Enter the font number of the internal PCL font to be used as the default font for printing. You
can check the font numbers and internal PCL fonts in the Internal PCL Font List. Refer to the
Printing Guide for the font number and internal PCL fonts.

11 | PCL Line Termination

Select the type of the line termination.

12 | Symbol set

Select the symbol set that applies to a raw job.

13 | Paper Source

Select the paper source that applies to a raw job.

14 | Do not Print Blank Pages

Select whether blank pages are printed or not.

When printing is performed using the UNIX filters or CUPS, this setting is not reflected. If you do not want to print blank pages
in these printings, enable [Do not Print Blank Pages] in the UNIX filter command or CUPS setting. For the setting instructions,
refer to the Software Installation Guide or Printing Guide.

15 | Letterhead Print Mode

Select whether the last page (odd page number) is printed on the same side as the other
odd-number pages when printing both sides of a Raw print job whose total page number is
odd. Select [ON] to print the last page on the same side (back) as the other odd-number
pages. Select [OFF] to print it on the same side (front) as even-number pages.
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0 Setting up Raw Job Setting

In Raw Job Setting, you can add up to 16 LPR queue names and specify the raw job setting for each queue. These queue
names can be used when printing without a printer driver, such as printing from UNIX workstation.

Raw Job Setting

1——A@ dit |[ Delete
=

Qusue Mame Faper Sizs |Papsr Type | Orizntation

Frinting

Output
Tray

Stapling PCL Form Line [PCL Font Pitch [PCL Font Poirt Size |PCL Font Number |PCL Line Termination | Symbol set |Paper Source Do not Print Blank Pages |Letterhead Print Moce

@ |oo Cizable | 44 Plain Portrait

OFF Inner Tray [12.0 10.0 12.0 ul Auto Foman-8  |Auto Ok OFF

Item name Description
1 | [Add] button Select this to add a LPR queue.
1 P.201 “[Add New LPR Queue)/[Edit] screen”
2 | [Edit] button Select this to edit the LPR queue selected in the LPR queue list.
1 P.201 “[Add New LPR Queue)/[Edit] screen”
3 | [Delete] button Select this to delete the LPR queue selected in the LPR queue list.
4 | LPR queue list Select this to display the list of registered LPR queues.

[Add New LPR Queue]/[Edit] screen

Add New LPR Queue
1 — RUE Mame
2 e DUl PTG Disable -
3 —F et Size Ad -
4 — Faper Type Plain -
5 rientation Portrait -
6 ——=tapling OFF =
7 ———OutputTray Receiving Tray =
8 e PCL Form Line 12.0
Q ————FCLFontPich 10.0
10 e P Font Point Size 120
11 ———FCL Font Humber o
12——FCLLmeTermmalmﬂ Auto A
13 mhbol set Roman-8 -
14——Fapersuurce Auto -
4§ ——Do nat Frint Blank Fages oM -
16——Lenerhean Print Mode OFF -
Item name Description
1 | Queue Name Enter the queue name with up to 31 alphanumerical characters. The queue name is case
sensitive so that "Queue1" and "queue1" will be added as different queues.
2 | Duplex Printing Select whether a raw job will be printed on both sides of the paper.
3 | Paper Size Select the default paper size that applies to a raw job.
4 | Paper Type Select the default paper type that applies to a raw job.
5 | Orientation Select the default orientation that applies to a raw job.
6 | Stapling Select whether a raw job will be stapled.
7 | Output Tray Select the default output tray that applies to a raw job. A banner page that is created by
NetWare, UNIX, and Windows operating systems also will be outputted to the tray set here.
8 | PCL Form Line Enter the number of lines printed per page.
PCL Font Pitch Enter the font pitch when the selected font number represents a fixed pitch scalable font.
The font pitch indicates the number of ANK characters per inch. 10 pitch prints 10 ANK
characters within an inch.
10 | PCL Font Point Size Enter the font size when the selected font number represents a proportionally spaced
scalable font. The Font Size option allows you to determine the point size (height) of the
default font.
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Item name Description

11 | PCL Font Number Enter the font number of the internal PCL font to be used as the default font for printing. You
can check the font numbers and internal PCL fonts in the Internal PCL Font List. Refer to the
Printing Guide for the font number and internal PCL fonts.

12 | PCL Line Termination Select the type of the line termination.

13 | Symbol set Select the symbol set that applies to a raw job.

14 | Paper Source Select the paper source that applies to a raw job.

15 | Do not Print Blank Pages Select whether blank pages are printed or not.

When printing is performed using the UNIX filters or CUPS, this setting is not reflected. If you do not want to print blank pages
in these printings, enable [Do not Print Blank Pages] in the UNIX filter command or CUPS setting. For the setting instructions,
refer to the Software Installation Guide or Printing Guide.

16 | Letterhead Print Mode Select whether the last page (odd page number) is printed on the same side as the other
odd-number pages when printing both sides of a Raw print job whose total page number is
odd. Select [ON] to print the last page on the same side (back) as the other odd-number
pages. Select [OFF] to print it on the same side (front) as even-number pages.

The Letterhead Print Mode is available only for supported models.
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H Print Service settings
You can configure such print services as Raw TCP Print, LPD Print, IPP Print, FTP Print, NetWare Print, and Email Print.
Tip

The [Print Service] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”

P.136 “[Setup] Item list”

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

[ P.203 “Setting up Raw TCP Print” [ P.205 “Setting up FTP Print”
[ P.203 “Setting up LPD Print” [ P.205 “Setting up NetWare Print”
L1 P.204 “Setting up IPP Print” L P.206 “Setting up Email Print”

0 Setting up Raw TCP Print

In Raw TCP Print, you can enable or disable the Raw TCP print service.

Raw TCP Print
1 ————Enable RawTCP Enable -
2 e P i1 U PTIBET 9100
3 = Enahle Rauw hi-directional Disable =
Item name Description
1 | Enable Raw TCP Enable or disable Raw TCP print service. [Enable] is set as the default.
2 | Port Number If enabling the Raw TCP, enter the Raw TCP port number for the Raw TCP print. You can
enter a value in the range from 1024 to 32767. Generally the default value "9100" is used.

When the same port number as the secondary one in the HTTP setting (SSL port number when SSL in the HTTP setting is
enabled) is selected, you cannot access TopAccess or the e-Filing web utility. If you set it by mistake, use the control panel of
the equipment to change the HTTP setting and enter the correct port number.

3 | Enable Raw bi-directional ‘ Enable or disable Raw bi-directional communication. [Disable] is set as the default.

0 Setting up LPD Print
In LPD Print, you can set the LPD print options to enable the LPD/LPR print service.

LPD Print
1 ———-cnatieiro Enable =

2 = Part Number 515
3 Banners QFF ~
Item name Description
1 | Enable LPD Enable or disable LPD print service. [Enable] is set as the default.
2 | Port Number Enter the port number for LPR printing. You can enter a value in the range from 1 to 65535.
Generally the default value "515" is used.

When the same port number as the secondary one in the HTTP setting (SSL port number when SSL in the HTTP setting is
enabled) is selected, you cannot access TopAccess or the e-Filing web utility. If you set it by mistake, use the control panel of
the equipment to change the HTTP setting and enter the correct port number.

3 | Banners Select whether to print a banner page for each print job using LPR printing. [OFF] is set as
the default.
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0 Setting up IPP Print

In IPP Print, you can set the IPP Print options to enable the IPP print service.

IPP Print
1 ———cnanie PP Enable ~
2 ———FononEnabis Disable ~
3 e P01t MU R 631
4 ——rL Pt MFPOT 0851 0:63 1P rint
B ————cEnanle ssL Disable ~
6 ——=&5L Port Number 443
7 ——ssLURL Pitps M PO 02051 044 3P rint
8 e P'rintter Nams MFPO7088510
9 —puthentication Dizable -
10 —LUszer Name user]l
11 —Password ssssssss
Item name Description
1 | Enable IPP Enable or disable the IPP print service. [Enable] is set as the default.

2 | Port80 Enable

Enable or disable Port80 for IPP printing. Port631 is usually used for IPP access so users
must specify the IPP port to the URL, i.e. "http://<IP address or DNS name>:631/Print", for
the IPP port. When this is enabled, this equipment allows IPP access through the Port80,
which is the default port for the HTTP access so users do not have to specify the port
number in the IPP port, i.e. "http://<IP address or DNS name>/Print". [Disable] is set as the
default.

3 | Port Number

If enabling the IPP, enter the IPP port number. You can enter a value in the range from 1 to
65535. Generally the default value "631" is used.

When the same port number as the secondary one in the HTTP setting (SSL port number when SSL in the HTTP setting is
enabled) is selected, you cannot access TopAccess or the e-Filing web utility. If you set it by mistake, use the control panel of
the equipment to change the HTTP setting and enter the correct port number.

4 | URL Display the URL for IPP printing. You cannot change the SSL URL for IPP printing. This SSL
URL should be set as the print port when users set up the printer driver for IPP printing if the
SSL for IPP printing is enabled.
5 | Enable SSL Enable or disable SSL for IPP printing. [Disable] is set as the default.
Tips

* When the SSL is enabled, users can print to the IPP print port using the SSL. To print to the IPP print port using the SSL,
specify the following URL for the IPP print port.
https://<IP Address>:<SSL Port Numbers>/Print
Example: https://192.168.53.204:443/Print
* Not all operating systems support SSL for all protocols.

6 | SSL Port Number

Enter the port number for SSL. You can enter a value in the range from 1 to 65535.
Generally the default value "443" is used.

When the same port number as the secondary one in the HTTP setting (SSL port number when SSL in the HTTP setting is
enabled) is selected, you cannot access TopAccess or the e-Filing web utility. If you make a mistake, use the control panel of
the equipment to change the HTTP setting and enter the correct port number.

7 | SSLURL

Display the SSL URL for IPP printing. You cannot change the SSL URL for IPP printing. This
SSL URL should be set as the print port when users set up the printer driver for IPP printing
if the SSL for IPP printing is enabled.

8 | Printer Name

Enter the printer name for IPP printing. You can enter up to 127 alphanumerical characters
and symbols other than =, ; (semicolon), #, and \ (backslash). The MFP name is set as the
default.

9 | Authentication

Enable or disable the authentication for creating the IPP queue on the client computers.
When this is enabled, the dialog box to enter a user name and password will be displayed
when a user creates the IPP print port.

* Disable — Select this to disable the authentication.

* Basic — Select this to enable the authentication.

When IPP printing is used for printing from a Macintosh computer, do not enable the authentication. The Mac OS does not
support the authentication for IPP printing.
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Item name Description

10 | User Name Enter the user name when the Authentication option is enabled. Users must enter this user
name to create an IPP queue on the client computers. You can enter up to 127
alphanumerical characters and symbols.

11 | Password Enter the password when the Authentication option is enabled. Users must enter this
password to create an IPP queue on the client computers. You can enter up to 127
alphanumerical characters and symbols. “password” is set as the default.

0 Setting up FTP Print
In FTP Print, you can set the FTP Print options to enable the FTP print service.

FTP Print
1 e Eniahle FTP Printing Enable -

2 e Print Us et Mame Print
3 ———————Print Password
Item name Description
1 | Enable FTP Printing Enable or disable FTP print service. [Enable] is set as the default.
2 | Print User Name Enter the user name if you want to request the log-in user name from someone who

attempts FTP printing. You can enter up to 127 alphanumerical characters and symbols. If
you leave this box blank, the default user name "Print" is used.

3 | Print Password Enter the password if you want to request the log-in password of users who attempt FTP
printing. You can enter up to 31 alphanumerical characters and symbols.

0 Setting up NetWare Print

In NetWare Print, you can set the NetWare print options to enable the Novell print service.

NetWare Print
1 ————Frint Server Name MFPO7083510
2 —Password
3 e Print Gueue Scan Rate 30
Item name Description
1 | Print Server Name Enter the print server name that is created in the NetWare file server. You can enter up to 47
alphanumerical characters and symbols. The MFP name is set as the default.
2 | Password Enter the password that is set to the print server, if required. You can enter up to 31
alphanumerical characters and symbols.
3 | Print Queue Scan Rate Enter how frequently to scan the print queues for print jobs. This should be entered in
seconds. You can enter between 1 to 255. “30” is set as the default.
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0 Setting up Email Print

In Email Print, you can set how the E-mail print jobs are printed.

Email Print
1 = Enahle Print Header Disable -
2 —— Enable Print Message Body Enable -
3 e 20U Eril Body Print )
4 e Enabile Print Email Errar Enable -
5 == Enahle Email Errar Forward Disable -
6 e Erriail Error Transfer Address
7 ——— Enable Pattial Email Enable =
8 — Partial Walttime 24
Q ——— DN Reply Disable -
Item name Description

1 | Enable Print Header

Select whether to print the E-mail header when receiving E-mail print jobs. [Disable] is set
as the default.

2 | Enable Print Message Body

Select whether to print the body message when receiving E-mail print jobs. [Enable] is set
as the default.

3 | Maximum Email Body Print

Enter the maximum number of pages to print the body strings of the received E-mail print
job. You can enter between 1 to 99. “5” is set as the default.

4 | Enable Print Email Error

Select whether to print the report when an error occurs for E-mail printing. [Enable] is set as
the default.

5 | Enable Email Error Forward

Select whether to send an error message to an administrative E-mail address when E-mail
printing cannot be completed. [Disable] is set as the default.

6 | Email Error Transfer Address

If enabling the Email Error Forward, enter an administrative E-mail address where the error
message is sent. You can enter up to 140 alphanumerical characters and symbols.

Enable Partial Email

Select whether to print E-mail jobs that are partially received. [Disable] is set as the default.

Partial Wait time

Enter how long this equipment should wait before printing a partial E-mail job. Specify within
the range from 1 to 24 hours. “24” is set as the default.

9 | MDN Reply

Select whether to send an MDN message reply or not when the equipment receives an
E-mail print job with an MDN request. [Disable] is set as the default.
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l ICC Profile settings (supported models only)

You can set up profiles used in printing functions.

Tips

* This function is available only for models that support color printing.

* The [ICC Profile] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:
P.22 “Access policy mode”
P.136 “[Setup] Item list”

P.207 “Setting up RGB Source Profile”
P.207 “Setting up CMYK Source Profile”
P.208 “Setting up Destination Profile”

0 Setting up RGB Source Profile

Select an input profile to be used for RGB color space conversion when you print RGB data.

RGB Source Profile

1 ——— DefauttProfie SourceRGE_WID =
2 | Maintenance
Item name Description
1 | Default Profile Select an RGB source profile to be displayed as a default setting of the color profile setting
of a printer driver. You can select among the RGB source profiles already registered in this
equipment.
2 | [Maintenance] button Click this to perform maintenance of RGB source profiles. The Maintenance RGB Source

Profile page is displayed as you click this. You can import profiles into this equipment, or
export or delete the registered profiles. For the details, see the following:

0 P.242 “Importing profiles”

[ P.243 “Exporting profiles”

[ P.245 “Deleting profiles”

0 Setting up CMYK Source Profile

Select an input profile to be used for CMYK color space conversion when you print CMYK data.

CMYK Source Profile

1 ————DeauitProfile SourceCMYK 0+
2 Iaintenance
Item name Description
1 | Default Profile Select an CMYK source profile to be displayed as a default setting of the color profile setting
of a printer driver. You can select among CMYK source profiles already registered in this
equipment.
2 | [Maintenance] button Click this to perform maintenance of CMYK source profiles. The Maintenance CMYK Source

Profile page is displayed as you click this. You can import profiles into this equipment, or
export or delete the registered profiles. For the details, see the following:

1 P.242 “Importing profiles”

1 P.243 “Exporting profiles”

[ P.245 “Deleting profiles”
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0 Setting up Destination Profile

Select an output profile to be used for color space conversion when you print color data.

Destination Profile

=—————Default Prafile

OutputCMWYk_viD =

WN=

Maintenance

endering Intent

() Perceptual
(@ Relative Colorimetric
() Saturation

2 Absolute Colorimetric

Item name

Description

1 Default Profile

Select a destination profile to be displayed as a default setting of the color profile setting of a
printer driver. You can select among destination profiles already registered in this
equipment.

2 | [Maintenance] button

Click this to perform maintenance of destination profiles. The Maintenance Destination
Profile page is displayed as you click this. You can import profiles into this equipment, or
export or delete the registered profiles. For the details, see the following:

1 P.242 “Importing profiles”

[ P.243 “Exporting profiles”

0 P.245 “Deleting profiles”

3 | Rendering Intent

Select from [Perceptual], [Relative Colorimetric], [Saturation], and [Absolute Colorimetric] for
the Rendering Intent of the Destination Profile.
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H Print Data Converter settings
For the details of the print data converter, contact your service technician.
Tip

The [Print Data Converter] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:
P.22 “Access policy mode”

P.136 “[Setup] Item list”

Print Data Converter Setting

Print Data Converter  Disable ~

2 ——lport New Converter

File Name

3 m————— Current Converter

[ [File: Name [File Size [Date

Item name Description

1 | Print Data Converter Select whether the print data converter function is enabled or disabled.

You cannot enable the function if the converter setting file has not been imported.
Import the converter setting file.

2 | Import New Converter

Tip

Click the [Browse...] button to select the file to import and click [Open].
Check the file name and click the [Import] button.

3 | Current Converter

Display the imported converter setting file.
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B Embedded Web Browser settings

You can set the EWB (Embedded Web Browser) function to display a web page on the touch panel.

Tip

The [EWB] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”
0 P.136 “[Setup] Item list”

The optional External Interface Enabler is required to use the EWB (Embedded Web Browser) function.

P.210 “Setting up Home Page Setting”

3 P.210 “Setting up Proxy Setting”

P.211 “Setting up Server Registration Setting”
P.211 “Setting up URL List for Menu Screen”
P.211 “[Add New URL] screen”

0 Setting up Home Page Setting

You can specify the home page for the EWB function.

Embedded Web Browser
Home Page Setting

4] ——— Home Fage: hitp:#/localhost/

Item name Description
1 | Home Page Enter the URL of the home page.
0 Setting up Proxy Setting
You can set the proxy for the EWB function.
Proxy Setting
1 ————HostName
2 = Fort Mumber
3 — Exception URL
Item name Description
1 | Host Name Enter the host name of the proxy server.
Port Number Enter the port number of the proxy server.
Exception URL Enter URLs which do not use the proxy server delimited with a semicolon (;).
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0 Setting up Server Registration Setting

You can register the address of the server used for the EWB function.

Server Registration Setting
1 ——fq
2 —
3 — | Delete
4 —_— | Server Atdress |
‘-j‘ |192153.11 [
Item name Description
1 | [Add] button Registers the server address entered in the entry column into the list.
2 | Entry column Enter the server address.
3 | [Delete] button Deletes the selected server address from the list.
4 | Server Address list Lists the registered server addresses.

0 Setting up URL List for Menu Screen

You can register URLs to be displayed in the menu screen on the control panel.

1 -
2 —_ II\'\ 1 ist for Menu screen
M Delete
Mo, |kame i
|:| 1 |examplet hitp: /M192.168.1 1
[ 2 Fittp:/192.168.10.1
|:| ) hitp: /1921681001
Item name Description
1 | [Add] button Registers a URL to be displayed on the control panel.
1 P.211 “[Add New URL] screen”
[Delete] button Deletes the selected address from the URL list.
URL list Lists URLs which are displayed on the control panel.

U [Add New URL] screen

Add New URL

1 ——Ciave | | Cancel

) e

3 ———URLMame

4 —uRL

Item name Description

1 | [Save] button Registers the entered URL name and URL.
2 | [Cancel] button Cancels adding a URL.
3 | URL Name Enter the URL name to be registered.
4 | URL Enter the URL to be registered.
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H Off Device Customization Architecture settings

Set ODCA (Off Device Customization Architecture) when you are linking external application software to services provided

by this equipment.

For details, refer to the application software manual.

Tip

The [ODCA] submenu can be accessed from the [Setup] menu on the [Administration] tab.

See the following pages for how to
P.22 “Access policy mode”
P.136 “[Setup] Item list”

P.212 “Setting up Network”
P.212 “Setting up Configuration”

0 Setting up Network

access it and information on the [Setup] menu:

Off Device Customization Architecture Setting
Network
1 ———EnableFort

Enable -

2 s Port Mumber 459629
3 ———Enanble 5L Port Disable -
4 —— 35L Port Mumber 49630
Item name Description
Enable Port Select whether the external connection is enabled or disabled.
Port Number Specify the port number where the external connection is enabled.

Enable SSL Port

AIOIN| -

Select whether SSL is enabled or disabled for the external connection.

SSL Port Number

Specify the SSL port number where the external connection is enabled.

O Setting up Configuration

Configration
1 — Session Timeout(E0-99989) 90 Seconds
Item name Description
1 | Session Timeout(60-99999) Specify the duration to maintain the connection.
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M Version
Displays version information of your equipment.
Tip

The [Version] submenu can be accessed from the [Setup] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Setup] menu:

P.22 “Access policy mode”

P.136 “[Setup] Item list”

Version Information
1 == Printer Manufacture
e 0 (21 FiFTVWCATE WeTSTON T1308y0ww0030
3 —COpier Main ROM Yersion 130M-014
——CORIEF Scanner ROM Yersion 1305-01
Item name Description
1 | Printer Manufacture Displays the manufacturer name of your equipment.
2 | Copier Firmware Version Displays the firmware version of your equipment.
3 | Copier Main ROM Version Displays the main ROM version information of your equipment.
4 | Copier Scanner ROM Version Displays the copier scanner ROM version information of your equipment.
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[Setup] How to Set and How to Operate

This section describes how to set up the equipment using TopAccess.
P.214 “Setting up General settings”

3 P.216 “Setting up Network settings”

3 P.218 “SNMP V3 settings”

[ P.224 “Setting up Copier settings”

P.226 “Setting up Fax settings”

P.228 “Setting up Save as file settings”

P.230 “Setting up E-mail settings”

3 P.232 “Setting up InternetFax settings”

[ P.234 “Setting up Printer/e-Filing settings”

[ P.235 “Setting up Printer settings”

P.238 “Setting up Print Service settings”

P.240 “Setting up ICC Profile settings (supported models only)”
P.247 “Setting up Print Data Converter settings”

) P.249 “Configuring the EWB function”

[ P.251 “Setting up Off Device Customization Architecture settings”
3 P.252 “Displaying version information”

The paper size for each drawer cannot be set from TopAccess. Set from the touch panel of the equipment. For
instructions on how to set the paper size for each drawer, refer to the Copying Guide.

H Setting up General settings

You can configure general settings such as Device Information, Energy Save, Date & Time, and Web General Setting from

the [General] submenu under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

Setting the General settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Setup] menu and [General] submenu.

TopAccess

Device | ok Status | Logs | Registration | Covrtar

'-3;!1]’-),\ | Security | Maintenance | Bedistration

Setuﬂ/% 1

Genefal | Network | Copier | Save asfile | Email | InfernetFax| Printerie-Filing | Printer | PrintService | JCC Profile | Print Data Converter | EWE | ODCA | Version

The General submenu page is displayed.
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4 In the General submenu page, set the General settings as required.

TopAccess e
Logout
Device +Job Status Logs Registration Counter User Management Administration

General Setting
Device Infermation

Mame MFPO7028510
Copier Mode!

Serial Number CLEDDOD4T
MAC Address 00:20:81:6C:29.7E
Save as File & e-Filing Space Available 26205 MB
Fax Space Available 977 MB

Data Cloning Function ‘Enable =
USB Direct Print Erable =
Location

Caontact Information

Service Phone Number a

Administrative Message %

You can set the following in this page.

L P.137 “Setting up Device Information” 1 P.140 “Setting up Energy Save”

1 P.138 “Setting up Functions” [ P.141 “Setting up Date & Time”

P.138 “Setting up e-Filing Notification Events” P.141 “Setting up SNTP Service”

L P.139 “Setting up Job Skip Control” [ P.142 “Setting up Daylight Savings Time Setting”
[ P.139 “Setting up Restriction on Address Book Operation [ P.142 “Setting up WEB General Setting”

by Administrator”

1 P.139 “Setting up Confidentiality Setting”
Click [Save].
The confirmation dialog box appears.
Tip

When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current
settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.

6 Click [OK] to apply the changes.

Message from webpage =
.91 Are you sure?
[4\)

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using
Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.
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H Setting up Network settings

You can configure TCP/IP, Filtering, IPX/SPX, AppleTalk, Bonjour, LDAP, DNS, DDNS, SMB, NetWare, HTTP, SMTP
Client, SMTP Server, POP3, SNTP Settings, FTP Client, FTP Server, SNMP, Security Setting, and others from the
[Network] submenu under the [Setup] menu.

Setting the network settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [Network] submenu.

TopAccess e£lling
Logout
Device Job Status Logs Registration Courtter User Management Administration

s N2

The Network submenu page is displayed.
In the Network submenu page, click link or scroll the page to find the setting table, and
click the button of the setting to set the network settings as required.

Logout

Device «Joh Status Logs Fegistration Counter User Management Administration

TCPIP
Filtering

Bonjour

LDAP Session

DNS Session

DDME Session

ShiB Session
Metitvare Session
HTTP Metwork Service

POP3 Metwork Servce
FTP Client

FTP Server

SLP Session

SNMP Metwork Service
wish Services Setting
LLTD Session

Wiake Up Sefting

IP Security

You can set the following in this page.

L1 P.143 “Setting up TCP/IP” L0 P.157 “Setting up SMTP Client”

L1 P.145 “Setting up Filtering” L1 P.159 “Setting up SMTP Server”

L P.147 “Setting up IPv6” L1 P.160 “Setting up POP3 Network Service”
L1 P.148 “Setting up IPX/SPX” LD P.161 “Setting up FTP Client”

L1 P.148 “Setting up AppleTalk” L P.162 “Setting up FTP Server”

L1 P.149 “Setting up Bonjour” L1 P.163 “Setting up SLP Session”

L P.149 “Setting up LDAP Session” L P.164 “Setting up SNMP Network Service”
L P.150 “Setting up DNS Session” L1 P.167 “Setting up Web Services Setting”
L P.151 “Setting up DDNS Session” L1 P.168 “Setting up LLTD Session”
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[ P.153 “Setting up SMB Session” L1 P.168 “Setting up Wake Up Setting”
L1 P.155 “Setting up NetWare Session” [ P.170 “Setting up IP Security”
L P.156 “Setting up HTTP Network Service”

Click [Save].
The confirmation dialog box appears.
Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.

6 Click [OK] to apply the changes.

Windows Internet Explorer @

f - | When this configuration is changed, the network connection will be
disconnected. Would you like to continue?

I QK w | Cancel |

\y

This equipment starts initializing the network interface card to apply the changes.

During the initialization of the network interface card, the network will not be available. TopAccess will display
“Please restart after waiting a few minutes.” The touch panel will display “NETWORK INITIALIZING”. When this
message disappears, TopAccess will once again be available.
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B SNMP V3 settings

P.218 “Registering or editing SNMP V3 user information”
P.220 “Exporting SNMP V3 user information”
P.222 “Deleting SNMP V3 user information”

U Registering or editing SNMP V3 user information

1 Click the [SNMP Network Service] button from the [Network] submenu under the
[Setup] menu.

Click [New] to create new SNMP V3 user information, or click the desired user name on
the list to edit SNMP V3 user information already registered.

SNMP Network Service
Selecting 'Save’ in the Main Window is required to Save the new settings

Enahle SMMP Y142 Enable ~
Read Community public
Read Write Community private
Enable SHMP /3 Disable -

iew| | Delete || Delete All || Export
SHMP V3 User Information

mber Il_lsar IName IAulharvticmmr\ Frotocol IPrivacy Protacal | Permissions Leval
[] |1 |ngi |HMAC-MD5 |Nune |Admlnls1ratur

Enable SHMP /3 Tra§ Disable ~
SMMP V3 Trap User Mame

SHMP %3 Trap Authentication Protocol HWAC-MDE ~

SMMP V3 Trap Authentication Passward

The Create SNMP V3 User Information page is displayed.
3 Specify the following items and click [Save].

Create SNMP V3 User Information

Corte\yr e MFF

User Name

Authentication Pratocal HAMAC-MD5 ~

Authentication Passwaord

Privacy Protocol Mone -

Privacy Passward

Permissions Level General User ~ %

You can set the following in this page.
P.166 “[Create SNMP V3 User Information] screen”

The Create SNMP V3 User Information page is closed and the newly created user information is registered on the
SNMP V3 user information list.

The confirmation dialog box appears.
Tip

Clicking [Save] on the [Create SNMP V3 User Information] screen instantly registers the SNMP V3 user information,
enabling the registered user to access this equipment via SNMP over a network.

4 Click [OK].
The specified or modified content is registered.

5 Click [OK] to close the SNMP Network Service page.

The confirmation dialog box appears.

@ Click [OKI.

The specified or modified content is registered.
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Click [Save] on the Network submenu page.
The confirmation dialog box appears.

Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.

Click [OK] to apply the changes.

Windows Internet Explorer @

f - \ When this configuration is changed, the network connection will be
disconnected. Would you like to continue?

I QK N | Cancel |

\\J

This equipment starts initializing the network interface card to apply the changes.

During the initialization of the network interface card, the network will not be available. TopAccess will display
“Please restart after waiting a few minutes.” The touch panel will display “NETWORK INITIALIZING”. When this

message disappears, TopAccess will once again be available. n
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O Exporting SNMP V3 user information

Click the [SNMP Network Service] button from the [Network] submenu under the
[Setup] menu.

Select the check box of SNMP V3 user information that you want to export from the
corresponding list, and then click [Export].

SNMP Network Service
Selecting 'Save’ in the Main Window is required to Save the new settings

Enahle SMMP Y142 Enable ~
Read Community public
Read Write Community private
Enable SHMP /3 Disable -

(e (e oo A1) (D

| Export |
SHMP V3 User Information
7thervticamr\ Protocal [Frivacy Protacol [Fermissions Level

Mumber Lizer Mame

|1 |UUU1 |Frnac-ps |Nune |Admlnls1ratur

Enah 1NMF W3 Trap Disable ~
SMMP V3 Trap User Mame

SHMP %3 Trap Authentication Protocol HWAC-MDE ~
SMMP V3 Trap Authentication Passward

SMMP V3 Trap Privacy Protocol Mone -

The Export page is displayed.

When “Please save the Network settings before exporting the user information” appears, click [Save] on the
Network submenu page, and then export.

3 Right-click the link for the file name of user information to be exported, and then select
[Save Target As].

Export SNMP V3 User Information

File Name Size

fafilid 0132812
Open

Open in New Windaw |

Save Target As... -

Print Target % ‘ fav m10% v
2 |

Copy Shartcut

5 Blog with Windows Live
5 E-mail with Windows Live
ag, Translate with Bing

All Acceleratars L4
Add to Favorites...

Append Link Target to Existing POF
Append to Existing PDF
Canvert Link Target to Adabe PDF
Canvert to Adabe PDF

Properties

The [Save As] dialog box appears.
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4 Select the file location and click [Save].

Save As =
K ~ = -
() [18 » UserdoL » Downloads [ 43 ||| 5z0rch Downtons o
Qrganize = New folder B v @
T * Name Date madified Typ
B Desitop No'erns mateh yeiie saarch

18 Downloads

5| Recent Places

m

4 Libraries
%) Documents
& Music
[E] Pictures

B videos

1% Computer
ey O—FLFr 2.

o i

File name:  SNMPv3-0001-attribute(1]

3

Save as type: [ID File

=)

# Hide Falders

4\

5 Close the Export SNMP V3 User Information page.

5

(@ nittp://157.69.73.250/Administration/Setup/setting/SNMPV3Expart htmIUSER=0THE... |- |[ & @L
WS

Export SNMP V3 User Information

File Name Size
SMMPY3-0001-attribute[1].id 0122812

@ Internet | Protected Mode: On A or | ®100% -

The export operation may be unstable if administrators are accessing this equipment from multiple computers
simultaneously in the access policy mode to export information. Be sure that the administrator accesses this

equipment from only one computer when exporting.
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U Deleting SNMP V3 user information

Click the [SNMP Network Service] button from the [Network] submenu under the
[Setup] menu.

2 Select the check box of SNMP V3 user information that you want to delete from the
SNMP V3 user information list, and then click [Delete].
Tip
Click [Delete All] to delete all the SNMP V3 user information.

SNMP Network Service
Selecting 'Save'in the Main Window is required to Save the new settings

Enable SMMP Y142 Enzhle -
Read Community public
Read Write Community private
Enable SMMP V2 Disable
[Deleigy [ Delete Al
> SHMP V3 User Information
[rumber [N me | authertication Protacol |Privacy Pratocal |Permissians Level
Ed oo |rtacps [one |tmiisteator
Er&'\lw W3 Trap Disable ~

SMMP V3 Trap User Mame
SHMP %3 Trap Authentication Protocol HWAC-MDE ~
SMMP V3 Trap Authentication Passward

SMMP V3 Trap Privacy Protocol Mone -

The confirmation dialog box appears.

3 Click [OK].

Windows Intemet Explorer ==

9 Are you sure?
oK r [ cance |

N
The SNMP V3 user information is deleted.

Click [OK] to close the SNMP Network Service page.
The confirmation dialog box appears.
B Click [OK].

The specified or modified content is registered.

Click [Save] on the Network submenu page.
The confirmation dialog box appears.

Tip

When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current
settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.
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7 Click [OK] to apply the changes.

Windows Internet Explorer @

‘9‘ When this configuration is changed, the network connection will be

disconnected. Would you like to continue?

I QK N | Cancel |

This equipment starts initializing the network interface card to apply the changes.

During the initialization of the network interface card, the network will not be available. TopAccess will display
“Please restart after waiting a few minutes.” The touch panel will display “NETWORK INITIALIZING”. When this
message disappears, TopAccess will once again be available.
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H Setting up Copier settings

You can configure copy operation settings from the [Copier] submenu under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

Setting the copier setting

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [Copier] submenu.
TopAccess

Device |

e-Filing
Logout

User Management

Job Status { Logs |

Regisiration [ Counter |

‘Save Cancel | z

The Copier submenu page is displayed.

4 In the Copier submenu page, set the copier settings as required.

e-Filing
Logout

Device. «Joh Status Logs Fegistration Courter Administration

User Management

Save | | Cancel

Copier Setting
Default setting

Colar Mode

Original Mode for Colar
Original Mode for Black
Exposure far Calor
Exposure for Black
Bypass feed

BOOK = 2

Magazine Sort

2in1 7 dint

Maximum Copies

Auto 2-sided Mode

Sort Mode Priarity

Full Color =
Text/Photo
Text/Phato
Manual -
Auto
Plain

Open from left
Open from left
Write Laterally
9999 -

OFF
Mon-Sort -

.'[%

You can set the following in this page.
P.180 “Setting up Default setting”
P.182 “Setting up Copy Job Enforcement Continue”

5 Click [Save].
The confirmation dialog box appears.
Tip

When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current
settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.
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6 Click [OK] to apply the changes.

Windows Internet Explorer ==

6 Are you sure?

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using

Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.
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H Setting up Fax settings

You can configure the fax device and fax operation settings from the [Fax] submenu under the [Setup] menu.

* Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated
by pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.
¢ The [Fax] submenu in the [Setup] menu is available only when the optional Fax Unit is installed.

Setting the fax settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [Fax] submenu.

Logout

Device «Joh Status Registration Courter User Management Administration

SE'

General | Metwork | Copier | Fai| Saveasfle | Emall | InternetFax | Printer/e-Filing | Printer | Print Service | ICC Profile | Print Data Converter | ODCA |

2

The Fax submenu page is displayed.
4 In the Fax submenu page, set the fax settings as required.
bms e-Filing

Logout

Device «Joh Status Logs Fegistration Courter LUzer Management Administration

Save | | Cancel

Fax Setting

Terminal ID mfp-04998520

Fax Mumber 10000000001

Lingz Murnber

Ringer Yolume

Monitar Volume
Completion Tane Yalume
Reception Mode

Remote Rx

Dial Type
Dial Type(Line 2) B~
Line-2 Mode Tx i Rx -
START 00 . oo
Enp 00 . o
Resolution Standard - %

Original Mode Text -
Euwnacuy

You can set the following in this page.
P.183 “Setting up Fax Setting”

5 Click [Save].
The confirmation dialog box appears.
Tip

When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current
settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.
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6 Click [OK] to apply the changes.

Windows Internet Explorer ==

.9- Are you sure?
I 0K '\g | Cancel
I

A\

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using

Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.
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H Setting up Save as file settings

You can configure file saving operations and the Save as File function by the Fax driver from the [Save as file] submenu
under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

Setting the Save as file settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [Save as file] submenu.

Logout

| User Wanagement

|Save Cancel ‘ 2

The Save as file submenu page is displayed.

4 In the Save as file submenu page, set the Save as file settings as required.

TopAccess = Filn
Logout
Device «Jok Status Loz Courter Lzer Management Administration

Save as file Setting
Local Storage Path
Starage Path FILE_SHARE

@ Send scanned documents to a sub folder in the storage path
(The sub folders will be named after the associated termplate and will be of the format: Group Number-GroupName-
TemplateMName)

@ Send scanned documents directly to the storage path.

Storage Maintenance

@ Do nat delete documents autamatically D

@ Delete documents after |30 day(s)

You can set the following in this page.
L1 P.186 “Setting up Local Storage Path”
L1 P.187 “Setting up Storage Maintenance”
L P.187 “Setting up Destination”
L1 P.187 “Setting up Folder Name”
L P.188 “Setting up Format”
L1 P.188 “Setting up Single Page Data Saving Directory”

m

1) P.189 “Setting up File Composition”

M
=

P.189 “Setting up User Name and Password at User Authentication for Save as File”

=)
)]

P.189 “Setting up Searching Interval”
J P.190 “Setting up Remote 1 and Remote 2”

B B
D D

P.193 “Setting up Fax Destination”
| P.193 “Setting up Fax Folder”

=)
).}
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5 Click [Save].
The confirmation dialog box appears.
Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.

6 Click [OK] to apply the changes.

Windows Internet Explorer ==

9 Are you sure?
oK r | cancel

4

When using Internet Explorer, the changes may not be reflected on the Save as file page immediately after changing
the settings and clicking [Save]. If that happens, click the [Save as file] submenu to refresh the page.
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H Setting up E-mail settings

You can configure E-mail transmission operations from the [E-mail] submenu under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

Setting the E-mail settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [Email] submenu.

Logout

| Job Status. { | User Management

‘ Save | | Cancel | z

The Email submenu page is displayed.

4 In the Email submenu page, set the E-mail settings as required.

TopAccess o£lling
Logout
Dewice Job Stetus Logs Registration Counter User Management Adminisiration

Setup

General | Metwork | Copier | Save asfile | Email | nternetFax | Printerfe-Filing | Printer | Print Service | ICC Profile | Print Data Converter | EWE | ODCA | Yersion

Email Setting

From Address

Fram Marme

Message Header (Inbound FAX Rauting) © Received from; (Sender's TS0
©) Received by: (Receiver's CSl)

File FarmatiBlack) POF{(Multi) =

File FarmatiColary .F‘DF(Muhi) -

Mumber of Retry 3

Retry intereal 1 Minutes

Fragment Message Size No Fragmentation -

Default Body Strings

You can set the following in this page.
P.195 “Email settings”

5 Click [Savel].
The confirmation dialog box appears.
Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.
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6 Click [OK] to apply the changes.

Windows Intemnet Explorer ==l

9 Are you sure?
oK r | Cancel

A\

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using

Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.
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H Setting up InternetFax settings

You can configure Internet Fax operations from the [InternetFax] submenu under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

Setting the Internet Fax settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [InternetFax] submenu.

Logout

|' Job Status [ | User Management

‘ Save | | Cancel | 2

The InternetFax submenu page is displayed.

4 In the InternetFax submenu page, set the Internet Fax settings as required.

TopAccess eiling
Logout
Dewice -Joh Status Logs Registration Courter User Management Administration

Save | | Cancel

InternetFax Setting

From Address

Fram Mame

Message Header (Inbound FAX Routing) ©) Received from: (Sender's TSI

@ Received by (Receivers CSI)
Mumber of Retry 3

Retry interval 1 Minutes

Fragment Message Size No Fragmentation ~
Default Body Strings P

Body String Transmission Enable -

You can set the following in this page.
P.197 “Setting up InternetFax Setting”

5 Click [Savel.

The confirmation dialog box appears.

Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.
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6 Click [OK] to apply the changes.

Windows Internet Explorer =)

9 Are you sure?

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using

Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.
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H Setting up Printer/e-Filing settings

You can configure how to continue print jobs and e-Filing jobs from the [Printer/e-Filing] submenu under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after changing them. The settings will be updated
by pressing the [FUNCTION CLEAR] button on the control panel or after an time period.

Setting the Printer/e-Filing settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [Printer/e-Filing] submenu.

Logout

Device: Job Status Logs. Registration Courter Uzer Management Administration

Ro

The Printer/e-Filing submenu page is displayed.
4 In the Printer/e-Filing submenu page, set the Printer/e-Filing settings as required.

Logout

Device: Job Status Logs. Registration Courter Uzer Management Administration

Printerie-Filing Setting

Printer/e-Filing Job Enforcement Continue

Automatic Change Of Paper Source OFF =

Paper Of Different Direction OFF =
Enforcement Continue {lleaal Paper) OFF =

Auto Exit Tray Change (Cascade Print) OFF =

Suspend Printing if Stapler Empty OFF =

Continue Printing when Punch Dustis full (8] %

You can set the following in this page.
P.198 “Setting up Printer/e-Filing Job Enforcement Continue”

Click [Savel.
The confirmation dialog box appears.
Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.

6 Click [OK] to apply the changes.

Message from webpage ==
0 Are you sure?
N
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The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using
Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen

and display the current setting status.

M Setting up Printer settings

You can configure printer operations and printer options for RAW print jobs from the [Printer] submenu under the [Setup]

menu.
P.236 “Setting up Raw Job Setting”

Setting the Printer settings

1 Start TopAccess access policy mode.

P.22 “Access policy mode”
2 Click the [Administration] tab.

3 Click the [Setup] menu and [Printer] submenu.

TopAccess

e-Filing

Job Status

Se1

|Save Cancel ‘

The Printer submenu page is displayed.

Logout
| UserManagement |

General | Setwork | Copier | Save asfile | Email | InternetFax | Printers-Filing | Printer | Print Service | 1CC Profile | Print Data Converter | E¥WE | ODCA |

2

4 In the Printer submenu page, set the Printer settings as required.

Device Joh Status Logs Registration

Setup

Printer Setting

General Setting

Period of time to save Private Hold,Proof and invalid .Johs 14 Days -
LT=--=A4 i LD =272 Enable ~

Wide Ad Mode (for PCL) Dizahle
Restriction for Print Job Mone

Default Raw Job Setting

Raw Jobs - Duplex Printing Disable -

Raw Jobs - Default Paper Size Ad -
Raw Johs - Default Paper Type Flain -
Raw Johs - Default Orientation Portrait hd
Raw Johs - Default Stapling OFF -

Raw Johs - Default Output Tray Receiving Tray =

PCL Form Line 120

General | MNetwork | Copier | Save asfile | Emall | InternetFax | Frinterfe-Filing | Printer | PrintService | 1CC Profile | Print Data Converter | EWB | ODCA | Version

e-Filing
Logout

Corter User Management

Administration

3

You can set the following in this page.
L P.199 “Setting up General Setting”
L P.200 “Setting up Default Raw Job Setting”

L P.201 “Setting up Raw Job Setting”
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5 Click [Save].
The confirmation dialog box appears.
Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.

6 Click [OK] to apply the changes.

Windows Internet Explorer =)

ok ][ Cancel
4}

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using
Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.

0 Setting up Raw Job Setting

In Raw Job Setting, you can add up to 16 LPR queue names and specify the raw job setting for each queue. These queue
names can be used when printing without a printer driver, such as printing from UNIX workstation. You can add, edit, or
delete an LPR queue.

[ P.236 “Adding or editing an LPR queue”

P.237 “Deleting an LPR queue”

Adding or editing an LPR queue

To add a new LPR queue, click [Add] in Raw Job Setting.
To edit an existing LPR queue, select a radio button of a queue that you want to edit
and click [Edit].

Raw Job Setting

£

T T T T T I ]
‘Quaua Name: Paper Size iPapEr wpeiOnEmsnunEstaphngi?:smipu Form LlneiPCL Fant Pich |PGL Fort Point Size|PEL Font Numler |PGL Lie Terminstion | Symol = SDumEiDD not Prirt Blank Pages | Letterhead Prirt Mode |
|

lex
Frinting

The Add New LPR Queue page is displayed.
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2 Enter the following items as required.

Add New LPR Queue

Queue Mame

Duplex Printing Disable -

Paper Size Ad -

Paper Type Plain -

Orientation Fortrait -

Stapling OFF -

Output Tray Receiving Tray -

PCL Form Line 120

FCL Font Pitch 100

PCL Font Paint Size 120

PCL Font Mumber 1}

PCL Line Termination Auto -

Symbol set Roman-8 A
Paper Source Auto A
Do not Print Blank Pages oM -

Letterhead Print Mode OFF - %

You can set the following in this page.
P.201 “Setting up Raw Job Setting”

Click [Save].

3

The queue name is added to the list.

Deleting an LPR queue

1 Select a radio button of a queue that you want to delete and click [Delete].

Raw Job Setting

(Add [Edt) EDeleie]

=)
{45

Duple)

Queue Name o 0 Paper Type |Orientation |Stapling ?;‘;’“ PCL Form Line [PCL Font Pitch PCL Fort Point Size [PCL Fort Number [PCL Line Termination | Symbol set |Paper Source |Da not Prirt Blank Pages |Letterhead Prirt Mode
Disable | 84 Plain Portrat  |OFF  |InnerTray {120 100 120 0 Auto Roman-g | &uto on OFF

1

The confirmation dialog box appears.

9 Click [OK].

Windows Interet Explorer

=

9 Are you sure you want to delete the LPR queue Queuel?

\
[A\)
The selected queue is deleted.

Cancel
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H Setting up Print Service settings

You can configure print services such as Raw TCP Print, LPD Print, IPP Print, FTP Print, NetWare Print, and Email Print
from the [Print Service] submenu under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after saving them. The settings will be updated by
pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

Setting the Print Service settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Setup] menu and [Print Service] submenu.

e-Filing
Logout

Device: Joby Status Registration Courter Uzer Management Administration

General |19MDrk| Copier | Save asfile | Email | InternetFax | Printerie-Filing | Printer | Print Service | ICC Profile | Print Data Converter | EwB | ODCA |

The Print Service submenu page is displayed.

4 In the Print Service submenu page, set the Print Service settings as required.

e-Filing
Logout

Device Administration

User Management

Banners

Setup

General | Metwork | Copier | Save asfile | Email | InternetFax | Printerte-Filing | Printer | Print Service | ICC Prafile | Print Data Converter | EWE | QDCA | Yersion
Print Service Setting

Raw TCP Print

Enable Raw TCP Enable ~

Faort Mumber 9100

Enahle Raw bi-directional Disable -

LPD Print

Enahle LPD Enable -

Fort Mumber 515

OFF - %

You can set the following in this page.
P.203 “Setting up Raw TCP Print”

P.203 “Setting up LPD Print”

L P.204 “Setting up IPP Print”
P.205 “Setting up FTP Print”
P.205 “Setting up NetWare Print”
P.206 “Setting up Email Print”

Click [Savel].
The confirmation dialog box appears.

Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.

238 [Setup] How to Set and How to Operate



6 Click [OK] to apply the changes.

Windows Internet Explorer ==

>, When this configuration is changed, the network connection will be
i disconnected. Would you like to continue?

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using

Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.
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H Setting up ICC Profile settings (supported models only)

You can configure profiles for printer functions from the [ICC Profile] submenu under the [Setup] menu.
Tip
This function is available only for models that support color printing.

P.242 “Configuring the source profile”

Setting the ICC Profile settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [ICC Profile] submenu.

Logout

Device Job Status Registration Courter Uzer Management Administration

General 1atwork\ Copier | Save asfile | Email | IntermetFax | Printerie-Filing | Printer | Print Service | ICC Profile | Print Data Converter | EWIE | QDGA |

[%z
The ICC Profile submenu page is displayed.

4 In the ICC Profile submenu page, set the ICC Profile settings as required.

TopAccess o£lling
Logout
Device Job Stetus Logs: Courter User Management Adminisiration

Setup

General | Metwork | Copier | Saveasfile | Email | InternetFax | Printerie-Filing | Printer | Print Service | ICC Profile | Print Data Converter | EWE | ODCA | Version

[ Cancel ] [ Restore to Factary Default ]

Profiles Setting
RGB Source Profile

Default Profile SourceRGE_v10 -
CMYK Source Profile

Default Profile SourceCMYK_ w10~
Destination Profile

Default Profile OutputCMYK_10 - =

Rendering Intent

@ Perceptual

@ Relative Colorimetric

© Saturation %
() Absolute Colorimetric

You can set the following in this page.
L1 P.207 “Setting up RGB Source Profile”
(B

P.207 “Setting up CMYK Source Profile”
1] P.208 “Setting up Destination Profile”
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5 Click [Save].
The confirmation dialog box appears.
Tips

* When you click [Cancel] before saving the setting changes, they will not be saved and will return to the
current settings. Note that they will not be returned to the factory default by clicking [Cancel]. Click this to
clear all the changes made and return the settings to the current ones.

* Click [Restore to Factory Default] to return the settings to the factory default.

6 Click [OK] to apply the changes.

Windows Internet Explorer ==

ok | [ Cancel
4\)

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using

Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.
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QO Configuring the source profile

P.242 “Importing profiles”
| P.243 “Exporting profiles”
P.245 “Deleting profiles”

Importing profiles

1 Click [Maintenance] of the desired profile.

Logout

Device «Joh Status Logs Fegistration Counter User Management Administration

Setup

General | MNetwork | Copier | Save asfile | Email | IntermetFax | Printerie-Filing | Frinter | Print Service | ICC Profile | Print Data Converter | EWIE | ODGCA | Version

[ Canicel ] [ Restore to Factory Default ]

Profiles Setting
RGB Source Profile

Default Profile SourceRGB_v10 -
CMYK Source Profile K
Default Profile SourceChYK_vID -
Destination Profile k
Default Profile OutputCMYK_vID =

Maintenance

Rendering Intd
) Perceptual
@ Relative Colorimetric
() Saturation

(O Absolute Colorimetric

The Maintenance Profile page of the selected profile is displayed.

Click [Browse] in [Import new Profile] to select the file of the selected profile, and then
click [Import].

Previous

IDescrimmr\ IFHE Name: \
|Default Frofile |SnurceRGELv1D |ADv755ur:eRGELADD o \

Import new Profile

File Name .F-TUsers\Userdﬁi“\[‘)‘esi‘(t‘up{é‘amp-\e \ @%

Current Profiles

\ IDescrimmr\ IFiIe Mame: |

‘ @ |SuurceRGEl_v1 0 |ADV_SUurceRGEI_AUU ico |

Importing starts.
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3 The profile is imported. Click [Previous] to close the Maintenance Profile page.

V\T IDescrimmr\ IFHE Iame \
|Default Frofile |SnurceRGELv1D |ADv755ur:eRGELADD o \

Import new Profile

File Mame Browse:

Current Profiles

Description Fille Mame
SourceRGE_v10 ADY_SourceRGE_AN0cC

SCANMPROFILE_SCX4x24_41.0202008.M 22) Sample.icc

The imported profile is added to the [Current Profiles] list.

Exporting profiles

1 Click [Maintenance] of the desired profile.

Logout

Device Job Status Loz Registration Cournter Uzer Management Administration

Setup

General | Network | Copier | Save asfile | Email | InternetFax | Printsrie-Filing | Printer | Print Service | ICC Profile | Print Data Corverter | EWE | ODCA | Yersion

Restaore to Factory Default l

=]

Profiles Setting
RGB Source Profile

Default Profile SourceRGE_v10 -

CIYK Source Profile

Default Profile

Destination Profile

Default Profile

SourceCMYK_v10 -

QutputCMYK w10 =

Maintenance

Rendering Inte

© Perceptual
Relative Colarimetric
aturation
D Absolute Colorimetric

The Maintenance Profile page of the selected profile is displayed.
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2 Select the desired profile in the [Current Profiles] list, and then click [Export].

Previous

IDescrimmr\ IFHE Iame \

|Default Frofile |SnurceRGELv1D |ADv755ur:eRGELADD o \
Import new Profile

File Mame

Current Profiles

Delete || Expor |
[ |Deseription | N |File Mame |
‘ ) ISnurceRGB:\r'»z |ADV,SnurceRea,Ann icc l

N

The Export page is displayed.
Profiles registered as a factory default cannot be exported.
3 Right-click the [File Name] link of a profile to be exported, and select [Save Target As].

Export
File Mame & [ERH

mm% Open

1 Open in Mew Windaw

Save Target As..

Print Target %2

Copy Shartcut

€ Internet | Protected Mode: On

Blag with Windows Live

E-mail with Windows Live

3 &

Translate with Bing

All Acceleratars >
Add to Favorites...

Append Link Target to Existing PDF
Append ta Existing PDF
Convert Link Target ta Adobe PDF
Convertto Adobe PDF

Properties

The [Save As] dialog box appears.
4 Select the file location and click [Save].

@vv\ <« work folder » Profile ~ | ¥+ ||| search ]

: Name Date modif... Type Sice =T
B Desktop This folder is empty.
& Recent Places
M Computer
[E Documents
B Pictures
B Music

Mere »

Folders ~

File name: RN kd

Save astype: [ICC Profile -

~ Hide Folders Save [ Cancel |

\

5 Click [Close] to close the Export page.

Expo
File Mame Sample.icc
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6 Click [Previous] to close the Maintenance Profile page.

IDescrimmr\ IFHE Name \
|Default Frofile |SnurceRGELv1D |ADv755ur:eRGELADD o \

Import new Profile

File Name [ ]

Current Profiles

Description File Name
7 |sourceRGE_vID ADV_SourceRGE_800.cc
@  |SCANPROFILE_SCH4x24_102(2008.01.22) Semple.jce

Deleting profiles

1 Click [Maintenance] of the desired profile.

Logout

Device «Joh Status Logs Fegistration Counter User Management Administration

Seourity

Setup

General | MNetwork | Copier | Save asfile | Email | IntermetFax | Printerie-Filing | Frinter | Print Service | ICC Profile | Print Data Converter | EWIE | ODGCA | Version

[ Canicel ] [ Restore to Factory Default ]

Profiles Setting

RGB Source Profile

Default Profile SourceRGB_v10 -
CMYK Source Profile k
Default Profile SourceChYK_vID -
Destination Profile k
Default Profile OutputCMYK_vID =

Rendering Intd
© Perceptual
elative Colarimetric
aturation

) Absolute Colotimetric

The Maintenance Profile page of the selected profile is displayed.

2 Select the desired profile in the [Current Profiles] list, and then click [Delete].

Previous

|Deseription [File Mame |
|Defaul Profile |SourceRGE_v10 |40 _SourceRGE_A00 ice |

Import new Profile

File Name i ]

Current Profiles

| Deleiay| Export

'De] gtion File: Mame:
= -r&\ﬁz,vm DV _SourceRGE_ADD icc
SCANPROFILE_SCH4x24_1 02(2008.0 22) Sample oo

K1
The confirmation dialog box appears.

Profiles registered as a factory default cannot be deleted.
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8 [Administration] Tab Page

3 Click [OKI.

@ Specified ICC Profile will be deleted.
e

W
The Profile is deleted.

4 Click [Previous] to close the Maintenance Profile page.

[Description [File e |
|Default Frofile |SnurceRGELv1D |ADv755ur:eRGELADD o \
Import new Profile 7

File Mame Browse.. | | Import.
Deseription Fie e

@ |sourcerGE_vi0 ADV_SourceRGE_ADD icc

©  |SCANPROFILE_SCi4x24 1 D2(2008.01 22) Sample i

The profile is deleted from the [Current Profiles] list.
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H Setting up Print Data Converter settings

For information on Print Data Converter, contact your service technician.
You can configure Print Data Converter from the [Print Data Converter] submenu under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after changing them. The settings will be updated
by pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

Setting the Print Data Converter settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [Print Data Converter] submenu.

TopAccess £l
Logout
Device Joh Status Logs Reglstration Courter User Management Administration

r Printservice | [CC Profile | Print Data Converter | EWH | DDCA | Yersion
N2 8

The Print Data Converter submenu page is displayed.

In the Print Data Converter submenu page, set the Print Data Converter settings as

required.
TopAccess o Filing
Logout
Device: Job Status Logs Registration

Courter User Management Administration

Setup

General | Metwork | Copier | Save asfile | Email | Intemetfax | Printerfe-Filing | Printer | Print Service | |CC Profile | Print Data Converter | EWE | ODCA | Yersion

Save | | Cancel

Print Data Converter Setting

Print Data Converter  Disable

Import New Converter

File Name
Current Converter
Delete || Export %
[ [File Wame [File size [Date |

You can set the following in this page.
P.209 “Print Data Converter settings”

Click [Save].
The confirmation dialog box appears.
Tip

When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current
settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.
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8 [Administration] Tab Page

6 Click [OK] to app

My

| o]
A
)

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using
Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.
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H Configuring the EWB function

You can configure the EWB (Embedded Web Browser) function which displays web pages on the control panel from the

[EWB] submenu under the [Setup] menu.

The EWB function is available only when the optional External Interface Enabler is installed on this equipment.

3 P.249 “Registering a server”
P.250 “Deleting a server”

U Registering a server

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Setup] menu and [EWB] submenu.

Save | | Cancel

TobAccess < Filing
Logout
e
Device | Joh Status ‘ Logs | Registration ‘ | User Management Administration
’:fé_lﬂ’:)'\ | Security | Maintenance | Registration
Setuplr% 1

General | MNetwork | Copier | Save asfile | Email | IntermetFax | Frinterie-Filing | Frinter | Print Service | 1CC Profle | Print Data Converter | EWB | ODGCA | Version

2

The EWB submenu page is displayed.

4 To register a server for the EWB function, enter the server address and then click

[Add].
Server Registration Setting
[Red
a2 2001
De\Z] % 7
=l -

Server Address ]

C 2R ‘

The server is registered.

To register more than one server, repeat this procedure.

5 Click [Save] on the [EWB] submenu.
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U Deleting a server

Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [EWB] submenu.

TopAccess efiling
Logout
Device +Job Status Logs Registration Counter User Management Administration

Setup 1
General | MNetwsk | Copier | Save asfile | Email | IntermetFax | Frinterie-Filing | Frinter | Print Service | 1CC Profle | Print Data Converter | EWB | ODGCA | Version
R

The EWB submenu page is displayed.

To delete a server registered for the EWB function, select the server that you want to
delete, and then click [Delete].

Server Registration Setting

\ =» Server Address |

TN |
N

5 Click [OK].

Windows Internet Explorer =)

|0w Are you sure?
4\

The server is deleted.

6 Click [Save] on the [EWB] submenu.
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H Setting up Off Device Customization Architecture settings

For the details of ODCA (Off Device Customization Architecture), contact your service technician.
You can configure ODCA (Off Device Customization Architecture) from the [ODCA] submenu under the [Setup] menu.

Some settings may not be reflected on the touch panel immediately after changing them. The settings will be updated
by pressing the [FUNCTION CLEAR] button on the control panel or after an Auto Clear time period.

Setting the Off Device Customization Architecture settings

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [ODCA] submenu.

TopAccess £l
Logout
Device Job Status Logs Registration

Courter Uzer Management Administration

1 r Printservice | [CC Profile | Print Data Converter | EWH | DDCA | Yersion
2 5

The ODCA submenu page is displayed.

In the ODCA submenu page, set the Off Device Customization Architecture settings as

required.
TopAccess e-Filing
Logout
Device Job Status Logs Registration

Courter Uzer Management Administration

Setup

Off Device Customization Architecture Setting
Network

Enable Port Enable -

Part Number 459629

Enable SSL Port Disable -

SEL Port Number 45630

Configration

Session Timeout(G0-98989) 20 Seconds %

You can set the following in this page.
P.212 “Setting up Network”

P.212 “Setting up Configuration”
Click [Savel].

The confirmation dialog box appears.

Tip
When you click [Cancel] before saving the setting changes, they will not be saved and will return to the current

settings. Note that they will not be returned to the factory default by clicking [Cancel]. This can only clear the
changes and restore the current settings before saving the changes.
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6 Click [OK] to apply the changes.

Message from webpage (==
fe. Are you sure?
A
N

The setting value may not be reflected on the screen even after changing the setting by clicking [Save] if you are using

Internet Explorer; however, the new setting is properly applied. In such a case, click the submenu to refresh the screen
and display the current setting status.

H Displaying version information

You can check the system software version information of this equipment from the [Version] submenu under the [Setup]
menu.

Displaying the version information

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Setup] menu and [Version] submenu.

TobAccess sl
Logout
Device Job Status Logs Registration Courter Lizer Management: Administration

Cancel

2

The Version submenu page is displayed.

In the Version submenu page, you can confirm the version information of the system

software.
TopAccess Eiling
Logout
Device WJoh Status

Logs Registration Courter User Management Administration

Setup

Version Information

Printer Manufacture

Capier Firmware Version
Caopier Main ROM Version
Caopier Scanner ROM Yersion

T1308¥0WW0030
130M-014
1308-01
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[Security] Item list

Tip
Users who are granted administrator privileges in access policy mode can access the [Security] menu from the
[Administration] tab.

See the following pages for how to access it:
P.22 “Access policy mode”

[ P.253 “Authentication settings”
P.262 “Certificate management settings”
P.266 “Password Policy settings”

H Authentication settings

You can restrict user operations using the authentication function of your equipment.
Tip
The [Authentication] submenu can be accessed from the [Security] menu on the [Administration] tab.
See the following pages for how to access it and information on [Security] menu:

P.22 “Access policy mode”
P.253 “[Security] Item list”

[ P.254 “Setting up Department Setting”

[ P.255 “Setting up User Authentication Setting”
P.257 “Setting up Email Authentication”

P.259 “Setting up Email Address Setting”
P.260 “Restriction Setting for Destination”

3 P.260 “Setting up Single Sign On Setting”
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0 Setting up Department Setting

When you want to manage the counters for every department, enable department management. If this is done, the
department code input screen will be displayed on the computer and the touch panel when copying, scanning, faxing,
faxing via the Internet, and operating on e-Filing to enable you to manage operations by departments.

The following applications can access your equipment regardless of the department setting.

- AddressBook Viewer
- Backup/Restore Utility
- TWAIN Driver

- File Downloader

Department Setting
m——— epartment Code

e [11valid Department Code Print Job
— Department Management (Copy)

= Department Management (FAX)

= Department Management (Printy

Department Management (Scan)

NOOBRWN=

— Cepartment Management (List)

Disable ~

Store to invalid job list
Enable

Enable

Enable

Enable

Enable

Item name

Description

1 | Department Code

Select whether or not to enable department management. [Disable] is set as the default.

2 | Invalid Department Code Print Job

Select whether or not to print jobs without a department code or with an invalid department
code when department management is enabled.
* Store to invalid job list — Select this to register print jobs which failed authentication in
the invalid job list.
¢ Print — Select this to print jobs with an invalid department code.
* Delete — Select this to delete jobs with an invalid department code.

Tip

If the Department Code Enforcement is set to ON and the SNMP communication is enabled in the printer driver, the user will
be prompted to enter the correct department code if an invalid department code was entered in the printer driver.

3 | Department Management (Copy)

When this function is enabled, the following counters are managed in each department.
- Number of copied sheets

- Number of originals scanned while copying

[Enable] is set as the default.

4 | Department Management (FAX)

When this function is enabled, the following counters are managed in each department.
- Number of transmitted fax pages

- Number of original pages scanned while transmitting faxes

- Number of received fax pages

- Number of received fax pages which are printed”

[Enable] is set as the default.

5 | Department Management (Print)

When this function is enabled, the number of outputs in printing (for printing, received E-mail
and Internet Fax) is managed in each department.
[Enable] is set as the default.

6 | Department Management (Scan)

When this function is enabled, the number of originals scanned such as when they are
stored in the shared folder is managed in each department.
[Enable] is set as the default.

7 | Department Management (List)

When this function is enabled, the number of system page outputs is managed in each
department.
[Enable] is set as the default.

*

The number of outputs are only counted for received faxes, in which the department code needs to be entered, such as manual reception,

polling reception or the printing of originals stored in the confidential mailbox and the bulletin mailbox.
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0 Setting up User Authentication Setting

You can configure user authentication to access your equipment.

User Authentication Setting
1 = User Authentication

2 —Athentication failed print job/Raw Print Job
3 — A0 Release on Login

4 ——— 7] Enable Guest User
5 — puthentication Type

Enable ~
Delete ~

Disable ~

MFP Local Authentication -

Item name

Description

1 | User Authentication

Select whether or not to enable user authentication. [Disable] is set as the default.

* You cannot configure "E-mail authentication" if you enable user authentication.
* The No Limit Black function becomes unavailable if you enable user authentication. For details of the No Limit Black
function, refer to the MFP Management Guide.

2 | Authentication failed print job/Raw
Print Job

Select whether or not to print jobs which have failed user authentication.
* Hold — Select this to register in the hold print job.
* Print — Select this to print jobs which failed authentication.
* Delete — Select this to delete jobs which failed authentication.

When the Fax driver is used, selecting [Hold] deletes the job.

3 | Auto Release on Login

Specify whether to process private jobs and hold jobs at login.
* Disable — Select this not to print at login.
* Enable — Select this to print at login.

4 | Enable Guest User

Enables operations by the guest user.

Authentication Type

Select the authentication method.

¢ MEP Local Authentication
You can manage network users with the MFP local authentication of your equipment
when you do not have a user authentication system in your environment.
When MFP local authentication is enabled, users must enter the user name and
password that is registered in the equipment to operate the touch panel.

* Windows Domain Authentication
You can manage network users with Windows domain authentication when you already
manage your network using Windows domains.
When Windows domain authentication is enabled, users must enter the user name and
password that is registered in the Windows domain to operate the touch panel.
[ P.256 “Windows Domain Authentication”

* LDAP Authentication
You can manage network users with LDAP authentication when you already manage
your network using LDAP. When LDAP authentication is enabled, users must enter the
user name and password that is registered in the LDAP server to operate the touch
panel.
[ P.257 “LDAP Authentication”
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Windows Domain Authentication

User Authentication Setting
User Authentication Enable ~
Authentication Tailed print job/Raw Print Jak Delete ~
Auto Release on Login Enable ~
[l Enable Guest User
Authentication Type “Windows Domsin Authentication
Windows Domain Authentication
11— [Fluse NT Domain Server
Frimary Dormain Hame FDC BDC
2 —— Dormin 1
Domain 2
Damsin 3
Domsin 4
Domsin 5
Domain &
Domain 7
Domain 8
33— connection Timeout
PDC(1-180) 30 Seronds
“Reboot is necessany 1o reflect Connection Timeout
4 = Role Based Access Setting o
Role Based Access using LDAP server Disable ~
LDAP Server ]
Item name Description

1 Use NT Domain Server

Select this check box if you are managing the domain using the NT domain controller.

2 | Domain 1 - Domain 8

Specify the domain you want to use for Windows domain authentication.

Click one of the domains and specify the following items in the displayed screen to register
the domain.

Domain Name — Enter the domain name.

PDC — Enter the server name or IP address of the Primary Domain Controller (PDC). You
can enter up to 128 alphanumerical characters and symbols.

BDC — Enter the server name or IP address of the Backup Domain Controller (BDC) as
required. You can enter up to 128 alphanumerical characters and symbols.

If the wrong primary or backup domain controller is specified, the [OK] in the user authentication screen on the touch panel is
highlighted while this equipment searches for the primary or backup domain controller for 2 to 4 minutes.

3 | Connection Timeout

Enter the timeout period for quitting communication when no response is received from the
PDC or BDC server. Specify within the range from 1 to 180 seconds.

4 | Role Based Access Setting

Configure role based access using an LDAP server.

Role Based Access using LDAP server — Select whether enable or disable role based
access. [Disable] is set as the default.

LDAP Server — Select the LDAP server that manages the Role Based Access Control.
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LDAP Authentication

LDAF Server Tipe Afirbute fype o1 “Liner Name™

2 e ks [ie4d A8 Satting
ot e Uing LDAP $41e Disable =

Item name Description

1 | LDAP Server1 - LDAP Server8 Select the LDAP server you want to use for LDAP authentication.

Click one of the LDAP servers and specify the following items in the displayed screen to
register the LDAP server.

Windows Server — Select this when LDAP is running on a Windows server.

LDAP Server (Other than Windows Server) — Select this when the LDAP is running on a
server other than a Windows one. When this is selected, you have to specify the attribute
type of ‘User Name'.

2 | Role Based Access Setting Configure role based access using an LDAP server.

Role Based Access using LDAP server — Select whether enable or disable role based
access. [Disable] is set as the default.

LDAP Server — Select the LDAP server that manages the Role Based Access Control.

0 Setting up Email Authentication

When E-mail authentication is enabled, users must enter the user name and password before performing Scan to Email.

Email Authentication

1 e Emiail Authentication Disable ~

Item name Description

1 | Email Authentication Select whether or not to enable E-mail authentication.

* SMTP:
You can use SMTP authentication of the equipment to manage user authentication.
When SMTP authentication is enabled, users must enter the user name and password
that is registered in the SMTP server to perform Scan to Email from the touch panel.
[ P.258 “SMTP”

* LDAP:
You can manage network users with LDAP authentication when you already manage
your network using LDAP.
When LDAP authentication is enabled, users must enter the user name and password
that is registered in the LDAP server to perform Scan to Email from the touch panel.
[ P.258 “LDAP”

You must carry out "E-mail address setting" to use E-mail authentication.
[ P.259 “Setting up Email Address Setting”
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SMTP

Email Authentication

I 7] Internet Fax Mot Allowed
2 SMTP Server Address
3 — Authentication Plain -
Item name Description
1 Internet Fax Not Allowed Select this check box to prohibit Internet Fax transmissions.
This will disable Internet Fax transmission for all users.
SMTP Server Address Enter the IP address or FQDN of the SMTP server used for E-mail authentication.
Authentication Select the authentication method.
* Plain — Select this to access the SMTP server using the plain authentication.
* Login — Select this to access the SMTP server using the login authentication.
* CRAM-MD5 — Select this to access the SMTP server using the CRAM-MD5
authentication.
* Digest-MD5 — Select this to access the SMTP server using the Digest-MD5
authentication.
* Kerberos — Select this to access the SMTP server using the Kerberos authentication.
¢ NTLM(IWA) — Select this to access the SMTP server using the NTLM (IWA)
authentication.
* Auto — Select this to access the SMTP server using the appropriate authentication that
this equipment detects.
LDAP
1 — | Internet Fax Mot Allowed
LDAP Server LDAP serverdl -
2 — ] LDAP Server (Other than Windows Server)
3 — Attt type of User Name' _

Item name

Description

1 Internet Fax Not Allowed

Select this check box to prohibit Internet Fax transmissions.
This will disable Internet Fax transmission for all users.

LDAP Server Select the LDAP server you want to use for LDAP authentication.
LDAP Server (Other than Windows | Select if LDAP is running on a server other than a Windows server.
Server) When this is selected, you have to specify the attribute type of ‘User Name'.
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0 Setting up Email Address Setting

You can configure the E-mail address when E-mail authentication is enabled.

Email Address Setting
1 e F 101 AddrESS

2 ——— FromName

3 — REstriction setting for Email Destination

‘From Address’ of Email Setting v

From Address

[CIFrom Address cannat be edited in Sean to Email

Account Name of Fram Address + Fram Name of Email Setting |%

More v

Item name

Description

1 From Address

Specify the From Address.

From Address of Email Setting:

Select this to set the From Address in E-mail settings.

User Name + @ + Mail Domain Name:

Select this to specify the From Address in the "User Name + @ + Mail Domain Name"
format.

The authenticated user name is employed as the "User Name".

The domain name specified in the [Domain Name] box is used as the "Mail Domain Name".
When this is selected, enter the domain name in the [Domain Name] box.

User Name of LDAP:

Select this to set the From Address as the E-mail address found in the LDAP server.
Select the LDAP server in the [LDAP Server] box, enter the schema to search the user
name in the [Attribute type of "User Name"] box, the E-mail address schema to set as
sender address in the [Attribute type of "Email Address"], and the domain name used when
the user name is not found in the [Domain Name] box.

The equipment searches the authenticated user name in [Attribute type of "User Name"] of
the LDAP server.

If the registered user name has been found in the specified schema, the schema value set in
[Attribute type of "Email Address"] becomes the sender address.|f the registered user name
has not been found in the specified schema, the format set in [User Name + @ + Mail
Domain Name] becomes the sender address.

From Address cannot be edited in Scan to Email.:

Select this check box if you do not want to allow users to edit the From Address.

2 | From Name

Specify the From Name.

Account Name of From Address + From Name of Email Setting:

Select this to specify the From Name in the "Account Name of From Address + From Name
of Email Setting" format.

From Name of Email setting:

Select this to set the From Name which has been specified in E-mail settings.

User Name of LDAP:

Select this to set the From Name as the E-mail address found in the LDAP server.

Select the LDAP server in the [LDAP Server] box, enter the schema to search the user
name in [Attribute type of "User Name"] and the schema of the from address to set as the
From Name in [Attribute type or "From Name"].

The equipment searches user name authenticated in [Attribute type of "User Name"] of the
LDAP server.

If the user name authenticated has been found in the specified schema, the schema value
set in the [Attribute type of "From Name"] becomes the sender name.

If the user name authenticated has not been found in the specified schema, the format set in
[Account Name of From Address + From Name of Email Setting] becomes the sender
name.

3 | Restriction setting for Email
Destination

When User Authentication or Email Authentication is enabled, select whether to set the
Email address of the authenticated user as a destination.

* None — Not used as a destination.

* Fixed To — Only the Email address of the authenticated user is used for "To".

¢ To — The Email address of the authenticated user is added to "To".

¢ Cc — The Email address of the authenticated user is added to "Cc".

¢ Bcc — The Email address of the authenticated user is added to "Bcc".
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U Restriction Setting for Destination

You can restrict the destination of the From Address to the one registered in the LDAP server when transmitting via fax,

internet fax or E-mail.

Restriction Setting for Destination
1 ——— Restrictian Setting for Destination Enable -
LOAR Server
2 LOAP Server] Dizable
LOAP Server? Dizable
LDAP Serverd Dizable
Item name Description

1 | Restriction Setting for Destination

Enable: Select this to restrict the destination of the From Address to the one registered in
the LDAP server when transmitting via fax, internet fax or E-mail.

Disable: Select this not to restrict the destination of the From Address when transmitting via
fax, internet fax or E-mail.

2 | LDAP Server1
LDAP Server2
LDAP Server3

This field is displayed when the Restriction Setting for Destination is enabled.

Three LDAP servers to search the destination are displayed. To register the LDAP server,
click an item name.

[ P.260 “[Restriction Setting for Destination] screen”

[Restriction Setting for Destination] screen

You can register an LDAP server to be used to search the destination.

1 — {5 ()
S—|

2_

LDAP Servert
LDAP Server2
LDAP Serverd

Restriction Setting for Destination

3 —— Restriction Setting for Destination

Disable -
Disable -

Dizable -

Item name

Description

1 | [OK] button

Select this to register the LDAP server which has been set.

[Cancel] button

Select this to cancel the registration of the LDAP server.

Restriction Setting for Destination

Select this to set an LDAP server to be used to search the destination.
You can register up to three LDAP servers.

0 Setting up Single Sign On Setting

Normally users are required to enter the user name and password for E-mail authentication and Scan to Email; however,
you can enable the single sign on setting to eliminate these operations.

Single Sign On Setting
1 —Single Sign On

Enable ~

Item name

Description

1 | Single Sign On

Select whether or not to enable single sign on. [Enable] is set as the default.
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0 Setting up Home Directory Setting

You can configure the home directory when home directory is enabled.

Home Directory Setting
1 s Home Directory Disable
2 = Home Directory Server LDAP server0l
@ Use User Authentication Server
Use User Authentication Server{Use specific server for Card Authentication)
Use Specific Server
Item name Description
1 | Home Directory Select whether or not to enable home directory.
2 | Home Directory Server Specify the home directory server.

* Use User Authentication Server — Select this to use the user authentication server as
the home directory server.

* Use User Authentication Server(Use specific server for Card Authentication) —
Select this to use the user authentication server as the home directory server. However,
use the specified server as the home directory server in the case of Card Authentication.

* User Specific Server — Select this to specify the home directory server.
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H Certificate management settings

You can manage device certificates and client certificates.

Tip

The [Certificate Management] submenu can be accessed from the [Security] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Security] menu:

P.22 “Access policy mode”
P.253 “[Security] ltem list”

P.262 “Setting up Device Certificate”
P.263 “Setting up Client Certificate”
P.264 “Setting up Certificate Setting”

P.265 “Setting up CA Certificate”
P.265 “Setting up Certificate Files”

0 Setting up Device Certificate

You can configure the device certificate for encrypted communications using IPsec or SSL.

Device Certificate

1 =@ szelf-signed cerificate

Import

2 —

SCEP{AUtarmatic)

3 =

Installed

(G ] o]
Mot Installed

Mot Installed

C4 Server Address (Primary - 10.10.70.111

C4 Server Address (Secondany) - 10.10.70.121
MFP's Address in Common Mame in the Certificate © P Address ~
Timeout : 30 Second(s) (1-120)

CA Challenge
(note: Ifsuccessful adds CA cerificate automatically)
Signature Algarithm @) SHA1
© Mos
Poll Interal: 1 Minute -

Maximum Poll Duration: 8 Hours hd

Reguest [ Delste

Item name

Description

1 | self-signed certificate

Creates a certificate for encrypted communications using SSL on your device.
[Create] button — Displays the [Create self-signed certificate] screen. Specify items
necessary for the certificate to create the self-signed certificate.

[ P.263 “[Create self-signed certificate] screen”

[Export] button — Exports the created self-signed certificate.

2 | Import

Import the certificate for encrypted communications using IPsec or SSL.
[Browse] button — Allows you to select the certificate file.

[Upload] button — Uploads the selected certificate file.

[Delete] button — Deletes the registered certificate file.

3 | SCEP(Automatic)

Automatically acquires the certificate for encrypted communications using IP sec or SSL.
CA Server Address (Primary) — Enter the IP address of FQDN of the CA server. You can
enter up to 128 alphanumerical characters and symbols.

CA Server Address (Secondary) — Enter the IP address of FQDN of the CA server. You
can enter up to 128 alphanumerical characters and symbols.

MFP's Address in Common Name in the Certificate — Select whether you use the IP
address or FQDN as the address of this equipment to be entered in the [Common Name]
box of the certificate. [IP Address] is set as the default.

Timeout — Enter a timeout period for quitting communication when no response is received
from the CA server. Specify within the range from 1 to 120 seconds. “10” is set as the
default.

CA Challenge — Enter the password for the CA challenge. You can enter up to 16
alphanumerical characters.

Signature Algorithm — Select SHA1 or MD5 as the signature algorithm.

Poll Interval — Specify the polling interval. [1 Minute] is set as the default.

Maximum Poll Duration — Specify the polling duration. [8 Hours] is set as the default.
[Request] button — Click this button to request the certificate.

[Delete] button — Deletes the registered certificate.
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[Create self-signed certificate] screen

1 Create self-signed certificate
3 el )
3 —C0untryfRegion Mame
4 =————G5tale or Province Name
5 e |01 3 ity M ETIE
6 —rGAnization Mame
7 rganizational Unit Name
8 e C;OMIMAN Mame MFPO7088510
9 —Email Address
10 e 3l PRFiOH rmonths)(1-39)
Item name Description
1 | [Save] button Saves the self-signed certificate.
[Cancel] button Cancels creating the certificate.
Country/Region Name Enter the country or region name using two alphanumerical characters and symbols.
(Example: JP)
4 | State or Province Name Enter the state or province name with alphanumerical characters and symbols. You can
enter up to 128 characters.
5 | Locality Name Enter the city or town name with alphanumerical characters and symbols. You can enter up
to 128 characters.
6 | Organization Name Enter the organization name with alphanumerical characters and symbols. You can enter up
to 64 characters.
7 | Organizational Unit Name Enter the organizational unit name with alphanumerical characters and symbols. You can
enter up to 64 characters.
8 | Common Name Enter the FQDN or IP address of this equipment with alphanumerical characters and
symbols. You can enter up to 64 characters.
9 | Email Address Enter the E-mail address with alphanumerical characters and symbols. You can enter up to
64 characters.
10 | Validity Period Enter the number of months in the validity period of the self-signed certificate.

Q) Setting up Client Certificate

Client Certificate

Client 2011111 certoge | Create

Item name

Description

Client Certificate

Creates the client certificate.

[Create] button — Displays the [Create Client Certificate] screen. Specify items necessary
for the certificate to create the client certificate.

0 P.264 “[Create Client Certificate] screen”
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[Create Client Certificate] screen

Create Client Certificate
1 m— Save | | Cancel
} e gl
3 —— CountryRegion Narme
4 ———GState or Pravince Name
5 Emrmmd B 1=1 | AR T
6 — Organization Narme
7 Q 1al Unit Mame
8 —Cormmon Mame
9 — ity Petiod 36 month(s){1-99)
1Q ——Fassword
Item name Description
1 | [Save] button Saves the Client certificate.
[Cancel] button Cancels creating the certificate.
Country/Region Name Enter the country or region name using two alphanumerical characters and symbols.

(Example: JP)

4 | State or Province Name Enter the state or province name with alphanumerical characters and symbols. You can
enter up to 128 characters.

5 | Locality Name Enter the city or town name with alphanumerical characters and symbols. You can enter up
to 128 characters.

6 | Organization Name Enter the organization name with alphanumerical characters and symbols. You can enter up
to 64 characters.

7 | Organizational Unit Name Enter the organizational unit name with alphanumerical characters and symbols. You can
enter up to 64 characters.

8 | Common Name Enter the FQDN or IP address of this equipment with alphanumerical characters and
symbols. You can enter up to 64 characters.

9 | Validity Period Enter the number of months in the validity period of the self-signed certificate.

10 | Password Enter the password of the certificate with alphanumerical characters and symbols. You can

enter up to 64 characters.

0 Setting up Certificate Setting

Certificate Setting

-

Signature Algorithrn = SHAT -

Public Key © RSA2043 -

Item name

Description

Signature Algorithm

Select the signature algorithm to be used in Certificate.
SHA1 — Select this to use SHA1.

SHA256 — Select this to use SHA256.

SHA384 — Select this to use SHA384.

SHA512 — Select this to use SHA512.

Public Key

Select the public key to be used in Certificate.
RSA1024 — Select this to use RSA1024.
RSA2048 — Select this to use RSA2048.
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0 Setting up CA Certificate

When you want to enable SSL and verify with a CA certificate for the SMTP Client, POP3 Network Service, FTP Client, or
Directory Service, you must install the CA certificate. You can install up to 10 CA certificates in this equipment.

CA certificate

2 ————0) Chcerlificale (DER)

@ CA Certificate(PEM)

(Bromee)

-

Item name

Description

1 | CA Certificate(PEM)

Selects the certificate in the PEM format.
[Upload] button — Uploads the certificate.
[Delete] button — Deletes the registered certificate.

2 | CA certificate (DER)

Selects the certificate in the DER format.
[Upload] button — Uploads the certificate.
[Delete] button — Deletes the registered certificate.

0 Setting up Certificate Files

You can display a list of registered certificate files.
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H Password Policy settings

You can configure policies for the password to register.

Tip

The [Password Policy] submenu can be accessed from the [Security] menu on the [Administration] tab.
See the following pages for how to access it and information on [Security] menu:

P.22 “Access policy mode”
P.253 “[Security] Item list”

P.266 “Setting up Policy for Users”

P.267 “Setting up Policy for Administrator,Auditor”
P.268 “Setting up Policy for e-Filing Boxes,Template Groups, Templates,SecurePDF, SNMPv3, Cloning”

0 Setting up Policy for Users

You can configure policies for user registration.

Password Policy
Policy for Users

1 e Wlinimum Passwaord Length

2 — Requirements to Apply

3 = Lockout Setling
Mumber of Retry
Lackout Time
4 == Availahle Period

Expiration daw(s)

Co not allow the following strings to be used as passwords

0 (0-64)

Disable ~

Enable -
10 (1-30
1 Minute(s)(1-1440)

Disable ~

dayfe)(1-089)

Item name

Description

1 | Minimum Password Length

Specify the minimum number of digits for the password. Specify within the range from 0 to
64. “0” is set as the default.

2 | Requirements to Apply

Select [Enable] to set restrictions on the character strings that can be used in passwords.

[Disable] is set as the default.

Restrictions

¢ The user name and password cannot be the same.

* The same password cannot be used again.

* A password consisting of sequences of the same characters cannot be used.

* A password containing the characters entered in the restricted character text box cannot
be used.

3 | Lockout Setting

Specify whether or not to enable the lockout setting when the user failed to supply the
correct password. [Enable] is set as the default.

Number of Retry — Specify the number of retries before lockout. Specify within the range
from 1 to 30 times. “10” is set as the default.

Lockout Time — Specify the duration to lock out the user. Specify within the range from 1 to
1440 minutes. “1” is set as the default.

4 | Available Period

Select [Enable] to specify how long the password is valid before its expiry. [Disable] is set as
the default.

Expiration day(s) — Specify how long the password is valid before its expiry. Specify within
the range from 1 to 999 days. “180” is set as the default.

Tip

When the number of days set in [Expiration day(s)] elapses, a screen that prompts the user to change the password will
appear the next time the user logs in.
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0 Setting up Policy for Administrator,Auditor

You can configure policies for administrator and auditor registration.

Policy for Administrator,Auditor
1 s Wfinimum Password Length B (6-64)
2 e R 2 {LIFEIENES 10 ARLY Disable ~
Do not allow the following strings {0 be used as passwards
71
71
71
71
71
3 — kot Setting Enable +
Mumber of Retry 10 (1-3m
Lockout Time 1 Minute(s)(1-1440)
4 — yailable Period Disable -
Expiration day(s) day(s](1-994)
Item name Description
1 | Minimum Password Length Specify the minimum number of digits for the password. Specify within the range from 6 to
64. “6” is set as the default.
2 | Requirements to Apply Select [Enable] to set restrictions on the character strings that can be used in passwords.

[Disable] is set as the default.

Restrictions

¢ The user name and password cannot be the same.

* The same password cannot be used again.

* A password consisting of sequences of the same characters cannot be used.

* A password containing the characters entered in the restricted character text box cannot
be used.

3 | Lockout Setting Specify whether or not to enable the lockout setting when the user failed to supply the
correct password. [Enable] is set as the default.

Number of Retry — Specify the number of retries before lockout. Specify within the range
from 1 to 30 times. “10” is set as the default.

Lockout Time — Specify the duration to lock out the user. Specify within the range from 1 to
1440 minutes. “1” is set as the default.

4 | Available Period Select [Enable] to specify how long the password is valid before its expiry. [Disable] is set as
the default.

Expiration day(s) — Specify how long the password is valid before its expiry. Specify within
the range from 1 to 999 days. “180” is set as the default.

Tip

When the number of days set in [Expiration day(s)] elapses, a screen that prompts the user to change the password will
appear the next time the user logs in.
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0 Setting up Policy for e-Filing Boxes,Template Groups,Templates,SecurePDF,
SNMPv3, Cloning

You can configure policies for passwords for operations and applications on your equipment.

Policy for e-Filing Boxes,Template Groups,Templates,SecurePDF,SNMPv3, Cloning
1 e IiRIMILIT PSS Length 0 (0-20)
2 — REUirEMENts {0 Apply Disable -
3 | ockout Setting Disable ~
Murnber of Retry (1-30)
Lockout Time Minute(sy(1-14400
Item name Description
1 | Minimum Password Length Specify the minimum number of digits for the password. Specify within the range from 0 to
20."“0” is set as the default.
2 | Requirements to Apply Select [Enable] to set restrictions on the character strings that can be used in passwords.

[Disable] is set as the default.

Restrictions
* The user name and password cannot be the same.”?
* The same password cannot be used again.

3 | Lockout Setting™ Specify whether or not to enable the lockout setting when the user failed to supply the
correct password. [Enable] is set as the default.

Number of Retry — Specify the number of retries before lockout. Specify within the range
from 1 to 30 times. “10” is set as the default.

Lockout Time — Specify the duration to lock out the user. Specify within the range from 1 to
1440 minutes. “1” is set as the default.

*1  With SNMPv3, a password of at least one character is required.
*2  With Cloning, you can also register the same password as the file name.
*3 The Lockout Setting is enabled only when you are using e-Filing Boxes.
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[Security] How to Set and How to Operate

In the Security Service page, you can install a wireless LAN certificate for authentication with the RADIUS server, install
and export a device certificate to enable SSL and set up its SCEP (automatic installation), install CA certificate, and install
certificates for IEEE 802.1X authentication and set up its SCEP.

3 P.269 “Installing IPsec certificate”

3 P.274 “Installing a device certificate”

P.281 “Creating/Exporting a client certificate”

P.283 “Installing CA certificate”

M Installing IPsec certificate

You must install an IPsec certificate when you want to use it for IKE authentication of data encryption communication with
this equipment. Install it from an authentication agency or CA server. You can also install it automatically from CA server
using SCEP.

* This equipment supports CA certificate and User certificate that are in the following encoding formats.
- CA Certificate: DER, BASE64, PKCS#7
- User Certificate: PKCS#12
* This equipment supports md5RSA and sha1RSA certificate. Make sure to use the certificate in these algorithms.
* When enabling IPsec communication with this equipment, the optional IPsec Enabler is required.
* |Psec Certificate setup menus on the TopAccess menu are displayed only when the IPsec function is available.
([Administration] tab > [Setup] menu > [Network] submenu > [Security Service] > [Certificate for IPsec])
* When you install the User Certificate in this equipment, it is recommended to connect this equipment and a client

computer using a crossing cable for ensuring security. n

3 P.270 “Installing IPsec certificate”

P.271 “Deleting an imported IPsec certificate”

P.272 “Installing IPsec certificate automatically”

P.273 “Deleting IPsec certificate installed automatically”
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Q Installing IPsec certificate

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess efiling
Logout
e
Device | Job Status ‘ Logs Registration Cournter Uszer Management Administration
Setup | ’é{;@imi'_-'\ | Maintenance | Eeniztration
Security I'\? 1
Authentication | Certificate Management | Fassword Palicy
2

The Certificate Management page is displayed.

Click [Browse] for [Import] under [Device Certificate] to select the certificate file for
IPsec and then click [Upload].

Device Certificate
@ seltsigned certificate Installed
@ Import Mot Installed
FrilsersiUser01\DesktophClient_2C [ Browss.s |
Dl %1
) SCEP{Automatic) Mot Ing , sert

CA Server /Emass (Primany) - 1010700111

CA Server Address (Secondang ¢ 101070121

MFP's Address in Common MName in the Certificate = |P* Address ~
Timeout : 30 Second(s) (1-1200

CAChallenge
(note: If successful adds CA cerificate automatically)
Signature Algarithm @ SHAT
O MDs
Foll Interval: 1 Minute — ~

Maxirum Fall Duration: 8 Hours =

Reguest | L
The alert message dialog box appears.

5 Click [OK].

Windows Internet Explorer ==

. Pleaseinput password before saving network settings

The IPsec certificate is installed.

Tip
This alert message shows that you must enter a password on the control panel of this equipment after you

installed the IPsec certificate. The certificate cannot be used unless you enter a password.

Click [Save] on the [Certificate Management] submenu.

You must enter a password for IPsec certificate on the control panel of this equipment
before setting up the IPsec.

For instructions on how to input the password, refer to the following section in the MFP Management Guide.
Chapter 2 “SETTING ITEMS (ADMIN)” - “Setting Network Functions” - “Decrypting the user certificate”

~N O
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U Deleting an imported IPsec certificate

You cannot delete an IPsec certificate being used.

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Security] menu and [Certificate Management] submenu.

Logout
S—
Device | Joh Status ‘ Logs Registration Counter User Management Administration
Setup | f_*g:emjljj_i\ | Maintenance | Renistration

Security L%

Adthentication | Certificate Mngemem | Passwaord Palicy

2

The Certificate Management page is displayed.
4 Click [Delete] for [Import] under [Device Certificate].

Device Certificate

@ seltsigned cerificate Installed

@ Import certuser! pfi
Upload

@) BCEP(AUtomatic) Mat Installed

CA Server Address (Primary)

CA Server Address (Secondary)

MFP's Address in Common Mame in the Certificate P Address ~
Timeout : 10 Second(s) (1-120)

CA Challenge
(note: Ifsuccessful adds CA cerificate automatically)
Signature Algaorithm @ 5HA1

© MDs
Poll Interval: 1 Minute  ~
Maximum Poll Duration: 8 Hours x

Reguest || D¢
The confirmation dialog box appears.

If no IPsec certificate has been imported, you cannot delete it.

5 Click [OK].

Windows Internet Explorer =)

9 Are you sure?
OKI [ cance |

"\
The IPsec certificate is deleted.

6 Click [Save] on the [Certificate Management] submenu.
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O Installing IPsec certificate automatically

1 Start TopAccess access policy mode.

P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess e-ling
Logout
Device | Joh Status ‘ Registration Courter Liser Management Administration
Setup | ’:ﬁflﬁijﬁk | Maintenance | Renistration
Security l% 1
Authentication | Certificate Managemen.' | Password Policy
2

The Certificate Management page is displayed.

4 Enter the following items for [SCEP (Automatic)] under [Device Certificate] and click

[Request].
Device Certificate
@ seltsigned cerificate Installed
Create | Export
© Impont Mot Installed
Browse
Upload |

@) SCEP{Automatic)

Mot Installed
CA Server Address (Primany) © 10.10.70.111

CA Server Address (Secondang ¢ 101070121
MFP's Address in Commaon Mame in the Certificate
Timeout : 30

CA Challenge
(note: If successful adds CA certificate automatically)
Signature Algorithm @ SHA1

Fall Interval: 1 Minute =

Maxirmum Fall Duration: 8 Hours =

IP Address

Second(s) (1-120)

@ MDa

fif| D e

W

CA Server Address (Primary)

Enter the IP address or FQDN of the CA server. You can enter up to 128 characters.

CA Server Address (Secondary)

Enter the IP address or FQDN of the CA server. You can enter up to 128 characters.

MFP's Address in Common
Name in the Certificate

Select whether to use the IP address or FQDN as the address of this equipment to be
entered in the [Common Name] box of the certificate.

Timeout

Enter a timeout period for quitting communication when no response is received from the
CA server.

CA Challenge

Enter the CA challenge.

Signature Algorithm

Select SHA1 or MD5 as the signature algorithm.

Poll Interval

Specify the polling interval.

Maximum Poll Duration

Specify the polling duration.

* If FQDN is used in [CA Server address], you need to configure a DNS server and enable DNS settings.
» If[FQDN] is selected in [MFP’s Address in Common Name in the Certificate], the IP address of this
equipment must be registered in the DNS server.

The IPsec certificate is installed.

A CA certificate is installed automatically as well as an IPsec certificate. If a CA certificate is already installed,
delete the existing one by clicking [DELETE] of SCEP in [Certificate for IP SEC]. Then click [Request] to install a

new CA certificate

5 Click [Save] on the [Certificate Management] submenu.
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U Deleting IPsec certificate installed automatically

You cannot delete an IPsec certificate being used.

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

]bo mss e-Filing
Logout
Device | Joh Status ‘ Logs Registration Counter User Management Administration
Sefup. | Security | Maintenance I Registration
Security
Adthentication | Certificate Managemens | Passward Policy
[%z

The Certificate Management page is displayed.
4 Select [SCEP (Automatic)] for [Device Certificate] and click [Delete].

Device Certificate

@ selfsigned certificate Installed

| Create || Export

© Import Mot Installed
Upload elei

| SCEP{Automatic) certuser!.pfic
k CA Server Address (Primary © 192.168.1.1

CA Server Address (Secondany  192.168.10.1
WFP's Address in Commaon Name in the Certificate - IP Address
Timeaout : 10 Second(s) (1-120)
CA Challenge :
(note: If successiul adds CA certificate automatically)
Signature Algarithm @ SHA1
© MDs
Poll Interval: 1 Minute

Maximurn Poll Duration: 8 Hours =

Reguest ‘W
N2

The confirmation dialog box appears.

* A CA certificate already installed automatically will be deleted as well as the server certificate.
* Deleting is disabled when no server certificate has been installed automatically.

5 Click [OK].

Windows Internet Explorer ==

9 Are you sure?
OK' | conce |

4\
The IPsec certificate is deleted.

6 Click [Save] on the [Certificate Management] submenu.
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H Installing a device certificate

To enable SSL for HTTP setting, FTP server setting, IPP Print Service and Web Services Print, you must install a device
certificate for each.

To install these device certificates, you need to create a self-signed certificate, install them from an authentication agency
or the CA server. You can also install them automatically from the CA server using SCEP.

P.275 “Creating/exporting a self-signed certificate”

| P.277 “Installing an imported device certificate”

P.278 “Deleting an imported device certificate”

P.279 “Installing a device certificate automatically”

P.280 “Deleting a device certificate installed automatically”

Tip
When you want to enable SSL for HTTP setting, FTP Server, IPP Print, and Web Service Print Service, the certificates
required to install to the equipment and the client PC are as follows:

Use SSL for... Required Certificate for this equipment Required Certificate for Client PC
Device Certificate CA Certificate | Self-signed Client CA
Self-signed Device certificates Certificate Certificate Certificate
Certificate installed from
authentication agency
| CA server
HTTP, FTP, IPP | Required - - (Required)2 - -
Print™ : e
- Required - - - (Required)
Web Service - Required Required - Required Required
Print Required - - Required - -

*1 In the HTTP Network Service, FTP Server, and IPP Print, if you create a self-signed certificate for the equipment, you need to install the
self-signed certificate to the client PC. If you select to install an imported device certificate to the equipment, also install the CA certificate
to the client PC.

*2 For Windows Vista/XP/2000, you can enable SSL by installing certificates only in the equipment. In this case, the following message
appears when you operate the system. Select the specified item.

"There is a problem with this website's security certificate” appears. If you are using Windows Vista, select [Continue to this website (not
recommended)].

"The security certificate presented by this website was issued by a company you have not chosen to trust. Do you want to proceed?"
appears if you are using Windows XP/2000. Select [Yes].

If you want to further enhance the security, install certificates also in the client PC.

P.283 “Installing CA certificate”

When you install the User Certificate in this equipment, it is recommended to connect this equipment and a client
computer using a crossing cable for ensuring security.
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U Creating/exporting a self-signed certificate

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

Logout
—
Device | Joh Status ‘ Logs Registration Courtsr User Management Administration
Setuy | Security | Maintenance | Registration
Security

Authentication | Certificate Mngemem | Password Policy

2

The Certificate Management page is displayed.

4 Select [self-signed certificate] under [Device Certificate] and click [Create].

Device Certificate

@ selfsigned cerificate Installed

1

ey et
O It Mot Ins k

(s oo+

(@ SCEP(Automatic) Mot Installed

Browise

CA Semer Address (Primany : 10.10.70.111

CA Serer Address (Secondan) ¢ 10.10.70.121

WFP's Address in Common Name in the Certificate - IP Address ~
Timeout : 30 Second(s) (1-120)

CA Challenge
(note: If successiul adds CA certificate automatically)
Signature Algarithm @ SHAI

© mMDs

Eoll ntergal: 1 Minute >

The Create self-signed certificate page is displayed.

5 Enter the following items and click [Save].

Create self-signed certificate
CnuPZmn MName JP

State or Province Name Tokyo

Locality Mame abedefghijkim

Qrganization Name ABCDEFG CORPORATION
Qrganizational Unit Name ABCDEFG Dept.

Commaon Mame 10.10.70.121

Ermnail Address Usedd1@example. com
walidity Period 36 month{s){1-99)

You can set the following in this page.
[ P.263 “[Create self-signed certificate] screen”

@ Click [OKI.

Windows Internet Explorer ==

9 Are you sure?
oK | concel

4\)
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7 A self-signed certificate is created. Click the [Export] button if you are exporting.

Device Certificate

@ seltsigned certificate Installed

@ Import Mot Installed

Upload || Dieletr

() SCEP{Automatic) Mot Installed

Browse

CA Server Address (Primany) - 1010700111

CA Server Address (Secondang ¢ 101070121

MFP's Address in Common MName in the Certificate = |P* Address ~
Timeout : 30 Second(s) (1-1200

CA Challenge
(note: Ifsuccessful adds CA cerificate automatically)
Signature Algarithm @ SHA1

© MDs

Poll Intenral- 1 Minute >

8 Right-click the link for the file name of the certificate to be exported, and then select
[Save Target As].

Export self-signed certificate

{pem format)

Open

Open in New Window
Save Target As.. ‘A v E100%
Print Target |:§z

Capy Shortcut

EF Blog with Windows Live
S E-mail with Windows Live
a%, Translate with Bing

All Acceleratars 4
Add to Favorites...

Append Link Target to Existing PDF
Append to Existing PDF
Convert Link Target to Adobe PDF
Convert to Adabe PDF

Properties

The [Save As] dialog box appears.
9 Specify a directory to which the certificate is to be saved and then click [Save].

Save As
= |
@Uv\ « work folder » Certificate + | 2 || search P

Organize + %3 Views ~ [ New Folder

Name Date modif.. Type Size Tags

B Desktop This folder is empty.

5| Recent Places
M Computer

[E| Documents

B Pictures
B Music
More »
Folders A
File name: | [ ERUIBIFINES N
Save a5 type: | Security Certificate -
~ Hide Folders Save N] [ Cancel |
R
3

10 Click [Save] on the [Certificate Management] submenu.
Tip

You can improve the security level of a client computer by installing the exported certificate into the computer.
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Then you can enable SSL for the following network settings.
P.156 “Setting up HTTP Network Service”

P.162 “Setting up FTP Server”

P.167 “Setting up Web Services Setting”

P.204 “Setting up IPP Print”

O Installing an imported device certificate

1 Start TopAccess access policy mode.
3 P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess efiling
Logout
—
Device | Joh Status ‘ Logs Registration Counter User Management Administration
Setup | f}’:‘]s"_lTuk | Maintenance | Reqgistration
Security
Authentication | Certificate Managemeny | Password Policy
%2

The Certificate Management page is displayed. n

4 Click [Browse] of [Import] in [Device Certificate] to select a device certificate file, and
then click [Upload].

Security

Authentication | Certificate Management | Password Policy
Device Certificate

@ seltsigned cerificate Installed

© Import Mot Installed

F \Users\Usevﬂm\Deakmp\Chem_ZE

Ca Server afress (Primany - 10010700111

@ BCEP(Automatic)

C4 Server Address (Secondany - 10.10.70.121
MFP's Address in Common Mame inthe Certificate © P Address ~
Timeout - 30 Second(s) (1-120)

CA Challenge
(note: Ifsuccessful adds CA cerificate automatically)
Signature Algarithm @) SHA1
© MDs
Poll Interval: 1 Minute -

Maximum Poll Duration: 8 Hours -

The alert message dialog box appears.

5 Click [OK].

Windows Internet Explorer ==

1. Plesse input password before saving netwark settings

The device certificate is imported.
Tip

This alert message shows that you must enter a password on the control panel of this equipment after you
installed the device certificate. The certificate cannot be used unless you enter a password.

6 Click [Save] on the [Certificate Management] submenu.
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7 Before enabling SSL, you must input the password for the imported device certificate
from the control panel of the equipment.

For instructions on how to input the password, refer to the following section in the MFP Management Guide.
Chapter 2 “SETTING ITEMS (ADMIN)” - “Setting Network Functions” - “Decrypting the user certificate”

8 Then you can enable SSL for the following network settings.
P.156 “Setting up HTTP Network Service”
P.162 “Setting up FTP Server”
P.167 “Setting up Web Services Setting”
P.204 “Setting up IPP Print”

U Deleting an imported device certificate

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess eFiling
Logout
S
Device | ok Status ‘ Logs Registration Courter Liser Management Administration
Setup | Lf’(f-@ljﬁijk | Maintenance | Renistration
Security
Authentication | Certificate Mgnagement | Password Policy
lkz

The Certificate Management page is displayed.
4 Click [Delete] of [Import] in [Device Certificate].

Device Certificate

@ seltsigned certificate Installed
CEoETa

@ Import certuser! pfi
Upload

@) SCEP{Automatic) Mot Installed

CA Server Address (Primary)
CA Server Address (Secandary)
MFP's Address in Common Mame in the Certificate = |P* Address ~
Timeout : 10 Second(s) (1-120)
CA Challenge
(note: If successful adds CA certificate automatically)
Signature Algarithm @ SHA1
© MDs
Poll Interval: 1 Minute  ~

Maximurm Foll Duration: 8 Hours b

Reguest | Delete

The confirmation dialog box appears.

If no device certificate has been imported, you cannot delete it.

5 Click [OK].

Windows Internet Explorer ==

9 Are you sure?

[ ok [ | [ cancer |
[4\)
The device certificate is deleted.

6 Click [Save] on the [Certificate Management] submenu.
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U Installing a device certificate automatically

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess e-ling
Logout
—
Device | Joh Status ‘ Logs Registration Courter Liser Management Administration
Setup | C;gamq\ | Maintenance | Renistration
Security
Authentication | Certificate Managemeny | Password Policy
[kz

The Certificate Management page is displayed.
4 Enter the following items in [SCEP(Automatic)] of [Device Certificate], and then click

[Request].
Device Certificate
@ seltsigned certificate Installed
@ Import Mot Installed
Browse
Upload | Delete

O SCEP(Automatic) Mot Installed

CA Server Address (Primany) - 1010700111
CA Server Address (Secondang ¢ 101070121
MFP's Address in Common MName in the Certificate = |P* Address ~
Timeaut : 30 Second(s) (1-120)
CAChallenge
(note: If successful adds CA cerificate automatically)
Signature Algarithm @ SHAT

© MDs

Poll Interval: 1 Minute
Maximum Poll Duration: 8 Hours hd
é RegﬁesL Delete [;g 1

W2

CA Server Address (Primary)

Enter the IP address or FQDN of the CA server. You can enter up to 128 characters.

CA Server Address (Secondary)

Enter the IP address or FQDN of the CA server. You can enter up to 128 characters.

MFP's Address in Common
Name in the Certificate

Select whether to use the IP address or FQDN as the address of this equipment to be
entered in the [Common Name] box of the certificate.

Timeout Enter a timeout period for quitting communication when no response is received from the
CA server.
CA Challenge Enter the CA challenge.

Signature Algorithm

Select SHA1 or MD5 as the signature algorithm.

Poll Interval

Specify the polling interval.

Maximum Poll Duration

Specify the polling duration.

* If FQDN is used in [CA Server address], you need to configure a DNS server and enable DNS settings.
» If[FQDN] is selected in [MFP’s Address in Common Name in the Certificate], the IP address of this
equipment must be registered in the DNS server.

A device certificate is installed.

A CA certificate is installed automatically as well as a device certificate. If a CA certificate is already installed,
delete the existing one by clicking [DELETE] of SCEP in [Device Certificate]. Then click [Request] to install a

new CA certificate.

5 Click [Save] on the [Certificate Management] submenu.
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Then you can enable SSL for the following network settings.
£ P.149 “Setting up LDAP Session”

() P.156 “Setting up HTTP Network Service”

1 P.157 “Setting up SMTP Client”

L P.160 “Setting up POP3 Network Service”

3 P.162 “Setting up FTP Server”

£l P.167 “Setting up Web Services Setting”

P.204 “Setting up IPP Print”

U Deleting a device certificate installed automatically

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess e-ling
Logout
S
Device | Joh Status ‘ Logs Registration Courter Liser Management Administration
Setup | ’:ﬁ(lﬂﬁ"\ | Maintenance | Renistration
Security
Adthentication | Certificate Managemen | Passward Policy
%2

The Certificate Management page is displayed.
4 Select [SCEP(Automatic)] in [Device Certificate], and then click [Delete].

Device Certificate

@ selfsigned certificate Installed

© Import Mot Installed
Z
| SCEP{Automatic) certuser!.pfic
k1 CA Server Address (Primary © 192.168.1.1

CA Server Address (Secondany  192.168.10.1
WFP's Address in Commaon Name in the Certificate - IP Address
Timeaout : 10 Second(s) (1-120)
CA Challenge :
(note: If successiul adds CA certificate automatically)
Signature Algarithm @ SHA1
© MDs
Poll Interval: 1 Minute

Maximurn Poll Duration: 8 Hours =

Reguest ‘W
N2

The confirmation dialog box appears.

* A CA certificate already installed automatically will be deleted as well as the device certificate.
» Deleting is disabled when no device certificate has been installed automatically.

5 Click [OK].

Windows Internet Explorer =)

9 Are you sure?
oK r [ cance |

4\
The device certificate is deleted.

6 Click [Save] on the [Certificate Management] submenu.
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H Creating/Exporting a client certificate

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess

eFiling
Logout
Device | Joh Status ‘ Logs Registration Liser Management Administration
Setup | ﬁ{:m]jj)k | Maintenance | Renistration
Security l%1
Authentication | Certificate Managemens | Password Policy
2

The Certificate Management page is displayed.
4 Click [Create] under [Client Certificate].

Client Certificate
Mot Created
Certificate Setting k
Signature Algarithm HAT -

Public Key © RSAID24 -

The Create Client Certificate page is displayed.

5 Enter the following items and click [Save].

Create Client Certificate

Cour 2g|nn MName JP
State or Province Name Tokyo

Locality Mame abedefghijkim

ABCDEFG CORPORATION
ABCDEFG Dept.
10.10.70.121

walidity Period 36

Organization Name
Organizational Unit Name

Commaon Mame

rmonth{s)(1-39)

Password

You can set the following in this page.
P.264 “[Create Client Certificate] screen”

@ Click [OKI.

Windows Internet Explorer ==

9 Are you sure?
oK | concel

4\)
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Right-click the link for the file name of the certificate to be exported, and then select
[Save Target As].

Security | open
Open in New Tab

Authentication | Certificate Management | Password Po|
Open in New Windaw

Save Target As... %

Print Target

© BCEPAUImatc) Mt Instal
CA Serve| Copy Shortcut
Ch Serve|
MFP's d) €3 Blag with Windows Live P Address =

Tirmeout | (7 E-mail with Windows Live

Cachale B Transate with Bing
frote s All Acceleratars >
Blgnature  Add to Favarites...

| Append Link Target to Existing PDF
Poll Intery

| Append to Existing PDF
MaMimuM  Convert Link Target to Adobe PDF

Redues Convert to Adobe PDF

Properties

Client Certificate

i‘lieulkito

The [Save As] dialog box appears.

Tip
If you have not installed a client certificate, enter the password in [Password] and click [Create] to create a
certificate.
8 Specify a directory to which the certificate is to be saved and then click [Save].

Save As
AT - - ]
G‘\U)v‘ | < work_folder » Certificate ~ [ 43| searcn L

Organize ~ G5 B New Folder

Name Date modif... Type Size Tags

B Desktop This folder is empty.

& Recent Places
/8 Computer

[l Documents

B Pictures
B Music
More »
Folders ~
IRl 1005712774 cert.crl -
Save as type: [ Security Certificate -
~ Hide Folders Save [ Cancel |
A
N

9 Click [Save] on the [Certificate Management] submenu.

Tip

You can improve the security level of a client computer by installing the exported certificate into the computer.
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H Installing CA certificate

When you want to enable SSL and verify with a CA certificate for the SMTP Client, POP3 Network Service, FTP Client, or
Directory Service, you must install the CA certificate. You can install up to 10 CA certificates in this equipment.

P.283 “Installing CA certificate”

P.284 “Deleting CA certificate”

Tips

* You can follow the same procedure to install the CA certificate for IEEE 802.1X authentication with a RADIUS
server through a wired LAN or the optional wireless module.

* A CA certificate installed using SCEP for device certificates or IPsec certificates will not be counted into the number
of registrations. They can be registered separately.

U Installing CA certificate

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess eFiling
Logout
S
Device | ok Status ‘ Logs Registration Courter Liser Management Administration
Setup | "-Eff-@ﬂﬁjj_k | Maintenance | Renistration
Security L% 1
Authentication | Certificate Managemens'| Password Policy
2

The Certificate Management page is displayed.

4 Select the encryption of CA certificate and click [Browse] to select a CA certificate file.
Then click [Upload].

CA certificate

@ CA Cedificate(PEM)

() CAcertificate (DER)Y

Certificate Files

The CA certificate is installed.
5 Click [Save] on the [Certificate management] submenu.

6 Then you can enable SSL by selecting [Verify with imported CA certification(s)] for the
following network settings.
3 P.157 “Setting up SMTP Client”
P.160 “Setting up POP3 Network Service”
3 P.161 “Setting up FTP Client”
[ P.293 “Directory Service settings”
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U Deleting CA certificate

Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Security] menu and [Certificate Management] submenu.

TobAccess il
Logout
S
Device | ol Status ‘ Logs Feeistr ation Courter Liser Management Administration
Setup | ﬁ{:m]jj« | Maintenance | Renistration
Security L% 1
Authentication | Certificate Managemens | Password Policy
2

The Certificate Management page is displayed.

Select the CA certificate file that you want to delete in the [Certificate Files] list, and
click [Delete].

@ CA Certificate(PEM) Browse.. |

() CAcertificate (DER)Y

=

Certificate Files
9 [ 157.c8.73250.0n |

1
The confirmation dialog box appears.
B Click [OK].

Windows Internet Explorer =)

9 Are you sure?
oK [ [ cance |

\)
The CA certificate is deleted.

N

6 Click [Save] on the [Certificate Management] submenu.
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[Maintenance] Item list

Tip
Users who are granted administrator privileges in access policy mode can access the [Maintenance] menu from the
[Administration] tab.

See the following pages for how to access it:
P.22 “Access policy mode”

P.285 “Upload Software settings”
P.286 “Remove Software settings”
P.286 “Create Clone File settings”
P.288 “Install Clone File settings”
P.289 “Import settings”

P.291 “Export settings”

P.292 “Delete Files settings”
P.293 “Directory Service settings”
P.295 “Notification settings”

P.298 “Languages settings”

3 P.300 “System Updates settings”
P.300 “Reboot settings”

H Upload Software settings

You can update client software embedded in your equipment. Users can download client software on their computers

using the TopAccess [Install Software] link. n

Tip

The [Upload Software] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Maintenance] menu:

P.22 “Access policy mode”

P.285 “[Maintenance] Item list”

Maintenance
Upload Software | Remove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Service |
You can upload client software to the controller. This allows end-users to install the software into
their system from the TopAccess "Install Software” link , located atthe bottorn ofthe TopAccess page.
1 s | pload Files Driver Files -
The following are the required files
2 ———[ Upload
InstallClient! .exe
Item name Description
1 | Upload Files Select the software you want to upload to the equipment.

* Driver Files — Select this to upload the setup files.

* Macintosh PPD Files — Select this to upload the PPD file which is used by Mac OS X
10.4 or later. In addition, select this to upload the plug-in files used for Mac OS X 10.4 or
later.

* Unix Filters — Select this to upload the tar files that contain filters for each UNIX
workstation.

[OK] button — Confirms the selected software.

Tip
See the following for how to obtain and upload software.
1 P.302 “Uploading the client software”

[Upload] button Uploads the browsed setting file.

InstallClient1.exe browse box Browses the setting file to be uploaded.

[Maintenance] Item list 285



Hl Remove Software settings
You can delete the software uploaded to the equipment.
Tip
The [Remove Software] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.

See the following pages for how to access it and information on the [Maintenance] menu:
P.22 “Access policy mode”

P.285 “[Maintenance] ltem list”

Maintenance

Upload Software | Remove Software | Create Clone File | Install Clone File | lmport | Export | Delete Files | Directors Senice |

1 —| [elete

File:z: Size
2 o

Driver Files 0(KE)

<

[ |unix Fiters 0(KE)
o

Macirtosh PPD Files 0 (KB)

Item name Description

1 | [Delete] button Deletes the selected software.

Select and click the software to be deleted from the software list.

2 | Software list Displays a list of software uploaded to your equipment.

Select the software files you want to delete.

H Create Clone File settings

You can create a clone file of the environment on your equipment.
You can implement a cloned environment by installing the created clone file on another equipment.

Tip

The [Create Clone File] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.

See the following pages for how to access it and information on the [Maintenance] menu:
P.22 “Access policy mode”

P.285 “[Maintenance] ltem list”

P.287 “Setting up Clone File”
P.287 “Setting up Category Setting”

Maintenance

Upload Sofware | Remnove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Servic

“ou can create Clone File to configure other Machine with same settings,
Tocreate Clone File, select data category and press "Create” button

1 — Create

Item name Description

1 | [Create] button

Creates the clone file of the category selected in the category setting.
When you click this button, a screen is displayed to set a password on the clone file.
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0 Setting up Clone File

Clone File
1 —Device Mame Mot Created
2 ——OpiET MOde]
3 —ErSi0N
4 —ate Created
Item name Description
1 | Device Name Displays the device name of the created clone file.
Click the device name to download the clone file.
Copier Model Displays the copier model of the created clone file.
Version Displays the system ROM version of the created clone file.
Date Created Displays the created date of the clone file.

0 Setting up Category Setting

Select the category for the clone file.

Category Setting
1 —_— Security
(Security Level, Secure Erase, Self Test, Encryption, Authentication)
2 =] Default Settings
(General, Copy, Scan, Fay, iFax, Email, Save as File, Printer, Motificartion, Log Settings, E¥WB Settings)
3 ——] User Management
(User, Group, Role, Quota, Cepartment Code, Menu with TemplateiAddress Book)
4 =] NetworkPrint Service
(Metwork Settings, Print Service, WirelessLAN, Bluetoath, Directary Service)
5 =11 Address Book
6 | Address Book + Template + Mail Boxes
Item name Description
1 | Security Includes security level, secure erase, self test, encryption, and authentication settings in the
clone file.
2 | Default Settings Includes the general, copy, scan, fax, ifax, E-mail, save as file, printer, notification, log
settings, and EWB settings in the clone file.
3 | User Management Includes the user, group, role, quota, department code, and my menu with template/address
book in the clone file.
4 | Network/Print Service Includes network settings, print service, wireless LAN, Bluetooth, and directory service
settings in the clone file.
Address Book Includes the address book in the clone file.
Address Book + Template + Mail Includes the address book, template, and mail boxes in the clone file.
Boxes
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H Install Clone File settings

You can install the created clone file.
You can implement a cloned environment by installing the clone file created on another equipment.

Tip

The [Install Clone File] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Maintenance] menu:

P.22 “Access policy mode”

P.285 “[Maintenance] Item list”

P.288 “Setting up File Upload”
P.288 “Setting up Clone File Information”
P.289 “Setting up Setting data included in Clone File”

Maintenance
Upload Software | Remove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Servicel

You can reconfigure Machine setting by installing Clone File,
To install Clone File, you need to upload Clone File at first.

Item name Description

1 | [Install] button Installs the selected clone file.

When you click this button, a dialog box is displayed to prompt you to enter the password
you specified when creating the clone file.

Q) Setting up File Upload

File Upload
2 |
Item name Description
1 | [Browse] button Select a clone file.
2 | [Upload] button Displays information on the selected clone file and what is included in the clone file.

0 Setting up Clone File Information

Clone File Information
1 e V21 C 2 M ENE Mot Uploaded
2 — 0 pigr Model
3 —ETSI0N
4 e [ 218 Created
Item name Description
1 | Device Name Displays the device name of the created clone file.
2 | Copier Model Displays the copier model of the created clone file.
3 | Version Displays the system ROM version of the created clone file.
4 | Date Created Displays the created date of the clone file.
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0 Setting up Setting data included in Clone File

Setting data included in Clone File
1 e 32 Ui MNane
2 — e T Settings MNone
3 — ) Er Management MNone
4 s [ et P FINE S rviCE Mane
5 ————+~ddress Aonk Mone
— 00255 BOOk + Template + Mail Boxes  None
Item name Description
1 | Security Displays if security level, secure erase, self test, encryption, and authentication settings are
included.
2 | Default Settings Displays if the general, copy, scan, fax, ifax, E-mail, save as file, printer, notification, log
settings, and EWB settings are included.
3 | User Management Displays if the user, group, role, quota, department code, and my menu with template/
address book are included.
4 | Network/Print Service Displays if network settings, print service, wireless LAN, Bluetooth, and directory service
settings are included.
Address Book Displays if the address book is included.
Address Book + Template + Mail Displays if the address book, template, and MailBox are included.
Boxes
H Import settings

You can import address book data and department code information exported from another equipment.

Tip
The [Import] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Maintenance] menu:

P.22 “Access policy mode”
P.285 “[Maintenance] Item list”

P.289 “Setting up Address Book”

P.290 “Setting up MailBoxes”

P.290 “Setting up Template”

P.290 “Setting up Combined (Template + Address Book + MailBoxes)”

Before importing data, check that there are no jobs being processed, and there are no private jobs, scheduled jobs, or
test print jobs. You cannot import data if there are these jobs. If import is taking too long, try importing data after your
equipment has entered sleep mode.

0 Setting up Address Book

Address Book
1 ———lmport Methind: © Addition @ Owerwrite
2 ——Fi|e Marme Import
Item name Description
1 | Import Method Specify the import method of the address book.

Addition — Select this to append the imported information to the existing data.
Overwrite — Select this to replace the existing data with the imported information.

2 | File Name Select the address book file to be imported.
[Browse] button — Allows you to select the address book file.
[Import] button — Imports the selected address book file.
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0 Setting up MailBoxes

MailBoxes

1 =——File Name

Browse Import

Item name

Description

1 File Name

Select the mailbox file to be imported.
[Browse] button — Allows you to select the mailbox file.
[Import] button — Imports the selected mailbox file.

0 Setting up Template

Template
1 —— importMethod : O Addition @ Overarite
2 — File Hame [ Browse.. Impart
Item name Description

1 Import Method

Specify the import method of the template.
Addition — Select this to append the imported information to the existing data.
Overwrite — Select this to replace the existing data with the imported information.

2 | File Name

Select the template file to be imported.
[Browse] button — Allows you to select the template file.
[Import] button — Imports the selected template file.

0 Setting up Combined (Template + Address Book + MailBoxes)

1 s F |2 MaiTE

Combined({Template + Address Book + MailBoxes)

e

Item name

Description

1 File Name

Select the combined (template + address book + mailboxes) file to be imported.
[Browse] button — Allows you to select the combined file.
[Import] button — Imports the selected combined file.
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H Export settings

You can export the address book, mailboxes, templates and so on.

Tip
The [Export] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Maintenance] menu:

P.22 “Access policy mode”
P.285 “[Maintenance] ltem list”

P.291 “Setting up Address Book”

P.291 “Setting up MailBoxes”

P.292 “Setting up Template”

P.292 “Setting up Combined (Template + Address Book + MailBoxes)”

0 Setting up Address Book

Address Book
1 =————File Name ADDR 110118.c5v
2 ——FisGizs 1575
3 ——ate Created TUE JAM 18 13:43:14 2011
4 e Export Data Format @ CSv @ XML
5 | Create Mew File |
Item name Description
1 | File Name Displays the file name of the created export files.
Click a file name to download.
File Size Displays the file size of the created export files.
Date Created Displays the created date of the export files.
4 | Export Data Format Select the file format of the export file.

CSV — Select this to create the file in the CSV format.
XML — Select this to create the file in the XML format.

5 | [Create New File] button Creates the export file.

0 Setting up MailBoxes

MailBoxes
1 = File Mame Mot Created
2 ——Fiesize
3 — Date Created
| Create New File
Item name Description
1 | File Name Displays the file name of the created export files.
Click a file name to download.
File Size Displays the file size of the created export files.
Date Created Displays the created date of the export files.
4 | [Create New File] button Creates the export file.
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0 Setting up Template

Template
1 = FileMame Mot Created
2 File Size
3 — Date Created
4 1 Create Mew File
Item name Description

1 File Name

Displays the file name of the created export files.
Click a file name to download.

File Size

Displays the file size of the created export files.

Date Created

Displays the created date of the export files.

4 | [Create New File] button

Creates the export file.

0 Setting up Combined (Template + Address Book + MailBoxes)

Combined{Template + Address Book + MailBoxes)
1 =————File Name Mot Created
2 e F il SizE
3 ———Date Created
1 Create New File
Item name Description

1 File Name

Displays the file name of the created export files.
Click a file name to download.

File Size

Displays the file size of the created export files.

Date Created

Displays the created date of the export files.

4 | [Create New File] button

Creates the export file.

H Delete Files settings

You can delete information such as scanned data, transmission data, and reception data that are stored in the local folder
using the Save as file function. It is recommended to delete the stored data periodically to maintain the hard disk.

Tip

The [Delete Files] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.

See the following pages for how to access it and information on the [Maintenance] menu:
P.22 “Access policy mode”

P.285 “[Maintenance] Item list”

Maintenance
Upload Software | Remove Software | Create Clone File | Install Clone File | lmnort | Export | Delete Files | Directory Service |
Delete Files
Stored Data [+ |Deta Type Dta Size Remarks ‘
1 [7] |hared Fie 0(KE)
2 Shared File 0(KE)
3 sption [7] |shared Fiie 0(kB)
Item name Description
1 | Scan

Deletes all scan data stored in the shared folder.

Transmission

Deletes all fax/ifax transmission data stored in the shared folder.

Reception

Deletes all fax/ifax reception data and mailbox/fax/ifax forwarding data in the shared folder.
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H Directory Service settings

You can register the directory service properties of the LDAP (Lightweight Directory Access Protocol) server. When a new
directory service is added, the users can search destinations using the LDAP server.

Tip

The [Directory Service] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Maintenance] menu:

P.22 “Access policy mode”

P.285 “[Maintenance] Item list”

TonAccess &£lling
Logout
Device Jok Status Logs Resistration Caunter User Mansgement Administration

Maintenance

Maintenance

Upload Software | Remove Software | Create Clone File | Install Clane File | Import | Expod | Celete Files | Directory Service | notification | Lanquanes | System Updates | Reboot

n

1 — )
2 Defautt Server |Directory Service Mame: | Server P Address Search Base
® MFP LOCAL localhost OC= - DC=com
@ LDAP serverDl 19216811
LDAP server02 192168101
LDAP server(3 192168.100.1
Item name Description
1 | [New] button Registers the LDAP server that provides a directory service.
P.293 “[Directory Service Properties] screen”
2 | Directory Service List Displays a list of registered LDAP servers.
You can edit the registered details by clicking a directory service name.
[ P.293 “[Directory Service Properties] screen”

U [Directory Service Properties] screen

You can display this screen by clicking a directory service name in the directly service list or the [New] button.

Directory Service Properties Directory senice List
*Reguired
1 — *Directory Service Name LOAP semerd|
2 ——— “cener P Addess 192.189.1.1
3 — POt MUmber 389
4 —— A UtHERTCETION Auto -
5 — Search Base
6 — User Mame
7 — Pagsword
8 = Search Timeout 1 -
Q —— EnablessL Disable -
10 SSL Port Number 636
Item name Description
1 | Directory Service Name Enter the directory service name to identify the directory service. You can enter up to 64
alphanumerical characters and symbols.
2 | Server IP Address Enter the IP address or FQDN of the LDAP server. You can enter up to 128 alphanumerical
characters and symbols.
3 | Port Number Enter the port number to access the LDAP server. You can enter a value in the range from 1
to 65535. Generally the default value “389” is used to access the LDAP server without SSL.
When the SSL is required, generally the “636” port is used to access the LDAP server.
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Item name Description
4 | Authentication Select the SASL authentication protocol. If you do not know the authentication type, select
[Auto].
* Auto — Select this to access the LDAP server using the appropriate authentication that
this equipment detects.
* Kerberos — Select this to access the LDAP server using the Kerberos authentication.
* Digest-MD5 — Select this to access the LDAP server using the Digest-MD5
authentication.
* CRAM-MD5 — Select this to access the LDAP server using the CRAM-MD5
authentication.
* Login — Select this to access the LDAP server using the login authentication.
* Plain — Select this to access the LDAP server using the plain authentication.
* Simple Bind — Select this to access the LDAP server using the Simple Bind
authentication.
5 | Search Base Enter the search base. When you configure the Active Directory in Windows server, make
sure to enter this option. You can enter up to 256 alphanumerical characters and symbols.
6 | User Name Enter the log-in user name if a user name is required to access the directory service. You
can enter up to 256 alphanumerical characters and symbols.
7 | Password Enter the password if required to access the directory service. You can enter up to 32
alphanumerical characters and symbols.
8 | Search Timeout Select the timeout period for quitting communication when no response is received from the
LDAP server. Specify within the range from 1 to 5. “1” is set as the default.
9 | Enable SSL Select whether the SSL (Secure Sockets Layer) is enabled or disabled for communicating
the LDAP directory service.
* Disable — Select this to disable the SSL for communicating the LDAP directory service.
* Verify with imported CA certification(s) — Select this to enable the SSL using the
imported CA certificate.
* Accept all certificates without CA — Select this to enable the SSL without using
imported CA certificate.
* When [Verify with imported CA certification(s)] is selected, you must import the CA certificate in this equipment.
L1 P.269 “[Security] How to Set and How to Operate”
* |f at least one of the registered LDAP directory services requires the SSL, you must enable the [Enable SSL] option. When
the [Enable SSL] option is enabled, this equipment will connect the registered LDAP directory services using SSL first.
Then if the connection fails using SSL, this will connect to the registered LDAP directory service without using SSL.
Therefore, even if you enable the [Enable SSL] option, this equipment can also connect to an LDAP directory service that
does not require the SSL.
* Not all operating systems support SSL for all protocols.
10 | SSL Port Number Enter the port number to access the LDAP server using SSL. You can enter a value in the

range from 1 to 65535. Generally the default value “636” is used.
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H Notification settings

You can receive information on your equipment by E-mail.
Tip
The [Notification] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Maintenance] menu:

P.22 “Access policy mode”
P.285 “[Maintenance] ltem list”

P.295 “Setting up Email Setting”
P.296 “Setting up System Message Notification Events”
P.297 “Setting up Job Notification Events”

Maintenance
Upload Software | Remove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Service

1 — ]

Notification Setting
Email Setting

[7] motify administratar at Email Address 1
[7] motify administratar at Email Address 2
[T Matify administrator at Email Address 2

Item name Description

1 | [Save] button Stores settings for transmitting the report to the registered E-mail address.

0 Setting up Email Setting

Notification Setting
Email Setting

1 —— Notify administrator at Ernail Address 1
2 — 1 Motify administrator &t Email Address 2
3 =] Motify administratar at Email Address 3

Item name Description
1 | Notify administrator at Email Register E-mail addresses for administrators who receive the notification.
Address 1 The notification is sent to the selected administrators by E-mail.
2 | Notify administrator at Email
Address 2
3 | Notify administrator at Email
Address 3
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0 Setting up System Message Notification Events

System Message Notification Events
1 — Device
Paper Jam
Drawer Out of Paper
|| Door/Drawer Cpen
Print Meeds Attention
Toner Empty
Used toner container is Full
| Power Status
HW Option Attachment History
2 = Maintenance
Change Seftings
Maintenance User Data
Exportimpart
Claning
Bystern Updates
Factory Default
Lag Full
3 e Netwiork
L_1Errar
4 — Security
Errar
Warning
Infarmation
5 Received F
Error
| |vWarning
Information
6 — Scan
Warning
Infarmation
7 — e-Filing
Wiaming
L Infarmation

You can select the events to be notified of.

Item name

Description

1 Device

Paper Jam — Select this to be notified of paper jams.

Drawer Out of Paper — Select this to be notified when you are out of paper.
Door/Drawer Open — Select this to be notified when a cover or drawer is open.

Print Needs Attention — Select this to be notified when a job is printed.

Toner Empty — Select this to be notified when a toner is empty.

Used toner container is Full — Select this to be notified when the waste toner box is full.
Power Status — Select this to be notified when the power source status changes such as a
power cut.

H/W Option Attachment History — Select this to be notified when a hardware option is
installed.

2 | Maintenance

Change Settings — Select this to be notified of setting changes.

Maintenance User Data — Select this to be notified when user information is edited.
Export/Import — Select this to be notified of an export or import.

Cloning — Select this to be notified when a clone is made.

System Updates — Select this to be notified of system updates.

Factory Default — Select this to be notified when the equipment is restored with the factory
default.

Log Full — Select this to be notified when the log has reached the maximum size.

3 | Network

Error — Select this to be notified of network errors.

4 | Security

Error — Select this to be notified of security errors.
Warning — Select this to be notified of security warnings.
Information — Select this to be notified of security information.

5 | Received Fax/InternetFax

Error — Select this to be notified of fax/Internet Fax reception errors.

Warning — Select this to be notified of the periodical deletion of received faxes and Internet
Faxes is successfully completed.

Information — Select this to be notified of the deletion of received faxes and Internet Faxes
by the [Delete Files] function under the [Maintenance] menu is successfully completed.

6 | Scan

Warning — Select this to be notified of the periodical deletion of scanned files is
successfully completed.

Information — Select this to be notified of the deletion of scanned files by the [Delete Files]
function under the [Maintenance] menu is successfully completed.
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Item name

Description

7 | e-Filing Warning — Select this to be notified when the available space in the e-Filing box is low or
the preservation period of documents in the e-Filing box is expiring soon.
Information — Select this to be notified when the e-Filing box is initialized.
Tip

Use the e-Filing box web utility and specify in the property screen for each box if you want to notify whether e-Filing box
operations are successfully completed. For information on how to set, see the e-Filing Guide.

0 Setting up Job Notification Events

Joh Notification Events

1 — SC AT

Send Email when an error oceurs
Send Email when job is completed
2 — Raceived FaxinternetFax

Send Email when an errar occurs
Send Email when job is completed
3 = Fax Receivedl Forward

Send Email when an error occurs
Send Email when job is completed
4 e InternetFAX Received Forward

Send Email when an error occurs
Send Email when job is completed

You can select jobs to be notified.

Item name

Description

1 | Scan

Send E-mail when an error occurs
Send E-mail when job is completed

2 | Received Fax/InternetFax

Send E-mail when an error occurs
Send E-mail when job is completed

3 | Fax Received Forward

Send E-mail when an error occurs
Send E-mail when job is completed

4 | InternetFAX Received Forward

Send E-mail when an error occurs
Send E-mail when job is completed
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H Languages settings

You can specify the language for the touch panel of your equipment.
Tip

The [Languages] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.

See the following pages for how to access it and information on the [Maintenance] menu:
P.22 “Access policy mode”

P.285 “[Maintenance] ltem list”

P.298 “Setting up Install Language Pack”
P.299 “Setting up Current Language Pack List”
P.299 “Setting up Default Setting for PanelUl”

Maintenance

Upload Software | Remove Software | Create Clone File | Install Glone File | Impart | Export | Delete Files | Directory Service | Notification | Languages |

1 ——n)

Item name Description

1 | [Save] button Saves the registered language.
0 Setting up Install Language Pack
Install Language Pack
1 ———Fils Name Import |

Item name Description

1 | File Name

Select the language pack file to be installed.
[Browse] button — Allows you to select the language pack file.
[Import] button — Imports the selected language pack file.
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0 Setting up Current Language Pack List

Displays a list of installed language packs. You can delete unnecessary language packs.

Current Language Pack List
1 e e [
2 Name version Date
3 English(LS) 01 SIJDD FH DEC 17 00:00:00 2010
D English(GE) 013.001 FH DEC 17 00:00:00 2010
4 : — U DEC 15 17:50:00 2010
D Frangais 018.001 THU DEC 15 17:55:00 2010
D Espafiol 018.001 THU DEC 15 17:55:00 2010
D taliano 018.001 THU DEC 15 17:56:00 2010
]j Dansk 018.0M THU DEC 15 17:58:00 2010
]j Suomi 018.001 THU DEC 15 18:05:00 2010
D Morsk 018.001 THU DEC 15 18:08:00 2010
D Swenska 018.001 THUDEC 15 1810:00 2010
D Nederlands 018.001 THUDEC 15 1812:00 2010
D Polski 018.001 THUDEC 15 1815:00 2010
D Pycormit 018.0M THUDEC 15 18:16:00 2010
BxiE 019.000 FRIDEC 17 00:00:00 2010
D faitk e 018.000 THU DEC 15 18:00:00 2010
Item name Description
1 | [Delete] button Select unnecessary language packs and click the [Delete] button to delete them.
Tip

You cannot delete [English(US)] or the language selected in [PanelUl Language].

Name Displays the name of the language pack.
Version Displays the version of the language pack.
Date Displays the installed date of the language pack.

U Setting up Default Setting for PanelUl

Select the display language for the touch panel.

Defaulk Setting for PanelUl
1 —— Panelll Language Engl]‘sh(L‘J“éj
2 ——— Panelll Kevhoard Layout QWER]VEl
Item name Description
1 | PanelUl Language Select the display language for the touch panel.
2 | PanelUl Keyboard Layout Select the panel keyboard layout displayed on the touch panel.
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H System Updates settings

You can update the system on your equipment.
Tip

The [System Updates] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Maintenance] menu:

P.22 “Access policy mode”

P.285 “[Maintenance] Item list”

P.300 “Setting up Install Software Package”
P.300 “Setting up Current Software List”

0 Setting up Install Software Package

Install Software Package

1 ——rFiename (Browse.. | [Install |
Item name Description
1 | File Name Select the software pack file to be installed.

[Browse] button — Allows you to select the software pack file.
[Install] button — Installs the selected software pack file.

Q Setting up Current Software List

Displays a list of installed System Firmware.

Current Software List

1 ersion Dte Crested Date Installedt
2 Ir1 snsFrann 1| sFownosn 20101 -28
[T130HDOAD020 |T1 Z0HDO0030
3 [T1 30RO FHHHRHHNRH
4 —
H300FY 085
[T130FAAL03 RN
Item name Description
1 | Name Displays the name of the System Firmware.
2 | Version Displays the version of the System Firmware.
3 | Date Created Displays the Created date of the System Firmware.
4 | Date Installed Displays the installed date of the System Firmware.
H Reboot settings

You can reboot your equipment.
Tip

The [Reboot] submenu can be accessed from the [Maintenance] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Maintenance] menu:

P.22 “Access policy mode”

P.285 “[Maintenance] Item list”
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[Maintenance] How to Set and How to Operate

This section details procedures for maintaining this equipment. It covers backing up and restoring files, deleting files
stored in this equipment, and updating the software on TopAccess.

0 P.301 “About the maintenance functions”

3 P.302 “Uploading the client software”

3 P.304 “Removing the client software”

P.305 “Deleting the data from local folder”

P.306 “Managing directory service”

P.308 “Setting up notification”

0 P.310 “Importing and exporting”

3 P.314 “Rebooting the equipment”

Bl About the maintenance functions

You can carry out the following maintenance tasks in the [Maintenance] menu of the TopAccess access policy mode.

* Uploading the client software
An administrator can upload client software that allows users to download to their computers from TopAccess. This
maintenance feature is used to upload new versions of software in TopAccess.
3 P.302 “Uploading the client software”

* Removing the client software
An administrator can remove client software that restricts users from downloading software from TopAccess. This
maintenance feature is used to disable specific software in TopAccess.
P.304 “Removing the client software”

* Backing up data in the hard disk
An administrator can create backup files of the address book, mailboxes, and templates in the hard disk. This
maintenance feature is used to create backup files before updating the system software or hard disk replacement, etc. n
P.291 “Export settings”

* Restoring data from backup files
An administrator can restore the address book, mailboxes, and templates data from the backup files. This
maintenance feature is used to restore the data after updating the system software or hard disk replacement, etc.
3 P.289 “Import settings”

* Deleting files stored in the hard disk
An administrator can delete scanned data, transmission data, and reception data in the hard disk. This maintenance
feature must be operated periodically to maintain hard disk space for future operation.
[ P.305 “Deleting the data from local folder”

* Registering directory service
An administrator can register the directory service properties of the LDAP (Lightweight Directory Access Protocol)
server.
P.306 “Managing directory service”

» Setting up notification
An administrator can enable the E-mail notification function. The administrator can also specify which events to be
notified of.
L1 P.308 “Setting up notification”

* Importing or exporting address book data
An administrator can import address book data in a CSV file or XML file created by different applications. An
administrator can also export address book data in a CSV file or XML file for other applications.
3 P.310 “Importing and exporting”

* Rebooting the equipment
An administrator can reboot the equipment.
[ P.314 “Rebooting the equipment”
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H Uploading the client software

An administrator can upload client software embedded in this equipment. Users can download the software on their
computers using the TopAccess [Install Software] link.

* Installer (Setup files) for Client Utilities CD-ROM

* Macintosh PPD Files

* UNIX Filters

Uploading new software overwrites the old version of software that had been uploaded.

Tip

The files for uploading are provided for each client software.

- Driver Files
- Contact your dealer for information about obtaining driver files with the installer.

- You can create a driver file for uploading by compressing folders under "Client\Drivers" in the Client Utilities CD-
ROM in zip format.
P.303 “Preparing a driver file for uploading”

- Macintosh PPD Files — These files are stored in the "MacPPD\OSX\10_2-10_3" and "MacPPD\OSX\10_4-"
folders in the Client Utilities CD-ROM. The PPD file for duplex printing is stored in the "2-sided_default" folder,
whereas the PPD file for simplex printing is stored in the "normal” folder.

- Unix Filters — These filters are stored in the folder for each workstation in the "Admin" folder (for black printing) or
"Admin" folder (for color printing) included in the Client Utilities CD-ROM. The CUPS filter for duplex printing is
stored in the "2-sided_default" folder whereas the one for simplex printing is in the "normal” folder.

Uploading new versions of client software in TopAccess

Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Maintenance] menu and the [Upload Software] submenu.

TopAccess e-Filing
Lagout
Device Joh Stetus Logs Registration Courter User Management Administration
| Maintenance | Renistration
Maintenance 1
Upload Software | Remove Sofware | Create Clone Fils | Install Clone Fils | Import | Export | Delete Files | Directory Service | Mofification | Languages | System Updates | Reboot
You can up) client software to the controller. This allows end-users to install the software into

their systel zz TopAccess "Install Software” link | located at the bottom of the TopAccess page.

Upload Files Driver Files A
The fallowing are the required files.
Upload

The Upload Software submenu page is displayed.

4 Select the software that you are going to upload in the [Upload Files] box.

Upload Files m
The fallowing are the re LI
tacintosh PPD Fileg
e I S N
Driver Files Uploads the client software installer files.

See the following for how to create a driver file for uploading.
L1 P.303 “Preparing a driver file for uploading”

Macintosh PPD Files Upload PD files for Mac OS X 10.2.4 - 10.3.x and Mac OS X 10.4 and later. In addition,
select this to upload the plug-in files used for Mac OS X 10.4 or later.

Unix Filters Uploads tar files for unit workstations.

Click [OK].

The bottom section in the page will be changed for selected software.
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6 In each box displayed, click [Browse] to locate the setup files to be uploaded.

Device

Maintenance

You can upload

Upload Files

The following are the req

Joh Status Logs Registration Courtsr

| Maintenance | Eegistration

User Management

Administration

client software to the controller. This allows end-users to install the software into

their system from the TopAccess "Install Software” link | located atthe bottorn ofthe TopAccess page.

Driver Files -

uired files

e-Filing
Logout

Upload Software | Rermove Sofware | Create Clane File | Install Clone File | Import | Export | Delete Files | Directary Servdce | Motification | Languages | Systerm Updates | Re|

(T

InstallClient! exe

Filsers\Userd01\DesktophSample. e

I

At the left of each box, the file name will be displayed. Be sure to specify the same file for each box.

Click [Upload].

Specified files are uploaded in this equipment.

Preparing a driver file for uploading

1 Insert the "Client Utilities" CD-ROM into the PC's CD-ROM drive.

Open the folder where driver files and plug-in files are stored.
They are stored in the "Client\Drivers" folder.

3 Compress the folder in zip format to create the driver file for uploading.

Folder name Name of the ZIP file to be created Remarks
PCL6 pcl6.zip PCL printer driver
PS ps.zip PS printer driver (PostScript)
XPS Xps.zip XPS printer driver
Tips

* See the following for how to upload a driver file.
P.302 “Uploading new versions of client software in TopAccess”

* Match the name of the ZIP file to be created with the file name displayed on the TopAccess screen. The file

name is case sensitive. If the file name is different, you will not be able to upload it.
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l Removing the client software

You can remove client software from TopAccess so that it can no longer be installed from TopAccess.

Removing the software from TopAccess

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Maintenance] menu and [Remove Software] submenu.

Logout
Device Job Status Logs Registration Courter Liser Manzgement Administration
Maintenance
Maintenance k 1
Upload Software | Remove Software | Create Clane File | Install Clone File | Import | Export | Delete Files | Directary Gervice | Mofification | Languages | System Updates | Rehoot
You can upload client software to the contraller. This allows end-users to install the software inta
their systemn from the TopAccess "l iﬂware“ link , located at the bottorn of the TopAccess page
Upload Files Driver Files A

The fallowing are the required files.

The Remove Software submenu page is displayed.
4 Select the check box of the software which you are going to remove and click [Delete].

Logout

Device Job Status Loz Registration Cournter Uzer Management Administration

Maintenance

Maintenance
Unload Gofware | Remove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Service | Mofification | Lanuuages | Swstem Updates | Reboot

Nz :

L|Bles Size

river Files 0(KE)

i Filters 0 (KE)

\acintash PPD Files 0(KE)

The selected software is deleted from this equipment.
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H Deleting the data from local folder

An administrator can delete information such as scanned data, transmission data, and reception data that are stored in the

local folder using the Save as file function. It is recommended to delete the stored data periodically to maintain the hard
disk.

Deleting data

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Maintenance] menu and [Delete Files] submenu.
TopAccess

e-Filing
Logout

Device: Job Status Logs. Registration Courter Uzer Management Administration

Maintenance

Maintenance 1

Upload Software | Remove Software | Create Clane File | Install Clone File | Import | Export | Delete Files | Directary Gervice | Mofification | Languages | Systern Updates | Rehoot
You can upload client software to the contraller. This allows end-users to install the ED%& inta

their systern from the TopAccess "Install Software" link | located atthe bottom of the TopAccess page. 2

Upload Files

Sl

Driver Files
The following are the required files.

The Delete Files submenu page is displayed.

4 Select the check box of data that you want to delete and click [Delete Files].
TonAccess

e-Filing
Logout

Device Job Status Loz Registration Cournter Uzer Management Administration

Maintenance

Maintenance

Upload Sofware | Remaove Sofware | Create CloneFile | Install Clone File | Import | Exnort | Delete Files | Directors Service | Mofification | Lanauaces | System Updates | Reboot

N2

Stored Data [Tv | Data Type: Data Size Remarks
Sean “hared Filz 0(KE)
Transmission . hared Fils 0 (KEY
Reception 0(k8)

You can set the following in this page.
P.292 “Delete Files settings”
The data are deleted.
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l Managing directory service

An administrator can register the directory service properties of the LDAP (Lightweight Directory Access Protocol) server
using TopAccess. When a new directory service is added, the users can search destinations using the LDAP server.

Setting up the directory service

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Maintenance] menu and [Directory Service] submenu.

Logout

Device: Job Status Logs. Registration Courter Uzer Management Administration

Maintenance

Maintenance 1

Upload Software | Remove Software | Create Clane File | Install Clone File | Import | Export | Delete Files | Directary Gervice | Mofification | Languages | System Updates | Rehoot
You can upload client software to the contraller. This allows end-users to install the software inta

their systern from the TopAccess "Install Software" link | located atthe bottom of the TopAccess page.

Upload Files Driver Files A
The fallowing are the required files.

The Directory Service submenu page is displayed.
Click [New] to add a new directory service, or click a directory service name to edit an
existing directory service.

TopAccess sl

Logout

Device «Joh Status Logs Fegistration Counter User Management Administration

Maintenance

Maintenance

UnlnadSnﬂware\RemnveSnﬂware Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Service | Motification | Languages | Systern Updates | Reboot

Iewr
Default Server |Directory Service Name: Server P Address Search Base
(@] MFP LOCAL Iocalhost DC=m-addressbook DC=com
@ LDAP sel’vel’ﬂb 18216811
® LDAR server01 Q} 192168101
LDAP server(s hd 1821651001

Go o top of this page

The Directory Service Properties page is displayed.
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5 Enter the following items as required.

TovAccess

Device «Joh Status

Directory Service Properties

Logs

Maintenance

Directory Service List

e-Filing
Logout

Fegistration Counter User Management Administration

*Required

*Directory Service Mame
*Berver IP Address
*Port Number
Authentication

Search Base

User Name

Password

Search Timeout

Enahle S5L

S5L Port Mumber

LDAP serverl1|

19216511

389

Auto -

[

Disable

636

You can set the following in this page.
P.293 “[Directory Service Properties] screen”

 If you use FQDN to specify the LDAP server, you must configure the DNS server and enable the DNS in the

DNS Session.

» Specify a user who is a member of the Domain Admin or Account Operator group in the Windows Server
when you are enabling user management settings and performing role based access to the Windows

Server.

Tips

* You can clear the entered values by clicking [Reset].
* You can delete the Directory Service by clicking [Delete] when you edit the Directory Service.

G Click [OK].

The entered Service Directory is added to the Directory Service List.

7 Select a radio button of the directory service that you want to set as default server.

TonAccess

Device: Job Status

Maintenance
Upload Software | Remove Software

Logs

Maintenance

Creale Clone File

Install Clone File

e-Filing
Logout

Registration Courter User Management Administration

Import | Export | Delete Files | Directory Service | Motfification

e

Languages | System Updates | Reboot

[Datault Server |Directory Service Name

Server IP Address

Search Baze

MFP LOCAL

localhost

DC=i——— O C=Com

LOAP server(l

19216811

LOAP server(2

192168101

LOAP server(s

© 8

1921681001

Go to to afthis page

Tip

The default server will be used for an LDAP search from the control panel. If you select this equipment as the
default server, no default server will be set.
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H Setting up notification

An administrator can configure notification to receive E-mail (mobile terminal can also be used) notifications when an error
occurred or a job is complete.

To enable the E-mail notification, the E-mail settings in the [Setup] menu page must be configured correctly.
P.230 “Setting up E-mail settings”

Setting up the notifications of system errors and events

Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Maintenance] menu and [Notification] submenu.

TopAccess sl
Logout
Device: Job Status Logs Registration Counter User Management Administration

SEecurity Maintenance

Maintenance k 1

Upload Software | Remove Sofware | Create Clone Fils | Install Clone Fils | Import | Export | Delete Files | Directory Service | Mofification | Languages | System Updates | Reboot
You can upload client software to the controller. This allows end-users to install the software into

their systern from the TopAccess "Install Software" link | located atthe bottom of the TopAccess page.

Upload Files Driver Files hd
The following are the required files.
Upload

The Notification submenu page is displayed.

In Email Setting, select the check box [Notify administrator at Email Address 1 to 3] to

enable the notifications, and enter the administrator’s E-mail address where the
notifications are to be sent.

TopAccess eFiling
Logout
Device Job Status Logs Registration Courter User Managsment Administration

Maintenance

Maintenance

Upload Software | Remove Software | Create Clone File | Install Clone File | lmport | Export | Delete Files | Directory Service | Notificati L

| Swstern Updates | Rehoot

Notification Setting
Tt Setting

I otify administrator at Email Address 1 administrator@gexarmple. com
(W otify administrator at Email Address 2

E%W adrministrator at Email Address 3 [\
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8 [Administration] Tab Page

Select the check boxes of events you want to be notified in [System Message
Notification Events] or [Job Notification Events].

TopbAccess

e-Filing
Logout

Administration

Device. doh Status Logs Counter User Management

Maintenance

Maintenance

Upload Software \ Remaove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Service

Save

ey
Information
Received FaxInternetFax
Enar
Wiarming

Infarmation
Scan

Warning

Information
e-Filing

Warning

Infarmation

écan

Send Email when an error oceurs

Languages | Systerm Updates | Reboot

Send Email when job is completed
Received FaxInternetFax

Send Email when an error occurs

Send Email when job is campleted
Fax Received Forward

Send Email when an error occurs

Send Email when job is completed
InternetFAX Received Forward

Send Email when an error occurs
Send Email when job is completed }

See the following for details of each event:
P.296 “Setting up System Message Notification Events”
P.297 “Setting up Job Notification Events”

6 Click [Save].
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H Importing and exporting

You can import and export Address Book, MailBoxes, Template, and Combined (Template + Address Book + MailBoxes).
This section describes how to import and export Address Book. You can follow the same procedure to import and export
MailBoxes, Template, and Combined (Template + Address Book + MailBoxes) except where you specify the file format of
the export data.

P.310 “Importing the address book data”
P.312 “Exporting the address book data”

U Importing the address book data

You can import address information exported from an address book on another equipment or a different address book
program in the CSV or XML format.

The importing method of address book data is either adding imported data to the address book already registered in this
equipment or deleting all the address book data already registered and replacing them with the imported data.

It is recommended that you export an address book in the CSV or XML format and edit it when creating address book
data.

You cannot import an address book when it exceeds the number of characters specified on each item.
Invalid characters are replaced with "!".

- Last Name: 64 characters

- First Name: 64 characters

- Email Address: 192 alphanumerical characters

- Phone Number: 128 numbers

- Tel Number 2: 128 numbers

- Company: 128 characters

- Department: 128 characters

Tip

The group data are not included in the imported address book data.

Importing address book data in the CSV/XML format

Before importing the address book data, confirm that there is no waiting print job, scan job, or fax job. The address
book data cannot be imported if there are any jobs that have not been processed. If importing the address book data
takes a long time, restore the data after the equipment turns into the Sleep/Auto Shut Off mode.

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Maintenance] menu and [Import] submenu.

Logout

Device: Job Status Logs. Registration Courter Uzer Management Administration

Maintenance | Registration

Maintenance k 1
Upload Software | Remove Software | Create Clane File | Install Glone File | Import | Export | Delete Files | Directary Gervice | Mofification | Languages | Systermn Updates | Rehoot
You can upload client software to the contraller. This allows en Brs In install the software into
their system from the TopAccess "Install Software" link |, located atthe bottom of the Top. age

Upload Files Driver Files -

The fallowing are the required files.

Upload

The Import submenu page is displayed.

310
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8 [Administration] Tab Page

4 Select the import method in the Address Book area.

Logout

Device Job Status Loz Registration Cournter Uzer Management Administration

Maintenance

Maintenance
Upload Software | Remaove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Service | Nofification | Languages | Svstem Updates | Reboot

54
REFRESH

l Impart Method: QAdditian ©) Qverwtite ]

File Mame —b@ Erowse..

Addition — Select this to add the imported address book data into the address book already registered in this

equipment.
Overwrite — Select this to delete all the address book data registered in this equipment and replace them with the

imported address book data.

The Import Method page is closed.
5 Click [Browse] in the Address Book area.

Logout
Device ok Status Logs Registration Courter Uszr Management Administration n

Maintenance

Maintenance
Upload Software | Remaove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Service | Nofification | Languages | Svstem Updates | Reboot

54
REFRESH

Address Book
Import Method @) addition ©) Overwrite

File Mame Browse:
MailBoxes

File Mame Browse:

Tamnlata

The Choose file dialog box appears.
6 Select the CSV/XML file that contains address book data and click [Open].

T » Admin » Documents -4 | [ search 2]

ws = [ Mew Folder

W Orgon:

Favaorite Links

Name Date modified  Type Size Tags

(T KDDR. CaVORI 33 cey

[El Documents

B Music

E Pictures

J Public

(% Recently Changed
B Searches

%G Recent Places
M Desktop

™ Computer

Folders -~

Fle name: | ADDR_CSV0B11220sv - [|AFesrn -
@
\)
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7 Click [Import].

TobAccess sl
Logout
Device Job Status Logs Reistt ation Courtsr User Management Administration

Maintenance

Maintenance
Upload Software | Remaove Software | Create Clone File | Install Clone File | Import | Ewport | Delete Files | Directory Service | Notification | Languages | System Updates | Re

53
REFRESH
Address Book
Import Method (@) Addition @ Overwrite
File Mame Fsers\Wserd01\DesktopADDR_110 | Browse | Import
MailBoxes
File Mame [ Browse.. ]| Import

The data are imported to the address book.

U Exporting the address book data

You can export address information for use in another TopAccess address book or another address book program.
Tip

The group data are not included in the exported address book data.

Exporting address book data in the CSV/XML format

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Maintenance] menu and [Export] submenu.

TonAccess eiling
Logout
Device ol Status Logs Feeistr ation Courter Liser Management Administration
Maintenance
Maintenance 1
Upload Software | Remaove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Directory Service | Motification | Languages | System Updates | Rehoot

2
The Export submenu page is displayed.

4 Select the file format of the address book.

CSV — Select this to create the file in the CSV format
XML — Select this to create the file in the XML format.
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5 Click [Create New File] in the Address Book area.

TovAccess

Device

Maintenance

«Joh Status

Logs

Maintenance

Click the button below to create the CSV file or XML file.

Registration

Upload Sofware | Remove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Dirsctory Service | Notification | Languages | Systern Updates | Reboot

e-Filing
Logout

Counter User Management Administration

Address Book
File Mame

File Size

Date Created
Export Data Format

MailBoxes
File Mame
File Size
Date Created

ADDR 110118.cov

1575

TUE JAN 18 18:43:14 2011
@ sy O XML

Mot Created

REFRESH

Create Mew File

Create Mew File

The exported file information is displayed.

Tip

If you previously exported address book data, the exported file link and information are displayed in the
Address Book area. You can click the link to save the previously exported file.

6 Right-click the [File Name] link and select [Save Target As].

TovAccess

Device

Maintenance

«Joh Status

Logs

Maintenance

Click the button below to create the CSV file or XML file.

Registration

Upload Sofware | Remove Software | Create Clone File | Install Clone File | Import | Export | Delete Files | Dirsctory Service | Notification | Languages | Systern Updates | Reboot

e-Filing
Logout

Counter User Management Administration

Address Book
File Mame

File Size

Date Created
Export Data Format

MailBoxes
File Mame
File Size
Date Created

SRR i
15 Open
TI| 1 Open in Mew Tab

O Open in New Window
Save Target As...
Print Target

Mot Crey
Cut

Copy
Copy Shorteut

k2

o
REFRESH

Create Mew File

Create Mew File

The [Save As] dialog box appears.

7 Select the file location and select [All Files] in the [Save as type] box.

Seve g

=

Folders -

Save a3 fype |54 File

e ame:

(-_.-'C_J [IF » Adein + Documents

Diate medified

Type Size

Ths folder & empty.

2

Tags

& Hide Folders

=-_m-

8 Click [Save].

4

The CSV/XML file that contains the address book data is saved in the selected location.
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H Rebooting the equipment

An administrator can reboot the equipment.

Rebooting the equipment

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Maintenance] menu and [Reboot] submenu.

Logout

Device: Job Status Logs. Registration Courter Uzer Management Administration

Maintenance

Maintenance \ 1

Upload Software | Remove Software | Create Clane File | Install Glone File | Import | Export | Delete Files | Directary Gervice | Mofification | Languages | System Updates | Rehoot
You can upload client software to the contraller. This allows end-users to install the software inta %

their system from the TopAccess "Install Software" link | located atthe bottom of the TopAccess page

Upload Files Driver Files A
The fallowing are the required files.
Upload

The Reboot submenu page is displayed.

4 Click [Reboot] to reboot the equipment.

Logout

Device «Joh Status Logs Fegistration Counter User Management Administration

1 Maintenance

Maintenance

Upload Sofware | Remove Software | Create Clone File | Install Clone File | Import | Esport | Delete Files | Directory Service | Motification | Languagss | Systern Updatss | Reboot

Fress the "Rehoot’ button to restart the equipment.

The confirmation dialog box appears.
B Click [OK].

Message fram webpage

REFRESH

@) "hen there are jobs in progress, they are canceled and the Reboat is
&Y cccuted.
Is it OK?

|

The equipment is restarted.

While the equipment is being restarted, the network will not be available. TopAccess will display “Please restart
after waiting a few minutes.”. The touch panel will display “NETWORK INITIALIZING”. When this “NETWORK
INITIALIZING” message disappears, TopAccess will once again be available.
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[Registration] ([Administration] tab) Iltem list

Tip
Users who are granted administrator privileges in access policy mode can access the [Registration] menu from the
[Administration] tab.

See the following pages for how to access it:
P.22 “Access policy mode”

3 P.315 “Public Template settings”

P.317 “Public Menu”

P.320 “Fax Received Forward and InternetFAX Received Forward settings”
P.330 “Extended Field Definition”

3 P.334 “XML Format File”

H Public Template settings

You can edit panel settings and destination settings from the [Public Template] submenu page under the [Registration]
menu.
Instructions on how to set up for public templates are the same for setting for private templates.

Tip

The [Public Template] submenu can be accessed from the [Registration] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Registration] menu:
3 P.22 “Access policy mode”

P.315 “[Registration] (JAdministration] tab) Item list” n
L1 P.315 “Setting up Panel Setting (Public template)” [ P.316 “Setting up Save as file Setting (Public template)”
[ P.315 “Setting up Destination Setting (Public template)” [ P.316 “Setting up Box Setting (Public template)”
[ P.315 “Setting up InternetFax Setting (Public template)” [ P.316 “Setting up Store to USB Device Setting (Public template)’
L1 P.315 “Setting up Fax Setting (Public template)” (1) P.316 “Setting up Scan Setting (Public template)”
[ P.316 “Setting up Email Setting (Public template)” 1) P.316 “Setting up Extended Field Settings”

0 Setting up Panel Setting (Public template)

You can specify how the template icons are displayed on the touch panel in the panel setting page. You can also configure
the template notification function.
P.57 “Panel Setting (Private template)”

0 Setting up Destination Setting (Public template)

In the Recipient List page, you can specify the destinations to which the fax, Internet Fax, or Scan to Email document will
be sent.

When you are setting destinations for an E-mail agent, you can only specify the E-mail addresses for the destinations.
When you are setting destinations for a Fax/Internet Fax agent, you can specify both fax numbers and E-mail addresses
for the destinations.

However, the optional Fax Unit must be installed in this equipment to specify the fax numbers for the destinations.

You can specify the destinations by entering their E-mail addresses or fax numbers manually, selecting destinations from
the address book, selecting destination groups from the address book, or searching for destinations in the LDAP server.
3 P.58 “Destination Setting (Private template)”

O Setting up InternetFax Setting (Public template)

In the InternetFax Setting page, you can specify the content of the Internet Fax to be sent.
[ P.64 “InternetFax Setting (Private template)”

0 Setting up Fax Setting (Public template)

In the Fax Setting page, you can specify how the fax will be sent.
[J P.64 “Fax Setting (Private template)”
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0 Setting up Email Setting (Public template)

In the Email Setting page, you can specify the content of the Scan to Email document to be sent.
2 P.66 “Email Setting (Private template)”

0 Setting up Save as file Setting (Public template)

In the Save as file Setting page, you can specify how and where a scanned file will be stored.
2 P.68 “Save as file Setting (Private template)”

0 Setting up Box Setting (Public template)

In the Box Setting page, you can specify how scanned images will be stored in the Box.
3 P.71 “Box Setting (Private template)”

0 Setting up Store to USB Device Setting (Public template)

On the Store to USB Device Setting page, you can set the method for saving templates in USB media.
3 P.71 “Store to USB Device Setting (Private template)”

0 Setting up Scan Setting (Public template)

In the Scan Setting page, you can specify how originals are scanned for the Save as file, Email, and Store to e-Filing
agent.
3 P.73 “Scan Setting (Private template)”

0 Setting up Extended Field Settings
3 P.75 “Extended Field settings”
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B Public Menu

In the public menu, you can set the menu screen that is displayed when you press the [Menu] button.
You can register frequently used templates and template groups, and External Interface Enabler shortcuts.

Tip

The [Public Menu] submenu can be accessed from the [Registration] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Registration] menu:

P.22 “Access policy mode”

P.315 “[Registration] ([Administration] tab) ltem list”

P.318 “[Select Menu Type] screen”

P.318 “[Select Template Group] screen”

P.319 “[Select Template] screen”
P.319 “[Select URL] screen”

Registration

1 = Cancel || Delete

Fublic Template | Public Menu | FaxReceived Forward | InternetFAX Received Forward | Extended Field Definition | #ML Format File

2 T Jump ta
117 33 49
3 o, [Hame Tvpe
4 o0t | efined
002 |undefined
5 e T

004 |Lndefinecd

005 |Lndefinedd

006 |Lindefinedt

007 |Undefined

003 |Undefined

009 Undefined

010 |Undefinect

011 |Undefinect

012 |Undefinect

013 |Undefined

014 |Undefined

015 |Undefined

016 |Undefined

Go to top afthis page

Item name

Description

1 | [Cancel] button

Cancels the operation.

[Delete] button

Deletes the selected public menu.

No.

The public menu number is displayed.

Tip

In the public menu, you can register 64 types.

4 | Name

The templates registered in the public menu or the registered names of the External
Interface Enabler are displayed.

Click a registered name to check and edit a registered public menu.

P.318 “[Select Template Group] screen”

P.319 “[Select URL] screen”

Click [Undefined] to register a new public menu.

P.318 “[Select Menu Type] screen”

5 | Type

The public menu type is displayed.
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U [Select Menu Type] screen

Select a menu type to add to the public menu.

Select Menu Type

Pleaze select a menu type

1 Template | Extension
I

Item name Description
1 | [Template] button Adds a template to the public menu.
P.318 “[Select Template Group] screen”
2 | [Extension] button Adds an External Interface Enabler URL to the public menu.

P.319 “[Select URL] screen”

U [Select Template Group] screen

Displays a list of templates that can be selected in the public menu.

Cancel
—

Select Template Group

o,

lame:

Liser hame

i
= Tslic

&I ic Templats Group

-] pletenn

Lizer! § sme0i

A b ON=
q

T empletein

Lizer! | sme0nz

=

Lizeriamenns

[Templetend

I

= |pos

Lizerfi06

Go to top afthis pane

Item name Description

1 | [Save] button Registers the selected template group.

2 | [Cancel] button Cancels registration of the template group.

3 | No. The numbers of the template groups that can be selected are displayed.

4 | Name The names of the template groups are displayed.
Click a name to display the Select Template screen. If templates can be selected, a list of
templates that can be selected is displayed.
0 P.319 “[Select Template] screen”

5 | User Name The user names of the template groups are displayed.

318
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U [Select Template] screen

Select Template Select Template Group &

1 ——— o[ Cancel
I

2 Group Information
[ha: | [ Wame [ User Name |
‘ oo | | Templete001 | Userklame001 [
Jumnp to

1-6 7-12 13-18 19-24 25-30 31-3f 37-42 43-48 49-54 55-60

3 —Templates 16

i IDcard Copy o 2inl 5-5
1 = @ |2 =
f = E:D acs
T ACS APS BE Twvin Color
2 E‘ Mixed Org e E‘ Black & Red
I é StoF S Text ~IIl- é StoF D Text
Y= Colar SPDF B i Colar SPDF
Go to top of this page
Templates 7-12
é StoF S TEP - StoB S Text
b L ® |8 -
> Bk 400 FDF | v“@ ACS 300
I:F CtoB i I:F CtoB
) |9 == @ |10
{ Lﬁ ACSTEP S-S5 I { Lg ACS TEP D-5
N CtoB & Copy 7 E_ DuslPACE to B
@ | —= @ |12 2
i { @ ACE TAP -0 Z {: @ ACS TAP 55
Go to top afthis page
Item name Description
1 | [Save] button Registers the selected template.
[Cancel] button Cancels registration of the template.
Template list A list of the templates that can be selected is displayed.
Select a template to use.

U [Select URL] screen

Select a URL registered in [URL List for Menu Screen].
P.211 “Setting up URL List for Menu Screen”

Select URL
1 e 20 || GANCE]
| P —
E £ LURL
3 o prample IJII1921EE11
4 e Loz 168401
O |jexamplen3 it i1 502 168 400 1
Goto tap ofthis page
Item name Description
1 | [Save] button Registers the selected URL.
2 | [Cancel] button Cancels registration of the URL.
3 | Name The registered URL name is displayed.
4 | URL The registered URL is displayed.
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H Fax Received Forward and InternetFAX Received Forward settings

Tip
The [Fax Received Forward]/[InternetFAX Received Forward] submenu can be accessed from the [Registration] menu

on the [Administration] tab.
See the following pages for how to access it and information on the [Registration] menu:

P.22 “Access policy mode”
P.315 “[Registration] ([Administration] tab) Item list”

* [Fax Received Forward] is available only when the optional Fax Unit is installed on this equipment.
* Two lines become available in [Fax Received Forward] by installing the 2nd Line for FAX Unit in the optional FAX

Unit. It is possible to set the reception setting in each line.

P.320 “Setting up Document Print (Fax/InternetFax Received Forward)”

3 P.321 “Setting up Destination Setting (Fax/Internet Fax Received Forward)”
P.322 “Setting up InternetFax Setting (Fax/Internet Fax Received Forward)”
P.323 “Setting up Save as file Setting (Fax/InternetFAX Received Forward)”
P.327 “Setting up Email Setting (Fax/InternetFAX Received Forward)”
P.329 “Setting up Box Setting (Fax/InternetFAX Received Forward)”

0 Setting up Document Print (Fax/InternetFax Received Forward)

You can configure printing of forwarded documents.

1 ———[pwunen | onErROR -
Item name Description
1 | Document Print * Always — Select this to always print forwarded document.

* ON ERROR — Select this to print the received document when an error occurred on all
forwarding destinations. (For example, the document is not printed when the E-mail
transmission only failed in a combined setting of Save as File and E-mail.)
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0 Setting up Destination Setting (Fax/Internet Fax Received Forward)

You can specify the destinations to which the received faxes or Internet Faxes are forwarded. You can only specify E-mail

addresses as the destination.

You can specify the destination when you have selected [InternetFax] as the forwarding agent.

Recipient List

1 2 3 4

Re|:ipient|.ist

Save [Enm@[ Address Book H Address Group ”Eam Jelete

[=l[wtiame [Destir

ation

Item name

Description

1 | [Save] button

Saves recipient settings.

[Cancel] button

Cancels the settings.

[New] button

Displays a screen where you can register an E-mail address as the recipient.
[ P.77 “[Contact Property] screen”

4 | [Address Book] button

Allows you to select a recipient from the address book.

[Address Group] button

Allows you to select an address book group as a destination.

[Search] button

Allows you to search a recipient from the address book.
0 P.79 “[Search Contact] screen”

[Delete] button

Deletes the selected recipient.

Name

Displays the names registered to the address book.

Destination

Displays the E-mail addresses.

[Contact Property] screen

You can specify an E-mail address as the recipient.

3 4
|
Conta|t Proj|erty
2 —— 5 [Cance
*Required
1 ————lpestination |
Item name Description
Destination Enter the E-mail address.
[OK] button Saves the recipient.

[Cancel] button

Cancels the settings.

APIWOIN| =

[Reset] button

Deletes the entered E-mail address.
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0 Setting up InternetFax Setting (Fax/Internet Fax Received Forward)

In the InternetFax Setting page, you can specify the content of the Internet Fax to be sent.
You can specify the destination when you have selected [InternetFax] as the forwarding agent.

InternetFax Setting
*Reguired
1 y @ Sanned from (Device Mame)[( Tamplate Name)]Date) Time)
' ol (Date)
2 From Address: User@example.com
3 rom Hame Userd1]
4
5 ile Formet TFF-5 =
6 ragmert Page Size Mo Fragmentation =
Item name Description
1 | Subject This sets the subject of the Internet Faxes. Select [Scanned from (Device Name) [(Template

Name)] (Date) (Time)] to automatically apply the subject, or enter the desired subject in the
box. If you manually enter the subject, the subject will be "(Subject) (Date)" by automatically
adding the date.

2 | From Address

Enter the E-mail address of the sender. When the recipient replies to a received document,
the message will be sent to this E-mail address.

3 | From Name

Enter the sender name of the Internet Fax.

4 | Body Enter the body message of the Internet Fax. You can enter up to 1000 characters (including
spaces).

5 | File Format Select the file format of the scanned image. Only [TIFF-S] (TIFF-FX (Profile S)) format can
be selected.

6 | Fragment Page Size

Select the size of the message fragmentation.
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0 Setting up Save as file Setting (Fax/InternetFAX Received Forward)

In the Save as file Setting page, you can specify how and where a received document will be stored.
You can specify the destination when you have selected [InternetFax] as the forwarding agent.

Save as file Setting

1 — Saie || Cancel

Fra— TIFF (il - |

Encryption

Enctyption Level [ 126-bit AES

2 A Autharity

Printing
Change of Docurments

Content Copying or Extraction
| Content Extraction for accessihility

Select following 2 tems
[¥] Use local folder
Storage Path WMFPO73174011FILE_SHARE

Remote 1

@ Use Administrator Setting
Protocal | SMB
Network Path :
Use User Sefling
Protocal SMB FTF FTPS Metvare IPHSPR Netvare TCPIP

SemerName—

Port Number(Cnmmand)_

Network Patn [

Destination Login User Name—

Passwors [N Retyps Fassvord [N

5 Remote 2

@ Use Administrator Setting
Protocol | SME
Network Path

Usze User Sefting
Protacal SMB FTP FTPS Metware IPHISPX Metiare TCRIP

SemerNamE_

Fort Numner(onmmanﬂ)_

Networicpatn [

Login UserNamE_

Faszward _ Retype Password _

Faormat [FileName]-[Date}-[Page] =

Comment

6 File Name Date Mane o
Page  ddigits -
Sub D Aato -

Item name Description

1 | File Format Select the file format to which the received document will be saved.

* TIFF (Multi) — Select this to save scanned images as a Multi-page TIFF file.

* TIFF (Single) — Select this to save scanned images separately as Single-page TIFF
files.

* PDF (Multi) — Select this to save scanned images as a Multi-page PDF file.

* PDF (Single) — Select this to save scanned images separately as Single-page PDF
files.

* XPS (Multi) — Select this to save scanned images as a Multi-page XPS file.

* XPS (Single) — Select this to save scanned images separately as Single-page XPS
files.

Tips

* If the Forced Encryption setting is enabled, only PDF (Multi) and PDF (Single) are selectable for a file format. For the
Forced Encryption function, refer to the MFP Management Guide.

* Files saved in XPS format can be used in Windows Vista/Windows 7/Windows Server 2008 SP1, or Windows XP SP2/
Windows Server 2003 SP1 or later versions with Net Framework 3.0 installed.
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Item name Description
Encryption Set this to encrypt PDF files if you have selected [PDF (Multi)] or [PDF (Single)] in the File
Format setting.
Encryption
Select this if you want to encrypt PDF files.
User Password
Enter a password for opening encrypted PDF files.
Master Password
Enter a password for changing the Encrypt PDF setting.
Encryption Level
Select the desired encryption level.
* 40-bit RC4 — Select this to set an encryption level to one compatible with Acrobat 3.0,
PDF V1.1.
* 128-bit RC4 — Select this to set an encryption level to one compatible with Acrobat 5.0,
PDF V1.4.
* 128-bit AES — Select this to set an encryption level to one compatible with Acrobat 7.0,
PDF V1.6.
Authority
Select the desired types of authority for Encrypt PDF.
* Printing — Select this to authorize users to print documents.
* Change of Documents — Select this to authorize users to change documents.
* Content Copying or Extraction — Select this to authorize users to copy and extract
the contents of documents.
* Content Extraction for accessibility — Select this to enable the accessibility feature.
Tips

* If the Forced Encryption setting is enabled, you cannot clear the [Encryption] check box. For the Forced Encryption
function, refer to the MFP Management Guide.

* The user password and the master password are not set at the factory shipment.

* Passwords must be from 1 to 32 one-byte alphanumerical characters.

* The user password must differ from the master password.

These passwords can be re-entered only by an authorized user. Users cannot change the settings of the [Encryption Level]
box and the [Authority] box if they are not authorized to change the master password. For the details of the encryption setting,
refer to the MFP Management Guide. Ask the administrator for resetting these passwords.

Destination — Use local folder

Select this to save a received document to the “FILE_SHARE” folder.

324

[Registration] ([Administration] tab) Item list




Item name Description

Destination — Remote 1 Select this check box to save a received document to Remote 1. How you can set this item
depends on how you have set Remote 1 up in the [Save as file] submenu under the [Setup]
menu.
If you have selected [Allow the following network folder to be used as a destination], you can
only select [Use Administrator Setting]. The protocol and the network path are displayed
below this item.
If you have selected [Allow user to select network folder to be used as a destination], select
[Use User Setting] and enter the following items to configure the destination to save files.
Protocol
Select the protocol to be used for uploading a received document to the network folder.
* SMB — Select this to send a received document to the network folder using the SMB
protocol.
* FTP — Select this to send a received document to the FTP server.
* FTPS — Select this to send a scanned file to the FTP server using FTP over SSL.
* NetWare IPX/SPX — Select this to send a scanned file to the NetWare file server using
the IPX/SPX protocol.
* NetWare TCP/IP — Select this to send a scanned file to the NetWare file server using
the TCP/IP protocol.
Server Name
When you select [FTP] as the protocol, enter the FTP server name or IP address to which a
received document will be sent. For example, to send a received document to the “ftp:/
192.168.1.1/user/scanned” FTP folder in the FTP server, enter “192.168.1.1” in this box.
When you select [NetWare IPX/SPX] as the protocol, enter the NetWare file server name or
Tree/Context name (when NDS is available).
When you select [NetWare TCP/IP] as the protocol, enter the IP address of the NetWare file
server.
Port Number(Command)
Enter the port number to be used for controls if you select [FTP] as the protocol. Generally “-
" is entered for the control port. When “-” is entered, the default port number, that is set for
FTP Client by an administrator, will be used. If you do not know the default port number for
FTP Client, ask your administrator and change this option if you want to use another port
number.
Network Path
When you select [SMB] as the protocol, enter the network path to the network folder. For
example, to specify the “users/scanned” folder in the computer named “Client01”, enter
“\ClientO1\users\scanned”.
When you select [FTP] as the protocol, enter the directory in the specified FTP server. For
example, to specify the “ftp://192.168.1.1/user/scanned” FTP folder in the FTP server, enter
“user/scanned”.
When you select [NetWare IPX/SPX] or [NetWare TCP/IP] as the protocol, enter the folder
path in the NetWare file server. For example, to specify the “sys\scan” folder in the NetWare
file server, enter “\sys\scan”.
Login User Name
Enter the login user name to access an SMB server, an FTP server, or a NetWare server, if
required. When you select [FTP] as the protocol, an anonymous login is assumed if you
leave this box blank.
Password
Enter the password to access an SMB server, an FTP server, or a NetWare server, if
required.
Retype Password
Enter the same password again for a confirmation.

Destination — Remote 2 Select this check box to save a received document to Remote 2. How you can set this item
depends on how the 2nd Folder has been set up in the [Save as file] submenu in the [Setup]
menu. If Remote 2 does not allow you to specify a network folder, you can only select [Use
Administrator Setting]. The protocol and the network path are displayed below this item. If
the Remote 2 allows you to specify a network folder, you can specify the network folder
settings. See the description of the Remote 1 option for each item.
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Item name Description

6 | File Name Format
Select the format of the file name. Information such as file name, date and time or page
number is added according to the selected format.
* [FileName]-[Date]-[Page]
* [FileName]-[Page]-[Date]
* [Date]-[FileName]-[Page]
* [Date]-[Page]-[Filename]
* [Page]-[FileName]-[Date]
¢ [Page]-[Date]-[FileName]
* [FileName]_[Date]-[Page]
Comment
Enter the comment on the file.
Date
Select how you add "date and time" of the file name selected in [Format].
¢ [YYYY][MM][DD][HH][mm][SS] — Year (4 digits), month, day, hour, minute and second
are added.
* [YY][MM][DD][HH][mm][SS] — Year (2 digits), month, day, hour, minute and second
are added.
¢ [YYYY][MM][DD] — Year (4 digits), month, and day are added.
e [YY][MM][DD] — Year (2 digits), month, and day are added.
¢ [HH][mm][SS] — Hour, minute and second are added.
¢ [YYYY][MM][DD][HH][mm][SS][mmO0] — Year (4 digits), month, day, hour, minute,
second and random number (2 digits and "0") are added.
* [None] — Date is not added.
Page
Select the number of digits of a page number applied to "Page" of the file name selected in
[Format] from 3 to 6. [4digits] is set as the default.
Sub ID
This equipment automatically adds a sub ID (identification number) to the name of a file that
you are saving the same file name exists. You can select the number of digits of this sub ID
from 4 to 6 or [AUTOQ]. [AUTQ] is selected by default. If [AUTO] is selected, a sub ID (4 to 6
digits, selected randomly) is added according to the status of the file name.

Up to 999 files that are sent from the same sender can be stored in the same destination. If 999 files that are sent from
the same sender have already been stored in the specified destination, this equipment will print the received document
from the same sender instead of storing them as files.
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0 Setting up Email Setting (Fax/InternetFAX Received Forward)

In the Email Setting page, you can specify the content of the E-mail document to be sent.
You can specify the destination when you have selected [InternetFax] as the forwarding agent.

Email Setting
*Required
1 Yo @) Scanned from (Device Name)[(Template Mame)](Date)( Time)
(Date]
2 From Address
3 -
4 o
5 File Format PDF(Multi)  ~
[l Encryption
User Password m Retype Password m
Master Pa: rd PECEEICP R CPEREEE  Retype Pa i) soussssuunns:
Encryption Level | 128-bit AES
6 R Authority
Printing
Change of Dacuments
Content Copying or Extraction
Content Extraction for accessihility
Format [FileName]-[Date]-[Page] -
Comment
7 e Miame: Date Mane -
Fage 4digits -
Sub 1D Aot -
8 ragment Message Size Mo Fragmentation
Item name Description
1 | Subject This sets the subject of the E-mail documents. Select [Scanned from (Device Name)
[(Template Name)](Date)(Time)] to automatically apply the subject, or enter the desired
subject in the box. If you manually enter the subject, the subject will be "(Subject) (Date)" by
automatically adding the date.
2 | From Address Enter the E-mail address of the sender. When the recipient replies, the message will be sent
to this E-mail address.
3 | From Name Enter the sender name of the E-mail document.
Body Enter the body message of the E-mail document. You can enter up to 1000 characters
(including spaces).
5 | File Format Select the file format to which the received document will be converted.
* TIFF (Multi) — Select this to save scanned images as a Multi-page TIFF file.
* TIFF (Single) — Select this to save scanned images separately as Single-page TIFF
files.
* PDF (Multi) — Select this to save scanned images as a Multi-page PDF file.
* PDF (Single) — Select this to save scanned images separately as Single-page PDF
files.
* XPS (Multi) — Select this to save scanned images as a Multi-page XPS file.
* XPS (Single) — Select this to save scanned images separately as Single-page XPS
files.
Tips
* If the Forced Encryption setting is enabled, only the PDF (Multi) and the PDF (Single) are selectable for a file format. For
the Forced Encryption function, refer to the MFP Management Guide.
¢ Files saved in an XPS format can be used in Windows Vista/Windows 7/Windows Server 2008 SP1, or Windows XP SP2/
Windows Server 2003 SP1 or later versions with Net Framework 3.0 installed.
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Item name Description
6 | Encryption Set this to encrypt PDF files if you have selected [PDF (Multi)] or [PDF (Single)] in the File
Format setting.
Encryption
Select this if you want to encrypt PDF files.
User Password
Enter a password for opening encrypted PDF files.
Master Password
Enter a password for changing the Encrypt PDF setting.
Encryption Level
Select the desired encryption level.
* 40-bit RC4 — Select this to set an encryption level to one compatible with Acrobat 3.0,
PDF V1.1.
* 128-bit RC4 — Select this to set an encryption level to one compatible with Acrobat 5.0,
PDF V1.4.
* 128-bit AES — Select this to set an encryption level to one compatible with Acrobat 7.0,
PDF V1.6.
Authority
Select the desired types of authority for Encrypt PDF.
* Printing — Select this to authorize users to print documents.
* Change of Documents — Select this to authorize users to change documents.
* Content Copying or Extraction — Select this to authorize users to copy and extract
the contents of documents.
* Content Extraction for accessibility — Select this to enable the accessibility feature.
Tips

* If the Forced Encryption setting is enabled, you cannot clear the [Encryption] check box. For the Forced Encryption
function, refer to the MFP Management Guide.

* The user password and the master password are not set at the factory shipment.

* Passwords must be from 1 to 32 one-byte alphanumerical characters.

* The user password must differ from the master password.

These passwords can be re-entered only by an authorized user. Users cannot change the settings of the [Encryption Level]
box and the [Authority] box if they are not authorized to change the master password. For the details of the encryption setting,
refer to the MFP Management Guide. Ask the administrator for resetting these passwords.

7 | File Name

Format
Select the format of the file name. Information such as file name, date and time or page
number is added according to the selected format.
* [FileName]-[Date]-[Page]
* [FileName]-[Page]-[Date]
* [Date]-[FileName]-[Page]
* [Date]-[Page]-[Filename]
* [Page]-[FileName]-[Date]
* [Page]-[Date]-[FileName]
¢ [FileName]_[Date]-[Page]
Comment
Enter the comment on the file.
Date
Select how you add "date and time" of the file name selected in [Format].
* [YYYY][MM][DD][HH][mm][SS] — Year (4 digits), month, day, hour, minute and second
are added.
¢ [YY][MM][DD][HH][mm][SS] — Year (2 digits), month, day, hour, minute and second
are added.
* [YYYY][MM][DD] — Year (4 digits), month, and day are added.
* [YY][MM][DD] — Year (2 digits), month, and day are added.
¢ [HH][mm][SS] — Hour, minute and second are added.
e [YYYY][MM][DD][HH][mm][SS][mmO0] — Year (4 digits), month, day, hour, minute,
second and random number (2 digits and "0") are added.
¢ [None] — Date is not added.
Page
Select the number of digits of a page number applied to "Page" of the file name selected in
[Format] from 3 to 6. [4digits] is set as the default.
Sub ID
This equipment automatically adds a sub ID (identification number) to the name of a file that
you are saving the same file name exists. You can select the number of digits of this sub ID
from 4 to 6 or [AUTO]. [AUTO] is selected by default. If [AUTO] is selected, a sub ID (4 to 6
digits, selected randomly) is added according to the status of the file name.

8 | Fragment Message Size

Select the size of the message fragmentation.
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0 Setting up Box Setting (Fax/InternetFAX Received Forward)

In the Box Setting page, you can specify how a received document will be stored in the Box.
You can specify the destination when you have selected [InternetFax] as the forwarding agent.

Box Setting
1 Box Mumber 00000 : Public Box «
oStz Passward Retype Passward
2 -
3 Documert Mame: (Sender)-MMN (MMM is & secuertial number)
Item name Description
1 | Destination Specify the destination box number for e-Filing.
Box Number
Enter the Box number where a received document will be stored.
Password
Enter the password if the specified Box number requires a password.
Retype Password
Enter the same password again for a confirmation.
Folder Name Enter the name of the folder where a received document will be stored.
Document Name Display how the received document will be named. You cannot change the document name.
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B Extended Field Definition

You can set meta data which is attached to images scanned with the Meta Scan function.
You can register up to 100 extended field definitions.

Tip
The [Extended Field Definition] submenu can be accessed from the [Registration] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Registration] menu:

P.22 “Access policy mode”
P.315 “[Registration] ([Administration] tab) Item list”

The optional Meta Scan Enabler is required to use the Meta Scan function. For the details, contact your distributor or
service technician.

P.331 “[Extended Fields] screen”

P.331 “Setting up Definition Information”
P.331 “Setting up Extended Field settings”
P.332 “[Extended Fields Properties] screen”
P.333 “[Definition Properties] screen”

Registration
Public Template | Public Menu | FaxReceived Forward | IntemetFAX Received Forward | Extended Field Definition
1 Ho. Mame
oo te 0oL
2 4 002

003 Undefined

o004 Undefined

o00s Undefined

008 Undefined

ooy Undefined

o008 Undefined

009 Undefined

010 Undefined

011 Undefined

012 Undefined

013 Undefined

014 Undefined

015 Undefined

018 Undefined

017 Undefined

018 Undefined

019 Undefined

020 Undefined

021 Undefined

022 Undefined

023 Undefined

024 Undefined

025 Undefined

e r—

Item name Description
1 | No. Displays the extended field definition number.
2 | Name Displays the extended field definition name.

Click a registered name to check and edit the existing extended field definition.
1) P.331 “[Extended Fields] screen”

Click [Undefined] to register a new extended field definition.

P.333 “[Definition Properties] screen”
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QO [Extended Fields] screen

You can set the information entered from the control panel when using meta scan.
P.362 “Registering Extended Field Definition”

0 Setting up Definition Information

1 —
2 anFinirinn Information
@ Reset
33— [Piame |
4 oo |te:om |
Item name Description

[Edit] button

Allows you to edit the extended field definition.
P.333 “[Definition Properties] screen”

[Reset] button

Allows you to delete the extended field definition.

No.

Displays the extended field definition number.

Name

Displays the extended field definition name.

0 Setting up Extended Field settings

Extended Field settings
1 — G

Field Mumber |Field Mame | Display Mame |Mandatory Input |Hidden sttribute | input Walue [Maximum Yalue [Defaut Value [Date

1 Field | ame1 | Displ | fams2 | vYes Mo Mume: | -al 3 256

2 Field | ame2 | Displ: | flame2 | Yes Mo Mume: | sal 125 256

3 Field | ame3 | Displ: | Wame3 Mo Mo Text

4 Field | amed |Displ | famed |ves Mo List

5 Field | ames | Displ | famss |vYes Mo Passyford |- ) |- | [

Goti|ap ofthis tfige

2 3 4 6 7 8 9 10 11
Item name Description
1 | [New] button Allows you to add a extended field property.
0 P.332 “[Extended Fields Properties] screen”

2 | Field Number Displays the extended field property number.
3 | Field Name Displays the extended field property name.
4 | Display Name Displays the caption of the extended field property for the display on the control panel.
5 | Mandatory Input Displays whether the extended field property is a mandatory entry or not.
6 | Hidden Attribute Displays whether the extended field property is a hidden item on the control panel.
7 | Input Method Displays the type of the extended field property.
8 | Minimum Value Displays the minimum value for the extended field property.
9 | Maximum Value Displays the maximum value for the extended field property.
10 | Default Value Displays the default value for the extended field property.
11 | Date Displays the default date for the extended field property.
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U [Extended Fields Properties] screen

You can register up to 25 extended field properties.
P.365 “Registering templates for Meta Scan”

Extended Field Properties
1 — Cave || Cancel
I
3 ield Hame
4 Display Hame
Mandatory Input || Hidden Attribute
5 nput Method @ numerical ©) Decimal ©) Text © List © address © Password © Date
6 List tems
Move Up Mlove Down Delete
Mame
Yalue Add
7 Timum Length
8 um Length
9 Minimum alue 3
1 0 Maximum alue 256
11 Defaull Value Delete
12 oret
1 3 Date (P MDY
*Reguired
Item name Description
1 | [Save] button Creates an extended field property with the entered data.
2 | [Cancel] button Cancels the settings.
3 | Field Name Specify the extended field name.
4 | Display Specify how to display the extended field on the control panel.

Name

Enter the caption of the extended field name for the display on the control panel. You can
enter up to 256 characters. Enter the Box number where a received document will be
stored.

Mandatory Input

Select this check box if the extended field is a mandatory entry item.

Hidden Attribute

Select this check box if the extended field is a hidden item on the control panel.

5 | Input Method *

Select the type of an extended field.

* Numerical — Select this to create an extended field as an integer value.
* Decimal — Select this to create an extended field as a decimal value.

* Text — Select this to create an extended field as a character string.

¢ List — Select this to create an extended field as a list selection.

* Address — Select this to create an extended field as an address.

* Password — Select this to create an extended field as a password.

* Date — Select this to create an extended field as a date.

6 | List ltems

Specify list items to be selected for the extended field. The registered list items are listed in
the List items. When you register a list item, enter [Name] and [Value], and then click [Add].
If you select an item and click [Move Up], the selected item moves up in the list. Click [Move
Down] to move it down. Select an item and click [Delete] to delete an unnecessary item from
the list.

Name

Enter the name of the item.

Value

Enter a value or text to be applied for the selected item.

* You cannot exceed the total number of characters displayable in the List ltems (127).
* You cannot use a semicolon in [Name] or [Value].

7 | Minimum Length

Specify the minimum number of characters that can be entered in the extended field if the
field is a character string.

332

[Registration] ([Administration] tab) Item list




Item name

Description

8 | Maximum Length Specify the maximum number of characters that can be entered in the extended field if the
field is a character string.

9 | Minimum Value Specify the minimum numerical value that can be entered in the extended field if the field is
a numerical value.

10 | Maximum Value Specify the maximum numerical value that can be entered in the extended field if the field is
a numerical value.

11 | Default Value Specify the default value for the extended field.

12 | Password Specify the default password for the extended field if the field is a password.

13 | Date Specify the default date for the extended field if the field is a date.

*

The following shows the types and settable items of an extended field for each [Input Method]. (*) is displayed for mandatory setting items.

Input method
(Extended field type)

Mandatory setting items

Optional setting items

Numerical value

[Maximum Value], [Minimum Value]
Settable value: -999,999,999,999 to 999,999,999,999

[Default Value]

Decimal value

[Maximum Value], [Minimum Value]

Settable value: -999,999,999,999.999999 to
999,999,999,999.999999

Contact your service technician if you want to input a value
with more than two decimal places.

[Default Value]

Text [Maximum Length], [Minimum Length] [Default Value]
Settable value: 0 to 256
List [List Items] [Default Value]
You can register up to 256 [List ltems]. Select from the registered selection
items.
You can set from 1 to 126 characters in [Name].
You can set from 1 to 126 characters in [Value].
However, the total number of characters set in [Name] and
[Value] must be from 2 to 127.
Address None [Default Value]
Password None [Default Value]
Settable value: 0 to 256
Date None [Default Value]

U [Definition Properties] screen

XML Format File

Select the XML format file for meta data.
L P.334 “XML Format File”

Definition Properties
Definition Information
[Ma |Hame |
1 | testont |
2 —— 1
Save
*Reguired
3 umier o
4
5 ML Format File defaultForm3 xml +
Item name Description
1 | [Save] button Creates an extended field definition with the entered data.
2 | [Cancel] button Cancels adding new.
3 | Number Displays the extended field definition number.
4 | Name Specify the extended field definition name.
5
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B XML Format File

Meta data, which is attached to images scanned with the Meta Scan function, is defined in an "XML format file".
You can register “XML format files”, which are customized to be processed by a workflow server or some other means.

Tip

The [XML Format File] submenu can be accessed from the [Registration] menu on the [Administration] tab.
See the following pages for how to access it and information on the [Registration] menu:

P.22 “Access policy mode”

P.315 “[Registration] ([Administration] tab) Item list”

P.334 “Setting up Import XML Format File”
P.334 “Setting up Delete XML Format File”

Q) Setting up Import XML Format File

Import XML Format File

1 ——— FileName
Item name Description
1 | File Name Select the XML format file to be imported.

[Browse] button — Allows you to select the XML format file.
[Import] button — Imports the selected the XML format file.

() Setting up Delete XML Format File

Delete XML Format File
Delete
[ [File Hame [File Size |Date
[
| | |
1 2 3
Item name Description
1 | File Name Select the XML format file to be deleted.
File Size Displays the file size of the XML format file.
Date Displays the imported date of the XML format file.
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[Registration] ([Administration] tab) How to Set and How to Operate

You can register public templates, and relay transmissions of received faxes/Internet Faxes in the [Registration] menu in
the TopAccess access policy mode.
* Public Template
An administrator can create public templates to register to the public template group. This template group can be
accessed by all users in the network.
P.335 “Registering public templates”
¢ Fax Received Forward, Internet Fax Received Forward
An administrator can register an agent which forwards all received faxes/Internet Faxes to a specified destination. This
enables the administrator to check all faxes received by this equipment.
P.341 “Registering Fax and Internet Fax received forward”

The Fax Received Forward can be registered only when the optional Fax Unit is installed.

¢ Extended Field Definition
P.330 “Extended Field Definition”

¢ XML format file
P.357 “Editing XML format file”
P.361 “Registering XML format file”

H Registering public templates
An administrator can create and maintain public templates and manage the public template group. Users can display and
use public templates but cannot modify them. n
The public group can contain up to 60 public templates. Typically, these are general-purpose templates available to all
users.

An administrator can perform the following public template management operations in TopAccess access policy mode.
P.335 “Creating or editing public templates”
P.338 “Resetting public templates”

U Creating or editing public templates

Use the Templates page to create or modify templates.

Creating or editing public templates

1 Start TopAccess access policy mode.
3 P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Registration] menu and [Public Template] submenu.

TobAccess eiling
Logout
e
Device | Joh Status ‘ Logs | Registration ‘ Counter | User Management Administration
Setup | Security | Msintenance | Repistration

Registration
Public Telnpim\e | Public Menu | EaxReceived Forward | InternetFAX Received Forward | Extended Field Definition | #ML Format File

N2

The Public Template submenu page is displayed.
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Display in the Panel View. Click an undefined blank icon to create a new template, or
click a defined icon with an image to edit an existing template.

TopAccess setllin
Logout
Device +Job Status Logs Registration Counter User Management Administration

Registration

Registration
Public Template | Public Menu | FaxReceived Forward | InternetFAX Received Forward | Extended Field Definition | #ML Format File

[ | [name |User Hame |
|Public | |Public Tempiste Graups | |

Panel View | Listview

Flease click a template picture to edit.

Jump ta
1-6 712 1318 19-24 2530 31-36 37-42 4342 4054 5560

Tamnlatas 1-6

COP'Y MODE Li FA3 MODE
2. SCANTO / SCAN TO
& =Y
L@] E-MAIL L N TS
é SCANTO =N SCANTO
J i3
e O (@) | FILEsE-malL
N N
GO L0 10 U7 (| ere L@

 If the templates list is displayed in the List view, click the [Undefined] template name to register a new template.
Click the defined template name to edit an existing template.

* If you click an icon that has not been defined, the Template Properties page to select agents is displayed. Skip
to step 6.

* If you click a defined icon, the Template Properties page is displayed. Go to the next step.
Tips

* You can change the template list view by clicking on either [Panel View] or [List View].
* If you know which public template you want to define or edit, click the number of the public template in the
[Jump to] links.

5 When you select a defined template icon, the Template Properties will be displayed.

Click [Edit].
TobAccess sl
Logout
Device Job Status Logs Reistt ation Courtsr User Management Administration

Registration

Template Properties  Eubic Template »

Group Information
[Ma. ] [Hame |User Mame |
[Public | |Public Templste Groups | |

Template Information

Change Password ” Reset Template ]
[Hame |User Mame |
| |SCAN TO_FILE | |
SCANTO
Panel
Y e
Hotification
Automatic Start | Disable
Agent Save as fils
2] = [o]
[SERE? OFF, Singe,
Black, 200dpi, Test, Auto, Auto, 0,0, 0, 0, (0,0,03, OFF, OFF

The Template Properties page to select agents is displayed.
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6 Select agents to be combined, and click [Select Agent].

TobAccess o Filing
Logout
TR
Device | ok Status Logs Registration Courter Uszr Management Administration
Setun | Security | Maintenance | Registration

Template Properties Fublic Template »

Select Agent
Copy TEmail
Fax [ Internetf ax 3 [ save as file
[ scan [[] store to e-Filing

Meta Scan [C]save to USB Media

L\\q [%2

You can select one of the following templates:

Copy Creates a copy agent. This agent can copy documents. Usually, this is selected to print
copies as well as sending originals to other destinations. This agent can also be
combined with the Save as file agent or Store to e-Filing agent.

Fax / InternetFax You can create a template for fax or Internet Fax transmission. This agent can be
combined with the Save as file agent.

Scan Create a scan template by combining the E-mail, Save as file, Store to e-Filing, or
Save to USB Media agents. When you select this, select the agent from [Email], [Save
as file], [Store to e-Filing], or [Save to USB Media]. You can specify up to two agents
for a scan template.

Meta Scan You can create a template for the meta scan option.
Refer to the document provided by the vendor of the application which supports the
meta scan option for details.

Click each button displayed in the page to specify or edit the associated template
properties.

[Panel Setting] Specify the icon settings of the template.
L1 P.315 “Setting up Panel Setting (Public template)”

[Destination Setting] Specify the destination. This can be set only when creating a Fax/Internet Fax agent or
Email agent.
L1 P.315 “Setting up Destination Setting (Public template)”

[InternetFax Setting] Specify how the Internet Fax is transmitted. This can be set only when creating a Fax/

Internet Fax agent.
L1 P.315 “Setting up InternetFax Setting (Public template)”

[Fax Setting] Specify how the documents are faxed. This can be set only when creating a Fax/Internet
Fax agent.
L1 P.315 “Setting up Fax Setting (Public template)”

[Email Setting] Specify how the documents are transmitted as E-mail messages. This can be set only

when registering the Email agent.
L1 P.316 “Setting up Email Setting (Public template)”

[Save as file Setting] Specify how documents are saved in a local hard disk, USB media, or a network folder.
This can be set only when registering the Received to File agent.
L1 P.316 “Setting up Save as file Setting (Public template)”

[Box Setting] Specify how the documents are saved in e-Filing. This can be set only when registering
the Store to e-Filing agent.
[ P.316 “Setting up Box Setting (Public template)”

[Store to USB Setting] Specify how the document is saved in USB media.

[Scan Setting] Specify how the documents are scanned. This can be set only when creating a Save as
file agent, Email agent, or Store to e-Filing agent.
L1 P.316 “Setting up Scan Setting (Public template)”

[Extended Field settings] Specify extended field definition information and extended field settings.
L1 P.316 “Setting up Extended Field Settings”
[Password Setting] Specify the password to the template if it is newly created.

After configuring the desired template properties, click [Save].
The template properties are registered.
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U Resetting public templates

You can reset a public template that you have registered.

You can reset a public template that you selected, or you can reset all public templates that are registered in the public
template groups.

P.338 “Resetting a public template”

P.340 “Resetting all public templates”

Resetting a public template

To reset an unnecessary public template, perform the following procedure.

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Registration] menu and [Public Template] submenu.

Logout

Courter Uzer Management Administration

Device Registration

Bnance Registration

Registration
Public Template | Public Menu | FaxReceived Forward | InternetFAx Receiwed Forward | Extended Field Definition | ML Format File

2

The Public Template submenu page is displayed.

4 From the templates list, click the template icon that you want to reset.

Registration
Public Template \ Public Menu | Fax Received Forward InternetFAX Received Forward | Exdended Field Definition | XML Forr

[ra [ rame |User Name |
‘Puhlic | IPuincTamp\ateGmups | |

Panel View | Listview

Please click a template picture to edit

Jumnp to
1-6 7-12 13-18 19-24 25-30 31-36 37-42 43-48 49-54 55-60

COPY MODE FAX MODE

SCANTO SCANTO

E-MAIL FILE

SCANTO SCANTO

(P | [

U
&

E-FILING FILESE-MAIL

GOwop i m'\@g %

* If the templates list is displayed in the List view, click the template name that you want to reset.
* The Template Properties page is displayed.

Tips

* You can change the template list view by clicking on either [Panel View] or [List View].
» If you know which public template you want to define or edit, click the number of the public template in the
[Jump to] links.
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8 [Administration] Tab Page

5 Click [Reset Template].

Template Properties  Public Template »

Group Information
[ra | [name |User Mame |
‘Puhlic | IPuinc Template Groups | |

Template Information

[ Change Passwaord ” Reset Template
[Ma. [ [Hame Mame |
joos | |scanTO_FLE |

& [seanTe
Fanel

=T
Hotification
sutomatic Start | Disable
2gent Save as file

[2[= [+]
Scanner OFF, Single,
Black, 200dpi, Texd, Aute, Auto, 0,0, 0,0, (0,0,0), OFF, OFF

The confirmation dialog box appears.

@ Click [OKI.

@ Do You really want to Reset?
i

The template setting is reset and the template will be returned to an undefined one.
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Resetting all public templates

To reset all public templates, perform the following procedure.

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Registration] menu and [Public Template] submenu.

Logout

Registration

Counter User Management Administration
Registration

Registration k

Public Template | Public Menu | FaxReceived Forward | InternetFAx Received Forward | Extended Field Definition | ML Format File

2

The Public Template submenu page is displayed.
4 Click [Reset].

Registration

Public Template \ Public Menu | Fax Received Forward InternetFAX Received Forward | Exdended Field Definition | XML Forr

Ho o | [name |User Name |
Y

‘Puhlic IPuinc Template Groups | |

Panel View | Listview

Please click a template picture to edit

Jumnp to
1-6 7-12 13-18 19-24 25-30 31-36 37-42 43-48 49-54 55-60

Templates 16

3 COPY MODE . FAX MODE
:

v SCANTO 2 SCANTO!
3| & A=)
L@] E-MAIL Y= FILE
2, SCANTO & SCANTO
s | & | &
S| [eFune (@ || FILEsE-MaL

Go to top of this pane

The confirmation dialog box appears.
B Click [OK].

Windows Internet Explorer @

./.. .\.
|_9_| Do You really want to Reset?
I QK ,\g [ Cancel ]
N
)

All public templates are reset.
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H Registering Fax and Internet Fax received forward

You can forward received faxes and Internet Faxes to a specified address using fax received forward and Internet Fax
received forward functions. You can check all faxes and Internet Faxes received by this equipment using these functions.
P.341 “Registering the Fax or Internet Fax received forward”

P.343 “Setting up Destination Setting (Fax/Internet Fax Received Forward)’

* You can also forward using the F-code communications function on this equipment when communicating with a fax
which supports the F-code communications function. You need to create a mailbox in advance. Also, you can use
the TSI (sender information) forwarding function by making the counterpart fax number as a box number and
forwarding documents in the box (mailbox) to a specified saving location.

P.100 “Managing mailboxes”

* The Fax Received Forward can be registered only when the optional Fax Unit is installed.

* When the 2nd line board is installed, the received faxes are forwarded to the specified destinations according to the
Fax Received Forward setting regardless of whether the faxes are received through line 1 or line 2.

The received fax and Internet Faxes can be transmitted to the following destinations:
* Other Internet Fax devices

* Local folder in this equipment or network folders

* E-mail addresses

* Box in this equipment

U Registering the Fax or Internet Fax received forward

Tip

The procedures to register the Fax Received Forward and Internet Fax Received Forward are almost the same. This
section describes how to register in both cases.

1 Start TopAccess access policy mode.
1 P.22 “Access policy mode”

2 Click the [Administration] tab.

3 Click the [Registration] menu. Click the [Fax Received Forward] submenu to register
the Fax Received forward, or click the [InternetFAX Received Forward] submenu to
register the Internet Fax Received forward.

ibo ms eFiling
Logout
e
Device | Joh Status Logs | Registration ‘ Counter ‘ User Management Administration
Setun | Security | Maintenance | \fﬂfﬂjf@ﬂiﬁl
Registration l @ 1
Public Template \ Fublic Menu | FaxReceived Forward | InternetFAX Received Forward | Extended Field Definition | #ML Format File

N2

* When you click the [Fax Received Forward] submenu, the Fax Received Forward submenu page is displayed.
* When you click the [InternetFax Received Forward] submenu, the Internet Fax Received Forward submenu
page is displayed.
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4 Select the [Forward] check box, select the desired agents, and click [Select Agent].

Tip

To disable the Fax Received Forward or Internet Fax Received Forward, clear the [Forward] check box and
click [Select Agent], and then click [Save].

Device Joh Status Logs

Registration

Save

Select Agent

K, s

e-Filing
Logout

Fegistration Counter User Management Administration

Registration

Fublic Template | Public Menu | Fax Received Forward | InternetFAX Received Forward | Extended Field Definition | ®ML Format File

InternetFax
Save as file
Email

Store to e-Filing %

InternetFax

Forwards received faxes or received Internet Faxes to another Internet Fax device.
This agent can be combined with the Save as file agent or Store to e-Filing agent.

Save as file

Forwards received faxes or received Internet Faxes to a shared folder on the
equipment or a network folder. This agent can be combined with another agent.

Email

Forwards received faxes to an E-mail address. This agent can be combined with the
Save as file agent or Store to e-Filing one.

Store to e-Filing

Forwards received faxes to e-Filing on the equipment. This agent can be combined
with another one.

The image quality of the file that is stored by Save as file, E-mail, and Store to e-Filing is different from the
output of the received fax when it is printed.

5 Select whether or not to print the forwarded documents in the [Document Print] box.

Device: Job Status Logs.

Registration

Save

e-Filing
Logout

Registration Courter Uzer Management Administration

Registration

Public Template | Public Menu | Fax Received Forward | InternetF Ax Received Forward | Extendsd Field Definition | ML Format File

Forward InternetF ax
[V gave as file
[F1Email
[ stare o e-Filing
[pecument pr ['on ERROR ~ =
Alvways El
Save as file Setting o
Always Select this always to print forwarded documents.
ON ERROR Select this to print the received document when an error has occurred on all

forwarding destinations. (For example, the document is not printed when E-mail
transmission only failed in a combined setting of save as file and E-mail.)
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6 Click each button displayed in the page to specify or edit the associated properties.

[Destination Setting] Specify the destination. This can be set only when registering the Internet Fax, or Email
[TO: Destination Setting] agent.

[CC: Destination Setting] 1) P.343 “Setting up Destination Setting (Fax/Internet Fax Received Forward)”

[BCC: Destination Setting]

[InternetFax Setting] Specify how the Internet Fax is transmitted. This can be set only when registering the

Internet Fax agent.
L1 P.322 “Setting up InternetFax Setting (Fax/Internet Fax Received Forward)”

[Email Setting] Specify how the documents are transmitted as E-mail messages. This can be set only
when registering the Email agent.
L P.327 “Setting up Email Setting (Fax/InternetFAX Received Forward)”

[Save as file Setting] Specify how the documents are saved in a shared folder on this equipment or a network
folder. This can be set only when registering the Received to File agent.
L1 P.323 “Setting up Save as file Setting (Fax/InternetFAX Received Forward)”

[Box Setting] Specify how the documents are saved in e-Filing. This can be set only when registering
the Store to e-Filing agent.
L1 P.329 “Setting up Box Setting (Fax/InternetFAX Received Forward)”

After configuring the desired properties, click [Save].
The Fax or Internet Fax Received Forward properties are registered.

0 Setting up Destination Setting (Fax/Internet Fax Received Forward)

In the Recipient List page, you can specify the destinations to which the received faxes or Internet Faxes will be
transmitted. You can only specify an E-mail address as the destination.

You can specify the destinations by entering E-mail addresses manually, selecting destinations from the address book,
selecting destination groups from the address book, or searching for destinations in the LDAP server.

[ P.343 “Entering the destinations manually”

D P.344 “Selecting the destinations from the address book”

[ P.345 “Selecting the groups from the address book”

P.346 “Searching for destinations in the LDAP server”

P.347 “Removing the destinations from the Recipient List”

Entering the destinations manually

Using this method, you can add a destination manually to the Recipient List.
1 Click [Destination Setting] to open the Recipient List page.
2 Click [New].

Recipient List
‘ Cancel | Newll Address Book || Address Group H Search ‘
|ngvName VW 5Dealimatmm

The Contact Property page is displayed.
3 Enter the E-mail address of the destination, in the [Destination] box.

Contact Property
(0K [ Garet ] (e

*Reguired
|Des1matinn | Use1@example. com N

Click [OK].

Entered destination is added to the Recipient List page.
5 Repeat step 2 to 4 to add all destinations you require.
Tip

You can remove destinations that you have added to the Recipient List before saving the destination settings.
[ P.347 “Removing the destinations from the Recipient List”
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6 Click [Save].

Recipient List

Save [ Cancel ][ Address Book H Address Group ” Search ” Delete l

ame Destination

Usert @example.com

ElE

The contacts are added as destinations.

Selecting the destinations from the address book

By this method, you can select destinations from the address book.
1 Click [Destination Setting] to open the Recipient List page.
2 Click [Address Book].

Recipient List

[ Cancel ][ Address Book, H Address Group ” Search ]
I\
‘illvName |Destmat|an l’g

The Address Book page is displayed.

3 Select the [Email] check boxes of users you want to add as the destinations.
Address Book

Group Al Groups -

whlame

|
=
=

Email Address

User1 Di@example.com

Firsthlame! 0 LastMame10

O

rd

Firsthlame03 Lasthamens

User08@example.com

(=

Firsthlame0s LastMamens

User08@example.com

Firsthlame0? Lasthamen?

User07 @example.com

Firsthlame0f LastMamens

UserOB@example.com

Firsthlame05 Lasthamens

UserOS@example.com

Firsthlame0d Lasthamend

User0d@example.com

Firsthlame03 LastMamens

User03@example.com

Firsthlame02 Lasthamenz

User02@example.com

] [EEE E E EEE

Firsthlame01 Lasthlamed!

User01 @example.com

0 top ofthis pa

E
&
@

Tip

If you want to sort the Recipient List by a specific group, select the desired group name in the [Group] box.
Click [Add].
The selected destinations are added to the Recipient List page.
Tip

You can remove destinations that you have added to the Recipient List before saving the destination settings.
P.347 “Removing the destinations from the Recipient List”
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5 Click [Save].

Recipient List

Save [ Cancel ][ Address Book H Address Group ” Search ” Delete l
ame Destination

i

[T |Firsthame10 Lastizme1 0 UserD@example.com
[T |Firsthiamens Lastizme0s Userna@example.com
[T |Firsthiamens LastName0s UserDs@example.com
[T |Firsthamen? Lastiamea? UserD7@example.com
] Usert @example.com

The contacts are added as destinations.

Selecting the groups from the address book

By this method, you can select groups from the address book.
1 Click [Destination Setting] to open the Recipient List page.
2 Click [Address Group].

Recipient List

[ Cancel I[ Address Book H Address Group [ Search ]
|
)

‘illvm |Destmalinn

The Address Group page is displayed.

3 Select the [Group] check boxes that contain the desired destinations.
Address Group

‘Gruup wGroup Mame
]| |Groupmamens

\GroupMamen4

GroupMamen2

0
1 | Yoroupnamens
0

GroupMamen

Yo top ofthis page

4 Click [Add].
All destinations in the selected groups are added to the Recipient List page.
Tip

You can remove destinations that you have added to the Recipient List before saving the destination settings.
P.347 “Removing the destinations from the Recipient List”

5 Click [Save].
Recipient List

[ Cancel ][ Address Book ][ Address Group H Search H Delete ]
il A

\Yarme Destination
[ |erouptiament Group
[C] |Firsthame10 Lastiame10 User Di@example.com
[C] |Firsthame0d Lastiame03 User09@example.com
[ |Firstilamens Lasthame0s User08@example com
[ |Firstiamen? Lasthame0? User07 @example com
B Lser01 @example com

The contacts are added as destinations.

[Registration] ([Administration] tab) How to Set and How to Operate 345



Searching for destinations in the LDAP server

You can search for destinations in the registered LDAP server. You can also search for destinations in the address book
on this equipment.

1 Click [Destination Setting] to open the Recipient List page.
2 Click [Search].

Recipient List

[ Cancel l[ Address Book H Address Group “ Search“

|| wtdame Destination

The Search Contact page is displayed.

3 Select the directory service name that you want to search for in the [Directory Service
Name] box, and enter the search terms in the boxes that you want to search.

Search Contact

Enter a partial name or Email address to search for a contact,

Directory Service Mam© LDAP zerverll -

First Name FirstMame10
LastMame

Email Address

Fax Nurmber

Company

Cepartment E

Enter a search string in [Email Address] or [Fax Number] to search a destination using an LDAP server. A
search will not be carried out correctly if you enter a search string in other columns.

Tips

* If you select the model name of this equipment at the [Directory Service Name] box, you can search for
destinations in the address book of this equipment.

* TopAccess will search for destinations which match the entries.

* Leaving the box blank allows wild-card searching. (However, you must specify at least one.)

Click [Search].

A search for the destination using the LDAP server starts. When the search is complete, the Search Address List
page will display the results.

5 Select the [Email] check boxes of users you want to add.

Search Address List

‘Emai I |wharme Ernail Address

Firsthlame10 Lasthame10 Userl Dg@example com
[c] ofthis nace:

The value of [company] and [department] will depend on the settings determined by the administrator.
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Click [Add].

The selected destinations are added to the Recipient List page.
Tip

You can remove destinations that you have added to the Recipient List before saving the destination settings.
P.347 “Removing the destinations from the Recipient List”

7 Click [Savel].

Recipient List

[ Canicel ][ Address Book ” Address Group H Search H Delete]
|L|—‘ 2\l Destination

[] |Firsthlame10 Lastiamet 0 Uzer O@esxatmple com

The contacts are added as destinations.

Removing the destinations from the Recipient List

1 Select the check boxes of the destinations that you want to remove from the Recipient
List, and click [Delete].

Recipient List

[ Canicel ][ Address Book ” Address Group H Search ] Delete, n
[¥[[whame

Destination 2

irsthlamet 0 Lasthlamet 0 Uzer O@esxatmple com

The selected destinations are removed from the Recipient List.

2 Click [Save].
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[My Account] Tab Page

Using TopAccess, end users can display their own account information

[My Account] Tab Page OVervieW.........cccccvmrinismemnnnssssnnsss s snssss s sssssss s ssss e snssnns 350
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[My Account] Tab Page Overview

The [My Account] tab is displayed if [User Authentication] is enabled in the [Administration] tab under [Security] -
[Authentication] - [User Authentication Setting].

It displays the account information of the user who is accessing TopAccess. Also, you can change the display language
and keyboard layout on the control panel.

P.350 “[My Account] Item list”

H [My Account] Item list

P.351 “[Change Password] screen”
P.352 “[Menu Setting] screen”

P.352 “[Select Menu Type] screen”
P.353 “[Select Template Group] screen”
P.353 “[Select Template] screen”

P.354 “[Select URL] screen”

P.354 “[Confirm Permission] screen”

]bn m e-Filing
Logout
Device: Job Status Logs Registration Courter User Management Administration
My Account
1 — e Change Password Menu
2 —— |
5 e | SET NaITIE Admin
@ ————Domain NameiLDAP Server
Administrator =)

7 e R0le Assigniment auditor

ColorPrintCopyOperator -

8 e GiFIUR AS SONINEN

9 e Dzpariment Kumber

1 Q ———"Fenelui Langusge [English(us) [~]
11 ——— Panelui Keyboard Layout [aweRTY[+]
12__cﬂ|mauma Sefting OFF

Color Guota

Default Color Quota

13——Blank Quota Setting OFF
Black Quota

Default Black Quota

14 ———1otalcounter

Full Color Twinf Mono Color Black Total

Copy [ [ [ [

Fax - - o o

Printer o o o o

List o o

Total o o o o
1 5 s PNt CoUntEr

Copy Feox Printer List Total

Small o o o o o

Large [ [ 0 0 0

Total o o o o o
1 6 — Scali Counter

Copy Faic Metwork Total

Small(Full Color) - - 0 [i]

Large(Full Color) - - 0 o

Small(Black) [ 0 0 [i}

Large(Black) [ 0 0 [i}

Total o o o o
4 7 —— Fax Communication Counter

Transmit Received Total
Small o o o
Large [i] 0 [i]
Item name Description
1 | [Save] button Saves the content of the account.
[Cancel] button Cancels the operation.
[Change Password] button Changes the password of the user who is accessing TopAccess.
P.351 “[Change Password] screen”
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Item name Description

4 | [Menu] button Click the [Menu] button on the control panel and perform the settings on the menu
screen. In the [My Account] tab, set the menu screen of the user who is accessing
TopAccess.
[ P.352 “[Menu Setting] screen”
User Name Displays the name of the user who is accessing TopAccess.
Domain Name/LDAP Server Displays the domain name or LDAP server of the user who is accessing TopAccess.
Role Assignment Displays the role assigned to the user who is accessing TopAccess.

Click the [Confirm Permission] button to display the [Confirm Permission] screen and
check the detailed role information.
[ P.354 “[Confirm Permission] screen”

8 | Group Assignment Displays the group assigned to the user who is accessing TopAccess.
9 | Department Number Displays the department number registered by the user who is accessing TopAccess.
10 | PanelUl Language Select the display language for the control panel.
11 | PanelUl Keyboard Layout Select the keyboard layout on the control panel.
12 | Color Quota Setting Displays the color output restriction settings of the user who is accessing TopAccess.
Color Quota If the Color Quota Setting is ON, the remaining number that can be output in color is
displayed.
Default Color Quota If the Color Quota Setting is ON, the assigned default value is displayed.
13 | Black Quota Setting Displays the monochrome output restriction settings of the user who is accessing
TopAccess.
Black Quota If the Black Quota Setting is ON, the remaining number that can be output in
monochrome is displayed.
Default Black Quota If the Black Quota Setting is ON, the assigned default value is displayed.
14 | Total Counter ™! Displays the total counter of the user who is accessing TopAccess.
15 | Print Counter "2 Displays the number of pages printed by print operations and E-mail reception (Internet

Fax reception).

16 | Scan Counter ™2 Displays the number of pages scanned by scan operations.
Values for the small size and large size are displayed according to the paper size
specified on your device.

17 | Fax Communication Counter 2 Displays the communication record.

*1  Available only for models that support color printing.
*2  Available only for monochrome models.

U [Change Password] screen

Changes the password of the user who is accessing TopAccess.

Change Password

1 ——se)
N

2 —

3 =T Old Password

4 —— Mew Password

5 — Retype Password

Item name Description

1 | [Save] button Saves the password changes.
2 | [Cancel] button Cancels the operation.
3 | Old Password Enter the current password.
4 | New Password Enter the new password.
5 | Retype Password Enter the same password again for a confirmation.

[My Account] Tab Page Overview 351



O [Menu Setting] screen

You can set the menu screen of the user who is accessing TopAccess.
The menu screen is displayed by pressing the [Menu] button on the control panel. You can register frequently used
templates and template groups, and External Interface Enabler shortcuts.

Menu Setting
1 —Close || Delete
R E——
Jump ta
117 33 48
3 “Ho.[Hame Type
4 lon v e
002 |Undefined
5 003 |Undefined
004 |Lndefinecd
005 |Lndefinedd
006 |Lindefinedt
007 |Undefined
003 |Undefined
009 Undefined
010 |Undefinect
011 Lindefinect
012 |Undefinect
013 |Undefined
014 |Undefined
015 |Undefined
016 |Undefined
Go to top afthis page
Item name Description
1 | [Close] button Closes the [Menu Setting] screen.
[Delete] button Deletes the selected menu settings.
No. The numbers of the menu setting are displayed.

Tip

In the menu settings, you can register 64 types.

4 | Name The templates registered in the menu settings or the registered names of the External
Interface Enabler are displayed.

Click a registered name to check and edit a registered menu setting.

[ P.353 “[Select Template Group] screen”

L1 P.354 “[Select URL] screen”

Click [Undefined] to register a new menu setting.

[ P.352 “[Select Menu Type] screen”

5 | Type The menu setting type is displayed.

QO [Select Menu Type] screen

Select a menu type to add to the menu screen.

Select Menu Type

Please select a menu type

1 == Template | Extension
—

Item name Description

1 | [Template] button Adds a template to the menu.
P.353 “[Select Template Group] screen”

2 | [Extension] button Adds an External Interface Enabler URL to the menu.
P.354 “[Select URL] screen”
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U [Select Template Group] screen

Displays a list of Template Group that can be selected on the [Menu Setting] screen.

Select Template Group
1 — Ve —
2
3 o ame Lizer Mame
4 @ [Public | lic Template Grou
(S i} [Templete001 Lizer | ame001
5 T oz T Derame002
) jooz [Templete003 Ierhlame003
@ jona Templete004
@ joos Templete00s
O joog Lser00g
Go to top ofthis page
Item name Description
1 | [Save] button Registers the selected template group.
2 | [Cancel] button Cancels registration of the template group.
3 | No. The numbers of the template group that can be selected are displayed.
4 | Name The names of the template groups are displayed.
Click a name to display the [Select Template] screen. If templates can be selected, a list of
templates that can be selected is displayed.
P.353 “[Select Template] screen”
5 | User Name The user names of the template groups are displayed.

U [Select Template] screen

You can select which template to use by clicking the template group name in the [Select Template Group] screen.

Select Template Select Template Group »

1 ——— 5o [ Cancel
e |

2 —
Group Information
|Nn | |Name |Llser Hame [
|nnn | IPuhh: Template Grnupl [
Jumpto

16 7-12 13-18 19-24 25-30 31-36 37-42 43-48 48-94 55-60

3 ———Templates 16
= COPY MODE ] FAX MODE
o | o |

> ;

| & SCANTO ol & SCANTO

Y@ | lema . L FILE
SCANTO & SCANTO

) |s ? ® |s i

@ | [eriwe = | | FLEsE-mar

Goto top ofthis nade

Item name Description
1 | [Save] button Registers the selected template.
[Cancel] button Cancels registration of the template.
Template list A list of the templates that can be selected is displayed.
Select a template to use.
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U [Select URL] screen

Select a URL registered in [URL List for Menu Screen].
P.211 “Setting up URL List for Menu Screen”

Select URL

= Save || Cancel
— ]

H W=

I URL
O lexample01 [piingz.ae81 1

@ |erample02 bitp:#1192.165.10.1
@) fexample03 hitp:/192.168.100.1

Go to top of this pane

Item name Description
1 | [Save] button Registers the selected URL.
2 | [Cancel] button Cancels registration of the URL.
3 | Name The registered URL name is displayed.
4 | URL The registered URL is displayed.

Q [Confirm Permission] screen

You can display granted permissions of the user who is accessing TopAccess.

1 —

o)

2 = Role Information

Copy Function

Confirm Permission

Copy Jab Enable
Colar Copy Enahle
Store to Local File Shars Enahle
Store to Remate Server Enahle
Store to e-Filing Enahle
Print Function

Print Jok Enahle
Color Print Enahle
Store to e-Filing Enahle
Print Management Enahle
Scan Function

Store to Local File Shars Enable
Store to Remate Server Enahle
Send Email Enahle
Store to e-Filing Enahle
RemoteScaniEScan(Pull) Enahle
Fax/iFax Function

Internet Fax Transmission Enahle
Faux Transmission Enahle
Faux Received Print Enahle
Store to Local File Share Enahle
Slore to Remate Server Enahle
Output Setting
[Color Print |Enshle
Local File Share

[Store to Local Storage [Enable

Item name

Description

1 | [OK] button

Closes the [Confirm Permission] screen.

2 | Role Information

The role information assigned to the user who is accessing TopAccess is displayed.
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Functional Setups

This chapter contains the following contents.
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Setting up Meta Scan Function

The Meta Scan is a function to attach information (meta data) generated within the device to scanned images. The
attached meta data can be processed by workflow servers or other means to supplement the scanned image.
To use Meta Scan, select [E-MAIL], [Save as file] and [Save to USB Media] agents of Meta Scan for templates and register

them.

Meta data is managed by an XML file which defines the scheme to store the information.

This section describes the data structure using the XML file <defaultForm3.xmlI> registered as the default as an example.
The default XML file consists of two data areas; the “basic data area” and “extended data area”.

The “basic data area” records device information, scan parameters, and user information, while the “extended data area”
records information entered by the user on the control panel (maximum 25 items) when running Meta Scan.

The user can create fields in “extended data area” to store information entered from the control panel under [Extended
Field Definition] - [Extended Field Properties].

When using applications that interact with Meta Scan, follow the instructions of the application vendor to set the XML

format file and the extended field.

[ P.356 “Procedure for using Meta Scan”
P.356 “Checking Meta Scan Enabler (optional)”

P.357 “Editing XML format file”

P.361 “Registering XML format file”

3 P.362 “Registering Extended Field Definition”
3 P.365 “Registering templates for Meta Scan”

LD P.368 “Meta Scan”

P.368 “Checking logs of Meta Scan”

H Procedure for using Meta Scan

Setup

Operation

Description

Reference

1 | Checking the Meta Scan option

Check whether the Meta Scan option
can be used with your equipment.

[ P.356 “Checking Meta Scan Enabler
(optional)”

2 | Editing the XML format file

If necessary, edit the XML format file
for meta data.

L P.357 “Editing XML format file”

3 | Registering an XML format file

Register an XML format file for meta
data.

L P.361 “Registering XML format file”

4 | Registering an extended field
definition

If necessary, register an extended
field definition.

L1 P.362 “Registering Extended Field Definition”

5 | Registering a template for Meta Scan

Register a template for Meta Scan.

[ P.365 “Registering templates for Meta Scan”

Operation

Operation

Description

Reference

1 Meta Scan

Perform a meta scan using a template
for Meta Scan.

LA Scanning Guide "Using Scan Templates"

2 | Checking Meta Scan logs

Check the scan log to confirm if meta
data has been correctly created.

L Scanning Guide "Viewing the Scan Job Status
and Log"

H Checking Meta Scan Enabler (optional)

The optional Meta Scan Enabler is required to use the Meta Scan function. For the details, contact your distributor or

service technician.

You can check whether the Meta Scan option is set on your equipment as follows.
Meta Scan function is available if [Meta scan enabler] is registered under [ADMIN] - [GENERAL] - [LICENSE

MANAGEMENT].
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H Editing XML format file

Edit XML format files in accordance with the applications that interact with Meta Scan. You can define variables in the XML
format file and the variables are replaced with the corresponding information (meta scan) during the Meta Scan operation.

Tip

Enter variables in XML format files using the ${variable name} format.

Q Variables of XML format files

Variables that can be defined in XML format files are shown below.

Tip

You can use variables for the subject of E-mail, the file name of Meta Scan image files, and the file name of meta data.

Variable (${variable name}) Data to be stored Value
${MANUFACT} Manufacturer name OKI
${MODEL} Model name string
${FWVER} Firmware version string
${SERIAL} Serial number for machine string
${LOCATION} Location set from TopAccess string
${CONTACT} Contact information set from TopAccess string
${CONTACTTEL} Contact telephone number set from TopAccess string
${IP} IP address string
${IPve} IPV6 address string
${NETBIOSNAME} NetBIOS name string
${FQDN} Fully Qualified Domain Name string
${RESOLUTION} Scan resolution HHHxVVVdpi
${FILEFORMAT} File format Multiple TIFF
singleTIFF
MultiplePDF
singlePDF
MultipleSLIMPDF
singleSLIMPDF
MultipleXPS
singleXPS
JPEG

${COLORMODE} Color mode BLACK
GRAY SCALE
FULLCOLOR
AUTOCOLOR

${NUMFILE} Number of image files string

${PAGES} Number of pages string

${PATH} "172 Save path of the image file string

${FILE} "2 Image file name string

${MYEMAIL} Sender email address string

${DATE} Scanned date YYYY-MM-DD

${YEAR} Scanned year YYYY

${MONTH} Scanned month MM

${DAY} Scanned day DD

${TIME} Scanned time HH:MM:DD.mmmTZD "3

${USER} Login user name string

${DOMAIN} Login user‘s domain name string

${DEPTCODE} Login department code string

${DEPTNAME} Login department name string

${TEMPGROUPNO} Template group number string
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Variable (${variable name})

Data to be stored

Value

${TEMPGROUPNAME} Template group name string
${TEMPGROUPUSER} Template group user string
${TEMPNO} Template number string
${TEMPNAME} Template name string
${TEMPUSER} Template user string
${FIELDNAMEn} " Extended field name string
${FIELDNAMEn} " Extended field name string

*1 It cannot be used for the subject of E-mail.
*2 It cannot be used for the file name of image files or the file name of meta data.

*3 TZD is Time zone.

*4 A field number (from 1 to 25) comes at "n". For details, refer to the next chapter.
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O Default XML file format

Contents of the default XML format file <defaultForm3.xml> registered in this equipment are shown below. XML format
files must be in the UTF-8 XML format. During the Meta Scan operation, the equipment stores information corresponding
to the variable in each field of the XML format file and attaches it as meta data in the XML format.

<?xml version="1.0" encoding="UTF-8"?>
<l-- metadata version 3.1 -->
<mfp_metadata>
<metadata_version>
<major>3</major>
<minor>1</minor>
</metadata_version>
<device_info>
<ip_address>${IP}</ip_address>
<ipv6_address>${IPV6}</ipv6_address>
<fqdn>${FQDN}</fqdn>
<netbios_name>${NETBIOSNAME}</netbios_name>
<location>${LOCATION}</location>
<contact>${CONTACT}</contact>
<contact_tel>${CONTACTTEL}</contact_tel>
<FW_version>${FWVER}</FW_version>
<manufacture>${MANUFACT}</manufacture>
<model>${MODEL}</model>
<serial>${SERIAL}</serial>
<!-- deprecated tag start -->
<host_name>${NETBIOSNAME}</host_name>
<tempt_file_ver>1.0</tempt_file_ver>
<!-- deprecated tag end -->
</device_info>
<scan_info>
<template >
<template_group_no>${TEMPGROUPNO]}</template_group_no>
<template_group_name>${TEMPGROUPNAME}</template_group_name>
<template_group_user>${TEMPGROUPUSER}</template_group_user>
<template_no>${TEMPNO}</template_no>
<template_name>${TEMPNAME}</template_name>
<template_user>${TEMPUSER}</template_user>
</template >
<scanned_date>${YEAR}-${MONTH}-${DAY}</scanned_date>
<scanned_time>${DATE}T${TIME}</scanned_time>
<color_mode>${COLORMODE}</color_mode>
<resolution>${RESOLUTION}</resolution>
<file_format>${FILEFORMAT}</file_format>
<no_of _files>${NUMFILE}</no_of_files>
<no_of pages>${PAGES}</no_of pages>
<file_path>${PATH}</file_path>
<file_name>${FILE}</file_name>
<sender_email>${MYEMAIL}</sender_email>
<!-- deprecated tag start -->
<workflow>${TEMPGROUPNAME} ${TEMPNAME}</workflow>
<!-- deprecated tag end -->
</scan_info>
<user_info>
<user_id>${USER}</user_id>
<user_domain>${DOMAIN}</user_domain>
<dept_code>${DEPTCODE}</dept_code>
<dept_name>${DEPTNAME}</dept_name>
<!-- deprecated tag start -->
<user_email>${MYEMAIL}</user_email>
<!-- deprecated tag end -->
</user_info>
<user_input>
<field1 name="${FIELDNAME1}">${VALUE1}</field1>
<field2 name="${FIELDNAME2}">${VALUE2}</field2>
<field3 name="${FIELDNAME3}">${VALUE3}</field3>
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<field4 name="${FIELDNAME4}">${VALUE4}</field4>
<field5 name="${FIELDNAMES5}">${VALUE5}</field5>
<field6 name="${FIELDNAMEG}">${VALUEG}</field6>
<field7 name="${FIELDNAME7}">${VALUET7}</field7>
<field8 name="${FIELDNAMES}">${VALUES}</field8>
<field9 name="${FIELDNAME9}">${VALUEQ9}</field9>
<field10 name="${FIELDNAME10}">${VALUE10}</field10>
<field11 name="${FIELDNAME11}">${VALUE11}</field11>
<field12 name="${FIELDNAME12}">${VALUE12}</field12>
<field13 name="${FIELDNAME13}">${VALUE13}</field13>
<field14 name="${FIELDNAME14}">${VALUE 14}</field14>
<field15 name="${FIELDNAME15}">${VALUE15}</field15>
<field16 name="${FIELDNAME16}">${VALUE16}</field16>
<field17 name="${FIELDNAME17}">${VALUE17}</field17>
<field18 name="${FIELDNAME18}">${VALUE18}</field18>
<field19 name="${FIELDNAME19}">${VALUE19}</field19>
<field20 name="${FIELDNAME20}">${VALUE20}</field20>
<field21 name="${FIELDNAME21}">${VALUE21}</field21>
<field22 name="${FIELDNAME22}">${VALUE22}</field22>
<field23 name="${FIELDNAME23}">${VALUE23}</field23>
<field24 name="${FIELDNAME24}">${VALUE24}</field24>
<field25 name="${FIELDNAME25}">${VALUE25}</field25>
</user_input>
</mfp_metadata>

0 Setting for saving meta data

You can specify the location to save meta data and the file name by adding the following elements to the XML file.

Specifying the location to save meta data

Protocol Format
SMB <metadata_file_path>file://server name/path/</metadata_file_path>
FTP <metadata_file_path>ftp://server name/path/</metadata_file_path>
FTPS <metadata_file_path>ftps://server name/path/</metadata_file_path>
NetWare (Binary mode) <metadata_file_path>server name/path/</metadata_file_path>
NetWare (NDS mode) <metadata_file_path>Tree/Context/file_share/</metadata_file_path>
Example:

Protocol: SMB

External server: 192.168.1.1

Save folder: metadata

Format: <metadata_file_path>file://192.168.1.1/metadata/</metadata_file_path>

Ensure that the protocol is the same as the protocol for saving the Meta Scan image file.
You can check the protocol for saving the Meta Scan image file in [Destination] of Save as file Setting, which is set for
the template.

Specifying a meta data file name
<metadata_file_name>file name.xml</metadata_file_name>

Example:
File name: Sample_MetaData.xml
Format: <metadata_file_name>Sample_MetaData.xml </metadata_file_name>
Tip

You can use an XML format file variable for the file name of the meta data.
Example using the date variables (${DATE}):
<metadata_file_name>Sample_MetaData_${DATE}.xml </metadata_file_name>
For more information on variables, see the following:

P.357 “Variables of XML format files”
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H Registering XML format file

This section describes how to register a XML format file.

When using applications that interact with Meta Scan, follow the instructions of the application vendor to set the XML

format file and the extended field.
Tip
You can register up to 99 XML format files.

Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Registration] menu and [XML Format File] submenu.

Click the [Browse] button under Import XML Format File.
Select the XML format file you want to register from the displayed dialog box.

5 Click the [Import] button to register.

The XML format file is registered.

Tip

Select an XML format file and click the [Delete] button to delete the registered XML format file.

TobAccess < Filin
Logout
SEE——
Device | ok Status Logs Registration ‘ Courter Liser Management Administration
Setun | Security | Maintenance | ng[ﬁtn;tﬁﬂ
Registration L%,
Public Template \ Public Menu | FaxReceived Forward | InternetFAX Received Forward | Extended Field Definition | XML Follnm File
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H Registering Extended Field Definition

You can register up to 100 "extended field definitions", select an "XML format file" for each of them, and set "extended field
properties" as necessary.

When using applications that interact with Meta Scan, follow the instructions of the application vendor to set the XML
format file and the extended field.

1 Start TopAccess access policy mode.
P.22 “Access policy mode”

2 Click the [Administration] tab.
3 Click the [Registration] menu and [Extended Field Definition] submenu.

TobAccess < Filin
Logout
Device Job Status Logs Redistration Counter User Management Administration
¥ Registration
Registration k 1
Public Template | Public Menu | FaxRecelved Forward | InternetFAX Received Forward | Extended Field ition | xML Format File

4 Click [Undefined] to register an extended field definition.

Registration

Public Template | Public Menu | FaxRecelved Forward | InternetFAX Received Forward | Extended Field ition | xMLE
Ho | Mame

001 | testont

002 | etz

003 Undefined
004 Undefined
005 Undefined
006 Undefined
007 Undefined
008 Undefined
008 Undefined
010 Undefined
011 Undefined
012 Undefined
013 Undefined
014 Undefined
015 Undefined
016 Undefined
017 Undefined,
018 Undefined] N\
018 [LindefinedC\)

Click a registered extended field name to display the edit screen for the extended field.
Skip to step 6.

Enter the field name, select an XML format file, and click the [Save] button.

Select a registered XML format file when you want to use a customized XML format file. Select "defaultForm3.xml"
if you do not have any customized XML format file.

Definition Properties

Definition Information
[ |Hame |
oo | |

“Reqg q
EEANY 003
-
*Marme: testl03 ,\
WML Farmat Fils defaultFarm3.xml LTL W'

W2
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Click the [New] button under Extended Field settings when setting extended field

properties.

Click [Extended Field Definitions] in the upper part of the screen if you are not setting extended field properties.

Definition Information

Extended Fields edended Field Definitions »

oo |testonz

[ |Hame |
|

Extended Field settings

Mew

Fialdl }er|me\u NsmEIDisplay Mame [Mancatary Inpot [Hidden Atribute [Input Method [Minimum Walue [baodmum valus [Defaut ValueIDatel

Gota m&ofth\s page

7 Set the extended field properties.

Extended Field Properties
Field Mame
Mame:
"Display
[CImandstory Input [ Hidden Attrioute
InpLt Method @ humerical ) Decimal () Text (O List © Address O Password ) Dats
List tems
Mame:
Walug
Minimum Length
haimum Length
*hinimLm e
*hazimum alue
Default alue Delete
Password
Date PV -R-DD) %
“Reguired
Field Name Specify the extended field name.
Display Specify how to display the extended field on the control panel.

Name

Enter the caption of the extended field name for the display on the control panel. You can
enter up to 20 characters. Enter the Box number where a received document will be
stored.

Mandatory Input

Select this check box if the extended field is a mandatory entry item.

Hidden Attribute

Select this check box if the extended field is a hidden item on the control panel.

Input Method *

Select the type of an extended field.

* Numerical — Select this to create an extended field as an integer value.
¢ Decimal — Select this to create an extended field as a decimal value.

* Text — Select this to create an extended field as a character string.

e List — Select this to create an extended field as a list selection.

¢ Address — Select this to create an extended field as an address.

* Password — Select this to create an extended field as a password.

* Date — Select this to create an extended field as a date.

List Items

Specify list items to be selected for the extended field. The registered list items are listed
in the List ltems. When you register a list item, enter [Name] and [Value], and then click
[Add]. If you select an item and click [Move Up], the selected item moves up in the list.
Click [Move Down] to move it down. Select an item and click [Delete] to delete an
unnecessary item from the list.

Name

Enter the name of the item.

Value

Enter a value or text to be applied for the selected item.
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* You cannot exceed the total number of characters displayable in the List Items (127).
* You cannot use a semicolon in [Name] or [Value].

Minimum Length Specify the minimum number of characters that can be entered in the extended field if
the field is a character string.

Maximum Length Specify the maximum number of characters that can be entered in the extended field if
the field is a character string.

Minimum Value Specify the minimum numerical value that can be entered in the extended field if the field
is a numerical value.

Maximum Value Specify the maximum numerical value that can be entered in the extended field if the field
is a numerical value.

Default Value Specify the default value for the extended field.

Password Specify the default password for the extended field if the field is a password.

Date Specify the default date for the extended field if the field is a date.

*

The following shows the types and settable items of an extended field for each [Input Method]. (*) is displayed for mandatory setting
items.

Input method

(Extended field type) Mandatory setting items Optional setting items

Numerical value [Maximum Value], [Minimum Value] [Default Value]
Settable value: -999,999,999,999 to 999,999,999,999

Decimal value [Maximum Value], [Minimum Value] [Default Value]
Settable value: -999,999,999,999.999999 to
999,999,999,999.999999

Contact your service technician if you want to input a value
with more than two decimal places.

Text [Maximum Length], [Minimum Length] [Default Value]
Settable value: 0 to 256
List [List Items] [Default Value]
You can register up to 256 [List Items]. Select from the registered

selection items
You can set from 1 to 126 characters in [Name].

You can set from 1 to 126 characters in [Value].

However, the total number of characters set in [Name] and
[Value] must be from 2 to 127.

Address None [Default Value]

Password None [Default Value]
Settable value: 0 to 256

Date None [Default Value]

Click the [Save] button to register the extended field properties.
You can register up to 25 extended field properties.

The extended field properties are registered.
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M Registeri

ng templates for Meta Scan

You must register a template for Meta Scan before using the Meta Scan function.

A template can be a “public template” which is registered by an administrator, or a “private template” which is registered by
a user or an administrator.

Both templates can be used to register a Meta Scan template.

The following procedure shows how to register a “private template”.

1 Cli

2 Cli

ck the [Registration] tab and the [Template] menu.
TopAccess

e-Filing
Logout

Device Job Status Loz Repgistration Cournter Uzer Management Adminiztr stion

Template

TemplaaFroups

DPlease select a group to edit below.

Public Template Groups

[ | [rame |User Hame |
|Public | |public Tempiste Graups | |

ck an [Undefined] group link.

Public Template Groups

[ra | [rame |User Name |
|Puiic: | [Public Tempiste Groups | |

All Groups \ Defined Groups

Jump ta
001 011 021 031 041 051 061 D71 081 091 101 111 121 131 141 151 161 171 181 191

Ho Hame User Name

001 Templete001 Uzerhlamennt

002 Templets002 Userilameiz

003 Templets003 Userhlamens

004 Templets004

005 Templets005

3 Uzer008

007 Undstined Undstined

(3 Undsfined Undsfined

003 Undsfined Undsfined

[ Undsfined Undsfined L&
\

3 Enter the group name and click the [Save] button.

Group Properties

Group Information
[ra | [name |User Mame |

CLA [ |

N
1

This Email address is used a5 default recipient each 1or template.

Lizer Maime:

Mitification
Emil tor

Passwortd

Retype Password
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4 Click an [Undefined] icon from the template list.

Private Templates template Groups »

Group Information

[ra [ rame |User Name |
\007 | |Gmupnn7 | |

Panel View | Listview

Please click a template picture to edit

Jumnp to
1-6 712 1318 19-24 2530 31-36 37-42 4342 4054 5560

Undefined Undefined
Urncefired : Urncefired
Urncefired Urncefired
Undefined ¢ Undefined

Undefined Undefined
]
Urncefired Urncefired

Go to top afthis page

5 Select the check box for the [Meta Scan] under Template Properties, and then select the
agent and click [Select Agent].

Template Properties  Temolate Groups b private Templatess

Select Agent
Copy k [ Email
FaxfInternetFax 3 [l save as file
Scan Store to e-Filing
[¥] Meta Scan [ 5ave to USE Media z

To select [Meta Scan], the optional Meta Scan Enabler must be set up for use.
If it is not set up, you cannot select [Meta Scan].

Only [Email], [Save as file], or [Save to USB Media] can be selected for [Meta Scan].

Email You can transmit the document as an Email attachment.
Tips

*  When [Meta Scan] is selected, you can use a variable as the subject

* Addresses specified in [From Address] are included in the meta data.

* When [Meta Scan] is selected, if you select [Add the date and time to a file name]
in [File Name], it is also applied to the meta data file name.
[ P.66 “Email Setting (Private template)”

Save as file You can save the document in a shared folder.

*  When [Meta Scan] is selected, you can only specify one destination.
* Protocols and network paths specified in the destination are included in the meta
data.
Example:
Protocol: SMB
Network Path: \\192.168.1.1\ImageFolder

<file_path>file: //192.168.1.1/ImageFolder/</file_path>
* When [Meta Scan] is selected, if you select [Add the date and time to a file name]
in [File Name], it is also applied to the meta data file name.
) P.68 “Save as file Setting (Private template)”

Store to e-Filing You can store the document in the e-Filing.

Save to USB Media You can save the document in USB media.
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6 Set the agent.

Setting operations are the same as for normal templates.
P.86 “Registering and editing private template groups”

The following describes how to set “Extended Field settings”.

7 Click the [Extended Field settings] button to set extended fields.

rie U

RGE Adjustment Green; 0
Blue: 0

Omit Blank Page OFF

Cutsicle Eraze OFF

| Extended Field settings '\J
|Extended Field Defintion Mo IR |
|Displaytament \y

‘ Password Setting ‘

|Password |Password is nat set |

8 Select a registered extended field definition using [Extended Field Definition No.].

Extended Field settings

Extended Figld Defintion Mo

Displayhamenn]

DisplayMame002

DisplayMame003

DisplayMame00d Useri01@example com Address

DisplayMame00s - - CV¥YY-M-DD)

Enter the default value for the [Extended Field Properties].

This is displayed if [Extended Field Properties] are set for the selected extended field definition.

Values set in this screen are used as the default values for [Extended Field Properties] displayed on the control

panel when using Meta Scan.
Items with an asterisk (*) at the beginning of the [Extended Field Properties] name are mandatory entry fields.

Extended Field settings

[t ot Detimion o, | 001 - Extengediamnt ~

DizplayMame] 123456

DizplayMamen2 123456

DizplayMamens 123456

DisplayMame004. UselD1@example. com m}
DisplayMame00s - - (¥ Y-Mh-DD) l%

1 0 Click the [Save] button to register the template.

The template for Meta Scan is registered.
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Bl Meta Scan

You can run Meta Scan using a Meta Scan template.
For the operational procedure, refer to the Scanning Guide.

Tip

If [Extended Field Definition] set in [Extended Field Settings] in the Meta Scan template is deleted, the default XML
format file <defaultForm3.xml> is used.

H Checking logs of Meta Scan

You can check the scan log to confirm if meta data has been correctly created.

Check the following items in the scan log.

Check Item Description
Mode Displays "MSxxxx" (xxxx is in the code format) to indicate Meta Scan.
Status Meta data is correctly created if no errors are displayed.

See the following for details of the scan log:
3 P.41 “Scan Log”
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Installing Certificates for a Client PC

Configuring the Microsoft Management Console

The following describes a configuration on Windows Vista. The procedure is the same when other versions of Windows
are used.

1 Open the command prompt, type “mmc” and press the Enter key.

Microsoft Windows [Uersion 6.0.68801
Copyright (c) 2886 Microsoft Corporation. A1l rights

reserved.
C:\Users\user—881 >nmc_

From the [File] or [Console] menu of the window that appears, select [Add/Remove
Snap-in].

= Consolel - [Console Root]

&l File | Action View Favorites Window Help
<; 1NEW CtrkeN

pen... Ctrle 0
Save Ctl+§
Save As...

Add/Remove Snap-in... Ctrl+M

1 C\Windows\system32\Comphgmt
2 C\Users\..\Console Kenny

Exit

The [Add or Remove Snap-ins] dialog box appears.

3 From the list of [Available snap-ins:], select [Certificates] and click [Add].

Add or Remove Snap-ins =5

You can select snap-ins for this consale from those available on your computer and configure the selected set of snap-ns. For
extensible snap-ns, you can configure which extensions are enabled.

Available snap-ns: Selected snap-ins:

Snapn Vendor - Console Root | EditExtensions...
ActiveX Control Microsoft Cor...
{FaAuthorization Manager  Microsoft Car...
[ Certificates Microsoft Cor... |2
. Component] ‘\:es Microsoft Car...
& computer MENY: ... Microsoft Cor...
= Device Manager Microsoft Cor... [ addoy ]
=7 Disk Management Microsoft and... —E
{2 Event Viewer Microsoft Car...
Folder Microsoft Cor... 2
=4, Group Policy Manag... Microsoft Cor...
Group Policy Object ... Microsoft Cor...
& 1P security Monitor  Microsoft Cor...
&, 1P Security Policy M...  MigosoftCor... [ advanced... |

Desaription:

The Certificates snap-in allows you to browse the contents of the certificate stores for yourself, a service, or a computer.

[ ome |

For Windows XP/2000, click [Add] to display the list and then select [Certificates].
The [Certificates snap-in] dialog box appears.

4 Select [Computer account] and click [Next].
Certificates snap-in o]

This snap-n will shways manage certficates for-
My user account

Service account

1 Computer account

[ Ned> N | Cancel
V\“ 2

The [Select Computer] dialog box appears.
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5 Select [Local computer: (the computer this console is running on)] and click [Finish].

Select Computer =5

Selsct the computer you want this snap-n to manags

This snap-in will always manage:

Local computer: {the computer this consale is running on)
%1r:nmputer Tt

Allow the selected computerto be changed when launching from the command line. This
only applies f you save the console

[ <Back [ Finish [ cancel |
Ia

v2

The [Select Computer] dialog box is closed.

Make sure that "Certificates (Local Computer)" is added under the [Console Root]
folder; click [OK].

Add or Remove Snap-ins =5

You can select snap-ins for this consale from those available on your computer and configure the selected set of snap-ns. For
extensible snap-ns, you can configure which extensions are enabled.

Availzble snap-ins: Selected snap-ns:
Snapin Vendar - | Console Root Edit Extensions...
ActiveX Control Microsoft Cor... (5 Certficates (Local Computer)
{FAauthorization Manager Microsoft Car...
I Certificates Microsoft Cor... |&

*%: Component Services  Microsoft Car... ove Up
& computer Managem... Microsoft Cor...

5 Device Manager Microsoft Cor... b Dure
= [Cadd> |
i=5'Disk Management (s> ]

Microsoft and...
Event Viewer Microsoft Car...
| Folder Microsoft Cor...

|5 Group Palicy Manag... Microsoft Car...
=] Group Policy Object ... Microsoft Cor...
& 1P Security Monitor  Microsoft Car...
&, 1p Security Policy M...  Microsoft Cor...

- Advanced...

Desaription:

The Certificates snap-in allows you to browse the contents of the certificate stores for yourself, a service, or a computer.

—

1 A\¥

A\

7 Save the setting.

onsole1 - [Console Roof]

View Favorites Window Help

= i
a 5}l Certificates (Local Computer)

| Personal

| Trusted Root Certification Authorities

| Enterprise Trust

| Intermediate Certification Authorities

| Trusted Publishers

" Untrusted Certificates

| Third-Party Root Certification Autherities
Trusted People

| Smart Card Trusted Roots

| 51 Certificates (Local Computer)
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Importing certificates to a client PC

The following describes an import on Windows Vista. The procedure is the same when other versions of Windows are
used.

* For Windows Vista, you must log in to Windows as a user who has the “Administrators” privilege.

» Before importing certificates, make sure that User Account Control (UAC) is turned off. From Control Panel > User
Accounts > Turn User Account Control On or Off, clear the check box for the [Use User Account Control (UAC) to
help protect your computer] option and click [OK].

| = E ]

@\ )8, < User Accounts » Tum User Account Control On or Off ~ | 42| [searh )

Turn on User Account Control (UAC) to make your computer more secure

User Account Control (UAC) can help prevent unauthorized changes to your computer, We recommend that

you leave UAC turned on to help protect your computer.

On the MMC, select and right-click on the appropriate folder to store the certificate and
select [All Tasks] > [Import]

B Consolel - [Console Root\Certificates (Local Computer)\Persanall
& File Action View Favorites Window Help

e |sE ol o= HE

| Console Root Object Type
4 15 Certificates (Local Computer)
Personal

Use User Account Control (UAC) to help protect your computer

usted | Find Certificates...

| Trusted |

} rig
] Imle( All Tasks [ v Find Certificates...

View Import...
| Untruste
| Third-P2 New Window from Here Advanced Operations. | 3
I Trusted | ey Taskpad View...
| Smart Ca
Refreh
Export List...
Help

Select the appropriate folder according to the type of your certificate:

» Self-signed certificate (.crt): Console Root > Certificates (Local Computer) > Trusted Root Certification
Authorities

» Client certificate (.pfx): Console Root > Certificates (Local Computer) > Personal

* CA certificate (.cert): Console Root > Certificates (Local Computer)> Trusted Root Certification Authorities

The [Certificate Import Wizard] appears.

2 On the Certificate Import Wizard, click [Next].

Certificate Import Wizard =

Welcome to the Certificate Import
Wizard

= This wizsrd helps you copy certificates, certificate trust
L& lists, and certificate revocation lists from your disk to a

= certificate store.

=V
A certificate, which is issued by a certification authority, is
a confirmation of yoLr identity and contsin information
used to protect data or to establsh secure netwark
connections. A certficate store is the system area where
certificates are kept.

To continue, dick Next.

[ concel
RS
)

For importing a client certificate, proceed to the next step. Otherwise, skip to step 5.
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3 From [Browse], select the certificate to install, and click [Next].

Certificate Import Wizard =

File to Import
Spedify the file you want to import.

File name:

C:\Users\yit5-vise-en\Desktop\Certs\vista-20.pfx

Note: More than one certificate can be stored in a single file in the following f% =
Personal Information Exchange- PKCS #12 (.PFX,.P12)
Cryptographic Message Syntax Standard- PKCS #7 Certificates (.P7E)

Microsoft Serizlized Certificate Store (.55T)

Learn more about certificate file formats

<Back || MNext>n] [ concel |
|

1A

A 4

4 Enter the password for the private key and click [Next].

Certificate Import Wizard =)

Password

To maintain security, the private key was protected with a password.

Type the password for the private key.

Password:

=N

Mark this key as exportable. This will allow you to back up or transport your
keys ata later time.

7] Include all extended properties.

Learn more about protecting private keys

<Back [ Next ,\L| Cancel |
|

AT

w2

5 Click [Next]

Certificate Import Wizard =)

Certificate Store
Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location for
the certificate.

Automatically select the certificate store based on the type of certificate
@ Place all certificates in the following store

Certificate store:

Personal Browse.

Learn more about certificate stores

<Back | mext> N] | cancel

>
”

Do not change the certificate store using [Browse].
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@ Click [Finish].

Certificate Import Wizard [

Completing the Certificate Import
Wizard

The certificate wil be imported after you dick Finish.

¢
= You have specified the following settings:
Certificate Store Selected by User [otane)
Content PEX
File Name Ci\Jsersyit5-vise-en

<Back [ Fish ,\gl Cancel
|
\]

AT

Tip
If the following security warning message appears, click [Yes].
Security Warning =5

You are about to install a certificate from a certification authority (CA)
L. caiming to represent:

17216101134

Windows cannot validate that the certificate is actually from
"172.16.101.134". You should confirm its origin by contacting
"172.16.101.134". The following number will assist you in this process:

Thumbprint (shal): C40525F8 D1F58D1C COD65388 90E7607E 47D3ETFD

Warning:

I you install this root certificate, Windows will automatically trust any
certificate issued by this CA. Installing a certificate with an unconfirmed
thumbprint is a security risk. If you click "Ves" you acknowledge this
risk.

Do you want te install this certificate?

7 Click [OK] to complete the import.

Certificate Import Wizard =

\_0. The import was successful.

If you are importing a client certificate (.pfx) to a Windows Vista PC, proceed to the next step. Otherwise, the
installation is complete.

If you need to install another certificate, repeat the steps from the beginning.

8 Double-click the imported client certificate.

Consolel - [Console Root\Certifical ocal Computer]\Personal\Certificates]

& File Action View Favorites Window Help
®o= | 2E 4 L RE =
7 Console Root
a 5] Certificates (Local Computer)
4 [ Personal
| Certificates
| Trusted Root Certification Authorities
| Enterprise Trust

Issued To ‘ Issued By Expiration Date  Intended P/
51721610220

| Intermediate Certification Authorities

| Trusted Publishers

| Untrusted Certificates

| Third-Party Root Certification Autherities
| Trusted People

| Smart Card Trusted Roots

The [Certificate] window appears.
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9 Click the [Details] tab and select [Thumbprint] to check the 40-digit thumbprint.

Certificate

===

General | Detals | Certification Path

Field

Authority Key Tdentifier

CRL Distribution Points
Authority Information Access
Enhanced Key Usage
Application Policies

= | Thumbprint algorithm

T

&
=
&
=

show: | <Al 1

Value

KeylD=12 1c 8584 c5 €9 ee ...
[1]CRL Distribution Point: Distr....

[1]Aumnmt~ Info Access: Act...

[l]Apphcahnn Certificate Pnhc‘ .

shal

be ccca d9 230c67bfda 9e ...

=

| EditProperties... | | CopytoFie... |

Learn more about certificate details

—

10 Open the command prompt and execute the “netsh” command as shown below.

Tip

If you log in to Windows Vista as a user without the administrator privilege, open the command prompt by right-

clicking the icon and selecting [Run as administrator.] This way, you can temporarily have the administrator
privilege to execute the command.

Microsoft Windows [Uersion 6.0.68001
[Copyright <{c> 2886 Microsoft Corporation.

cert ipport=0.8.8.8:5358 certhash=becccad?23

All rights reserved.
C:Userssuser—881 netsh http add s

BcG'?bl-‘da‘}efScZBec414136393653a app1d {33112233—4455—667'? #899-AABBCCDDEEFF>

SEL Certificate successfully added

IC:~Userssuser—B81 %>

- Using the thumbprint obtained in Step 9, type the following command:
netsh http add sslcert ipport=0.0.0.0:5358 certhash=(your 40-digit thumbprint) appid={00112233-4455-
6677-8899-AABBCCDDEEFF}

- When inputting the thumbprint, exclude the spaces.

When your client certificate is created with Certificate Revocation List (CRL), you need to check if the CA server

is accessible by FQDN (see the following figure).
Certificate LX)

General | Detalls | Certification Path

Show: [ <all> -

Field Value -

{55 Authority Key Identifier KeylD=1a 1c 8584 c5 2 e ...

5| cRL Distribution Points [1ICRL Distribution Point: Distr...

{55 | Authority Information Access  [1]Authority Info Access: Acc...

{5 |Enhanced Key Usage Server Authentication (1.3.6....

{55 |Application Palicies [1lapplication Certificate Polic. ..
Thumbprint algorithm shal t

= Thumbprint be cc ca d9 23 0c 67bfda e ...

[1]CRL Distribution Point
Distribution Point Name:
Full Name:

2k3domain, DC =com?certificateRev
objectClass =cRLDistributionPoint

URL=dap:///CN=2k3ca,Cl=cheeta,CN=CDP,CN=Public%
20Key % 205ervices,CN=Services,CN=Configuration, DC=

ocationList?base?

Edit Properties... | | Copy toFile...

Learn more about certificate details

If no FQDN connection is established, ask your administrator to perform either of the following options:

In the “hosts” file accessible from the following folder path, add the IP address and the host name:
C:\windows\system32\drivers\etc
Configure the DNS server to handle the name-to-address resolution.
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