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How to Read This Manual

Notations
The following notations may be used in this manual.
e Print job accounting client software — Client software

e Generic name for Windows, Windows 10, Windows 8.1, Windows 8, Windows 7, Windows
Server 2019, Windows Server 2016, Windows Server 2012 R2, Windows Server 2012, Windows
Server 2008 R2, Windows Server 2008 — Windows

*Unless otherwise specified, the 64-bit version is included in Windows 10, Windows 8.1, Windows 8,
Windows 7 and Windows Server 2008.

e Mac OS X 10.3 and later - Mac OS X

Unless otherwise specified, Windows 7 is used as an example for Windows, and Mac OS X 10.8 is
used as an example for Mac in this manual.

The notations used in this manual may differ from actual interface items depending on your OS or
model.

Terms
(! Note)

Terms are cautions or restrictions that are required to operate this software correctly.
Be sure to read sections with this mark to ensure operations are performed correctly.

Indicates information that is useful to know or refer to when using the software. You should
read the sections with this mark.

Important

Trademark Information

OKI is a registered trademark of Oki Electric Industry Co., Ltd.

Microsoft, Windows, Windows Server, Excel, Internet Explorer and Active Directory are the
trademarks or registered trademarks of Microsoft Corporation in the United States and other
countries.

Macintosh, Mac OS and OS X are the trademarks or registered trademarks of Apple Computers
Inc. in the United States and other countries.

PageMaker is the trademark or registered trademark of Adobe Systems Incorporated in the United
States and other countries.

SD Memory Card is the trademark or registered trademark of the SD Association.

Other product names and brand names are registered trademarks or trademarks of their
proprietors.



About This Manual

1. Unauthorized copying of this manual in whole or in part is strictly forbidden.

2. The contents of this manual may be changed at any time without prior notice.

3. Every effort has been made to ensure that the information in this manual is complete, accurate
and up-to-date. However, in the unlikely event a mistake or missing entry is discovered,
contact the local vendor.

4. While all reasonable efforts have been made to make this manual as accurate and helpful
as possible, we make no warranty of any kind, expressed or implied, as to the accuracy or
completeness of the information contained herein.

Manual Copyright

Oki Electric Industry Co., Ltd. owns the entire copyright to this manual. Unauthorized
reproduction, transcription, and translation of this document are prohibited.

Prior written permission must be obtained from Oki Electric Industry Co., Ltd. to reproduce,
transcribe, or translate any sections of this manual.

© 2014 OKki Electric Industry Co., Ltd.
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1. Introduction

1. Introduction

This section explains the merits, mechanisms and configuration of smart PrintSuperVision
(sPSV), and the contents that need to be decided before setup.

Merits of smart PrintSuperVision (sPSV)
sPSV allows devices such as printers and multifunction printers to be managed in the
following ways:
- Detailed configuration of printing limitations according to the user or document
- Acquisition and summary of various forms of information (job logs) related to printing
- Device management such as management of remaining toner and image drum

Management of Printing Limitations

e It is possible to set whether or not to allow printing for each user, document (file name), application,
etc.

e It is also possible to set whether or not to allow color printing in a similar manner.

e Printer restrictions can be set for multiple users or devices at the same time. For example, it is possible
to allow the general affairs division to print from any device but only allow the accounting division to
print from devices installed in their own division.

e A printing limit (for example a maximum number of pages) can be set for each user or device.

Job Log Acquisition and Summary

e Information including the printed date and time, user name, quantity and paper size can be acquired
and summarized in job logs.

e Job logs can be output as a CSV file for use in commercially available spreadsheet software.

A CSV file is a text file separated by commas and is a file format that is commonly used for
converting data between spreadsheets and database management software.

Device Management

e Information such as print volume, usage of consumables and status information can be collected and
summarized, and the results can be displayed on the screen or sent as an email notification.

Support for Both Windows and Mac OS X

e Both Windows and Mac OS X are supported as client environments.

- 10 -



1. Introduction

Mechanisms of sPSV

(2) Server computer
sPSV administrator

Active Directory

sPSV

Periodic collection of
information*1
-Consumables information
-Device status information e
-Print log information .
-Fee log information
-User account information
-Other setting information

HTTP

sPSV

-Configuring the settings of sPSV = P. 36

-Registering devices and management groups = P. 118

-Registering users and user groups = P. 130

-Setting the usable volume = P. 170

-Configuring settings for collection and summarization of job logs
= P. 192

-Monitoring device statuses = P. 182

-Setting usage limitations = P. 143

sPSV P

administratorm

computer
(Windows)

Receiving/browsing
execution results

(4) Authentication
server

5@
& Vg
LDAP Browsing by Active Directory

users >

(3) Database server

Updating/browsing
information

TCP Port

-Notification of sending of
update results

- Notification of execution
results

-Notification of status
detection

- Notification of sending
of fee summarization
results

-Notification that usage
volume has been

SMTP(S) exceeded

sPSV

-Checking user account information*2
= P. 135

-Checking job logs*2 = P. 194

Client software*3
- Setting user IDs
Windows = P. 108
Mac OS X = P. 114 I"
- Setting job accounting modes 1
1
1

1
.| ¥ Printer driver
(Windows only) = P. 108 1 ]

(5) SM server

(1) Device

-

SNMP
TCP Port  Other parameter

1 €&

Standard
sPSV users

o

(7) Client computer =

POP3(S)

Receiving/browsing execution

HTTP settings

(Windows/Mac)

results for own user account =

*1 Information is gathered according to the settings on the administrator computer and client computers.

*2 Users can only browse this for their own user account
*3 This needs to be installed if identifying user IDs by user ID (PIN).

No. Name Details

(1) | Device Printers, multifunction printers, etc. managed using sPSV

(2) | Server computer The server on which sPSV is installed

(3) | Database server The server that executes database processes

(4) | Authentication server | The server that executes directory services (in the case of sPSV, this refers
to Active Directory.)

(5) | SMTP server The server that executes email processes

-11 -



1. Introduction

No. Name Details
(6) | Administrator By logging in as an sPSV administrator in a web browser and accessing
computer the server computers from this computer, it is possible to register devices,
(Windows) users and user groups, set usage limitations and manage devices.
(7) | Client computer A computer on which users can print pages and browse information
(Windows/Mac) managed in sPSV.
- If users are identified by user IDs (PINs), it is possible to set usage
limitations and summarize printing costs for specific users by installing
the client software and registering user IDs (PINs).

e The server computer (2) can also be used for functions (3), (4) and (5).

e It is possible to browse information managed by sPSV, set usage limitations and
summarize printing costs from the server computer (2). Import/export, database and
web service settings can be changed when logged in to the server computer as an
administrator.

Configuration of sPSV

Installation | Operating

location system Description

Name

Smart PrintSuperVision Server computer | Windows This is @ management tool for the system
administrator. It can be used to register
devices, users and user groups, set printing
limitations and manage devices.

Job logs acquired from devices are saved to
the database.

Print job accounting client |Client computer |Windows/ Install sPSV on client computers if using user

software (hereinafter Mac OS X IDs (PINs) to identify users.
abbreviated as “client By registering user IDs (PINs), it is possible to
software”) set usage limitations and summarize printing

costs for specific users.

Information Required for Settings and Examples of
Settings

Users can be set when necessary by using sPSV and the client software.

Before setup, it is recommended to decide which users will use the device.

(! Note)

e Users can be added/deleted at a later date. For details, see "8. Registering and
Managing Users” (P. 130).

e User information from Active Directory can be used when linking to Active Directory.
For details, see “Active Directory-linked Management” (P. 138).

User Accounts

The functions that can be used differ depending on user authority. For information on creating
and changing user accounts, see “User Registration” (P. 130).

Authority Description

Administrator This account is used by the information system manager in charge
of setting up sPSV and changing settings. All functions in sPSV can
be viewed and configured with this account.

-12 -



1. Introduction

Authority

Description

Standard user

Ordinary users are those who have a registered sPSV account.
In addition to viewing the same information as guest users, these
users can browse information relating to their account and edit
some of their account information.

Guest user

Users are those who do not have a registered sPSV account.
These users can only browse certain information.

Main User Authority
For details on functions that can be used, see “List of Available Functions” (P. 241).

®: Can be used A: Can be partially used —: Cannot be used
User authority
Main functions Description Guest | Standard .
U U Administrator
Searching and Creating management groups, — — (]
registering configuring device settings, etc.
devices
Configuring Configuring web service settings, mail — — ([ ]
sPSV settings server settings, database settings, etc.
Configuring Creating user groups, configuring — A*2 ®
sPSV user restriction settings, etc.
settings
Registering Configuring settings to periodically — — o
schedules execute schedule items and provide
notifications of the results

Acquisition and | Configuring settings to acquire A*1l A*3 ()
summarization | information such as fee logs,
of information consumables information and print
(report) counters, summarizing the results and

P configuring settings for notifications of

this information

Monitoring Monitoring statuses and configuring — — o
statuses notification settings
Device usage Setting access restrictions for devices — — (]
limitations
Help tab Viewing help pages o o o

*1: These users can only view information such as the consumables information and print
counter of a device.

*2: These users can only view their own account information and edit some of their information.

*3: These users can only view job log information for their own account.

- 13 -



1. Introduction

Preparing User Information

PIN, user name and password are required when registering a user.

Read the explanation below carefully, and prepare the PIN, user name and password
according to the objectives of the printing limitations and log.

sPSV
Setting . . .
N s Details Registration range
PIN User ID is a number assigned to each user for 1 - 999999999
identification. Settings such as printing limitations and
cost burden are set for each user ID in sPSV.
User name The name used when logging in to sPSV. Up to 32 1- or 2-byte
characters
(Names cannot include “")
Password The password used to log in to sPSV. Up to 32 characters

Client Software

information

Setting

Details

Registration range

User ID (PIN)

The user ID (PIN) used in sPSV

When printing limitations or logs are configured for
each department, the same ID number is assigned to all
users within the department.

1 - 999999999

User name

This setting is for recognizing the actual user who
ordered the print job from the client computer. This
information is stored in the “"User name” section of the
job log.

Up to 80 1-byte characters
or 40 2-byte characters
(Names cannot include ")

C

Note)

The following restrictions apply depending on the model.

e When printing is performed without setting the user ID (PIN), printing is performed by
an unregistered user and 0 is recorded as the user ID (PIN) in the log.

e When printing is performed from a Windows or Mac OS X computer on which the client
software is not set up, the user is an unregistered user, the user ID is 0, and the user
name used to log on to either Windows or Mac OS X recorded in the log as the user

name.

e In some applications, such as the Windows version of InDesign, data that does not use
printer drivers may be created. In this case, the user is an unregistered user, the user ID
is 0, and the user name is recorded as a blank space in the job log.

e The user ID (PIN) is registered as a blank space in the job log.

- 14 -



1. Introduction

Example Settings

The table below shows examples of settings for each method of setting use restrictions and
summarizing job logs.

When you want to permit printing for registered users only. (prohibit
printing by unregistered users.)

o

Registered
Users

o
i~

Unregistered

Set to allow printing only
for registered users

h_lllllll\llllll\I\III\I\I\IIII

Can print
HIIIHI\I\IIII\I\IIIII\IIIIIIII_—I’

Cannot print :,—r,;
AL 1 L l#l»

Users
L . : Configuring the settings in the
Configuring the settings in sPSV 9 _g 9
client software
(1) Register users permitted to print in sPSV. = P. 130 Set the user IDs (PINs) of users that
(2) Assign registered users printing permission for devices and are permitted to print. = P. 107

set “Prohibit printing” as the usage restriction for unregistered
users (Other Login Names). = P. 147, P. 153

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 149

(1) Register users permitted to print in sPSV. = P. 130 The client software is not used.

(2) Assign registered users printing permission for devices and
set “Prohibit printing” as the usage restriction for unregistered
users (Other Login Names). = P. 147, P. 153

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 149

- 15 -



1. Introduction

When you want to permit color printing for registered users only. (prohibit
color printing by unregistered users.)

o

Registered
Users

Set to allow printing
only for registered

Can print in color
users

HIII\I\IIIIIIIIIII\IIII\III\II_-I»

-¢--_IIIII\III\IIIIIII\I\IIIH

Cannot print in color ;=
JLA ] ‘I»

sPSV administrator

Unregistered -

Users
S . . Configuring the settings in the
Configuring the settings in sPSV guring g
client software
(1) Register users permitted to print in color in sPSV. = P. 130 Set the user IDs (PINs) of users to

(2) Assign print permissions to users registered to the device, and | whom color printing is permitted.
prohibit printing by unregistered users (OtherLoginNames) or = P. 107
guests (Guest). = P. 147, P. 153

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 149

(1) Register users permitted to print in color in sPSV. = P. 130 The client software is not used.

(2) Assign print permissions to users registered to the device, and
prohibit printing by unregistered users (OtherLoginNames) or
guests. = P. 147, P. 153

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 149

- 16 -




1. Introduction

When you want to permit color printing to some users but only black and

white printing to others.

Can print in color
T O
Can only print in
black and white
(cannot print in color) (=
L] ‘»

Usersl

e
_~

Users2

‘l--_llllllllIIIIIIIII\I\I\IIIH

Set usage limitations
for each user

sPSV administrator

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Register users to be set with printing limitations in sPSV.
= P. 130

(2) Assign color printing permission to users registered to devices
and set “Print in black and white” as the usage restriction.
= P. 147

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 149

Set the user IDs (PINs) of the users.
= P. 107

(1) Register users permitted to print in sPSV. = P. 130

(2) Assign color printing permission to users registered to devices
and set “Print in black and white” as the usage restriction.
= P. 147

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 149

The client software is not used.
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When you want to keep a record of the printing limitations and job log for
each user.

Set usage limitations and job
log acquisition for each user

Usersl %
P I \I\HIHI\#
0 D Job log
Users2 sPSV administrator
S . . Configuring the settings in the
Configuring the settings in sPSV guring 9
client software
(1) Register users in sPSV. = P. 130 Set the user IDs (PINs) of the users.
(2) Set usage limitations for each user registered to the device(s). | = P. 107
= P. 147

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 149

(4) Configure the settings for acquiring job logs from the
device(s). = P. 192

(5) Set the job log summarization method. = P. 200

(1) Register users in sPSV. = P. 130 The client software is not used.

(2) Set usage limitations for each user registered to the device(s).
= P. 147

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 149

(4) Configure the settings for acquiring job logs from the
device(s). = P. 192

(5) Set the job log summarization method. = P. 200
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When you want to keep a record of the printing limitations and job log for

each department.

C———9

——

\III\I\IHIIIIHIIIIIII\IIIII__*

UsersGroup 1
o)

=7
&‘Q

UsersGroup 2

o -

i II\I\I\I\IIIIIIII_I_'.—»

Job log

Set usage limitations and job
log acquisition for each user
*l-l_—\lIIII\II\III\IIHIIII\IHIHIIIH y

sPSV administrator

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Create a user group for each department and register the
users in sPSV. = P. 130

(2) Set usage limitations for each user group registered to the
device(s). = P. 147

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 149

(4) Configure the settings for acquiring job logs from the
device(s). = P. 192

(5) Set the job log summarization method. = P. 200

Set the user IDs (PINs) of the users.
= P. 107

(1) Create a user group for each department and register the
users in sPSV. = P. 130

(2) Set usage limitations for each user group registered to the
device(s). = P. 147

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 149

(4) Configure the settings for acquiring job logs from the
device(s). = P. 192

(5) Set the job log summarization method. = P. 200

The client software is not used.
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When you want to set printing limitations for each department but keep a
record of the job log for each department.

D

N/

Set usage limitations for each user group
but set job log acquisition for each user

UsersGroup 1 ‘ﬁ
== S
&P’ﬁ " IIHI\IIIII\III_I_.>
"P’g Job log
\ » ) (summarize for
UsersGroup 2 each user) sPSV administrator
S . . Configuring the settings in the
Configuring the settings in sPSV guring 9
client software
(1) Create a user group for each department and register the Set the user IDs (PINs) of the users.
users in sPSV. = P. 130 = P. 107

(2) Set usage limitations for each user group registered to the
device(s). = P. 147

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 149

(4) Configure the settings for acquiring job logs from the
device(s). = P. 192

(5) Configure the settings so that job logs are summarized for
each user. = P. 200

(1) Create a user group for each department and register the The client software is not used.
users in sPSV. = P. 130

(2) Set usage limitations for each user group registered to the
device(s). = P. 147

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 149

(4) Configure the settings for acquiring job logs from the
device(s). = P. 192

(5) Configure the settings so that job logs are summarized for
each user. = P. 200
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When you want to set usable volumes and summarize job logs for each department
but also set individual usable volumes for some users within the department and
summarize the corresponding job logs.

o Set usable volume for each user but
“F set separate volumes for some users
‘ll-l__IlIIIIIIIHII\II\I\I\\I\IIIHIHIH
UsersGroup 1 “ﬁ
— RN
P’ﬁ mn HIH\IIII\IIIII_I_'.>
o
() Job log
—

(summarize for each
user group but
separately for some users)

UsersGroup 2 sPSV administrator

Configuring the settings in the

Configuring the settings in sPSV dlE SalErD

(1) Create a user group for each department and register the Set the user IDs (PINs) of the users.
users in sPSV. = P. 130 = P. 107
Do not check “Include in usable volume summarization for user
group” for some users. = P. 170

(2) Set usable volumes for each user group and set of specific
users registered to the device(s). = P. 147

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 149

(4) Configure the settings for acquiring job logs from the
device(s). = P. 192

(5) Configure the settings so that job logs are summarized for
each user and for each user group. = P. 200

(1) Create a user group for each department and register the The client software is not used.
users in sPSV. = P. 130
Do not check “Include in usable volume summarization for user
group” for some users. = P. 170

(2) Set usable volumes for each user group and set of specific
users registered to the device(s). = P. 147

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 149

(4) Configure the settings for acquiring job logs from the
device(s). = P. 192

(5) Configure the settings so that job logs are summarized for
each user and for each user group. = P. 200
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When you want to just collect a job log without imposing print restrictions.

pe—— =
25 i

—_—
amo o B N B N ] ‘» .

4'. [ I S e

Job log

— Setting job log acquisition

sPSV administrator

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Configure the settings for acquiring job logs from the
device(s). = P. 192
(2) Set the job log summarization method. = P. 200

The client software is not used.

The login user name used for
Windows or Mac OS X is recorded in
the job log as the user name.

When you want to permit printing only for users registered to an Active
Directory domain. (prohibit printing by unregistered users.)
Set to allow printing

Can print
I\IIIII\IIIIIIIIIIIIIIIllIIl_-*

Registere

Users . : =
P Cannot print =
o - i
@
Unregistered

Users

only by users g
registered to Active
Directory

h-lllllllllllllllIIIII\II\I

_____________

Active Directory !

DAY,
.

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Configure the settings for connecting to Active Directory.
=P. 45

(2) Register users to whom printing from Active Directory is
permitted in sPSV. = P. 138

(3) Assign registered users printing permission for devices
and set “Prohibit color printing” as the usage restriction for
unregistered users (Other Login Names). = P. 147

(4) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 149

Set the user IDs (PINs) of users that
are permitted to print. = P. 107

(1) Configure the settings for connecting to Active Directory.
=P. 45

(2) Register users to whom printing from Active Directory is
permitted in sPSV. = P. 138

(3) Assign registered users printing permission for devices
and set “Prohibit color printing” as the usage restriction for
unregistered users (Other Login Names). = P. 147

(4) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 149

The client software is not used.
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Setting Up sPSV

Administrator (Administrator PC)

Active Directory-linked

Individual management management

Prepare a PIN, user name and login
password for each user.

¥

Install sPSV on the server computer. = P. 37

¥

Configure the settings for connecting to
Active Directory. = P. 45

¥

Configure devices in sPSV. = P. 118

¥

Register management groups in sPSV. = P. 125

¥

Register the PIN and user name
of each user in sPSV. = P. 130

¥

Register user groups in sPSV. Add users/user groups from Active
=P 131 Directory. = P. 138

¥ ¥

Set usage limitations for users/user groups in sPSV. = P. 143

¥

Configure usable volume settings. = P. 170

¥
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Configure job log settings. = P. 192

¥

Configure email notification settings. = P. 210

¥

Notify the users of the PIN, user name and
login password registered in sPSV.

¥

Begin operation.

Users (Client Computers)

Install the printer driver.

¥

Install the client software if using user IDs (PINs) to identify users.
= P. 41

¥

Configure the job account mode in the client software. (Windows only)
= P. 108

¥

Obtain user IDs (PINs), user names and login passwords registered to sPSV from the
administrator and register the user IDs (PINs) and user names in the client software.
Windows = P. 108
Mac OS X = P. 114
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Create a Settings Sheet

To enable smooth introduction of sPSV, first create a settings sheet. Collect the information
required for setup and record it on the sheet below. If unsure, of any items, check with the
system administrator before filling them in. Check each box when the corresponding setting is
configured.

Devices to Be Configured

[] | Device Printers, multifunction printers, etc. managed using sPSV

[] | Server computer The server on which sPSV is installed

[ ] | Database server The server that executes database processes

o The server that executes directory services (in the case of sPSV,

Authentication serve . . .

[ . cat! rver this refers to Active Directory.)

[] | SMTP server The server that executes email processes

[ Client computer A computer on which users can print pages and browse
(Windows/Mac) information managed in sPSV

e The server computer can also function as the database server, authentication server
and SMTP server.

e It is possible to browse information managed by sPSV, set usage limitations and
summarize printing costs from the server computer.

smart PrintSuperVision

Name of installation program

]

Software version

Print Job Accounting Client Software (Windows)

Name of installation program

]

Software version

Print Job Accounting Client Software (Mac OS X)

Name of installation program

]

Software version
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Database Information

Select Microsoft SQL Server Compact (if “"Use a database prepared on setup” is selected in
sPSV) or Microsoft SQL Server as the database for saving and viewing data in sPSV.
= P. 37

Microsoft SQL Server Compact

Database name (name of the
database used by sPSV. Default
name: spsv_database)

Encryption method
(UNENCRYPTED/Platform
Default/Engine Default

Default setting: UNENCRYPTED)

Password (not required if
UNENCRYPTED is set as the
encryption method)

Microsoft SQL Server

Name of database server to
which to connect/Default name:
A\SQLEXPRESS

Database name (name of the
] database used by sPSV/Default
name: spsv_database)

Authentication Methods (SQL
Server Authentication/Windows
] Authentication.

Default setting: SQL Server
Authentication)

User name (user name used for

[] database authentication/Default
name: sa)
[ Password (password used for

database authentication)

Web Service Information

Select Internet Information Services (IIS) or Web Service (EWS) as the web service used
to display sPSV in a web browser. = P. 38

Internet Information Services (IIS)

Port number (port number used
by the IIS/Default number:
50081, range: 1-65535)

Website name (website

[ registered in the IIS for use
by sPSV/Default name: smart

PrintSuperVision)

Web Service (EWS)

Port number (port number used by
the EWS/Default number: 50081,
range: 1-65535)
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Communication Settings

Acquire the device name.

Interval specification: (Default
setting: 60 minutes, range:
1-1,440)

Time specification:

Acquire the status.

Interval specification: (Default
setting: 60 minutes, range:
1-1,440)

Time specification:

Confirm that the IP address has been
changed.

Interval specification: (Default
setting: 12 hours, range: 1-24)

Time specification:

Confirm that Active Directory has
been updated.

Interval specification: (Default
setting: 24 hours, range: 1-24)

Time specification:

smart PrintSuperVision website

Enable session timeout.

Session timeout time: (Default
setting: 10 minutes, range:
1-99)

Communication with devices

Timeout time: (Default setting:
5 seconds, range: 1-99)

Communication retry: (Default
setting: once, range: 0-9)

I I A s I I I B O

Monitor sleeping devices.
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Active Directory Information

Use this if adding user names and user group names by connecting to Active Directory and
if using user names and user group names registered in a domain. = P. 45, P. 138

[ ] | bomain name

[] | Login name

The port number used to connect to
[ ] | the Active Directory server (Default
setting: 389, range: 1-65535)

] Base DN (identifying name used as
the base of the search range)

Mail Settings

[ Outgoing mail server (SMTP) settings
= P. 210

Email address (email address

L] used to send outgoing mail from
sPSV)
[ Displayed name (sender name

for email from sPSV)

[] SMTP server name

Port number (port number used
[ in communication with the SMTP

server/Default setting: 25,
range: 1-65535

] Authentication method
(LOGIN/PLAIN/CRAM-MD5)

[ User name (user name for SMTP
server)

[ Password (password for SMTP
server)

Encryption support (encryption
[] of communication with the
SMTP server)

[ Email communication settings
= P. 210
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Registering and Managing Users

Individual Management

[ ] | Number of registered users

[ ] | Number of registered user groups

[] | Registering users = P. 130

[ ] | Register user groups = P. 131
Active Directory-linked Management

n Add users from Active Directory

= P. 138

User Settings

[

Set usage limitations = P. 143

Setting the usable volume = P. 170

Set fees = P. 172

OO 4

Set a closing date = P. 205

User

Display Name: (up to 256 characters)

Language Code: (up to 64 characters)

IC Card information: (up to 256
characters)

PIN®™: (1 - 999,999,999, can be
assigned when registering users)

User name®™: (up to 32 characters)

Password™: (up to 32 characters)

Last Name:

First name:

Email address:

Receive summarization results by email.

Phone number: (up to 64 characters)

N O I O B I R

Description: (up to 1024 characters)

User groups (settings need to be
configured if using)

Usable volume (settings need to be
configured if using)

(*) denotes a required item.
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User Groups

User group name®™: (up to 256
characters)

Email address: (up to 256 characters)

Receive summarization results by
email.

Include in admins user group.

Description: (up to 1024 characters)

Ooop o g

Time specification:

Usable volume (settings need to be
configured if using)

(*) denotes a required item.

Usable Volume

Print number [sheets]

Fee [Yen]

Stapling [time]

Include in summarization of use
by user groups to which the user
belongs.

Reset interval of used volume

Unit: (Do not specify/Months/
Weeks/Days)

Period: (1-99)

Record date: Until last day of
month/until X day of week

Carry over to next period.

Communication requirements:

If usable volume is exceeded

If used volume is reset

Ooooo oo dg o oo

X days before next reset date
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Registering and Managing Devices

[ ] | Number of connected devices
[] | Registering devices = P. 118
[ Registering management groups
= P. 125
[ 1 | Job log acquisition settings = P. 122
[ ] | Log full settings = P. 199
Device
[ ] | Device information
[] Name:
[] Installation location:
] Contact details:
[] Management number:
[ ] | Management information
[] Fee:
] Group(s)
ommunication information
] |cC ication inf ti
] Device password
[ SNMP Read community name:
(Default setting: public)
] SNMP Write community hame:
(Default setting: public)
] SNMP Trap Port Number:
(Default setting: 162)
Log access control (settings need to
be configured if using)
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Management Groups

Name®: (up to 32 characters)

Description: (up to 255 characters)

Map:

Fee:

Device password®™:

SNMP Read community name®:
(Default setting: public)

SNMP Write community name®™:
(Default setting: public)

0|0 4d |ggo|io|d

SNMP Trap Port Number: (Default
setting: 162)

Log access control (settings need to
be configured if using)

(*) denotes a required item.

Log/Access Control

[ ] | Log control

] Record job log for device.

n Specify job log acquisition
schedule.

H Interval specification: Time
minutes

] Time specification:
Action when log is full: (Cancel

[] job/Do not record in log/Delete
old log items)

[ ] | Access control

[] Enable access control.
Panel access control (PIN/User

[] name/Password/Do not specify/
Invalidity)

o User authentication method
(Local/LDAP/Secure protocol)

[] Email printing use (Color /
Mono / Invalidity)

[] Google Cloud Print use (Color /
Mono / Invalidity)

[] Guest use

- 32 -



1. Introduction

Specify schedule to acquire

o device use restrictions.
] Specify Interval: Hour Minutes
L] Time specified:

Usage limitations (settings need to be
configured if using)

Usage Limitations

Allow use of device only when
printing from a computer.

User nhame

Prohibit printing

Prohibit color printing

Print in black and white

Prohibit copying

Prohibit color copying

Prohibit printing from USB
memory devices

Prohibit color printing from USB
memory devices

Prohibit Scan to Email

Prohibit Scan to Shared Folder

Prohibit Scan to USB Memory

Prohibit faxing

Prohibit Scan to Internet Fax

Prohibit Scan to Fax Server

Printing policy

Identify users by PIN

Identify users by user name

Document name

Prohibit printing

Prohibit color printing

Print in black and white

N I O O R N I W O R

Host name
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Prohibit printing

Prohibit color printing

Print in black and white

Application name

Prohibit printing

Prohibit color printing

O 0000 o g

Print in black and white

Set a Closing Date

[

Xth of each month (Default setting:
31 range: 1-31)

]

Apply logs past the closing date to
current month

Client Software

Tab Mode

User name

User ID

Pop-up Mode

User name

User ID

Hide Mode

ID file

Login name

User name

User ID

User handling table

Get user information from
a file

Folders containing user
information files

Set all users as fixed user IDs

User name

000 0o 0d|gjgjgjojgjoojo|to|o|o|f

User ID
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2. Setting Up smart PrintSuperVision (sPSV)

2. Setting Up smart PrintSuperVision (sPSV)

This section explains how to set up sPSV.

( note)

The window and setting contents differ depending on the device model.

Operating Environments
e Windows 10
e Windows 8.1
e Windows 8
e Windows 7
e Windows Server 2019
e Windows Server 2016
e Windows Server 2012 R2
e Windows Server 2012
e Windows Server 2008 R2
e Windows Server 2008

This includes the 64-bit version of Windows
10, Windows 8.1, Windows 8, Windows 7,
Windows Server 2008 and Windows Server
2008 R2.

Recommended Computer
Specs

e CPU: 1 GHz or higher

¢ Memory: 512 MB or higher

e Hard disk space: 30 MB or more

(! Note)

e The computer on which sPSV is set up
needs to remain switched on, or needs to
be running at the time when the job log
is set to be obtained from the device.

e The above hard disk space is the
minimum space required during
installation. At least 30 MB of disk space
is required to save job logs, etc. when
using sPSV.

e Approximately 3 MB of hard disk space is
required to save 10,000 job log entries
on the computer.

Standard Ports

sPSV uses the following ports for
communication.

e HTTP (TCP 50081)*

e Port 9100 (TCP Port 9100)

e SNMPv1 (UDP Port 161)

e SNMPv1 Trap (UDP Port 162)

e LDAP (TCP Port 389)

e SMTP(S) (TCP Port 25/587)

e SQL Server (TCP port 1433)
*If the default port number is set

( note)

The firewalls of the server computers and
client computers need to be set to allow
access to these ports.

Supported Browsers

e Microsoft Internet Explorer Ver 8.0
/9.0/10.0/11.0

Other

e Microsoft .NET Framework 4.0/4.5
Full Package

¢ Internet Information Service (IIS)
7.0/8.0
(if IIS is used as the web service)

e Microsoft SQL Server 2012/
2014/2016/2017/2019 (if using
SQL Server as the database)

e Microsoft SQL Server Compact

(if [Use database prepared during
setup] is selected in sPSV)

( note)

See the online help for more information
on sPSV.
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How to Install
(i vote)

Log in as a user with Windows
administrator authority.

1 Double click the sPSV program downloaded
from the website (https://www.oki.com/
printing/).

2 Select the language, and click [Next].

smart PrintSuperVision - InstallShield Wizard ==

Choose Setup Language
Select the language for the instalation fram the choices below.

Engich (United States)
French (Standard)
German

Italizn

Japanese

Pertuguese (Brazilian)
Spanich

<Back

3 If .Net Framework 4.0 is not installed
on the computer, it is automatically
downloaded and installed.

4 Click [Next].

e
smart PrintSuperVisior

InstallShield Wiza — [

Welcome ta the InstallShield Wizard for smart
PrintSuper¥ision

The InstallShield \wizard will install smart PrintSuperision
on your computer. To continue, click Nest.

5 Read the license agreement and click [Yes].

smart PrintSuperVision - InsallShield Wizard | [

License Agreement

Please read the following license agreement carefully.

Press the PAGE DOWN key to see the rest of the agreement.

- T &
re - -

select No, the setup will close. To install smart

Do you accept all the terms of the preceding License Agieement? If you =
bt Print
accept this agreement.

6 Specify the program folder and click
[Next].

smart PrintSuperVision - InstallShield Wizard

Select Pragram Folder

Please select a program folder

Setup will add proaram ians ko the Program Foider listed below. You may typs a new folder
name., or select one from the eisting folders lit, Click Next te continue.

Erogram Folder:

Esisting Folders

Administrative Tools
Games
Maintenance
Startup

Tablet PC

(e )

7 Specify the location in which to install
sPSV and click [Next].

-
smart PrintSuperVision - lnsta\IShieldm o Som]

Choose Destination Location

Select folder where setup will install files.

Setup willinstall smart PrintSuper¥ision in the following folder

To install borthis folder. click Mext. Ta install to a different folder. click Browse and select
anather foldsr.

Destination Folder

C:\Program Files\Dkidata\smart PrintS upert/ision

Browse.

Install5 hield

[ <Back {[ New> J)[ concel |

8 Select the database.

Select the database. The settings screen
varies depending on the type selected.

smart PrintSuperVision - InstallShield Wizard

Select Database

Chooss the database ta uss by smart PrintSupefiision

Chonse the database to savedisference the data for smart PrintSuper/ision on startup,
Choose the database to use.
To choose "Use pre-provided database.”, you must specify SOL Server to be used.

Use Selup Database (Fecammended) ]

Installation C:\.. \smart PrintSupervisionpp_Diata

Database spv_database.sdi

Encryption UNENCRYFTED =
Password

[ <Back [ Mews | [ Cancel

<If [Use Setup Database
(Recommended)] is selected>

smart PrintSuperVision - InstallShield Wizard

Select Databhase

Choose the databass to use by smart PrintSupefiision

Choose the databass to save/reference the data for smart PrintSupervision on startup.
Chaose the database ta use.
To chose "Lse pre-provided databass.", you must specify SAL Server to be used

Use Setup Database [Recommended] v]

Database Settings

Instalation L2\ Asmart FrintS upetision'dipp_Data
Database spsv_database. sdf

Encryption LINENCRYPTED =
Password

Platfarrn D efault
Engine Default

Inst

[ <Back [ Hews | [ Cancel |
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[Installation]
Click [Browse] and specify a location to save
the database.

[Database]
Enter the name of the database to be used in
sPSV.
(default name: spsv_database)

[Encryption]
Specify the encryption method for the

database.
(Default setting: UNENCRYPTED)

[UNENCRYPTED]
Not encrypted.

[Platform Default]
Encrypted using AES128_SHA256.

[Engine Default]
Encrypted using AES256_SHA512.

[Password]
Specify the password of the database to
connect to. This does not need to be entered if
[UNENCRYPTEDY] is specified.

<If [Use pre-provided database] is
selected>

Specify the SQL server being used.

smart PrintSuperVision - InstallShield Wizard [

Select Database
Choose the database to use by smart PrintS uperision.

Choose the database to savarieference the data for smart PrintSupetvision on startup
Choose the database ta use
To choase "Uss pre-provided database.". you must specity SOL Server to be used

Use preprovided dalabare.

D atabase Settings

ASOLEXPRESS

Service Name

Database Name spsv_database

Authentication Methods| SEL Server Authentication -

UserName: sa

Pazsword

<Back || Mew> | [ Cancel

[Service name]
Enter the name of the database server to which
to connect.
(Example: localhost\SQLEXPRESS
Default name: .\SQLEXPRESS)

[Database]
Enter the name of the database to be used in
sPSV.
(default name: spsv_database)

[Authentication Methods]
Specify the database authentication method.
(Default setting: SQL Server
Authentication)

[SQL Server Authentication]
Connect to the database using the user
name and password of an SQL Server login.

[Windows Authentication]
Connect to the database using a Windows
account and password.

[User Name]
Specify an SQL Server user name.
(default name: sa)

[Password]
Specify the SQL Server password.

9 Click [Next].

smart PrintSuperVision - InstallShield Wizard

Select Database
Choose the database to use by smart FrintSupert/ision,

Chaose the database ta save/ieference the data for smart PiintS upertfision on startup.
Chaase the database ta use,
To choose "Use pre-provided database.”, you must specify SOL Server to be used

taba:

Ditabase Setlings

Installatian i\, \smart PrintSupertfisionipp_Data
Databass spav_database sdf

Encryption UNENCRYPTED v]
Passward

< Back Mext > Cancel

10 Select the web service to be used from
[Web Service]. Internet Information
Services (IIS) or an embedded web
service (EWS) can be selected as the web
service.

The settings screen varies depending on
the web service selected.

smart PrintSuperVision - InstallShield Wizard

Select Web Service
Chooss the Web Service to use by smatt PrintSupstision

Select the Web Servics to display the screen of smart PrintSupervisian by \web Browser on
startup.
Chaose the Web Service to use

'8 Use Intemet Information Services (115). [Recommended)
) Use pre-provided Wb Servics(EWS)

Part Number
50081

Site Name
smart FrintSupertision

<Back | Mews | [ Cancel
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<If [Use Internet Information Services
(IIS) (Recommended).] is selected>

smart PrintSuperVision - InstallShield Wizard

Select Web Service

Choose the 'Web Service ta uss by smart PrintSupefision

Select the Web Service ta display the screen of smart PrintS uperiision by 'web Browser on
startup.
Choose the Web Service to use.

@ Use Intemet Information Services (I15). (Recommended)

(7 Use pre-provided \web Service(E'WwS)

Port Number
50081

Site: Marme:

smart FrintSuperVision

<Back | MNew> | [ Cancel

[Port Number]
Specify the port number used by IIS.
(default: 50081, range: 1 - 65535)

[Site name]
Specify a website registered to IIS to be used
by sPSV.
(default name: smart PrintSuperVision)

<[Use pre-provided Web Service (EWS)
is selected>

Select Web Service

smart PrintSuperVision - InstallShield Wizard
Choase the Wb Service to use by smart PrintSupeivision

.

Select the Web Servics to display the screen of smant PrintSuperision by \web Browser on
startup.
Choose the Web Service to use.

() Use Internet Information Services (115). [Recommended]

Part Murnber
50081

<Back | Hew> | [ Cancel

[Port Number]

Specify the port humber used by the EWS.
(default: 50081, range: 1 - 65535)

11 Click [Next].

smart PrintSuperVision - InstallShield Wizard
Select Web Service

Choose the 'Web Service ta uss by smart PrintSupefision

Select the Wb Service ta display the screen of smart PrintSupetiisian by Web Browser an
startup.

Chaose the Web Service to use.

@ Use Intemet Information Services 115, [Recommended)

(7 Use pre-provided \web Service(E'WwS)

Port Numbar
50081

Site: Marme:

smart FrintSuperision

o )

12 Click [Install].

sPSV is installed.

e N
smart PrintSuperVision - InstallShield Wizar_ |

Ready to Install the Program
The wizard is ready to begin installation

Click Install to begin the installstion
1F you want to (eview or change any of your installation seflings, elick Back. Click Cancel to et
the wizard

IristalS hiskd

13 Click [Finish].

~
smart PrintSuperVision - InstallShield Wizard -

InstallShield Wizard Complete

The InstallShield Wizard has successfully installed smart
PrintSupery/ision. Click Finish to exit the wizard

i () B

This completes the installation.

A shortcut to sPSV appears in the
program menu and on the desktop when
the installation is completed.

sPSV is accessed from client computers
using the address at which it was installed
by the administrator (for example
http://192.168.100.10:50081).
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3. Setting Up the Print Job Accounting Client Software

3. Setting Up the Print Job Accounting
Client Software

The client software needs to be installed on client computers if identifying users by user ID (PIN).
This section explains how to set up the client software.

Setting Up in Windows Installing the Client Software

- - (' Note)
Operatlng Environments Log in as a user with Windows

e Windows 10 administrator authority.
e Windows 8.1

e Windows 8 1 Double click the client software program

. downloaded from the website (https://
* Windows 7 www.oki.com/printing/).

e Windows Server 2019

e Windows Server 2016 2 When the [User account management]
e Windows Server 2012 R2 dialog is displayed, click [Continue] or
[Yes].
e Windows Server 2012
e Windows Server 2008 R2 3 Select the language, and click [OK].
e Windows Server 2008 'Pn'nUDbA(muntmgClianl-lnstallshieldwizaldt. [E=NEE—)
M Select the language for the installation fram the chaices below. m

This includes the 64-bit version of Windows
10, Windows 8.1, Windows 8, Windows 7
and Windows Server 2008.

4 Click [Next].

Welcome to the InstallShield Wizard for Print Job
Accounting Client

The InstallShield Wizard will install Print Job Accounting
Client on your computer. To continue, click Next.
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5 Read the license agreement and click [Yes]. 9 Click [Finish].

Print Job Accounting Client Setup

InstaliShield Wizard Complete

License Agreement

Please read the following license agreement carefully.

The InstaliShield Wizard has successfully installed Print Job
Press the PAGE DOWN key to see the rest of the agreement. i

Accounting Client. Click Finish to exit the wizard.

Do you accept all the terms of the preceding License Agreement? If you
select No, the setup will close. To install Print Job Accounting Client, you

must accept this agreement.

6 Click [Next].
Next, proceed to “6. Print Job Accounting
Client Software” (P. 107) to set the job
account mode.

Select folder where setup will install files.

Setup will install Print Job Accounting Client in the following folder.

To install to this folder, click Next. To install to a different folder, click Browse and
select another folder.

Destination Folder

C:\Program Files\Okidata\Print Job ing\Client Browse...

InstalS ield

7 Click [Next].

=
Print Job Accounting Client Setup

Select Progiam Folder \
Please select  progran folder.

Setup wil add program icons to the Program Folder fisted below. 'You may type a news folder
niame, or select one fiom the: eisting folders list. Click Nezt to continue:

Program Folder

Esisting Folders
Accessories
Adniistative Tooks
Games
Maintenance

Statup
Tablet PC

< Back ﬂ[ Mext > l‘l Cancel

8 Click [Next].

Start Copying Files

Review settings before copying files.

Setup has enough information 1o start copying the program files. If you want to review or
change any settings, click Back. If you are satisfied with the settings, click Next to begin
copying files.

Current Settings:

Install in this folder : B
CA\Program Files\OkidataiPrint Job Accounting\Client

Program folder :
Okidata

<

InstalS ield
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Setting Up in Mac OS X

Operating Environments

Mac OS X 10.3 or later
(! Note)
Depending on the model or print driver

used, the operating environment may
differ.

Installing the Client Software

1 Double click the client software program
downloaded from the website (https://
www.oki.com/printing/).

2 A disk image is located on the desktop.

3 Copy the [Print Job Accounting Client] icon
in the disk image to the desired location
by dragging and dropping.

Next, proceed to “Registering the Job Account
ID (PIN)” (P. 114) to set user IDs
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4, If Using Active Directory

4. If Using Active Directory

What Can It Be Used for?

Active Directory can be used for uniform management of devices on the network, such as
server computers, client computers, printers and multifunction printers, and information on
the users who use them, such as identification information and access permission.

Devices and users are managed in fixed groups (referred to as “"domains” or "AD domains”).
It is also possible to manage large organizations or networks comprised of multiple
interconnected domains.

Settings fOr Connecting to 3 Enter the domain name, login name and
. . d.
Active Directory passwer

Active Directory settings need to be
configured in sPSV if setting usage
limitations for users managed in Active
Directory and registering them to devices.

Domain Name
The operation to register user information
managed in the Active Directory to the
device can be performed smoothly if

all settings for the Active Directory are

Enter the Active Directory domain name for
searching for users and groups.

Login Name

completed before registering the device in Enter the user name for logging on to the Active

sPSV. Directory.

ACtI\-le Directory setiflngs. can also bt? _ Password

configured after registering the device in

sPSV. Enter the password for logging on to the Active
Directory.

4 To change the port number for connecting

COI‘II‘IECtII‘Ig to an Active to the Active Directory, enter the port

Directory in a Specified number. The range of the port number is
Domain from 1-65535 (default: 389).
1 Configure the settings in the [Function
Details] window > [Option] > [Environment (t note)
Settings] > [Server Settings]. The firewall port on the Active Directory
e p— server may need to be opened beforehand
———— depending on the port being used.

2]

2 Click [Active Directory Server] to open the
settings window.

smart PrintSuperVision

Welcome admin [Log out]

Help )
Settings "
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5 To change the Active Directory to search,
enter that target in "Base DN”. An example
of input when the domain name is [domain.
local] is shown below.

When there is no OU: CN=Users,
DC=domain, DC=local

When OU is specified: OU=0U name,
DC=domain, DC=local

sssssss

nnnnnnnnnnnnn

o If these values are not entered, the
search is made based on DC=domain,
DC=local.

o The search time can be reduced by
specifying the OU because the search is
only performed within the specified OU.

6 Check [Search for Locked User.] to search
for users whose accounts are locked.

Users with locked accounts are users
whose accounts have been locked due to a
login failure caused by factors beyond their
control such as security policies. Checking
[Search for Locked User.] when searching
prevents these users from being excluded
during registration.

Changing the Time or
Interval at Which Update
of Active Directory is
Confirmed

The user and user group information

on the Active Directory Server can be
monitored, and changes to information
can be updated. Monitoring of auto
status refresh is enabled by default, but
the monitoring schedule settings can be
changed.

( note)

When a new user that belongs to a group
that is to be monitored in the Active
Directory is added, users can be registered
to the device until the maximum number of
users that can be registered to the device
is reached. After the maximum number of
users that can be registered is reached,
subsequent users cannot be registered to
the device.

1 Set in [Details Screen] > [Option] >
[Environment Settings] > [Communication
Settings].

smart PrintSuperVision

Welcome admin (Log out]

2]

2 Click $ in [Communication Interval] to
open the settings window.

3 Check [Confirm the update of Active
Directory.] and specify the interval or time
of the update.




4, If Using Active Directory

[Specify Time] 2 Click [Update Confirmation].

Updated for each set interval. The maximum = T \ A

interval time that can be set is 24 hours. v

(Range: 1 to 24 hours) - i P .
[Time specified] e .

Set the specific update time. Click [Specify
Time] and add the time in 24-hour format. Up
to 24 acquisition times can be added. After
adding, click [OK].

Specify Active Directory Update Confirmation Time

spefied tme.

4 Click [Apply].

Manage Report. option Help

Option > Environment Settings > Communication Settings 9
and interval.

[ conmunicaon et |

Apply

To update Active Directory
Immediately

Updates can be performed immediately in
addition to at the automatic update timing
set in [Communication Interval].

1 Update the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

(2]

Impor
*5 Output data of smart PrintSupervision to a file, and enter the contents of the file to smart PrintSupervision.
7, Database ssinss
21 changethe g the data to be

B Crange the b s o e thesmartpimSuprsion s i 1 browse
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5. smart PrintSuperVision (sPSV)

This section explains the basic functions of smart PrintSuperVision.

Top Page

Accessing sPSV from the Server PC
Double click the sPSV shortcut on the desktop or select [Start] > [All Programs] > [Oki Data]
> [smart PrintSuperVision] > [smart PrintSuperVision].

Accessing sPSV from the Client PC
Launch the web browser, enter the address where the sPSV acquired from the administrator is
installed in the address bar (e.g.http://192.168.100.10:50081), and press the Enter key.

Settings for each function of sPSV can be configured two ways, in the main menu window and
function details window.

Main Menu: Window that navigates the target function while selecting according to the
status. Settings of the target function can be configured by configuring the sPSV
settings as per the navigation.

Function Detail Window: Window arranged according to types of function. Users who

understand the sPSV settings can configure the function settings
directly.

‘ Show Device Usage Status.

‘ Restrict Device Use

‘ Notify Device Management Status

Main Menu Window Details Screen
No. Item Details
(1) | Select Language List The displayed language can be switched.
(2) | [Login]/[Log out] Click [Login] to switch to the login window.
Click [Log out] to log out.
(3) | [Go to Details Screen] Click to switch to the details screen.
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Login Window
Click [Login] to display the login window. Enter the [User Name] and [Password] and click the
[Login] button.
The following user is set as the administrator.
[User Name]: admin
[Password]: password

The default password can be changed. To change the password, see “Changing User/User
Group Information” (P. 135).

Please select your language:
OKI Return to Main Menu
smart PrintSuperVision

Enter the user name and passwprd, and dlick the "Login™ button. [User Nal I e]
Please enter username and password and disfinguish between capital and lowercase letters.
User Name
' Password ) [Password]
User account can be created by | g i il

i r H
The default administrator account is “admin”. L Log in ]

Login Window
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Main Menu
Window that navigates the the target function while selecting according to the status.

=
(P P e )
a@ €& hitp://localhost 50081 /Account/ToTop B~ B O X || & smart PrintSuperVision x

Please select your language:

OKI Return to Main Menu English -

|
smart PrintSuperVision '

Welcome admin [Log out]
Main Menu

smart PrintSuperVision can confirm usage of the device (a printer or MFP) and cannot use the device under c
ertain conditions. From the following items, click the content you want to manage.

(1 )— Show Device Usage Status D

—]

(3 )— —[‘ Notify Device Management Status

(4)_ —( Display this screen at next start. )

Restrict Device Use n

S

15% -

No. Item Details

(1) | [Show Device Usage Check details such as the amount of consumables used and
Status] print counter.
Click to switch to the options window. = P. 52

(2) | [Restrict Device Usel* Configure these settings to add limits to the number of
printed sheets or add print limits.
Click to switch to the options window. = P. 58

(3) | [Notify Device Configure these settings to receive notification on the
Management Status]* device usage status, various summarization results and
fault information, etc.

Click to switch to the options window. = P. 64

(4) | [Display this screen at When the check mark is removed and browser closed, the
next start.] details screen is displayed as the top page the next time the
browser is launched.

(5) | [Go to Details Screen] Click to switch to the [Details Screen]. = P. 79

*Log in to sPSV as an administrator to configure these settings.
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[Show Device Usage Status]

[Main Menu] > [Show Device Usage Status]

You can check the device usage status such as the amount of consumables used by the
device, print counter and device usage history for each user.

P~ B O X || & smart PrintSuperVision x

Please select your language:

OKI Return to Main Menu English -

I |
smart PrintSuperVision '

Welcome admin [Log out]

Main Menu > Show Device Usage Status

You can display consumables usage of the device, page counter, the device usage history by user, and devic
e usage.
From the following items, click the content you want to see.

(1 )— —ﬂ Device Overview “ ﬂ Device Usage History for Each User. } (4)

(2)— —[‘ Consumables usage state of the device

(3)— —ﬂ Device Print Status

B15% -

No. Item Details
(1) | [Device Overview] Displays overviews of the devices in a list. Click to switch to
the details screen. = P. 53
(2) | [Consumables usage You can check aggregated results of the amount of
state of the device ] consumables used for each device. Click to switch to the

details screen. = P. 54

(3) | [Device Print Status] You can check aggregated results of the print counter for
each device. Click to switch to the details screen. = P. 55

(4) | [Device Usage History for | You can check the device usage history for each user. Click
Each User.]* to switch to the details screen. = P. 56

*Log in to sPSV as an administrator to configure these settings.

-5 -



5. smart PrintSuperVision (sPSV)

[Device Overview]
[Main Menu] > [Show Device Usage Status] > [Device Overview]

Displays the basic device information in a list.
[ T e

(— Sl (5 hitp://localhost:50081/Require/Redirec O ~ & fl & smart PrintSupervision

Please select your language:

smart PrintSuperVision

Welcome admin [Log out]
Main Menu > Show Device Usage Status > Device Overview

Do the following steps to check the device overview.

'-i Stepl : If you have not registered the device with smart PrintSuperVision, register the device.

Specify [Destination], click [Start Search], and register to smart PrintSuperVision.
Destination:

& Network Specify Search Range Click to specify the search range in detail.
( 1 ) Start Search

Search Results:

No. | Destination | Model ‘ MAC Address Name Job '-"!‘s““f;‘"s'“"“ Registration State

You can also create a EmuE and arrang.le regislersd devices.

= Step2 : Display an overview of the registered device.

A

Filter Item:

Management Group * Model Name Status Display Content +

[All Device Name Default
Consumables Info
Warning
Error Complete

Device List:

Auto status refresh in: 3600  Seconds Update Now

un.g‘ O ‘ ‘ Destination

Model ‘ Name | Status ‘ Last Update |

(2)

Delete

No. Item Details

(1) | Step 1: Device If the device to display an overview is not registered,
registration* specify [Destination] and click [Start Search]. Search for
and register the device. Once the device is registered there
is no need to perform registration again. (However, device
registration is required when adding a new device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.

(2) | Step 2: Overview List Displays overviews of the devices in a list. For details, see
View Details Screen > Management Tab > Device List (P. 81).

*Log in to sPSV as an administrator to configure these settings.
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[Consumables usage state of the device]
[Main Menu] > [Show Device Usage Status] > [Consumables usage state of the device]
You can check aggregated results of the amount of consumables used for each device.

I
G@ (% http://localhost 50081 /Require/Re
Please select your language:

OKI Return to Main Menu Englsn =

smart PrintSuperVision

I Welcome admin [Leg out]
Main Menu > Show Device Usage Status > Ci bles usage state of the device

£ - B¢ X | (& smart PrintSuperVision

Do the following steps to check the consumables usage status of the device.

== Step1 : If you have not registered the device wﬁl smart PrintSuperVision, register the device. )

Specify [Destination], click [Start Search], and register to smart PrintSuperVision.
Destination:

Network Specify Search Range Click to specify the search range in detail.
(1 \ Start Seach |
] Search Results:
. job Log Acquis Registration 5
No. Destination ‘ Model ‘ MAC Address Name ’J ition State =
YVou can also create  group. and arrange registered devices J

== Step?2 : Display the consumables usage of the registered device.

Device: All Devices ¥ Select the target device of the report.

[ Acquire the device status before the job.

® Consumables Remaining Confirm basic information such as the connection destination of the device.

Consumable Li
famType: Select the type of target consumal bles.
[# Toner Cartridg

. [#Image Drum [FBelt Unit [ Fuser Unit [ waste Toner Box

Information:  Selact the typs of target information.

(2) Remaining (%) [] Start Dats D:i"l“zmz Remaining Uszble Days

N 7 . Specify the period for prediction data in [Replacement Day] and [Rem
Data Range for Prediction: days(0-33) ining Ussbla Days].
Threshold valus remaining displave (1 o, 15 gg Ifless than the value of the remaining value (%) that is specified, it wil
din red (%): (0-93) 1 be displayed in red.
Threshald of remaining usable days (35 |, 035 Ifless than the value of the remaining available number of days that i
displayed in red: ay(s) (0-93) s specified, it will be displayed in red.
File Type: Select a file format for the report from the following.

% HTML © EXCEL97-2003Book “ Csv & xML © TEXT

No. Item Details
(1) | Step 1: Device If the device to display the amount of consumables used
registration* is not registered, specify [Destination] and click [Start

Search]. Search for and register the device. Once the device
is registered there is no need to perform registration again.
(However, device registration is required when adding a new
device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.

(2) | Step 2: Amount of Displays a list of the amount of consumables used by the
consumable used list device. For details, see Details Screen > Report Tab >

display Display Report > Device Info (P. 90).

*Log in to sPSV as an administrator to configure these settings.
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[Device Print Status]
[Main Menu] > [Show Device Usage Status] > [Device Print Status]
Aggregated results of the page counter for each device can be checked.

G@ (& http://localhost:50081/Require/R O ~ & € X f| (5 smart PrintSuperVision

Flesse select your language:

OKI Beturn to Msin Menu Engiish |

smart PrintSuperVision

Welcome admin [Log sut]
Main Menu > Show Device Usage Status > Device Print Status

Do the following steps to check the print status.
'ﬁ—bb ~

= Step1 : If you have not registered the device with smart PrintSuperVision, register the device.

Specity [Destination]. ik [Start Search], and register s smadt PrclSupsriision.
Destinstizn:

B network Specify Search Range|  Cick to specify the search range in detail,
( 1 ) Stant Search
Search Results:
‘ o. Destination Hose MAC Address e b Log Acaui[Registration s
\ 7

‘
J

4 Step2 : Display the print amount of the registered device.

Device: 78 D ] St the target devics o the repar

] fequine the device sistus befors e Job.

§ Page Counter  Toke the sististics of the page cunter smeunt o the device and sonfir the usage status of the device

Courtar SRS St the type o coute orcach target.

@ Pt Prge Counter Court the number of printed pages regardiess of the printed paper sies

mber of pages when printing in A4/Lefier size or the numbsr of pages of the

£ Ad/Letter Camversion Print Page Counter = eetosl prnt

¥ Scanner Page Countar Reprasart the number of pages read by the szanner.

i Fax Send/Receive Page Countar Rapresant the number of pages that you s=ni/recsived by Fax.

Counting Urits:  Sslect the unit of ime 1o tots] the perid dats for the tatsl targets

(2) © Dorctapecly 8 DayUnt ‘-: WaskUri ‘-e‘ Menthlni
Data Rsrge: 2 Simple Setting Specity the data perisd in the it of [Day], [Wesk] or [Month].
Resent e (1-59)
& Detai setting Vou can sy the fist snd last Say of the totaied Sata

Tabular Formal @ Device - Dur ' Durstion - De. .
v Shpiie ol s Seiest the rew-sslumn of the table to be displeyed in the repor

View
No. Item Details
(1) | Step 1: Device If the device to display the print counter is not registered,
registration* specify [Destination] and click [Start Search]. Search for

and register the device. Once the device is registered you
do not need to perform registration again. (However, device
registration is required when adding a new device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.

(2) | Step 2: Display the print | Display the list of print counters for devices. For details, see
counter list Details Screen > Report Tab > Display Report > Device Info
(P. 90).

*Log in to sPSV as an administrator to configure these settings.
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[Device Usage History for Each User.]
[Main Menu] > [Show Device Usage Status] > [Device Usage History for Each User.]
Results of aggregated job logs as device usage history for each user can be checked.

OKI ettt SR ¥
Main Menu > Show Device Usage Status > Device Usage History for Esch User, pesmesemn s
(1 e e e e St e e
( ) Step2 = I yiu fiews 1ot rigrstinid b usdr with srirt PriniSugrerVrsion, rigisber the wadr.
(3) Step3 ettings to ecquire a print log i devit d regi:
e i
e ‘
(4) -

'l;! Oizplay Amcunt Gragh.
|-|- U |

B copley Guasnty cesch.
[ o [ |

O iasisy Pagen Ceash.
e |

I ziasiay 32 Tatsha Geash,
[ — |

O eapiay rumes Geagh.
e —— |
=

5% v J
No. Item Details
(1) | Step 1: Device If the device for which you want to display a usage history
registration* is not registered, specify [Destination] and click [Start

Search]. Search for and register the device. Once the device
is registered there is no need to perform registration again.
(However, device registration is required when adding a new
device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click % to open the
setting area.

*Log in to sPSV as an administrator to configure these settings.
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No.

Item

Details

(2)

Step 2: User
Registration*

If the user for which you want to check the usage history

is not registered, register the user. Once registration is
complete, future registration is not needed. Once the device
is registered there is no need to perform registration again.
(However, user registration is required when adding a new
user.)

To browse the device usage status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click g to open the
setting area.

(3)

Step 3: Add User/Acquire
Print Log*

Configure the settings so that the print log can be received
by the registered device, and register the user. Once the
device is registered there is no need to perform registration
again. (However, device registration is required when
adding a new device.)

For details, see Details Screen > Management Tab > Device
Management Settings > Device Settings > Log/Access
Control (P. 85).

If the setting area is not displayed, click %: to open the
setting area.

(4)

Step 4: List view of
device usage history

Display the device usage history for each user.
For details, see Details Screen > Report Tab > Display
Report > Job Information (P. 90).

The job log is not reflected immediately after registering/
adding the device and user. After a registered user has used
the device, the job log is acquired and displayed.

*Log in to sPSV as an administrator to configure these settings.
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[Restrict Device Use]

[Main Menu] > [Restrict Device Use]
Upper limit of print quality by device user, and limit on the operation of the MFP can be set.

[E=NEN
%

a@ it hitp://loc q tip: £~ B G X || & smart PrintSuperVision x
Please select your language:

OKI Return to Main Menu English -

smart PrintSuperVision l

Welcome admin [Log out]

Main Menu > Restrict Device Use

You can set an upper limit of the print quantity by device user, and put a limit on the operation of the MFP.
From the following items, click the content you want to apply the limit.

( 1 ) —ﬂ Apply Restrictions by User l
(2) ﬂ Restrict by Print Method l
(3) Restrict by User's Usage l
#125%
No. Item Details
(1) | [Apply Restrictions by Configure use restrictions for each user (each sPSV user
User] account). Click to switch to the options window. = P. 59

(2) | [Restrict by Print Method] | Configure use restrictions for each print job information
(one of computer name, document name or application).
Click to switch to the options window. = P. 61

(3) | [Restrict by User’s Configure use restrictions for each user (each sPSV user
Usage] account) according to the usage amount. Click to switch to
the options window. = P. 62
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[Apply Restrictions by User]
[Main Menu] > [Restrict Device Use] > [Apply Restrictions by User]
Configure device use restrictions for each user.

OKI
|
0 0 tne omin st o st th e o tns dice oy e
( )(2)
(3)
\L =] J
®54% v
No. Item Details
(1) | Step 1: Device If the device to restrict usage of is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is
no need to perform registration again. (However, device
registration is required when adding a new device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.
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No. Item Details

(2) | Step 2: User Registration | If the user whose device use is to be restricted is
unregistered, register the user. Once the device is
registered there is no need to perform registration again.
(However, user registration is required when adding a new
user.)

To restrict the device usage for user group units, click [Add
a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3) | Step 3: Add Registration | Register the users whose registered device usage is to be
restricted.

For details, see Details Screen > Management Tab > Device
Management Settings > Device Settings (P. 84).

- 60 -



5. smart PrintSuperVision (sPSV)

[Restrict by Print Method]
[Main Menu] > [Restrict Device Use] > [Restrict by Print Method]
Configure device use restrictions for each user print method (document name, hosts).

a@ (& hetp// :50081/Require/RedirectTp. P~ B & X || & smart PrintSuperVision e 1) e

Please select your language: =

OKI ot to o ey Engeh

smart PrintSuperVision

Welcome admin [Log out]

Main Menu > Restrict Device Use > Restrict by Print Method

Do the following steps to limit the use of the device by print method.

( 1 ) el Step1 : If you have not registered the device with smart PrintSuperVision, register the device.

== Step2 : Specify the print method to be restricted, and then limit the use of device.

Start acquiring the log in the [Control Log] in [Log/Access Control]. and register the user in [Usage Restriction] in [Access Control].
vice. If you vant to apply your changes, dick [Apply] at the bottom of the screen.

== Log/Access Control

Set the access control and log control of the devics in dtail.

i

Log Control

Perform the setting to record the job as a log that the device has executed.
(2) Bl ecord 3 Lo o e

Specify the acquisition schedule of the job log.

©  Specify Interval: Hour Minutes.

Time specified:

Log Full Operation: | Cance the jo Specify the operation when the log buffer of the device is full.

Access Control
Perform the setting to control the use of the device.

[ Ensble sccess control.

Use Restrictions

[ ssername
Loy | -
No. Item Details
(1) | Step 1: Device If the device whose usage is to be restricted is not
registration registered, specify [Destination] and click [Start Search].

Search for and register the device. Once the device is
registered there is no need to perform registration again.
(However, device registration is required when adding a new
device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.

(2) | Step 2: Add Restriction Register the apply restrictions to the registered device.
For details, see Details Screen > Management Tab > Device
Management Settings > Device Settings (P. 84).
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[Restrict by User’s Usage]
[Main Menu] > [Restrict Device Use] > [Restrict by User’s Usage]

Configure the device use restrictions according to the user’s usage (amount of consumables
used, printed sheets, print cost).

(! Note)
When this setting is configured, the usage amount is restricted for the device according to
user or user group, irrespective of the setting status of the device quota management.

Main Menu > Restrict Device Use > Restrict by User's Usage I
Do the following steps to limit the use of the device by user's usage.
(1) > ; ] sz g !
(2)—
(3} Step3 : Set the mail server to notify the user that usage has been exceeded.
=5 Stepd : Perform the settings to acquire a print log from the registered device, and register the user.
(4) e
No. Item Details
(1) | Step 1: Device If the device to have restricted usage is not registered,
registration specify [Destination] and click [Start Search]. Search for

and register the device. Once the device is registered there
is no need to perform registration again. (However, device
registration is required when adding a new device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.
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No. Item Details

(2) | Step 2: User Registration | If the user whose usage amount is to be restricted is
unregistered, register the user. Once the device is registered
there is no need to perform registration again. (However,
user registration is required when adding a new user.)
Configure the usage amount settings for the registered user.
To restrict the device usage according to usage amount for
user group units, click [Add a Local User Group] to create a
group.
For details, see Details Screen > Options Tab > User
Settings (P. 93).
If the setting area is not displayed, click g to open the
setting area.

(3) | Step 3: Mail server Configure the mail server settings to notify users when

setting the usage amount is exceeded. Once the user is registered

there is no need to perform registration again. (However,
the settings need to be changed if the mail server is
changed.)
For details, see Details Screen > Options Tab > Environment
Settings (P. 95).
To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.
For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).
If the setting area is not displayed, click % to open the
setting area.

(4) | Step 4: Add User/Acquire | Register the users whose use of the registered device is to

Print Log Settings/Fees
Settings

be restricted and configure the print log acquisition. Also,
when setting usage amount restrictions as fees, register the
fees to the restriction target device. (However,
re-registration is required if there are changes to the fees.)
For details, see Details Screen > Management Tab > Device
Management Settings > Device Settings (P. 84).
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[Notify Device Management Status]

[Main Menu] > [Notify Device Management Status]

Users can be notified of the device usage status, such as the amount of device consumables

used and print counter, or results of detecting the device status.

Qs -

O~ B & X || & smart PrintSuperVision

OKI

ection results.

Main Menu > Notify Device Management Status
You can notify users of consumables usage of the device, page counter, device usage, and device status det

From the following items, click the content you want to be notified of.

Return to Main Menu English E

smart PrintSuperVision

el
ok L

Please select your language:

Welcome admin [Log out]

(1) —[[ Device Overview J] [{ Collection Results on Closing Date J} (5)
(( consumabi : - ) p
(2) l[ usage state of the device J] [[ Automatic Device Registration Result J | (6)
(3) —[[ Device Usage Status J] [{ Device Failure J} (7)
(4) —[[ Device Usage History for Each User. j]
No. Item
(1) | [Device Overview] Configure these settings to receive notifications of device
information. Click to switch to the options window.
= P. 65
(2) | [Consumables usage Configure the settings for receiving notifications of
state of the device] aggregated results of the amount of consumables used by
each device. Click to switch to the options window.
= P. 67
(3) | [Device Usage Status] Configure the settings for receiving notifications of
aggregated results of the print counter of each device. Click
to switch to the options window. = P. 69
(4) | [Device Usage History for | Configure the settings for receiving notifications of the
Each User.] aggregate results of the amount of printing for each print
job on each device or the management results for each
devices or user. Click to switch to the options window.
=P 71
(5) | [Collection Results on Configure the settings to create notifications of Device
Closing Date] Usage History for Each User. up to the closing date
registered in sPSV. Click to switch to the options window.
=P 73
(6) | [Automatic Device Configure the settings for receiving notifications of the
Registration Result] results of automatic device registrations periodically done
by sPSV. Click to switch to the options window. = P. 75
(7) | [Device Failure] Configure the notification settings for when a notification
target status is detected in each device. Click to switch to
the options window. = P. 77
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[Device Overview]
[Main Menu] > [Notify Device Management Status] > [Device Overview]
Configure these settings to receive notifications of basic device information.

==
Please select your language:
OKI1 Return to Main Menu
smart PrintSuperVision

Login]
Main Menu > Notify Device Management Status > Device Overview

Do the following steps to notify the basic information of the device.

( 1 ) Stepl : If you have not registered the device with smart PrintSuperVision, register the device.
3\

(2) lt step2 : If you have not registered the user with smart Printsupervision, register the user.
(3)

Step3 : Set the mail server in order to be notified.

== Step4 : Set the interval for notification.

Device: A Devicss. [¥]  select ohe targes davice of the rapor.

£ Acguire the device status before the job.
(4)

:‘;‘ "™ Specity the notfication date.

i Specify Date and Time
Netify on 2 regular basis, I you want repeated nodfication, chack [Regularly Notfy] and specy the e
‘ZJ“D“?' A8 O a1 00001 m.‘hs diry afer the closing date, notify the data up to closing day of each mo
'g Date The [Closing Date] can be changed inther satup.
BT5% v
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. Once the
user is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click % to open the
setting area.

(4)

Step 4: Notification
schedule settings

Set the interval (schedule) for notifying the device overview
list.

For details, see Details Screen > Report Tab > Notification
Settings > Notification of Device Information (P. 91).
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[Consumables usage state of the device]

[Main Menu] > [Notify Device Management Status] > [Consumables usage state of the
device]

Configure the settings for receiving notifications of aggregated results of the amount of
consumables used by each device.

B = B G X || & smart PrintSuperVision

OKI R S
smart PrintSuperVision

[Login]

Main Menu > Notify Device Status > Cy usage state of the device

o the following steps to notify the consumables usage status of the device.

, register the device.

—
( 1 ) + Stepl : If you have not registered the device with smart PrintSuperVis

.« Step2 : If you have not registered the user with smart PrintSuperVision, register the user.

)
J
( 3 ) . Step3 : Set the mail server in order to be notified.
w—
% Stepd : Set the interval for notification.

I scquirs the devics status befors the job.

‘ EEEEEE ieices R T —— ‘

0% v
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click mﬂa to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. Once the
device is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click % to open the
setting area.

(4)

Notification schedule
settings
Step

Set the interval (schedule) for notifying the device
consumable usage state.

For details, see Details Screen > Report Tab > Notification
Settings > Notification of Device Information (P. 91).
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[Device Usage Status]

[Main Menu] > [Notify Device Management Status] > [Device Usage Status]

Configure the settings for receiving notifications of aggregate results of the page counter for

each device.
PG
a@ 0+ B¢ X || (& smant Printsupervision x ok
OKI P - A
Main Menu > Notify Device Management Status > Device Usage Status e
(1) e e e e l
2\ Step2 : If you have not jistered the user with smart PrintSuperVision, jister the user. |
RE) Imstermens
(4)
HE0% v
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify

registration

[Destination] and click [Start Search]. Search for and
register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. Once the
device is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click % to open the
setting area.

(4)

Notification schedule
settings
Step

Set the interval (schedule) for notifying the device usage
status.

For details, see Details Screen > Report Tab > Notification
Settings > Notification of Device Information (P. 91).
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[Device Usage History for Each User.]
[Main Menu] > [Notify Device Management Status] > [Device Usage History for Each User.]

Configure the settings for receiving notifications of aggregate results of the device usage
history for each user.

OKI PR = 2

smart PrintSuperVision

' [ezgn

e Management Status > Device Usage History for Each User.

Dothe following ctepe to view the ueage hictory of the device by ucer.

( i ) Step1 : If you have not registered the device with smart PrintSuperVision, register the device.
( 2 ) Stcp2 1F ot regictered the user with smart PrintSuperVision regicter the user-
(3) Stepa ; Set the mail server in order to bs notified.
(4) Stopa : Perform the settings to acquire a print log from the registered device, and rogistor the user.
‘== Step : Set the interval for notification.

‘ :::::: e P ‘

(5)
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click $ to open the
setting area.
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No. Item Details

(2) | Step 2: User Registration | If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)
To browse the notification status in user group units, click
[Add a Local User Group] to create a group.
For details, see Details Screen > Options Tab > User
Settings (P. 93).
If the setting area is not displayed, click $ to open the
setting area.

(3) | Step 3: Mail server If the mail server to be used for notification is not

setting configured, configure the mail server settings. (Once the

user is registered you do not need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)
For details, see Details Screen > Options Tab > Environment
Settings (P. 95).
To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.
For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).
If the setting area is not displayed, click 1%: to open the
setting area.

(4) | Step 4: Add User/Acquire | Configure the settings so that print log can be received by

Print Log the registered device, and register the user. Once the device

is registered there is no need to perform registration again.
(However, device re-registration is required when a new
device is added.)
For details, see Details Screen > Management Tab > Device
Management Settings (P. 84).
If the setting area is not displayed, click % to open the
setting area.

(5) | Step 5: Notification Set the interval (schedule) for notifying the device usage

schedule settings

history for the user.
For details, see Details Screen > Report Tab > Notification
Settings > Notification of Job Information (P. 91).
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[Collection Results on Closing Date]
[Main Menu] > [Notify Device Management Status] > [Collection Results on Closing Date]

Configure the settings for receiving notifications of aggregated results of the device usage
history for each user based on the closing date.

PG
mﬁéh&p-['u /Require/Redirect?p. 0+ B¢ X || & smant Printsupervision ok
OKI Return to Main Meny Zﬁ.:i’%’m"’“*
1
( )(2)
(3) 73
( / 5\ Steps : Set the registered device to acquire a print |
(5) T —
Device: A Dagoe: [¥]  Seiest the target gaviem of e regart
(6)
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click g to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. (Once the
user is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click 1%: to open the
setting area.

(4)

Step 4: Set a closing
date

Set the closing date. Once the device is registered there is
no need to perform registration again. (However,
re-registration is required if there are changes to the closing
date.)

For details, see Details Screen > Options Tab > Environment
Settings > Other Settings (P. 95).

(3)

Step 5: Add User/Acquire
Print Log

Configure the settings so that the print log can be received
by the registered device, and register the user. Once the
device is registered there is no need to perform registration
again. (However, device re-registration is required when a
new device is added.)

For details, see Details Screen > Management Tab > Device
Management Settings (P. 84).

If the setting area is not displayed, click % to open the
setting area.

(6)

Step 6: Notification
schedule settings

Set the interval (schedule) for notifying the collection status
up to the closing date.

For details, see Details Screen > Report Tab > Notification
Settings > Notification of Device Information (P. 91).
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[Automatic Device Registration Result]
[Main Menu] > [Notify Device Management Status] > [Automatic Device Registration Result]

Configure the settings for searching periodically for devices and notifying the results when a
device was registered.

/€ smart PrintSuperVision - Windows Intemet Explorer (=N o =]
@O = [ http://iocalhosts008L/Require/RedirectZpageName=RequireSetup + | 5 [ 49 | x || 8ing » -]

i Favorites | 4 &) Suggested Sites v ] Web Siice Gallery v

| smant PrintSupervision L B~ ~ ) s v Page~ Safetyr Tooks~ @~

Plesse select your langusge:

OKI Return to Main Mena | English

smart PrintSuperVision

Welcome admin [Log aut]
Main Menu > Notify Device Status > ic Device i ion Result

Do the following steps to search for the device on a regular basis and notify the result of registration.

( 1 ) [ »_ step1 : If you have not registered the user with smart PrintSupervision, register the user.
i
(2 AY (. Step2 : Set The marl server in order to be notified. )
7 l"
V— Step3 : Set the interval for notification. )

D ion:
1 Network Specify Search Range Click to specify the search range in detail

== Notification Settings Vou can register a schadule to sand tha rapert.

Netification Methed: @ Email
3\
admin
(3) E
Mama
Notification Date: Specify the notification date.
# Specify Date and Time Set the date and time to be notified.

Notify on a regular 16 you wank repssted notifcstion, chack [Ragulary Natih]

and spacify the interval

Ints

On the day after the closing date, notify the data up to
® The Day After Closing Date (2016/6/1 00:00)  closing day of e: .
The [Closing Dat

be changed inOther Settings.

Add

@ Internet | Protected Mode: On v BI5% v

No. Item Details

(1) | Step 1: User Registration | If the user who will receive the notification is unregistered
or the notification destination email address is unregistered,
register the user or email address. Once the device

is registered there is no need to perform registration

again. (However, re-registration is required when a new
notification destination user is added or email address is
changed.)

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.
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No.

Item

Details

(2)

Step 2: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. (Once the
user is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Set a notification
schedule

Configure the search criteria and interval (schedule) for
periodically searching/registering.

For details, see Details Screen > Report Tab > Notification
Settings > Automatic Notification on Device Registration
(P. 91).
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[Device Failure]
[Main Menu] > [Notify Device Management Status] > [Device Failure]
Configure these settings to receive notifications of detected device failures.

ew’:t) & http://localhost:50081/Require/Redirect?pagel O ~ B ¢ X ’mﬂ kA
OKI ettt e (BT
(1)
(2)
(3)
(4)
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click % to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. (Once the
user is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click % to open the
setting area.

(4)

Step 4: Detection Status
Setting

Set the interval (schedule) for notifying the when the status
of the specified device is detected.

For details, see Details Screen > Report Tab > Notification
Settings > Status Notification (P. 91).
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Details Screen

This window is arranged according to types of sPSV function. Functions are separated by tabs.

Click [Go to Details Screen] on the main menu window to display the top page of the Details
Screen (top page of the [Manage] tab).

_ [N
e@LEhnp://\ommmsnnm/Mam/aner;an L2 - B & X || & Manage|smart PrintSuperVi... X ok 1
OKI — Dlea;_e select your language: ( 1 )
3
( 4 V -l w w ‘ Welcome admin [Log out]
(2) _‘; Manage Report [ osin (- Help } (5)
Set/Manage the registered dovice to confirm the Usege statuI, or To Testrict the Usage. @_ (6)
( 4 ) Device List 1
|3—3'. Display a list of the devices
‘g ::a‘rsct:zhzezfi:ngnected devices via network, and register to smart PrintSuperVision.
* ::‘r‘f’;rl:r:::;:tst:vtj:f:r managing the cost of the device.
No. Item Details
(1) [Return to Main Menu] Click to switch to the main menu. = P. 51
(2) [Manage] Tab Configure functions related to the device, such as device
registration, access control settings to the device and billing
amount settings. Click to switch to the options window.
= P. 80
(3) | [Report] Tab Check the device usage status or sPSV operating status,
and configure settings such as email notification receipt
settings. Click to switch to the options window. = P. 89
(4) [Option] Tab Configure the settings of various options used with this
software. Click to switch to the options window. = P. 92
(5) [Help] Tab Browse sPSV help information, version information and
other related information. = P. 101
(6) | Help Icon Click to display help related to the currently displayed page
in a different window. = P. 105
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[Manage] Tab

[Details Screen] > [Manage]

Set/Manage the registered device to confirm the usage status, or to restrict the usage.

a@ (& http://localhost50081/Main/PrintersMain

[F=EEE e
1 & 2

B~ B G X || & Manage|smart PrintSuperVi... %

Please select your language:

(4)——

OKI Return to Main Menu  [English [
smart PrintSuperVision
Welcome admin [Log out]
Manage Option Help
Set/Manage the registered device to confirm the usage status, or to restrict the usage. @
( 1 ) Devige List
—_— =
Y= Dpisplay a list of the devices
( 2) o, Redister Device
—_— ol
7 Search the connected devices via network, and register to smart PrintSupervision.
(3\ [ Device
-y
/ perform device-related settings to enable use of smart Printsupervision.

. Billng Amount Settings
7
¥ perform pre-settings for managing the cost of the device.

®100% - |

No. Item Details

(1) | [Device List] Check the device list information. Click to switch to the
details screen. = P. 81

(2) | [Register Devicel* Search for devices connected to the network and register to
sPSV. Click to switch to the details screen. = P. 83

(3) | [Device Management Configure device settings related to the use of sPSV. Click to

Settings] switch to the details screen. = P. 84
(4) | [Billing Amount Perform pre-settings for managing the cost of the device.

Settings]*

Click to switch to the details screen. = P. 87

*Log in as an administrator to configure these settings.
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[Device List]
[Details Screen] > [Manage] > [Device List]
Display a list of the registered devices.

Please select your language:

English v

Return to Main Menu

smart PrintSuperVision

Welcome admin [Log out]

Management>Device List

Display a list of the devices.You can select [Filter Item], and display the selected item.

@

fFiter 1tem:

Management Group % Model amE Status Display Content L
(2)
(3)— . R e )
(4)————
No. Item Details
(1) | [Filter Item] Select the [Filter Item] to filter device information displayed in

the device list.

Management
Group

Specify and display the management group name.
Click g to switch to the [Management Group] window.

Device Name

Specify and display the device model name.

Model Name

Specify and display the device status.

Status

Details

All Status

Display all devices.

OK

Display devices that do not have a warning or
error status.

Warning

Display devices that have a warning status.

Error

Display devices that have an error status.

Display
Content

Specify the items to display from [Device List].
Click $ to switch to the [Edit Display Contents] window.

Item

Details

Standard

Display default items.

Consumables
Info

Display items related to consumable life.

Custom

Display items selected in [Edit Display
Contents].

All

Display all items.
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No. Item Details
(2) | [Update Now] Search for devices to connect to the network and register to
sPSV. Click to switch to the details screen.
(3) | [Device List] Display device information for each item. Click the icon to switch
to the [Device Settings] window of the clicked device.
When an item name is clicked, the order is sorted
(changed) according to the item contents. When clicked
again, the items are sorted in reverse order.
Icon Details
, Display statuses that are not related to
- warnings or errors.
",7/ Display status that are related to warnings.
g,/ Display status that are related to errors.
Display status related to the device not being
=R connected for any reason, such as offline or
power off states.
(4) | [Delete] Click to delete registration of devices checked in [Device List]

from sPSV.
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[Register Device]
[Details Screen] > [Manage] > [Register Device]

Search for devices to connect to the network and register to sPSV.

(& Register Device|smart PrintSuperVision - Windows Internet Explorer foe =
G () = [ & rep/ocathossoost printero ~[ &[4 [ x][£ aing o -]
< Favorites | . ] Suggested Sites &) Web Slice Gallery +
| & Register Deviceismart PrintSupervision m v E) v g v Pagev Ssfetyv Toolsw @+
0OKI Return to Main Menu ns‘:;i;“‘m yourlmgs:
o
(1) e )
(2) —— ¢
( 3 ) ‘ T ‘ Model MAC Address — [3eb Log ACQUISILION| ¢ gictration State \'
(4) ‘+ Notification Settings You can register a schedule to send the report. D
@ Intemet | Protected Mode: On - ®5% -
No. Item Details
(1) | [Destination] Specify the connection destination of the searched device.
Click [Specify Search Range] to configure detailed settings for
network searching.
(2) [Start Search] Device search is performed based on the conditions specified in
[Destination], and the found devices are displayed in [Search
Results].
(3) | [Search Results] Displays the search results.
[Registration Displays whether the device is already registered in sPSV.
State]
[Newly Displays devices that were unregistered in sPSV.
Registered]
[Registered] Displays devices that are registered in sPSV.
(4) | [Notification Adds a schedule for periodically searching for and registering
Settings] devices.

If the setting area is not displayed, click gjp to open the setting
area.
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[Device Management Settings]
[Details Screen] > [Manage] > [Device Management Settings]
Configure device settings related to the use of sPSV.

==

a@ (& http://localhost 50081 /Printer/PrinterGroup. DO~ B¢ X || & Management Group|smart ... %

Please select your language:
OKI Return to Main Menu | English v
smart PrmtsuperV|S|on
welcome admin [Log out]
Report Option Help
. @
Set ith smart PrintSupervision.
You can of the device, and create a group to manage in bulk
(1)———— T |
(2)——— e derie.)
#100% v
il
No. Item Details

(1) | [Device Settings]* Configure device settings related to the use of sPSV. Click to
switch to the details screen. = P. 85

(2) | [Management Create a group for the intended purpose, and perform group
Group]* management over the device.
Click to switch to the [Management Group] window. = P. 86

*Log in as an administrator to configure these settings.
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[Device Settings]
[Details Screen] > [Manage] > [Device Management Settings] > [Device Settings]

Configure settings for displaying device information, controlling device logs and configuring
device use restrictions.

(1)
(2)
AY
(3) @)
No. Item Details
(1) | [Device] Select devices that are registered in sPSV.
(2) | [Device Info] Display/configure basic device information.

(3) | [Log/Access Control] | Display/configure device job log (fee log) settings and access
controls.

(4) | [Apply] Click to apply the [Device Info] and [Log/Access Control]
settings.

After clicking, some devices require authentication using the
administrator password for the device.
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[Management Group]
[Details Screen] > [Manage] > [Device Management Settings] > [Management Group]

Create a group for the intended purpose, and perform group management over the device.

=
a@ % http://localhost: 50081/ Printer/PrinterGroup F aed
lease select your language:

OKI Return to Main Menu PEnglisn =

smart PrintSuperVision

Welcome admin [Log out]

Manage Report. Option Help.

ent Group .e

ttings].Can be 2 total target for [Report].

ick [Add].
d, you will 9o to the st screen for the device assigned to this management group.
ip icon, and then go to the edit screen of the management group.

o Group pame: s Map Description

®100% -

No. Item Details

(1) | [Management Group | Display the management group registered in sPSV in the list box.

List]

When an item name is clicked, the order is sorted (changed)
according to the item contents. When clicked again, the items
are sorted in reverse order.

[Management Click to display the [Device List] window for the devices assigned
Group Icon to the clicked management group.

=1

[Group name]

*

Display the management group name. Click to switch to the
management group edit window.

[Map] When a map is set for the management group, a map icon ‘Jf
is displayed. Click to switch to the management group map
window.

However, nothing is displayed when there is no map set for the
management group.

For information on how to configure the map settings, see
“Registering the Installation Position of Devices Belonging to a
Management Group” (P. 223).

[Description] The description of the management group is displayed. (Details
specified at registration.)

(2) | [Add]* Click to switch to the add management group window.

*Log in as an administrator to configure these settings.
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[Billing Amount Settings]
[Details Screen] > [Manage] > [Billing Amount Settings]
Configure settings for managing the cost of the device.

OKI Return to Main Menu zge:
Welcome admin [Log out]
%]
r job of [Fees] under [Job Info].
click [Apply].
(1)— _
Ttems marked with (*) are reauire‘d
(2) *): Thenzmefrf(heregisteredb\llqumnuntsetﬁngs (Up to 32 characters)
M Include in the billing ar e quantity of printed pages of the job information.
Specify the cost in accordance with each print pattern.
.
(3)
s rinisher
(4) Apply Delete || (5)
No. Item Details
(1) | [Fees] Select billing amount setting names registered in sPSV.
(2) | [Name] Enter the billing amount setting name. (A maximum of 32
1- or 2-byte characters can be input)
When a fee registered in [Fees] is selected, the name of the
fee is displayed.
(3) | [Cost Target] Configure cost settings.
Pages other than [Pages] are displayed in the closed state.
Therefore, click g to display the details window whenever
necessary.
[Pages] Specify the printing cost per page or per sheet.

[Toner use amount] | The toner use amount is divided into 6 levels per page, and
the cost is specified for each level.

[Drum use amount] | Specify the drum use amount cost per page.

[Belt/fuser use Specify the belt/fuser use amount cost per page.
amount]

[Paper Size] Specify the paper size cost per sheet.

[Media Type] Specify the media type cost per sheet.

[Tray] Specify the cost per sheet from the supply tray.
[Finisher] Specify the cost per one staple used in the finisher.
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No. Item Details

(4) | [Apply] Click to apply the details of the settings configured in the
[Billing Amount Settings] page. Newly created fees are
added to [Fees].

(5) | [Delete] Delete the selected billing amount settings. (This button

cannot be used while changing or creating new billing
amount settings.)
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[Report] Tab

[Details Screen] > [Report]

Check the device usage status or sPSV operating status, and configure settings such as email
notification receipt settings.

e
a@ (5 http://localhostS0081 /Main/ReportsMain D ~ B ¢ X || & Reportsmart PrintSuperVisi.. X Ak
Please select your language:
OKI Return to Main menu
smart PrintSuperVision
Welcome admin [Log out’
Manage Report Option Help
Register a schedule for a report on the specified date, and confirm the usage and status of the device or registered to smart PrintSuperVision. @
1 \ o, Display Report
( ] 8] Confirm the usage or status of the device that is registered in smart PrintSuperVision.
2\ -, Noification Seftinas
( ] ) Add a schedule to send a report, and edit and delete the registered schedule. )
100% -
-
No. Item Details
(1) | [Display Report] Check the device usage status or sPSV operating status.

Click to switch to the display report page. = P. 90

(2) | [Notification Settings] Configure settings for the device usage status or sPSV
operating status notifications.

Click to switch to the notification settings page. = P. 91
Can be used by the administrator.
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[Display Report]
[Details Screen] > [Report] > [Display Report]
Check the status or usage amount of registered devices.

e@ & htpy/localhost:S008L/Main/ReportsShow £ - B¢ X || & Display Reportjsmart Prints... X
OKI Return to Main Menu
(1)
(2)
(3)

No. Item Details

(1) | [Device Info] Check the amount of maintenance items used, remaining
amount of consumables or the device usage status.
Switch to the device info page.

(2) | [Job Information] Check the information jobs in which the device was used.
Switch to the job information page.
Can be used by the administrator or default user.

(3) | [Job Result] Check the sPSV operating status.
Switch to the job result page.
Can be used by the administrator.
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[Notification Settings]
[Details Screen] > [Report] > [Notification Settings]

The addition of report sending schedules, and editing and deletion of registered schedules are

available.
) =
e@ & hitp://localhost:50081/Main/NoticeSettings £~ B¢ X || & Notification Settingsjsmart ... x Ak
Please select your language:
OKI Return to Main Menu English
smart PrintSuperVision
Welcome admin [Log out]
Report Option Help

( 1 ) vice information such as the device status, the remaining amount of consumz]
(2)

] ing the information of the job with the device that has processed.
(3)

] operations of smart PrintSuperVision.
(4 ) results of devices that are newly detected. )
(5) ) sevice sttt

\ ., Motification E-mail Settings
(6 ] L | Confirm the title of the notification e-mail to be sent from smart PrintSuperVision.

#100% v
.
No. Item Details
(1) | [Notification of Device Configure the schedule for notifying the amount of

Information]

maintenance items used or remaining amount of
consumables.
Switch to the device information notification page.

(2) | [Notification of Job Set the schedule by which information of jobs processed by
Information] the device is displayed.
Switch to the job information notification page.
(3) | [Notification of Job Set the schedule for notifying the sPSV operating status.
Result] Switch to the job result notification page.
(4) | [Automatic Notification Set the schedule for notifying the results of searching for
on Device Registration] new devices.
Switch to the automatic device registration notification
page.
(5) | [Status Notification] Configure settings for detecting and notifying the device
status. Switch to the status notification page.
(6) | [Notification E-mail Set the title and email content when sending the notification

Settings]

email described above.
Switch to the email settings notification page.
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[Option] Tab
[Details Screen] > [Option]

Configure the settings of various options used with this software.

OKI peum ot mens  [Eogion B
)
(1) )
( 2) bet connect )
(3) )
(4)
(5)
(6)
No. Item Details

(1) | [User Settings]

Add/edit/delete users and user groups. Device use
restrictions can be configured for registered users. Click to
switch to the user settings page. = P. 93

Can be used by the administrator or default user. (General
users can only view their own account and change their
password.)

(2) | [Environment Settings]

Edit server specifications and the time before network
timeout. Click to switch to the environment settings page.
= P. 95

Can be used by the administrator

(3) | [Delete the log]

Delete old data from the database.
Click to switch to delete log page. = P. 96
Can be used by the administrator

(4) | [Import/Export]**

Export sPSV database data or import an existing database
into an sPSV database.

Click to switch to the import/export page. = P. 97

Only displayed on the sPSV server

Can be used by the administrator

(5) | [Database Settings]**

Used when changing the data save location of a database.
Click to switch to the database settings page. = P. 98
Only displayed on the sPSV server

Can be used by the administrator

(6) | [Web Service]**

Configure settings for displaying sPSV in a web browser.
Click to switch to the web service page.

= P. 100

Only displayed on the sPSV server.

Can be used by the administrator.

Configure settings marked with ** using the computer on which sPSV is installed.
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[User Settings]
[Details Screen] > [Option] > [User Settings]
Add/edit/delete users and user groups

LS = hetp://localhost:50081/0ptio O ~ & [l & User Settings|smart Pri... x

Please select your language:

OKI Return to Main Menu

smart PrintSuperVision

Welcome admin [Log out]

Management Report Option Help

Option >User Settings @
Add, edit, and delete a user.

User List:

3
No2 | [J User Name/User Group Name Type PIN Display Name User Group ~

.%admm Local User admins

[m] ,%userﬂl Local User 17092760 usergroup01

17095047

17093833 usergroup02

(3)
(4) (5) (6)

No. Item Details

(1) | [User/User Group List] Display a list of sPSV users and user groups.

All users and user groups are displayed in a list when
logging in as the administrator.

However, when logging in as a general user, only the
said user and assigned user groups are displayed in
the list.

Click the user name/user group name to switch to
the information page of the user/user group.

“admin” (administrator) and “admins” (administrator
groups) are always displayed. (The initial admin
password is “password”.)

(2) | [Update Confirmation] Active Directory changes are reflected in sPSV.

(3) | [Delete] Delete the user/user group selected in [User/User
Group List].

The user/user group deletion confirmation window is
displayed before deletion to request confirmation.

(4) [ [Add a user/user group.] Click $ to display the following items.

[Add a user/user group Click to switch to the page for adding a user/user
by searching the Active group from the Active Directory.
Directory.]

[Add a Local User Group] | Click to switch to the user group information page.

[Add a Local User] Click to switch to the local user information page.
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No. Item Details

(5) | [Change the priority of a user Click to switch to the user group priority order page.
group.]

(6) | [Create a user correspondance Click to switch to the user correspondence table

table]

page.
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[Environment Settings]
[Details Screen] > [Option] > [Environment Settings]
Configure settings for server linkage, network communications, etc.

a@ 8 hitp://localhost50081Main/Environment tSetting p£-BoX

OKIL e
e e voer v g e e, on, e
(1)
( 2) - d, network communication interval, etc.
(3) B oo soteg )
®100% -
No. Item Details
(1) | [Server Settings] Configure Active Directory Server and email server settings.
Click to switch to the server settings page.
(2) | [Communication Set the timeout period, network communication interval,
Settings] etc.
Click to switch to the communication settings page.
(3) | [Other setup] Set the closing date.
Click to switch to the other settings page.
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[Delete the log]
[Details Screen] > [Option] > [Delete the log]

Delete device information whose retention period has expired, print job logs and sPSV
operation logs.

PrintSuperVision
Welcome admin [Log out’
Report. Opti Help
ion for the past retention period, the job log, and smart PrintSuperVision's operation log. @
1 ) Retention Period: 30 days(1-365) il cquiring the data until de\elmg.]
( 4 (2) =] ically delete logs older than the retenti )
( 3 ) Apply | Delete } (4)
No. Item Details
(1) | [Retention Period] Enter/display the log storage period.

Default setting: 30
Range: 1 to 365

(2) | [Delete Automatically] This check box is not checked by default.

Off: Logs whose retention period has expired are not
automatically deleted.

On: Logs whose retention period has expired are
automatically deleted.

At 0:00 each day, the logs that exceed the number of days
specified in [Retention Period] are deleted.

(3) | [Apply] Save the configured settings.

(4) | [Delete] Delete logs whose retention period has expired.
A confirmation window appears before deletion.
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[Import/Export]
[Details Screen] > [Option] > [Import/Export]

Export sPSV database data as a backup, or import an existing database into an sPSV
database.

e Log

in as an administrator to configure these settings.

e Configure these settings using a computer on which sPSV is installed.

[FEEN
%Lih!tp‘//\om\hm‘iﬂﬂﬂl/ﬂptmn/lmpﬂRAndExpﬂR O+ B ¢ X || & import/Exportjsmart PrintS... X A k1
OKI R to vl ey Eoiien T
‘Welcome admin [Log out]
(1) (2) {-‘[:Z.::”e Enter the file information in the smart P database. Specify the full path of the input file. )
(3) |
(4 e —— _(C‘ Export  Output the smart PrintSuperVision database information to a file. Please specify the full path of the output ﬁ\e.)
5)——' Execute '
No. Item Details
(1) | [Import] Input an existing database into the sPSV database.
(2) | [File Name] Display the save destination file name.
(3) | [Reference...] Specify the save destination file name.
(4) | [Export] Output the sPSV database data as a backup.
(5) | [Execute] Perform export or import processing.
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[Database Settings]
[Details Screen] > [Option] > [Database Settings]
Settings for connecting to the database where data will be saved.

Configure these settings using a computer with sPSV is installed.

When [Microsoft SQL Server Compact] is selected

o
a@LEMp‘”\mmmuam'Opm'DBtwg £~ BC X || (5 Database Settingslsmart Pri.. % i?{O}
OKI I e
s e ot o ot ot databse s by smrt PrnSuperigon o
(1) :Dzlahase Type Microsoft SQL Server Compact | x| Select the type of database.
( 2) : Database: ’c \Program Files\Okidata\smart PrintSuperVision\App_Data\spsv_database.sdf
( 3 ) 1 Specify the full path for the file of the database.
(4 )( 5) Encryption: UNENCRYPTED E ielect the encryr ethod of the database.
(6) “Apply J[ Testconnection } —— (7)

No. Item Details

(1) [Database Type] The type of database to be connected to is displayed.
(Selection: Microsoft SQL Server Compact or Microsoft SQL
Server)

(2) | [Database] The SQL Server Compact database file name (*.sdf).

(3) [Reference...] Open the file selection dialog, and when the file is specified
the file name is displayed in the [(2) Database] text box.

(4) | [Encryption] Select the encryption method for the database file.

Selection: UNENCRYPTED, Platform Default or Engine Default
Default setting: UNENCRYPTED

(5) | [Password] Password of the encrypted data file.
This is not required when [(4) Encryption] is
[UNENCRYPTED].

(6) [Apply] Click to save the configured details, connect to the specified
database and restart sPSV.

(7) [Test Connection] Check the database connection using the configured
settings.
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When [Microsoft SQL Server] is selected

a@LEnnp‘-”\oammum'Ommn'DBtnnﬂg £~ B0 X || (5 Database Settingslsmart Pri.. X X L8
OKI Return to Main Menu PE‘ninsh IEWWI R
o o v st 8y st s, 2)
( 1 ) Database Type: Wicrosoft SOL Server [+] Select the type of database.
( 2 ) ﬂr \SQLEXPRESS Specify the server n: of the database.
(4) uthenti 0L Server Authentication [ ] Select the auth methods of database.
( 5) Specify the user name to connect to the database.
(6) Enter the password of the database.
(7) Apply [] testcomnecion (8)

No. Item Details

(1) | [Database Type] The type of database to be connected to is displayed.
(Selection: Microsoft SQL Server Compact or Microsoft SQL
Server)

(2) | [Server] Specify the name of the database server to which to
connect.

Example) localhost\SQLEXPRESS
(3) | [Database] Name of the database to be used in sPSV
(4) [Authentication Methods] | Select the authentication methods for database.
Selection: Windows Authentication or SQL Server
Authentication.
Default setting: SQL Server Authentication.

(5) | [User Name] User name when SQL Server Authentication is used.
This cannot be entered when Windows Authentication is
selected.

(6) | [Password] Specify the user password for SQL Server authentication.
This cannot be entered when Windows Authentication is
selected.

The value is masked in the display.

(7) [Apply] Click to save the configured details, connect to the specified
database and restart sPSV.

(8) | [Test Connection] Check the database connection using the configured

settings.
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[Web Service Setting]
[Details Screen] > [Option] > [Web Service Setting]
Configure settings for displaying sPSV in a web browser.

Configure these settings using the computer on which sPSV is installed.

Web Service Page (EWS)

£~ 20 % || i web senvice setinglsmartP.. <

e@ (& http://localhost50081/Option/WebServiceConfig
Please select your language:

OKI Return to Main Menu  [English _[]

| smart PrintSuperVision

Welcome admin [Log out]

Manage Report. Option Help
Option >Web Service setting @
Set to display smart PrintSuperVision with a Web browser.
( 1 ) { web Service: | Embedded Web Senvice(EWS) [=]  Select the Wb server. If you change the Web server, the input fields will change.)
( 2) { Port Number: 50081 The port number used by EWS. l

eb Site smart PrintSuperVision

(4) =0

®100% -

Web Service Page (IIS)

(R htp://localhost50081/Option/WebServiceConfig

(¢ ]8)

£~ 20 % || i web senvice setinglsmartP.. <

Please select your language:

’ smart PrintSuperVision

Welcome admin [Log out]

Manage Report option Help
Option >Web Service setting 0
Set to display smart PrintSuperVision with a Web browser.
( 1 ) Web Service: _Internet Information Services(lIS) [=]  Select the Web server. If you change the Web server, the input fields will change.
(2) Port Number: 50081 The port number used by IIS.
( 3 ) Web Site: smart PrintSuperVision The Web Site used by smart PrintSuperVision.

( 4 ) " Apply l

H100% -

No. Item Details

(1) | [Web Service] Select the web service to be used for releasing sPSV.

Selection: Embedded web service (EWS) or Internet
Information Services (IIS)

Default setting: EWS

(2) | [Port Number] The port number used by the web service.
Default setting: 50081 (range: 1 - 65535)

(3) | [Web Site] The name of the website being registered to IIS.
Default setting: Smart PrintSuperVision

Web site used by sPSV. Enabled when [Web Service] is

changed to IIS.

(4) | [Apply] Click to save the configured details and restart sPSV.
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[Help] Tab

[Details Screen] > [Help]
Browse sPSV help information, version information and other related information.

R hitpi//localhost:50081/Main/HelpMain P - B & X || (5 Helplsmart PrintSuperVision

Please select your language:

OKI Return to Main Menu  [English_[~]

} smart PrintSuperVision

Welcome admin [Log out]

Manage Report Option Help

Help @

Refer to the smart PrintSuperVision Help and related information.

(1) (@
] Refer to the smart PrintSuperVision Help.
( 2 ) Version Info
/ \g Display the smart PrintSupervision version information, copyright information, etc.

®100% ~

No. Item Details

(1) | [Help] Click to switch to the help page. = P. 102

(2) | [Version Info] Click to switch to the version info page. = P. 104
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[Help]
[Details Screen] > [Help] > [Help]

[Search Window]

[E=NEE
o 1H

(& http://localhost:50081/Help/Redirect’pageName=HelpPa 2 ~ B & X || (F Help

smart PrintSuperVision

Welcome admin [Lag out]

Please select your language:

y Manage b 4 Report v Option w Help .

Help> Help o

Refer to the smart PrintSupervision Help,

(1) l‘ Search Contents '

( 2) { Setting it searen)

Search words: Setting

1 Management Tab
1 Device List
Register Device
| Device Management Settings
} Device Settings
1 Management Group
1 Add/Change Management Group
1 gilling Amount Settings
¥ Report Tab
Device Info
1 Jeb Information
1 Select Column
1 Job Result
I notification Settings
! Notification of Device Information

MNotification of Job Information

(3 ) Notification of Job Result
/ | Automatic Notification on Device Reqistration

1 Status Notification
I Status Notification Settings
¥ Notification E-mail Settings
Options Tab
) User Settings
1 Add a user Juser aroup from Active Directory.

1 User Group Information
1 User Information

! Environment Settinas

: Server Settings

1 Communication Settings
1 Other Settings

1 Database Settings

1 Web Service Setting

! notes
B -

we5% -

|

No. Item Details

(1) | [Search]/[Contents] Tab Select whether to display the help contents or display the
help search window.

(2) | Keyword input form/ Enter the keyword to search for and click [Search].
[Start Search] button

(3) | [Search Results] Search results (related topic) are displayed.
Click the topic to display the related help topic page in a
different window.
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[Contents Window]

felpPa O ~ B € X I & Help

Please select your language:

Return to Main Menu English [+]

smart PrintSuperVision

Welcome admin [Log out]

Manage

Report Option Help

Help> Help

Refer to the smart PrintSupervision Help.

@

(

(1)

(2)(3)

Search Contents

About smart PrintSuperVision

E Management Tab

"= Device List

Display Items for Device List

Register Device

= Device Management Settings
Device Settings
EManagement Group
Add/Change Management Grou

Map

Billing Amount Settings

#100% v

No.

Item

Details

(1)

[Search]/[Contents] Tab Select whether to display the help contents or display the

help search window.

(2)

Expand/Collapse Item

+ button:

Click to display the sub-items of the item that corresponds
to the selected button. The button display changes to -.

- button:

Click to hide the displayed sub-items. The button display
changes to +.

(3)

Topic

Click the topic to display the related help topic page in a
different window.
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[Version Info]
[Details Screen] > [Help] > [Version Info]

(e &% http://localhost:50081 /Help/Version O - B & X || & Version Infolsmart PrintSup... %

Please select your language:
OKI Return to Main Menu  |English [~]

smart PrintSuperVision

Welcome admin [Log out

Manage Report Option Help
Help> Version Info @
Display the smart PrintSuperVision version information, copyright information, etc.

smart PrintSuperVision

[Product Version]
1.0.0

(1)

[Server ID]
1155276947

[Copyright Info]
L Copyright 2014 Oki Data Cerporation, All Rights Reserved.

H100% ~

No. Item Details

(1) | sPSV Version Displays sPSV version information.
information
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[Help Icon]

(o] E
e@ (5 httpi//lecalhost 50081/ Main/HelpMain D - B & X || & Helplsmart PrintsuperVision % K

Please select your language:

OKI Return to Main Menu  [English ]

’ smart PrintSuperVision

Welcome admin [Log out]

Manage Report Option Help

@) (1)
Refer to the smart PrintSuperVision Help and related information \

e
Refer to the smart PrintSupervision Help.

Version Info
“ Display the smart PrintSuperVision version information, copyright information, etc.

R100% +

No. Item Details

(1) | Help icon Click to display the help topic page in a different window.

[Help Topic Page]

& ==

[ localhost: 50031 Help/Redirect nageMame =Topic_Help L]

Help for smart PrintSuperVision

Refer to the smart PrintSupervision Help and related information..

[Help]
Search for topics containing any of the keywords.

[Version Infarmation]
Displays the copyright information and version information of smart Print
Super Yision,

|' Related Item
1 About smart PrintSuperyision
! Help
(1 ) : Version Info
) Management Tab
1
1

Report Tab
Options Tab

No. Item Details

(1) | Related Item Links to topics related to the currently displayed topic are
displayed. Click a link to switch to the related topic page.
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6. Print Job Accounting Client Software

6. Print Job Accounting Client Software

The client software needs to be installed on client computers if identifying users by user ID
(PIN). Configure the [Print Policy] settings if identifying users. = P. 146

By installing the client software on the computers that the users use for their printing (client
computers) and setting user IDs (PINs), Usage limitations (print limitations, print volume
limitations) for the users can be set and job logs can be collected.

Set the job account modes of the client software and then set user names and user IDs
(PINs) to identify printing users in sPSV.

There are four job account modes for setting user names and user IDs.
( note)
The job account mode does not change in Mac OS X. For information on setting user IDs in
Mac OS X, see “"When Using Mac OS X" (P. 114).

Job account mode settings can only be configured with a driver that supports print job
accounting.

(1) Tab Mode
The tab for setting the user name and user ID to the print driver properties is displayed.
It is used by the users themselves to set or change the user name and user ID.

(2) Pop-up Mode
A pop-up window for setting the user name and user ID to be sent for each print job is displayed.
It is used when 1 computer is used by multiple users.

(! Note)

e Do not select this when using the simple user switching function.
e Even if printing is performed on the shared printer client side, the input window is not
displayed. Use the hide Mode for shared printers.

(3) Hide Mode
The screen for setting the user name and user ID is not displayed.
When printing, users are first identified as Windows login users. Their user ID (PIN) is then acquired
according to the cross-referencing table set in the client software. A cross-referencing table therefore
needs to be set beforehand by the administrator.
Furthermore, the same user ID can be set for multiple login users. This is used when
batch-managing users by department.

(4) Unsupported Mode (Default setting)

User identification is not performed, and all jobs are recognized as “unregistered ID”. The user name

is the user name used to log in to Windows, and the user ID is 0 in the job log. Used when user

recognition is not needed.
( note)
When the drivers are updated or reinstalled, the mode returns to unsupported mode.
Therefore, the job account mode must be reset. However, it is not necessary to reconfigure
the mode settings when a check mark is used to set a function that sets all drivers to the
same mode.
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When Using Windows
Setting the Job Account Mode

1 Select [Start] > [All Programs] > [Oki
Data] > [Print Job Accounting Client] >
[Change Job Account Mode].

When the [User account management]
window is displayed, click [Continue] or
[Yes].

2 Select the device driver on which to set
user names and user IDs from the [Driver]
list. To set all of the drivers to the same
mode, check [Set all drivers to the same
mode].

Ig Print Job Accounting Cl'len_t‘ &Ig

File Hide Mode Help

rd i g
' [ Set the same mads for al drivers]
' joKicat(PoL) Ll)

* Tah

" Popup

" Hide

" Mot supported

Change

(Note)

If a shared printer is used, do not use the
[Set all drivers to the same mode] function.
When using a shared printer on the client
side to print, the account information is not
output.

3 Select the mode you want to set, and click
[Change].

Ig Print Job Accounting Cl'len_t‘ &Ig

File Hide Mode Help

—Job Accounting Mode
[~ Set the same mode for all drivers.
Criver

joKicat(PoL)

* Tah
" Popup
" Hide

" Mot supported

Chanage

4 Click [OK] in the confirmation window.

F ™y
Print Job Accounting Cli... g

Meode change successful,

l@

5 Select [File] menu > [Close].

If tab mode is set as the job account mode,
proceed to “Using Tab Mode” (P. 109) to set
the user names and user IDs.
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Using Tab Mode

1 Follow the instructions in “Setting the Job
Account Mode” (P. 108) to switch to Hide
Mode.

2 Select [Start] > [Devices and Printers] to
display the printer driver icon.

3 On the printer driver icon, right-click
the mouse button and select [Printer
Properties].

Steps 2 and 3 describe the process for
displaying the printer properties window in
Windows 7. If using a different operating
system, see “Basic Procedures in Windows”
(P. 253).

4 1In the [Job Account] tab, enter the user
name and user ID and click [OK].

e If tab mode is set, the [Job Account] tab
is added as shown in the figure below.
e In the default settings, the user name is

the user name used to login to Windows,
and the user ID is 1.

— N
| Genersl [ Shaing | Pots | Advanced | Color Management |
Job Accourting | Securty | Device Options

User Details
User Mame [up to 80 characters)
userlrl
Jab Account 1D [1-993999993)
il
[ ok ]. Cancel Apply

5 Print from the application.

Using Pop-up Mode

1 Follow the instructions in “Setting the Job
Account Mode” (P. 108) to switch to pop-
up mode.

2 Print from the application.

3 When the Pop-up window is displayed,
enter the user name and user ID, and click
[OK].

When [Cancel] is clicked, the user name is
blank and the user ID is O in the log. The
print job is not cancelled.

e

-
Job Accounting

r ser Details
p s

Uzer Mame [up ta 80 characters]
IuserD'I

Job Account 1D (1-339333333)
J1

m
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Using Hide Mode

There are four methods for setting user
names and user IDs in Hide Mode.

(1) Adding items by creating an ID file =
“Switching the User ID for Each User”
(P. 110)

(2) Entering each item manually =
“Displaying and Editing Registered User
IDs” (P. 111)

(3) Adding items by using a file exported
from sPSV = “Acquiring User
Information from Files” (P. 112)

(4) Setting a fixed user ID for all users
= “Setting the Same User ID for All
Users” (P. 113)

Switching the User ID for Each User

1 Create an ID file using software such as
Notepad, Excel, etc.

<For Notepad>

(1) The login user name and user ID are
included for each user individually on
a separate line. The login user name,
user ID and user name are separated
with a comma (,).

Login User Name:

User name entered when logging in to
Windows

User ID:

PIN of user registered in sPSV that
corresponds to the user name of the
logged in user

User Name:
User name recorded in the job log

The user name can be omitted. When it
is omitted, the login user name is used as
the user name.

ﬁ New Text Docu ment....[": Sl e

File Edit Format View Help

€atoy), @ i
t ashi, Z, takahashi

suzuki)3, suzuki
muratal4, murata
inoue, $ inoue]

Login user User ID User name

name:

(2) Save in text format with the extension
\\CSVII.

<For Excel>

(1) The login user name and user ID are
included for each user individually on a
separate line.

i}
Microsoft Excel - E.oou;ls-

{47 File Edit View Inset Format

=1" RENE= RN AR NS TN

LG 4 i
A | B | € | 1
1 |satou 1 satou
2 |takahashi 2 takahashi
3 |suzuki 3 suzuki
4 |murata 4 murata
5 |inoua 5 inoue
b
7
a

M 4 » M| Sheetl / Sheet? / Sheet3 /

Ready

(2) Save the file in CSV format.

2 Follow the instructions in “Setting the
Job Account Mode” (P. 108) to switch to
hidemode.

3 Select [Import ID File] in the [Hide Mode]
menu.

Ig Print Job Accounting Client

File [ Hide Mode | Help

L mportmFile.. )
Display registered Job Account IDs...

Get user information from a file...
Set fixed Job Account ID for all users
Setup Fixed Job Account ID...

T Tab

" Popup

& Hide

" Mot supported
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4 Specify the ID file created in 1, and click
[Open].

(! Note)

e If [Set fixed Job Account ID for all
users] is checked in the [Hide Mode]
menu, remove the check.

e If [Get user information from a file]
is checked in the [Hide Mode] menu,
remove the check.

Ig Print Job Accounting c“ﬂh @Iﬂ
]

File [ Hide Mode | Help

- ImportID File...

Display registered Job Account IDs...

Get user information from a file...
v Set fixed Job Account ID for all users )

Setup Fixed Job Account ID... l jv
T Tab
" Popup
& Hide
" Mot supported

Change

5 Select [File] menu > [Close].

6 Print from the application.

(Note)

If printing is performed by a user who has
logged in to Windows with a login user
name that has not been registered by
importing an ID file, the user name is the
user name of the currently logged in user
and the user ID is 0 in the job log.

Select [Display registered Job Account
IDs] in the hide Mode menu, and you can
authenticate user IDs that have already
been registered, delete unneeded user IDs,
and import ID files.

Displaying and Editing Registered
User IDs
1 Follow the instructions in “Setting the

Job Account Mode” (P. 108) to switch to
hidden mode.

2 Select [Display registered Job Account
IDs] in the [Hide Mode] menu.

Ig Print Job Accounting Cﬁﬂh @Iﬂ
Cay

File [ Hide Mode | Help

- Import 1D File...
‘ Display registered Job Account IDs...

Get user information from a file...
Set fixed Job Account ID for all users
Setup Fixed Job Account ID...

T Tab

" Popup

& Hide

" Mot supported

3 Information on registered users is
displayed.
Dipley egsred Job Account D M e

Login Name | User Name [ Job Account 1D | add

satou satou
takahashi  takahashi
Delete
Import

suzuki suzuki
murata murata
inoue inoue

o

N Cancel
Anather mods is presentl enabled

oK.
[ |

4 To add a user ID, click [Add].

JobAccount 1D i Add
Delste

| inoue inoue Impaort. |
e To add IDs by importing the ID file
created in “Switching the User ID for

Each User” (P. 110), click [Import] and
specify a file in CSV format.

Lagin Name [ User Hame |
satou satoy
takahashi  takahashi
suzuki suzuki
murata murata

e =

Job Accourt 1D | Add.. |
1

Delete

Lagin Name [ User Name |
satou satou
takahashi takahashi
suzuki suzuki
murata murata
inoue noue

e

e To delete a registered user, select the

user to be deleted and click the [Delete]
button.

Login Mame | User Mame [
satou satou
takahashi  1akahashi

suzuki suzuki
mursta
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5 Enter the login names, user names and
user IDs of the user IDs to be added and
click [OK].

(2|

p
Job Accounting

— User Details

Login Mame
|tanaka

User Mame [up to 80 characters)

Itanaka

Job Account 1D (1-333333339)

el |
s ey o I i
Login Mame | User Name [ Job Account 1D | 2dd
satou satou 1
takahashi  takahashi H
suzuki suzuki 3 etz
murata murata 4
inous noue 5
wncks  tanska 6 oot

Cancel
Anather mods it presently ensbled. e
@D

If “Another mode is currently enabled.” is
displayed in the bottom left corner of the
window, confirm the following:

o If [Get user information from a file] is
checked in [Hide Mode], remove the
check.

o If [Set fixed Job Account ID for all
users] is checked in [Hide Mode],
remove the check.

Acquiring User Information from
Files
User information can be acquired from a
specific file. The file created in “Switching
the User ID for Each User” (P. 110) can
be specified.

1 Follow the instructions in “Setting the
Job Account Mode” (P. 108) to switch to
hidden mode.

2 Select [Get user information from a file] in
the [Hide Mode] menu.

Ig Print Job Accounting Cﬁﬂh @Iﬂ
Cay

File [ Hide Mode | Help
- Import ID File...

Display registered Job Account IDs...

Get user information from a file...
Set fixed Job Account ID for all users

Setup Fixed Job Account ID...

T Tab

" Popup

@ Hide

" Mot supported

3 Check “Get user information from a file”
and click “"Change”.

Login Name | User Name [ Job Account 1D |

KIV Get user informeation from a fle '
o

[ Change

0K |
Cancel

Another mods is presently enabled

4 Select the file used to obtain the user
information, and click [OK].

Get user information from a file
Login Name [ User Name [ Job ccount ID |
inoue Tnoue 12341
murata Murata 12342
satou Satou 12343
suzuki Suzuki 12344
takshashi  Takahashi 12345

¥ Get user information from a file:

- Uset information file storage folder
C:AProgiam Files\Dkidata\Print Job Accourting\Client

- oK.
Change I
Cancel

(! Note)

If “"Another mode is currently enabled.” is
displayed in the bottom left corner of the
window, check the following:

e If [Set fixed Job Account ID for all
users] is checked in the [Hide Mode]
menu, remove the check.
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Setting the Same User ID for All
Users
1 Follow the instructions in “Setting the

Job Account Mode” (P. 108) to switch to
hidden mode.

2 Check [Set fixed Job Account ID for all
users] in the [Hide Mode] menu.

W% Print lob Accounting Cl'le_nm [HH e
L .1

File [ Hide Mode | Help

- Import ID File...

Display registered Job Account IDs...

Get user information from a file...
— — ——
Set fixed Job Account ID for all users H
-
Setup Fixed Job Account ID... l
T Tab
" Popup

@ Hide
" Mot supported

Change

3 Select [Setup Fixed Job Account ID] in the
[Hide Mode] menu.

W% Print lob Accounting Cl'le_nm [HH e
L .1

File [ Hide Mode | Help

- Import ID File...

Display registered Job Account IDs...
Get user information from a file...
Set fixed Job Account ID for all users ﬁ
Setup Fixed Job Account ID... l =
El

" Popup

& Hide

" Mot supported

Change

4 Enter the user name and user ID, and click
[OK].

When the user name is omitted, the login
user name is used as the user name.

., e

Uszer Mame [up to 80 characters]
IuserD'I

Job Accounting

— User Detail
=

Job Account 10 (1-339333333)
J1

Caresl_|

5 Select [File] menu > [Close].

6 Print from the application.

Using in Unsupported Mode

1 Follow the instructions in “Setting the
Job Account Mode” (P. 108) to switch to
unsupported mode.

Ig Print Job Accounting Clie—n‘

File Hide Mode Help

(9 mom|

—Job Accounting Mode

[~ Set the same mode for all drivers.

Diriver

|okicat(PoL)

 Tab
" Popup

& Mot supported

Change

2 Print from the application.
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When Using Mac OS X

Registering the Job Account
ID (PIN)

Double click the print job accounting icon.
1 Click [New].

8 00 Print Job Accounting Client

UserName ID Back Next Save

=)

Edit

Delete
Delete All

| Help |

2 Enter the Mac OS X login name, user

name and job account ID (PIN) to be used

in sPSV and click [Save].

Cancel |

LoginName : sato

UserName : sato

JobAccountinglD : 1

Help |

Repeat this operation to register multiple
users.

3 Click [Save].

8 00 Print Job Accounting Client
UserName D Back Next 'E '
sato 1

New

Edit

Delete

| Delete All |

| Help |

4 Enter the Mac OS X password, and click
[OK].

" Print Job Accounting Client wants to make
M changes. Type your password to allow this.

Name: |sato

Password:  ssess I

|Cance|'- oK . '

5 Quit the client software.

Registering Multiple Users
Together

Multiple job account IDs (PINs) and user
names can be registered at once using a
CSV file. This is useful when multiple users
log in to use the Mac OS X.

1 Use commercially available software to

prepare a CSV file.

In the CSV file, enter the Mac OS X login

name, job account ID (PIN) and user

name in this order.

(1) The Mac OS X login name, job account
ID (PIN) and user name are included for
each user individually on a separate line.

[-NeXs} [*) Book1.xls
FlEEEE %36 (Qlseachinshe ) »
|| 4 vome | Layoutr | Tables | Charts | Smarart | Formulas | | A %+
=l _ . Adal x| |+ . | General | ) e==
E IBLIL g”&-gv,j,, (] %) » |} conditon ’%,
A6 108 (5 A -
A A | B \ C L "
1 |[satou 1 satou
2 |takahashi 2 takahashi
3 |suzuki 3 suzuki
4 |murata 4 murata
5 linoue 5 inoue
| 6 I
7
8
9
10
'm-[ s‘h:::g Sheet2 | Sheet3 | +)_7—W _
(! Note)

Enter the job account ID (PIN) in one-byte
characters.

(2) Save the file in CSV format.

2 Use the client software to register.
(1) Double click the print job accounting icon.
(2) Select Import from the file menu.
(3) Import the CSV file created in 1.

[aNaNs) Open
[«l» ][z [ = [ (& Deskiop BIG
FAVORITES (35 Applications ’ ¥ Previe
PR « CORRECT.png

#\ Applications L

¥ Appl Desktop >

[5 Documents @ Documents »

25 apple Downloads

[=] Desktep
SHARED

(& panda
LAl
DEVICES

[ “Apple”#9“iMac” cre

= Mod
=
=l Last opt

»

»»

[} JobAccount...

MEDIA

J7 Music
Phatos.
H Movies

s
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6. Print Job Accounting Client Software

(4) Click [Save].

800 Print Job Accounting Client

UieiName D Bk B aabic %
suzuki 2

sato 1 Mo

Edit

Delete

| Delete All |

| Help

(5) Enter the password, and click [OK].

q Print Job Accounting Client wants to make

- changes. Type your password to allow this.
\

b A

Name: |sato |

Password: essss |

()

(6) Quit the client software.

Changing a Job Account ID
(PIN) or User Name

The client software can be used to change
user IDs and user names that have already
been registered.

1 Double click the print job accounting icon.

2 Select the user that you want to change,
and click [Edit].

3 Enter the new job account ID (PIN) and
user name, and click [OK].

4 Click [Save].

800 Print Job Accounting Client
UserName D Back Next 'E'
tanaka 1234
sato 1 [ New |

Edit

Delete

| Delete All |

Help

5 Enter the Mac OS X password, and click
[OK].

changes. Type your password to allow this.

- A

q Print Job Accounting Client wants to make
\|

Name: |sato |

Password: sssss |

6 Quit the client software.
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Deleting a Job Account ID
(PIN) or User Name

1 Double click Print Job Accounting.

2 Select the user that you want to delete,
and click [Delete].

To delete all registered users, click [Delete
All].

3 Click [Save].

800 Print Job Accounting Client

UserName D Back Next

sato 1

=

Edit

Delete

| Delete All |

| Help |

4 Enter the Mac OS X password, and click
[OK].

7~ Print Job Accounting Client wants to make
L . changes. Type your password to allow this.
Name: |sato

Password:  ssese I

|

5 Quit the client software.

Exporting Data for Client
Software

Can be used in the hide Mode of the client
software. For details on the client software
hidden mode, see “Setting the Job Account
Mode” (P. 108).

1 Configure the output settings of the user
handling table in [Function Detail Window]
> [Option] > [User Settings].

aaaaa Repot opton Help

3 Check [Create a user correspondence
table.] and click [Reference...].

Specify the output destination of the user correspondence table.

Apply

4 Select the folder that you want to save,
and click [Apply].
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7. Registering and Managing Devices

Registering Devices

Log in as an sPSV administrator to register
devices. You can only browse device
information if you are logged in as a
standard sPSV user.

Start sPSV

1 Check that the power of the device is
turned on.

2 Double click the sPSV shortcut on the
desktop or select [Start] > [All Programs]
> [Oki Data] > [smart PrintSuperVision] >
[smart PrintSuperVision].

3 The web browser launches and accesses
the sPSV website.

e The sPSV service is registered as a
Windows service. If the sPSV service
does not start automatically, open
the [Control Panel] > [System and
Security] > [Administrative Tools] >
[Service], check the startup type for [Oki
sPSVService] and change it to automatic
startup.

e To access sPSV from a client computer,
see “Accessing sPSV from the Client PC”
(P. 49).

4 Click [Login].

OKI

Main Menu

smart PrintSuperVisi
certail

ision can confirm usage of the device (a printer or MFP) and cannot use the device under
in conditions. From the following items, click the content you want to manage.

[Show Device Usage Status. J

[Rnnicl Device Use

[Nolw Device Management Status ]
play th

Fois

Go to Details Screen

5 Enter the user name and password of an
sPSV user with administrator authority and
click [Login].

The following user is set for the administrator.
[User Name]: admin
[Password]: password

The default password can be changed. To
change the password, see “"Changing User/
User Group Information” (P. 135).

smart PrintSuperVision

Next, proceed to “Registering Devices”
(P. 119).
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Registering Devices

1 Register a device in [Function Details] >
[Manage] > [Register Device].

Plaase select your language:
OKI e
smart PrintSuperVision
Welcome admin [Log out]
Vanage Report Option Halp

Set/Manage the registered device to confirm the usage status, or to restrict the usage. e.

settings for managing the cost of the device.

2 Specify a connection destination for the
device you are searching for and click
[Specify Search Range].

welcome admin [Log out]

]

lick to specify the search range in desail.

D ] o [ e [ | e [

[ ———————————— \

3 Select the search method.

<Searching by [Network Search
Range]>

(1) Add search ranges for the network search in
the entry field (up to 200 can be added).

Either broadcast IP addresses (e.g.
255.255.255.255) or a unicast IP addresses
can be added.

(2) Click [Add].

Specify Search Range

Specify in detail the range to search for devices on the natwork. B
If there is a device not registered in smart PrintSuperVision

Add the IP address of the device that is not registered in [IP Addresses to Be Excluded

From Search].

Network Search Range Add
255.255.255 255
Delete | 3
Specify File Reference.

<Adding Printers from a CSV file>

(1) Create a CSV file using software such as
Notepad, Excel, etc.

<For Notepad>

(1) Write the IP address of each printer on
one line for each printer.

j New Text Document E@g

File Edit Format View Help

11.111. 111. 112 -
1.111. 113
S111. 114
S111. 115

—_—
—_——
—_——
—_
—_

(2) Save in text format with the extension
\\CSVII.

<For Excel>

(1) Write the IP address of each printer on
one line for each printer.

@__] Eile Edit ¥iew Inset Format Tools
R SR B
- =
A | B |
111.111.111.112
111.111.111.113
111.111.111.114
111.111.111.115

EEEENE

(2) Save the file in CSV format.
(2) Click [Reference...] in [Specify File].

Specify Search Range

Specify in detail the range to search for devices on the network. B
If there is a device not registered in smart PrintSuperVision

Add the IP address of the device that is not registered in [IP Addresses to Be Excluded
From Search].

Network Search Range Add
255 255 255 255

I

Specify File Referenc

(3) Specify the CSV file created in (1), and
click [Open].

<Adding [IP Addresses to Be Excluded
From Search]>

(1) Add IP addresses to be omitted from the
network search for devices in the entry field
(up to 200 can be added).

Only unicast IP addresses can be added.
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(2) Click [Add].

From Search].

Network Search Range Add
255 255 255 255

Delete |

Specify File Reference

1P Addresses to Be Excluded

From Search A—TT—

Delete |

<Searching by [SNMP Community
Name]>

(1) Enter community names for SNMP
communication in the entry field (range of

characters that can be entered: ASCII code,
0x20 - Ox7E, up to 128 characters per item,

up to 200 items).

(2) Check [Use “public” as the community
name.] to execute communication with
“public” as the community name (This is
checked by default).

5 Click [Start Search].

Welcoms admin [Log out]

uuuuuu

6 A list of detected devices is displayed in
[Search Results]. [Newly Registered] is
displayed as the [Registration State] of
devices automatically registered in sPSV.

If there are devices that you do not want
to register, these devices need to be

omitted by adding their IP addresses to [IP

addresses to be omitted].

The network is searched for the community
names added in this window. (For example,

Next, proceed to “Configure the Settings of the

if “public” and “private” are registered
as communities and '10.49.132.255"

is specified as the search range,
“10.49.132.255" is searched for “public”
and “private” respectively.)

(3) Click [Add].

From Search |
Delets |

SNMP Community Name Add
Delste |

[ Use the “public” community name. |

OK Cancel

4 Click [OK] and close the [Specify Search
Range] window.

‘ ‘ Delste |

SNMP Community Name Add |

Delete

Use the "public” community name.

OK Cancel

Registered Devices” (P. 121).

- 120 -



7. Registering and Managing Devices

Configure the Settings of the
Registered Devices

Set the device information

1 Set the device information in [Function
Details] > [Manage] > [Device
Management Settings] > [Device
Settings].

Please select your language:

OKI RetumtoMainMeny  Engish

smart PrintSuperVision

Welcome admin [Log out]

e

2 Select a registered device from [Device].

Option Help.

AL
o

device log control and device ussge restriction.

the selected device. If you want to apply your changes, click [Apply] at the bottom of the sereen.
d

== DeviceInfo

Display the

Chanae Destination | Ciick [Chanae Des

3 Check the device information and
configure the settings. The set information
is reflected in the content displayed in the
[Device List].

The items below marked with (*) cannot be
edited.

[Basic Info]

Basic Info

Display the basic information of the device such as the model and connection destination.

Model: Display the d
Display the destination of the device.
Destination: smart

ectior
Change Destination Click [Change Destination] to edit the connection destination.

Manufacturer; Indicate the device manufacturer.

MAC Address: Display the MAC address of the device.

Serial No.: Display the serial No. of the device.

[Model]®™
The model name of the device is displayed.
[Destination]

The connection destination of the device

is displayed. Click [Change Destination] to

change the connection destination.
[Manufacturer]™

The manufacturer of the device is displayed.
[MAC Address]™

The MAC address of the device is displayed.

lects the information being displayed to the conn

[Serial No.]™
The serial number of the device is displayed.

[Installation Info]

(! Note)

SNMPv1 Set needs to be enabled in the
SNMP settings of the device before setting
the installation information.

Installation Info
Display the contacts of the system administrator, the location of the device, etc.
Name: Indicate the name that will be used to distinguish the device.

Installation Location: Indicate where the device is installed.

Contact; Display the contacts of the device administrator.

Management Number: Indicate management number of the device.

[Name]
Set the name of the device. (up to 31 1-byte
alphanumeric characters)
[Installation Location]
Set the installation location of the device. (up
to 255 1-byte alphanumeric characters)
[Contact]
Set contact details for the device. (up to 255
1-byte alphanumeric characters)
[Management Number]

Set the control humber of the device. (up to 32
1-byte alphanumeric characters)

[Version Info]

Version Info
Display the firmware version of the device.
U Version: Indicate the CU firmware version.
PU Version Indicate the PU firmware version.

Scanner Version: Indicate the Scanner firmware version.

NIC Program Version: Indicate the Network firmware version,

[CU Version]™

The CU version of the device is displayed.
[PU Version]™

The PU version of the device is displayed.
[Scanner Version]™

The scanner version of the device is displayed.

[NIC Program Version]®™
The NIC program version of the device is
displayed.

[Management Information]

Management Information

Display the device information under control of smart PrintSuperVision.
Indicate the cost information for displaying job information in [8illing Amoun
4.

Fees: C931/C941
can be used to add.

lay the ma the
You can add/change a group in [Manageme:
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[Fees]
Specify the fee registered in sPSV. Click [Billing
Amount Settings] to create a new definition.
For information on how to configure the
settings, see “"Changing Fee Charge Definitions”
(P. 177).

[Job Log Acquisition Status]™
The job log acquisition status of the device is
displayed.

[Assighed Group]®™
The management groups to which the device
belongs are displayed. Click [Management
Group] to register a management group. For
information on how to configure the settings,
see “Management Group Registration”
(P. 125).

[Communication Info]

to communicate with the device.

Display the password of the device administrator.

ame of the device.

Display the SNMP Read cor

Display the SNMP Wtire cor

[Device Password]
Enter an administrator password for the device
(6-12 1-byte alphanumeric characters).

[Apply the management group

password]

When the Management Group settings have
been changed, select the password to use
when communicating with the device.

When this is checked, the [Device Password]
specified in Management group is used.

When this is unchecked, the [Device Password]
specified on the device is used.

[SNMP Read Community Name]

Enter the SNMP read community name of the
device (default: “public”)

(ASCII code, 0x20 - Ox7E, up to 128
characters)

[SNMP Write Community Name]

Enter the SNMP write community name of
the device (default: Differs depending on the
model.)

(ASCII code, 0x20 - Ox7E, up to 128
characters)

[SNMP Trap Port Number]

Enter the SNMP Trap port number of the
device. (default: “"162")
(1-65535 in single byte numbers)

( Note)

Depending on the device, this may not be
displayed.

4 Click [Apply].

2 ®

ges, dick [Apply] at the bottom of the screen.

5 Click [OK] in the confirmation window.
Message from webpage ﬂ

Iel Apply the changes.Are you sure?
L * 4

oK Cancel

Configuring the Job Log Acquisition
Settings
Job logs are stored in the devices
temporarily and acquired from devices
according to a schedule set in sPSV. For
details on job logs, see “12. Managing Job
Logs” (P. 192).

1 Set the job log acquisition information
in [Function Details] > [Manage] >
[Device Management Settings] > [Device
Settings].

OKI

urtanguage:
Return to Main Menu Engish
smart PrintSuperVision
Welcome admin (Log out]

e

2 Select the device from which to acquire
the job log in [Device].

3 Click % in [Log/Access Control] to open
the settings window.
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4 Configure the settings of the device.

[Record Job Log to Device]

Check this and click [Apply] for the device to start
recording the log. Remove the check and click
[Apply] for the device to stop recording the log.

[Job Log Acquisition Schedule
Settings]
Set the schedule by which the job log is
acquired. This is enabled when [Record Job
Log to Device] is checked.

[Specify Time]
Acquired for each set interval. The maximum
interval time that can be set is 24 hours. The
default setting is set as an optimized value
detected from the state of the added device. If
the interval is set to a time that is longer than
the default settings, some of the job logs may
not be acquired.

[Time specified]
Set the specific time. Click [Specify Time] and
add the time. Up to 24 acquisition times can be
added. After adding, click [OK].
Specify Job Log Acquisition Time

nter the time you want to acquire the job log, and dick | |
[Add].

Job Log

Acquisition Hours
Mi

Time inutes

OK Cancel

( note)

Always set a time when the computer
where the sPSV is set up and device are
both switched ON.

The job log is not acquired if the power is
not ON.

If the device is printing or an error is
occurring, the job log is not acquired.

5 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

( note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

e If the device server ID is already set
from a different server, a confirmation
dialog box is displayed.

e To change the setting, enter the Server
ID.

6 Click [OK] in the confirmation window.

=5

Message from webpage

|'9'| Apply the changes.Are you sure?

Set Access Controls

Check this check box when you want to activate
access control for multifunction printers that have
an access control function on the control panel.

( Note)

Users cannot be registered when the
access control is disabled.

1 Set the job log acquisition information
in [Function Details] > [Manage] >
[Device Management Settings] > [Device
Settings].

OKI

lease select your language:
Roturn to Main Menu Engish
smart PrintSuperVision
Welcome admin [Log out]

(2]
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2 Select the device from which to acquire
the job log in [Device].

xxxxxxxxxxx

nnnnnnnnnnnnnnnn

3 Click l% in [Log/Access Control] to open
the settings window.

4 Check [Enable access control.] in [Access
Control], and specify [Panel Access
Control] and [User Auth. Method].

—

[Panel access control]
[User Name/Password]
A user name and password are entered
when logging in from the panel of the
device.

[PIN]
A PIN ID is entered when logging in from
the panel of the device.

[Do not specify]
The default method of the device is used
when logging in from the panel of the
device.

[Invalidity]
It is possible to disable the panel access
control of the device and use the print
restriction function.

[User Auth. Method]
[User Name/Password]
This is enabled if [User Name/Password]
is set in [Panel access control]. Specify a
method from [Local], [LDAP] and [Secure
Protocol].

[Email printing use]
Sets the email print restrictions.

[Color]
Allows color and monochrome printing.

[Mono]
Prohibits color printing, prints in
monochrome.

[Invalidity]
Prohibits color and monochrome printing.

[Google Cloud Print use]
Sets restrictions for printing with Google Cloud
Print.

[Color]
Allows color and monochrome printing.

[Mono]

Prohibits color printing, prints in
monochrome.

[Invalidity]
Prohibits color and monochrome printing.

[Guest use]
Enables/disables guest user settings. Check to
enable [Guest authority settings] and specify
usable functions.

[Specify schedule to acquire device use
restrictions.]
Set the schedule to which usage restrictions
registered in the device are acquired. When
updates are detected, information in this
software is updated with settings from the
device.

Enabled when [Enable access control] is
checked.

[Specify Interval]
Acquired for each set interval. The maximum
interval time that can be set is 24 hours.

[Time specified]
Set the specific time. Click [Specify Time] and
add the time. Up to 24 acquisition times can be
added. After adding, click [OK].
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Specification of device use restrictions acquired timetable

Acqui ecified timetable.
o restrictions and click [Add).

Minutes [(Add

0K Cancel

(! Note)
e Displayed items differ depending on the
device.
e The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

5 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User’s
Manual of the device.

6 Click [OK] in the confirmation window.

Message from webpage u

|9] Apply the changes. Are you sure?

[[ Fra | [ concel |

To manage multiple device groups, proceed to
“Management Group Registration” (P. 125).

Management Group
Registration

Multiple devices can be managed as

one group. When managed as a group,
the log can be displayed in group units.
Furthermore, the user available usage can
be set to all of the devices that belong to
the group.

1 Register a group in [Function Details]
> [Manage] > [Device Management
Settings] > [Management Group].

Please select your language:

OKI Beuntomainbens  Engioh -
smart PrintSuperVision
Welcome admin [Log out]
Report y Opti Help
o e
d create a group to manage in bulk.
2 Click [Add].
Please select your anguage
OKI RetuntoMaintens  Engleh
smart PrintSuperVision
Welcome admin [Log out]

3 Enter the management group information
in the entry field.

(*) denotes a required item.

Management Report " option Help.

management group, and then click [Apply] at the bottom of the screen,

[Name]®™
Enter the management group name.
[Description]

A description of the management group can be
entered.
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[Map]
You can visually grasp the setting position by
placing the device in the specified image file.
For information on how to configure the map
settings, see “Registering the Installation
Position of Devices Belonging to a Management
Group” (P. 223).

[Device Password]™
Enter an administrator password for the device
(6-12 1-byte alphanumeric characters).

[SNMP Read Community Name]®™
Enter the SNMP read community name of the
device (default: “public”)
(ASCII code, 0x20 - Ox7E, up to 128
characters)

[SNMP Write Community Name]®™
Enter the SNMP write community name of the
device (default: “public”)

(ASCII code, 0x20 - Ox7E, up to 128
characters)

[SNMP Trap Port Number]
Enter the SNMP Trap port number of the
device. (default: “162")
(1-65535 in single byte numbers)
This setting is applied to all devices in the
management group on which the [SNMP Trap
Port Number] is enabled.

4 Click [Add a device to the management
group.].

FRofoonce.
Fees: conncon =

5 Select the device to add to the group from
[Device List], click __» | and switch to
[Assigned Device List].

Add Device to Management Group

Add a device to the management group.

Select the device to be added from [Device List].

The device displayed in [Assigned Device] is the one that is assigned to the current
group.

You can add or delete a device from or to a group with the left and right arrow
buttons.

Deudce et
l (192.168.0.210)

Assigned Device List:

il

OK Cancel

Click __« | to switch from [Assigned Device
List] to [Device List].

6 Click [OK] to register the device to the
group.

C! Note)

When available usage is set for users

or user groups that are registered to
management groups, the available usage is
enabled for the total amount of usage for
users and user groups of all devices that
belong to the management group.

However, the amount of usage for users
who do not have “Include the total usage
of the assigned user group.” checked is not
included.

8 Click [OK] in the confirmation window.

Message from webpage ﬁ

I'-_\ Management Group was registered.
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Changing Settings for
Management Groups

The device can be changed to a different
group. This is useful for when the device is
relocated to a different department.

1 Change the group in [Function Details]
> [Manage] > [Device Management
Settings] > [Management Group].

Please select your language:

OKI ctun o B -
smart PrintSuperVision
Welcome admin [Log out]
. Manage D Report Ve Option D\ Help.
Manage>t Device Management Settings @

2 Click the current group.

f you wan to add 2 new management group, dick [Add].
When the name of  management group is ciicked, you will go to the lst screen for the device assigned to this management group.
Click the management group icon, and then go to the edit screen of the management group.

Management Group List:

Group pame: Map Description

ke
2 E aroup02

2|

Add ]

3 Click [Add a device to the management
group.].

4 Select the device to omit from [Assigned
Device List], click |« |, switch to [Device
List] and click [OK].

Add Device to Management Group

Add a device to the management group. -

Select the device to be added from [Device List].
The device displayed in [Assigned Device] is the one that is assigned to the current
group.

You can add or delete a device from or to a group with the left and right arrow
buttons.

Device List:

(192.168.0.210)

m

OK Cancel

5 Enter the administrator password for the
device and click [Apply].

You

Reference

( note)

For details on the device’s factory set
administrator password, see the User's
Manual of the device.

6 Click [OK] in the confirmation window.

Message from webpage ﬂ

4 I Management Group was registered.

||

7 Click the new group to be assigned to and
display the [Device List].

the device assigned to this management group.
p.

8 Select the device to add to the group from
[Device List], click __» | and switch to
[Assigned Device List].

Click [OK] to register the device to the
group.

Add Device to Management Group

Add a device to the management group. i

Select the device to be added from [Device List].

The device displayed in [Assigned Device] is the one that is assigned to the current
group.

You can add or delete a device from or to a group with the left and right arrow
buttons.

Device List: Assigned Device List:

(192.168.0.210)

i

bl

OK Cancel

Click __« | to switch from [Assighed Device
List] to [Device List].
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9 Enter the administrator password for the 4 Click [OK] in the confirmation window.

Message from wehpage‘ [

£ Delete the management group being edited.
&Y' The device assigned to the group will not be deleted.
Are you sure?

Reference

Cosicos

Device password(*):  sssses

SNMP Read it (*):  public

‘SNMP Write Community Name(*):  public

Cancel

@)
Devices that belonged to the deleted
@) management group are changed to “None”.
For details on the device’s factory set
administrator password, see the User's
Manual of the device.

10 Click [OK] in the confirmation window.

Message from webpage . g

y l\ Management Group was registered.

Deleting Management
Groups

1 Delete the group from [Function Details]
> [Manage] > [Device Management
Settings] > [Management Group].

Please select your language:

OKI SotumtoMaintony  Engish <
smart PrintSuperVision
Welcome admin [Log out]
O Report Option Help.

nt Settings )

with
ers of the device, and create a group to manage in bulk.

., Device Settings

2 Click the management group that you
want to delete.

et in group units te contents set in vevice De a totai target ror iKeport.

Display  lst of registered management groups.
If you want to add a new management group, dick [Add].

When the name of a management group is clicked, you will go to the list screen for the device assigned to this management group.
Click the management group icon, and then go to the edit screen of the management group.

Management Group List:

Name(-);  public
NP wirite Commurity Name():  publi
SNMP Trap port Number(®): (]

Add 2 device to the management aroup.

‘ o Loo/access Contra
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8. Registering and Managing Users

8. Registering and Managing Users

Users/user groups can be registered in the sPSV by entering the user name and user group
name into the sPSV (individual management) or by adding user names and user group names
registered in the Active Directory domain (Active Directory-linked management).

Individual Management
User Registration

Create a New User.
(! Note)
For details on the number of users that can

be registered, see the User's Manual of the
device.

1 Add a user from [Details Screen] >
[Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

(2}

Supervision screen with a Web browser.

2 Click % in [Add a user/user group.] to
open the tree, and then click [Add a Local

User].

3 Enter user information into the entry field
of each item. (*) denotes a required item.

[PIN]™
ID that identifies the user.
(Usable values: 1 to 999999999)

Click [Numbering] to display a random unused
PIN ID in the [PIN] text box.

[User Name]®™

Used when logging in to the sPSV or registering
the user to the device.

(up to 32 characters)

[Password]™
Password used to log in to the sPSV.
(up to 32 characters)

[Password(Check)]™
Password (for confirmation) used to log in to
the sPSV. (up to 32 characters)

[Last Name]
Last (family) name of the user.
(up to 32 characters)

[First Name]
First name of the user. (up to 32 characters)

[E-mail Address]

Email address of the user. (up to 256
characters)

Mail destination when [Notify the totals by
e-mail.] is on.
[Notify the totals by e-mail.]
Check this to receive notifications of the
total amount of device use each month.

[Telephone Number]
The telephone number of the user.
(up to 64 characters)

[Description]
Description of the user. (up to 1024 characters)

[Display Name]
The name displayed for the user. (up to 256
characters)

[Language Code]
The language code of the user. (up to 64
characters)
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[IC Card information]
The card ID of the user. (up to 256 characters)
4 Click [Apply] to register the user.

Aoply

Next, proceed to “Registering Users and User

Groups to a Device” (P. 133).

-To manage registered users by groups,
proceed to “Registering User Group” (refer to
right section).

Registering User Group

Multiple users can be managed as one
group. When managed as a group, the
log can be displayed in group units.
Furthermore, the available usage can be
set as a total for all of the users that are
assigned to the group.

Creating a New User Group

1 Create a user group from [Details Screen]
> [Option] > [User Settings].

smart PrintSuperVision
Welcome admin [Log out]
Manage Report. Option A Help
Make various settings to enable the use of smart PrintSuperVision. Q
ser Settings
L TP —
0 be used in sm;

& spectyth se

2 Click g} in [Add a user/user group.] to
open the tree, and then click [Add a Local

User Group].

Display Name|  User Group. ~

17092760 usergroupo1
17095047

17093833 usergroupo2

3 Enter user group information into the entry
field of each item. (*) denotes a required
item.

‘ d Avaiable Usage
‘ e oispay usage

ooy

[User group name]™
Name of the user group.
(up to 256 characters)
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[E-mail Address]

Email address of the user group.

(up to 256 characters)

Mail destination when [Notify the totals by

e-mail.] is on.

[Notify the totals by e-mail.]
Check this to receive notifications of the
total amount of device use each month.

[Assign to the admins user group.]
Assign administrator privileges to a user who is
assigned to the user group.

[Description]
Description of the user group.
(up to 1024 characters)
4 Click [Apply] to register the user group.

Next, proceed to “Registering Users to the
Group” (refer to the section below).

Registering Users to the Group

1 Register a user group from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

Manage Report / option )

Make ttings to enable the use of e

User setngs
8 10, e, and e  weroruser goun.

—
s
B e the v s 0 Gy the s pimSprsion s it i rowses

2 Click the user group to which you want to
register the user in [User List].

User List:

No# | (| user Name/User Group Name. Type PIN | DisplayName| User Group ~

17092760 usergroup01
17095047

17003833 usergroupo2

3 Click mﬂi in [Member].

)
E-mail Address : tifications. (Up to 256 characters)

Notify the totals by e-mail.  Notify i on the day after the closing date.
£ Assign to the admins user group. Grant

(Up to 1024 characters)

ppiy] button to delete the selected user from the user group.

Type Description

Local User

Add

5 A list of users registered to sPSV is
displayed. Check the user to be registered
and click [OK].

Add a member

Check an user that you want to add in user group.

User Name Type Description
o admin Local User
o user03 Local User
] 02 Local User
] user01 Local User
oK Cancel

6 Click [Apply] to register users to the user
group.

Description : Enter a description for the user group.(Up to 1024 characters)

Next, proceed to “Registering Users and User
Groups to a Device” (P. 133).
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Registering Users and User
Groups to a Device

1 Register from [Details Screen] > [Manage]
> [Device Management Settings] > [Device
Settings].

Please select your languz
Return to Main Menu English  ~

smart PrintSuperVisio

Welcome admin [Log ou

OKI

(

3 Click $ in [Log/Access Control] to open
the settings window.

art printSuperVisi

Display the SNHP Read comi

Display the SNMP Wtire community name of the device.

‘+ [E— )

Apply.

4 Check [Enable access control.], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

[Panel Access Control]
[User Name/Password]

Enter the user name and password when
logging in from the device panel.

[PIN]

Enter the PIN ID when logging in from the
device panel.

[Do not specify]

Use the default device method when logging
in from the device panel.

[Invalidity]

It is possible to disable the panel access
control of the device and use the print
restriction function.

[User Auth. Method]
[User Name/Password]

This is enabled when [User Name/Password]
is set in [Panel Access Control]. Specify
from [Local], [LDAP] and [Secure Protocol].

(! Note)

e Displayed items differ depending on the
device.

e The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

e In some devices, [Access Control]
settings can be operated after changing
the “"Record Job Log to Device” check
mark and clicking [Apply].

5 Click gjp in [User Name] to open the use
restrictions setting window for the [User
Name].

6 Click [Add].

Registered User Name List:

Edit Deletion

User by PIN, Print Job Accounting Client on Print Source Computer must be installed.

If the following buttons are displayed, see 9.
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7 Select the user or user group to register
from [User Name List].

Add User Name

uuuuuuuuuuuuuuuuuu

llll

aaaaaa

-m—w‘

8 Click [OK] to register to the device.
See 12.

9 Select the registered user or user group
from the [User Name List].

10 Select the roles to assign to the user
from [Role List] and click [Add>>1].

For details on registering roles, see
“Registering Roles” (P. 153)

(! Note)
Users that are not assigned roles perform
the [DefaultRole] operation.

11 Click [OK].

12 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

( Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

e When user group use restrictions are
changed at a later date, the changes are
applied to the use restrictions of users
that are assigned to multiple groups. The
priority level of available usage for user
groups can be changed. For information
on these settings, see “"Changing the
Priority Level of User Group” (P. 171).

13 Click [OK] in the confirmation window.

Message from webpage ﬁ

[~
|'9'| Apply the changes.Are you sure?

| ( oK ] Cancel

Proceed to "9. Restricting Device Use” (P. 143)
to set use restrictions for added users/user
groups.
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Changing User/User Group
Information

Changing User Information

1 Change the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Wecome admin (Log ut
Manage Report A7 Gpton e
Wake varioussetings to anable theuse of )
s settinas
BB i, car ant dete  ser o ser grou.
& speaty the server o be used i smart and thecon

Delete the log

% Delete stale data from smart PrintSupervision.
£ ImporEssort

[E output dats of

PrintSupervision to a file, and enter the contents of the file to smart PrintSuperVision.
7, Database Settinas

21 changethe g the data to be.

o o
B crangethe web snvce o ity th smat psuperviion sren it b browser

2 Click the user in [User List].

User List:
No# | [J|  UserName/User Group Name Type PIN  |DisplayName|  User Group ~
1 Local User admins.
2 Local User 17092760 usergroup01
3 Local User 17095047
a Local User 17003833 usergroupo2
s Local Group
6 Local Group
7 Local Group v

3 Changing User Information.
For details on each item, see “User
Registration” (P. 130).

General users can only view their own
information and change their password.

aion.Irems marked with (*) e requirec.
s The ID that dentfies the usar (1 - 99,099,999)
[rosersh tomberne. | Gl [umbring] o retievs & random urwsed PIN
yorta

4 Click [Apply] to change the user settings.

Uonauagecode:  oner [ heuser's anauage code. (Ut 64 chracer

1C Card information The user’s ard ID. (Up to 256 characters]

[ wsercn |

[ e vsoe
o ooy vesse

Asply

Changing User Group Information

1 Change the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

Manage Report .  option )

Make various settings to enable the use of smart PrintSuperVision. e

User Seinas
82, 0, e, and et usr or user goun.

AP suocty the serve o be usad it smart Prncsupervistn, and o the commaication distanca between the con
nected deice.

Deletetheloa
0 Delee stle data from smrt PrintSupervision
Imoort/Esport

a file, and enter the contents of the file to smart PrintSupervision.

2 Click the user group in [User List].

User ist:
no | Off ser Name/user Group Name Type PIN  |Display Name|  User Group ~
1 8 aami Local User admins
2 |0 8 ser0r Local User 17092760 usergroupot
3 ‘ u] 8 ez Local User 17095047
+ D ey Local User 17003833 usergroupo2
s | ) admins Loca Group
s |o | — Lol Group
;o g setarounoz Loca Group v
>
Update Confirmation | Delete

+adda

3 Changing User Group Information.
For details on each item, see “Registering
User Group” (P. 131).

M A Repor )\ A opton Help

ings > User Group Information @
Enter or edit the user group information.

Enter th r the user group. Items marked with (<) are required.

The name that identifies the user group. (Up to 64 characters)
E-mail Addres: The e-mail address to be sed for various notifications. (Up to 256 characters)

Notify the totals by e-mail.  Not
2] Assign to the admins user group. G

ser roup on the day after the dlosing date.

Description :

[ vemser

[ nviole saae

1p.(Up to 102 characters)

[ Sp—

General users can only view information on
the user group where they are assigned.

4 Click [Apply] to change the user group
settings.
‘ Description : Enter a description for the user group.(Up to 1024 characters)
[ vemser

[ aveioe vsage

[ s ool usage

C=)
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Changing User Group

Assignment

1 Change the information from [Details
Screen] > [Option] > [User Settings].

£ Manage Report Option . Help N
ke vaious sttings o ensble the use : )
srSetings
L TP —
& <pecty theservertobe used insmart ana ten
. o
& Delete stale data from smart PrintSuperVision.

75 Output data of smart Printsupervision to 3 file, and enter the contents of the file to smart Printsupervision.

User List:
Noa | [l user Name/User Group Name Type PIN  [DisplayName|  User Group ~
1 Local User admins
2 Local user 17092760 usergroup01
3 Local user 17095047
a Local user 17002833 usergroup02
5 Local Group.
6 Local Group.
7 Local Group. &

4 A list of users registered to sPSV is
displayed. Check the users to remove from
the group.

the [Apply] button to delete the selected user from the user group.

4 user, dick the [Add...] button.
Delete Name Type Description

Add

5 Click [Apply], and the users are removed
from the group.

Description : Enter a description for the user group.(Up to 1024 characters)

[a—

e vatable Usace

o oisplay Usage

()

6 Click [OK] in the confirmation window.

Check

Delete a user/user group.

OK | Cancel |

7 Click the user group to be newly assigned
in the [User List].

User st
noa | [l user Name/user Group Name Tvpe PIN |Display Name|  User Group ~
1 8 aimin Local ser admins
: 8 useron Local user 17092760 useroroup01
ER 8 userz Local user 17095047
4 17093833 useroroupoz
s
5
5 v

Enter the information for the user group. Items m

G eme Lssguptt e

E-mail Address : The

Notify the totals by e-mail. Nt
5 Assign to the admins user group. G

Description :

e vember )

e Avaiable Usage

|.|. Display Usage
novty

9 Click [Add].

0up.(Up to 1024 characters)

== =

O e Loca User ]
Ada

10 A list of users registered to sPSV is
displayed. Check the users to be registered
in this group and click [OK].

Add a member

Check an user that you want to add in user group.

User Name Type Description
o admin Logal User
(=] user03 Local User
o user02 Local User
| usero1 Local User

oK Cangel
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11 Click [Apply] to register users to the user
group.

Description : Enter a description for the user group.(Up to 1024 characters)

[rp—

e vatable Usaoe

o oisplay Usage

()

Deleting Users/User Groups
1 Delete the information from [Details
Screen] > [Option] > [User Settings].

/" manage /" Report Option Help

Make various settings to enable the use of smart PrintSuperVision. e

CEEE

& speaty the server o be used i smart PrintSupervision, and i the communicaton distance between the con
neced devices

.. Deletetheloq
 Delete stale data from smart PrintSupervision.

7 vt oo st Fsupeion o e and e th ot o e o smartPinSupervsin.
1 Crang tn st savin th ot o beus i smar Prupenvion.
it s et

T Crange e s o oy e smarresuparviion s with e rowse,

2 Check the user/user group to be deleted in
the [User List].

User Lis

17092760
17095047

17093833 usergroupo2

Multiple users/user groups can be selected.

3 Click [Delete].

s |o 8oz Local ser 17095047
+ O 8 user0s Local User 17083833 usergroupo2
s Y i Lo crom
s (D | —— Locl Group
7 Local Group N
>
)
——

4 Click [OK] in the confirmation window.

Check

Delete a user/user group.

OK Cancel

( note)

When a user group is deleted, the users
that belonged to the deleted user group
are changed to “"Unassigned”.
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Active Directory-linked
Management

User and user group information on the
Active Directory server is monitored and if
the information changes, it is updated at
the interval or time set in sPSV.

For information on setting the update
interval or time, see “"Changing the Time
or Interval at Which Update of Active
Directory is Confirmed” (P. 46). For
information on updating the information
immediately, see “"To update Active
Directory Immediately” (P. 47).

Adding Users/User Groups

You can search for users or user groups
from the Active Directory and set use
restrictions or available usage.

1 Add a user from [Details Screen] >
[Option] > [User Settings] > [User
Settings].

Welcome admin [Log out]

(2]

2 Click gjp in [Add a user/user group.] to
open the tree, and then click [Add a

user/user group by searching the Active
Directory.].

77777777

zzzzzzzzzzzzzzzzzzz

3 Enter the search criteria in [Search
Criteria] and click [Start Search].

(! Note)

The search cannot be performed unless
the Database Active Directory connects
to is set. For details, see “Settings for
Connecting to Active Directory” (P. 45).

[Type]
Select what to search on the Active Directory.
Select the search target from [User Group] or
[User].

[Name]

To search for a user, enter a character string
including the first letter of the last name, first
name, display name and login name of the user.
(up to 256 characters)

To search for a user group, enter a character
string including the first letter of the Active
Directory user group name.

(up to 256 characters)

[Description]

Enter a character string including the first letter
of the description of the user or user group
registered in the Active Directory.

(up to 1024 characters)

e If both [Name] and [Description] are
entered, items that match both are
displayed.

e If the [Start Search] button is clicked

when the [Name] and [Description]

sections are blank, the search is
performed for all users or groups.

“*” can be entered as a wild card

for [Name] and [Description]. “*”

represents more than 0 character

strings.

e When acquiring the Language Code
and IC card information from Active
Directory, enter [Set attributes used to
acquire values from Active Directory],
click [Save] and then click [Start
Search].
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4 The user group or user is displayed in
[Search Results].

Check the user group or user to be
registered and click [Registration].

——
‘Nn‘ BB Grow fon [Dispay Name| Lust Name. | Firsthame | E-mal Address | TelePbols
1 [a]

2 [ | fpser

3 o jues U
4 o |

5 | R

6 O | s

7 | e

8 =} o

9 =}

10 a ers

1 [] | [listributed COM Users

2
2
8

Next, proceed to “Changing User Information”
(P. 139).

Changing User Information

The PIN is automatically assigned when a
user is registered from Active Directory.
Change the assigned PIN and user
information.

1 Change the information from [Details
Screen] > [Option] > [User Settings].

Welcome admin [Log out]
Manage Report Option T hep

various settings to enable the use of smart PrintSuperVision. e

ke
use setinas
L TP —

& spectyth serverto
nected deics.

Delete the log.
Delete stale data from smart PrintSuperVision.

7 ot oo st FnSupeson o e and e th et o e o st FrnSupeisin.

]

@ Database Settings.
1 changethe saving the data to

o o Sain s
T cranae e b s o ity thesmarrimervison s with b browser.

2 Click the user or user group in [User List].

User List:

Noa | O me n PIN | Display Nam User Group ~
1 Local User dmins

2 |0 Local User 17092760 usergroupot

s |0 Local User 109504

4« |0 Local User 17093833 usergroupo2

s Local Grol

s |0 Local Group

7 |0 Local Group Y
<

3 Change the user information in the entry
field of each item. (*) indicates items that
can be changed.

b

[PIN]®™
ID that identifies the user. A PIN is
automatically assigned when users and
user groups are added by searching Active
Directory.
(Usable values: 1 to 999999999)
Click [Numbering] to extract a random unused
PIN and display it in the [PIN] text box.
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[User Name]

Used when logging in to sPSV or registering the
user to the device.

(up to 32 characters)
Users registered from Active Directory use the
Active Directory login name.

[Password]™
Password used to log in to sPSV.
(up to 32 characters)

[Password(Check)]™
Password (for confirmation) used to log in to
sPSV.

(up to 32 characters)

(! Note)
“password” is set as the initial password
for users registered from Active Directory.

[Last Name]
Last (family) name of the user.
(up to 32 characters)

[First Name]
First name of the user. (up to 32 characters)

[E-mail Address]

Email address of the user. (up to 256

characters)

Mail destination when [Notify the totals by

e-mail.] is on.

[Notify the totals by e-mail.]
Check this to receive notifications of the
total amount of device use each month.

[Telephone Number]
The telephone number of the user.
(up to 64 characters)

[Description]
Description of the user. (up to 1024 characters)

[Display Name]
The name displayed for the user. (up to 256
characters)

[Language Code]
The language code of the user. (up to 64
characters)

[IC Card information]
The card ID of the user. (up to 256 characters)

4 Click [Apply] to change the user
information.

Proceed to “9. Restricting Device Use” (P. 143)
to set use restrictions for added users/user
groups.
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Changing Attributes Displayed
in the User List

Add columns that are displayed as results
when searching users/user groups from the
Active Directory.

1 Add in [Details Screen] > [Option]
> [Environment Settings] > [Server
Settings].

smart PrintSuperVision

Welcome admin [Log out]

e

2 Click g in the [Active Directory Server] to
open the file tree.

| smart PrintSuperVision

Welcome admin [Log out]

e

3 Select the item to be changed and follow
the steps below to change it.

To display: Select the items to display

from [Displayable Column], and click =p
to switch to [Display Column].

To hide: Select the items to hide from

[Display Column], and click €= to switch
to [Displayable Column].

To change order: Select the items in

[Display Column] and click 4 or & to
change the order.

4 Click [Apply].

smart PrintSuperVision

Welcome admin [Log out]

e

Help

Deleting Users/User Groups
Delete users/user groups from Active
Directory.

1 Change the information from [Details

Screen] > [Option] > [User Settings].

Welcome admin [Log out]

Report Option /T hen

ings to enable the use of smart PrintSuperVision. 2]

Delete the log.
elete stale data from smart PrintSupervision.

C Web Service setting.
T coance e e st ity thesmar e sacen with  Webbrowser.

2 Check the Active Directory user/user group
in the [User List].

17095047

17093833 usergroupo2

— \

17003833 useraroup02

\ \ X

4 Click [OK] in the confirmation window.

Check

Delete a user/user group.

OK Cancel
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9. Restricting Device Use

What Can Be Done With Use Restrictions

The use of a device can be restricted by specifying restriction targets from the user name,
document name, host name and application name, and setting limit items for a registered

device.

Setting use restrictions for each device prevents unintended use of devices and enables
management of information leakage risks.

Usage Limitations

Restriction Targets that Can Be Registered
Use one of the following methods to specify the restriction target and register use restrictions.

Restriction Targets
that Can Be
Registered

Description

[User Name]

Register the user to restrict from printing from a computer or
accessing the panel.

(1) [User]

Select the user name/user group name registered in sPSV
(including those added from Active Directory) and register use
restrictions. = P. 147

(2) [Direct Input]

Enter the user name manually and register use restrictions.
= P. 149

(3) [Job Log]

Select from the user names extracted from the job log acquired by
the device, and register use restrictions. = P. 150

(4) [File]

Select the user name from those extracted from the specified file
name, and register use restrictions. = P. 150

(5) [Other Computers]

Select the user name from those extracted from the computers
that can participate in the network, and register use restrictions.
= P. 151

(6) [Other Users]

Associate a different user name to the PIN registered in the device,
and register use restrictions. = P. 152

(7) [Role]

Registers usage restrictions to roles. Roles are used to set whether
an operation is permitted or prohibited, and are assigned to device
user information. = P. 153

[Document Name]

Register the document name to be restricted from printing from the
computer.

(8) [Job Log]

Select from the document names extracted from the job log
acquired by the device, and register use restrictions. = P. 157

(9) [Direct Input]

Enter the document name manually and register use restrictions.
= P. 157

[Hosts]

Register the hosts to be restricted from printing from the computer.

(10) [Job Log]

Use restrictions are applied to hosts extracted from the job log
acquired by the device. = P. 158
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Restriction Targets Description
that Can Be
Registered
(11) [Direct Input] Enter the hosts manually and register use restrictions. = P. 160
(! Note)

Numbers (1) to (7) of [User Name], [Document Name] and [Hosts] may not be configurable
depending on the connected device. Depending on the device, if [Record Job Log to
Device] (P. 123) is checked, the [User Name], [Document Name] and [Hosts] print
restrictions registered to the device are enabled.

Restriction Items that Can Be Set
Items that can be restricted from use with the device differ according to the specified

restriction target.

Restriction Items and Restriction Details Specified
Permissions that Can Restriction
Be Registered Target
[Prohibit Printing] The device prohibits all print jobs. (1) to (11)
[Prohibit Color Printing] The device prohibits all color print jobs. (1) to (11)
If there is a color page in a print job,
all printing from that page onwards
including that page is canceled.
[Print in Mono] When prohibit color printing is set, (1) to (11)
the device converts color data into
monochrome data and prints the data.
[Prohibit Copy] Copying using panel operations is (1), (6)
prohibited. When this is disabled, the
prohibit printing settings are applied.
[Prohibit Color Copy] Color copying using panel operations is (1), (6)
prohibited.
[Prohibit Printing from USB Prohibits printing from a USB flash drive (1), (6)
Memory] using panel operations.
[Prohibit Color Printing from Prohibits color printing from a USB flash (1), (6)
USB Memory] drive using panel operations.
[Disable Fax Sending] Prohibits fax sending using panel (1), (6)
operations. Fax sending that uses the fax
driver is also canceled.
[Disable Scan to Email] Prohibits Scan to Email using panel (1), (6)
operations.
[Disable Scan To Shared Prohibits scanning to shared folders using (1), (6)
Folders] panel operations.
[Disable Scan to USB Memory] | Prohibits scanning to a USB flash drive (1), (6)
using panel operations.
[Disable Scan to Internet Fax] | Prohibits scan to Internet fax using panel (1), (6)
operations.
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Restriction Items and Restriction Details Specified
Permissions that Can Restriction
Be Registered Target
[Disable Scan to Fax Server] Prohibits scan to fax server using panel (1), (6)
operations.
[Print] Sets the print job attributes. (7)
[Print(Color)] Sets the color print job attributes. (7)
[Print(IF Color To Sets the color print job attributes. (7)
Monochrome)]
[PC Fax] Sets the Fax Sending attributes. (7)
[Copy] Sets the copy attributes. (7)
[Copy(Color)] Sets the color copy attributes. (7)
[Scan To Fax] Sets the Scan To Fax attributes. (7)
[Scan To Server] Sets the Scan To Shared Folder (7)
attributes.
[Scan To Email] Sets the Scan To Email attributes. (7)
[Scan To UsbMemory] Sets the Scan To USB memory attributes. (7)
[Scan To FaxServer] Sets the Scan To Fax Server attributes. (7)
[Scan To IFax] Sets the Scan To Internet Fax attributes. (7)
[Print From USBMemory] Sets the printing from USB memory (7)
attributes.
[Print From Sets the color printing from USB memory (7)
USBMemory(Color)] attributes.
[Read Log] Sets the Read Log attributes. (7)
[Edit JobMacro] Sets the job macro edit attributes. (7)
[Edit Indexed Scan] Sets the index scan edit attributes. (7)
[Delete Log] Sets the log delete attributes. (7)
[Edit User] Sets the user edit attributes. (7)
[Edit Role] Sets the role edit attributes. (7)
[Edit Account] Sets the account edit attributes. (7)

Attributes are [Enable], [Prohibit] and [Forced prohibit]. If multiple roles set with permissions
that have different attributes are registered to the same user, the priority of attributes is [Forced

prohibit], [Enable], [Prohibit].

Displayed items differ depending on the device.
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Client Software Required for [User Name] Restriction Targets

The method (print policy) used to determine device users that can configure settings differs
depending on the specified restriction target.

Specified Print Policy Settings Determination Method
Restriction Target
Restriction targets (1) Determine Users by PIN It is necessary to install the client
and (6) software on the client computer and

set a user ID.

Restriction targets (1), Determine users by user It is not necessary to install the
(2), (3), (4) and (5) name client software because processing is
performed with the user name.

Client software is not required when specifying [Document Name] and [Hosts] as the
restriction target.
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Setting Use Restrictions
for User Names
If required, use restrictions can be set to

the user name. Add the settings using one
of the following methods.

e Adding from the user.
¢ Adding manually.
e Adding from the job log.

e Adding by association to a different user
name.

e Creating a user name list file and adding
in a batch.

e Users registered in Windows on the
network are read.

Adding from the User

Configure use restriction settings for the
device and device management group.

1 Configure from [Details Screen] >
[Manage] > [Device Management
Settings] > [Device Settings].

Please select your langi

OKI Return to Main Menu  English  ~

smart PrintSuperVisio

Welcome admin [Log ¢

J&  create a grou for the intended purpose, and perform group management over the device

2 Select the device to configure from
[Device].

Report Option

ings >Device Settings

log control ar

nt information of the selected device. If you wan to apply your o
are required.

3 Click $ in [Log/Access Control] to open
the settings window.

Communicat tion Info

Display the de

information for smart PrintSuperVision to communicate with the device.

4 Check [Enable access control.], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

[Panel Access Control]
[User Name/Password]

Enter the user name and password when
logging in from the device panel.

[PIN]

Enter the PIN ID when logging in from the
device panel.

[Do not specify]
Use the default device method when logging
in from the device panel.

[Invalidity]

It is possible to disable the panel access
control of the device and use the print
restriction function.

[User Auth. Method]
[User Name/Password]

This is enabled when [User Name/Password]
is set in [Panel Access Control]. Specify
from [Local], [LDAP] and [Secure Protocol].

[Email printing use]
Sets the email print restrictions.

[Color]
Allows color and monochrome printing.

[Mono]

Prohibits color printing, prints in
monochrome.

[Invalidity]
Prohibits color and monochrome printing.

[Google Cloud Print use]
Sets restrictions for printing with Google Cloud
Print.

[Color]
Allows color and monochrome printing.

[Mono]

Prohibits color printing, prints in
monochrome.
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[Invalidity]

Prohibits color and monochrome printing.

[Guest use]
Enables/disables guest user settings. Check to
enable [Guest authority settings] and specify
usable functions.

[Specify schedule to acquire device use
restrictions.]

Set the schedule to which usage restrictions
registered in the device are acquired. When
updates are detected, information in this
software is updated with settings from the
device.

Enabled when [Enable access control] is
checked.

[Specify Interval]
Acquired for each set interval. The maximum
interval time that can be set is 24 hours.

[Time specified]
Set the specific time. Click [Specify Time] and
add the time. Up to 24 acquisition times can be
added. After adding, click [OK].

Specification of device use restrictions acquired timetable
Acquire dey use restrictions in specified timetable.
Please input timetable with which you would ike to acquire use restrictions and cick [Add).
Use restriction acauisition timetable Hours Minutes Add
OK Cancel
(! Note)

e Displayed items differ depending on the
device.

o The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

5 Click $ in [User Name] to open the use
restrictions setting window for the [User
Name].

Use Restrictions

Specify the re:

e device only whe

6 Click [Add].

uter must be installed.

If the following buttons are displayed, see 11.

7 Select [User] from [How to Specify User
Name].

Add User Name

Add the name of an user to limit the use of the device.
Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then dlick [OK].

How to Specify User Name:

o - e

User Name List: Restricted Items List:

Luseml ‘ ‘ R ‘

8 Select the user name to add from the [User
Name List] and configure the settings in
the [Restricted Items List].

For details on restriction items, see “Usage
Limitations” (P. 143).

(! Note)

Displayed items differ depending on the
specifications of the device.

Add User Name

Print In Mono

Disable Copying

Disable Color Copying

9 Click [OK].

User Name List: Restricted Items List:

luser01
it S Disable Printing
5
pisats Disabie Color: Prnting
user02

Print In Mono
fadmins
Disable Copying
usergroup01

Disable Color Copying

Disable Printing from USB
Users Memory

OK Cancel
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10 Specify the [Policy based printing] for
determining the device user.

Add Edit Delete
— —

Policy Based Printing
°  User by PIN Print Job Accounting Client on Print Source Computer must be installed.

Determine User by User Name/IC Card It is not necessary to installthe dient software.

See 14.

[Determine User by PIN]

It is necessary to install the print job client
software and configure the user ID on the print
source client computer. = P. 41, P. 107

[Determine users by user name.]

It is not necessary to install the print job client
software because processing is performed with
the user name.

11 Select the registered user from the [User
Name List].

12 Select the roles to assign to the user from
[Role List] and click [Add>>1.

For details on registering roles, see
“Registering Roles” (P. 153).

(! Note)
Users that are not assigned roles perform
the [DefaultRole] operation.

13 Click [OK].

14 Click [Apply].

SNMP Write Commurity Name(): private

Display the SNMP Wtire community name of the device.

[FR——

=)

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

e User group use restrictions set at a later
date are enabled for use restrictions of
users assigned to multiple groups.

15 Click [OK] in the confirmation window.

Message from webpage u

|'9'| Apply the changes.Are you sure?

oK Cancel

=
—

Adding Manually

1 Refer to"Adding from the User” (P. 147)

steps 1 to 6 to open the [Add User Name]
window.

2 Select [Direct Input] from [How to Specify
User Name].

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK]

How to Specify User Name:

Direct Input F Specify by directly entering the user name.

User Name Restricted Items List:

user02
Disable Printing

3 Enter the user name to set from [User
Name] and configure the settings in the
[Restricted Items List].

For details on restriction items, see “Usage
Limitations” (P. 143).

When specifying the user name using
direct input, items other than [Prohibit
Printing] and [Prohibit Color Printing]
are gray because the user name is not
registered as an sPSV user.

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Direct Input [=]  specify by directly entering the user name.

User Name Restricted Items List:

user02

Disable Printing

Disable Color Printing

Print In Mono

Disable Copying

Disable Color Copying
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4 Click [OK].

[ pisable Color Printing
Print In Mono
Disable Copying

Disable Color Copying

Disable Printing from USB
Memory

OK Cancel

5 Refer to"Adding from the User” (P. 147)
steps 14 and 15 to register the device.

Adding from the Job Log

Use restrictions can be set to the user
names included in an acquired job log.

1 Refer to "Adding from the User” (P. 147)

steps 1 to 6 to open the [Add User Name]
window.

2 Select [Job Log] from [How to Specify
User Name].

Add User Name

er name to be added.
cked, check the item to restrict from [Restricted Item List], and

then click [OK].

How to Specify User Name:

Job Log [=] ) select a job log from [Login Name] acquired from the device.

User Name List: Restricted Items List:

3 Select the user name to add from the [User
Name List] and configure the settings in
the [Restricted Items List].

For details on restriction items, see “Usage
Limitations” (P. 143).

When specifying the user name using job
log, items other than [Prohibit Printing]
and [Prohibit Color Printing] are gray

because the user name is not registered as
an sPSV user.

Add User Name

e of 3

er/select the user name to be added.
is checked, check the item to restrict from [Restricted Item List], and

How to Spacify User Name:

JobLog [~]  select ajob log from [Login Name] acquired from the device.

User Name List: Restricted Items List:

[tanaka

Disable Copying

Disable Color Copying

Disable Printing from USB Memory

4 Click [OK].

1C
[lpisable Color Printing ‘ ‘

Print In Mono
isable Copying

isable Color Copying

DI
Di
Disable Printing from USB Memory
Di

isable Color Printing from USB Memory|

5 Refer to "Adding from the User” (P. 147)
steps 14 and 15 to register the device.

Creating a CSV File to Add in
a Batch

You can create a CSV file that contains the
user names, and add settings to the user
names by importing the file.

1 Create a CSV file using software such as
Notepad, Excel, etc.

<For Notepad>
i

¥ ™
J Mew Text Document El&lg
File Edit Format View Help

satou it
takahashi

suzuki

murata

“noue

(1) Write one user name on each line.

(2) Save in text format with the extension
“CSV”.

<For Excel>

Microsoft Excel - Emm.csu-

] File Edit View Insert Format

12" IENE= RS AR TN

- =
A B (
1 |satou
2 |takahashi
3 |suzuki
4 |murata
5 |inoue
6 1

M 4 » [W] Bookll £ Sheet2 4 Sheet3 /
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(1) Write one user name on each line.
(2) Save the file in CSV format.

2 Refer to “"Adding from the User” (P. 147)

steps 1 to 6 to open the [Add User Name]

window.

3 Select [File] from [How to Specify User
Name].

Add User Name

Add the name of an user to limit the use of the device

Select [How to Specify User Namel, and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK]

How to Specify User Name:

Select the user name that was read from the file.
File =]

Specify the file by clicking [Browse].

C:\Userslalaya01\Deskto

Reference... |

User Name List: Restricted Items List
r r

4 Click [Reference...] and specify the CSV
file created in 1, then click [Open].

5 Select the user name to add from the [User

Name List] and configure the settings in
the [Restricted Items List].

For details on restriction items, see “Usage

Limitations” (P. 143).

When specifying the user name using
the CSV file, items other than [Prohibit
Printing] and [Prohibit Color Printing]
are gray because the user name is not
registered as an sPSV user.

Add User Name

Add the name of an user to limit the use of the device

Select [How to Specify User Name], and enter/select the user name to be added

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK]

How to Specify User Name:

= = Select the user name that was read from the file.
Specify the file by clicking [Browse: 1.

C:Userslalaya01\Deskio]

Reference
User Name List: Restricted Items List:
atou ;
Disable Printing
akahashi =
I Disable Color Printing
lsuzuki
Print In Mono

murat:
murata Disable Copying

......

oK Cancel
yyyyyyyy e,
User Name List: Restricted Items List:
atou
| Disable Printing
kahash .
I Disable Color Printing
uzuki
Print In Mono
m
et Disable Copying

OK Cancel

7 Refer to "Adding from the User” (P. 147)
steps 14 and 15 to register the device.

Importing Users Specified in
Windows

User name information from Windows
specified on the network can be obtained
and added as a batch to sPSV. Names that
can be obtained are accounts registered on
the specified computer.

( note)

e Access permission for the specified

computer is required.

e Active Directory Server settings are

required to detect the computer. For
details, see “Settings for Connecting to
Active Directory” (P. 45).

e If the names of users that are already

registered to the device and those
registered to the computer are
duplicated, the device information is not
imported, and only nhames that are not
duplicated are added.

Refer to “"Adding from the User” (P. 147)

steps 1 to 6 to open the [Add User Name]
window.

Select [Other Computers] from [How to
Specify User Name] and click [Modified].

Add User Name

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Select from a login name of other computers in the network.

Click [Update] to locate a computer on the network.

Select a detected computer name, and then select a name you want to
register from the login names displayed in [User Name List]

Other Gomputers

Restricted Items List:

Modified

Disable Printing

Computer Name List: User Name List: 1 pisable Color Printing

(OKI-DCO1

Print In Mono

IN7-EN-010 |Guest

Disable Copying

Select the network computer from
[Computer Name List] and the user name
to add the settings to from [User Name
List].

Add User Name

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Select from a login name of other computers in the network.

Click [Update] to locate a computer on the network.

Select a detected computer name, and then select a name you want to
register from the login names displayed in [User Name List]

Modified Restricted Items List:

Disable Printing

Other Computers =]

Computer Name Lisll User Name List:

1 Disable Color Printing

lOKI-DCOL |Administrator FHRETT MGG
IN7-EN-010 |Guest Disable Copying

IWin7-001

Disable Color Copying

Disable Printing from USB
Memory
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4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 143).

When specifying the user name from other
computers, items other than [Prohibit
Printing] and [Prohibit Color Printing]
cannot be configured because there are no
associated user PIN.

Add User Name

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then dlick [OK].

How to Specify User Name:

Select from a login name of other computers in the network.

Click [Update] to locate a computer on the network.

Select a detected computer name, and then select a name you want to
register from the login names displayed in [User Name List]

Modified Restricted Items List:

Disable Printing

Other Computers =]

Computer Name List: User Name List: " Disable Color Printing

OKI-DCO1

Print In Mono

HE e e Disable Copying

IWin7-001

Disable Color Copying

Disable Printing from USB
Memory

5 Click [OK].
[ Modified | Restricted Items List:

Disable Printing

Computer Name List: User Name List:

Disable Color Printing

OKI-DCO1 * [Administrator T
IN7-EN-010 (Guest DlsabIE e
n7-00t Disable Color Copying
Disable Printing from USB
Memory
OK Cancel

6 Refer to “"Adding from the User” (P. 147)
steps 14 and 15 to register the device.

Adding by Associating a PIN
to an Authentication User
Name

When the user name/password are
authenticated by the access control
function of a multifunctional device, a PIN
can be associated with the user names
that perform authentication. When a PIN
is associated with a user name, the use
restrictions associated with the PIN are
enabled when that user name/password
are used to login to the control panel,

or when the user name/password are
set in the device driver when printing is
performed.

( Note)

e “"Admin” cannot be specified as the user
name.

e The same PIN can be associated with
different user names.
1 Refer to "Adding from the User” (P. 147)

steps 1 to 6 to open the [Add User Name]
window.

2 Select [Other Users] from [How to Specify
User Name].

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then dick [OK].

How to Specify User Name

Add a relevant and different user name to the PIN registered in the
system.

Selact the relevant PIN from [Registered PIN], and then enter the user
name/password.

The user name added here will not be registerad as a smart
PrintSupervision user.

Other Users =

3 Select a PIN that is registered to the
device from [Registered PIN], and enter
the user name and password to be
associated with the PIN.

How to Specify User Name

Add a relevant and different user name to the PIN registered in the
system.
other Users 5] Selact the relevant PIN from [Registered PIN], and then enter the user
name/password.
The user name added here will not be registerad as a smart
PrintSupervision user.

Restricted Items List:
Registered PIN:

1001 [Cpisable Printing

User Name [Cpisable Color Printing
Print In Mono

Password:

[T pisable Copying -

Cancel

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 143).

Displayed items differ depending on the
specifications of the device.

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, chack the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Add a relevant and different user name to the PIN registered in the
system.

B Select the relevant PIN from [Registered PIN], and then enter the user
name/password.
The user name added here will not be registered as a smart
PrintSuperVision user.

Other Users

Restricted Items List:

Registered PIN:
1001 [T pisable Printing
User Name: [T pisable Color Printing
Print In Mono

Password: [Tl pisable Copying -

Cancel
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5 Click [OK].

Restricted Items List:
Registered PIN:

2001 - [lpisable Printing

User Name: [Cpisable Color Printing

print In Mono

Password: [Cpisable Copying -

6 Refer to “"Adding from the User” (P. 147)
steps 14 and 15 to register the device.

Adding Unregistered User
Settings
Use restrictions can be set for user names
that are not registered on the device.

1 Refer to “"Adding from the User” (P. 147)

steps 1 to 5 to open the [User Name]
window.

2 Click [Edit].

ns e ] Dee

Policy Based Printing
©  Determine User by PIN Print Job Accounting Client on Print Sourca Computer must be installed.

Determine User card I install the

3 Select [OtherLoginNames] from
[Registered User Name List].

Edit Usage Restriction by User Name

List], and change the usag
PIN] 2

e Type/Assigned Group

Local Print 1879048192 | Reserved user

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 143).

e Displayed items differ depending on the
specifications of the device.

e When a user name that does not have an
associated PIN is selected, items other
than [Prohibit Printing] and [Prohibit
Color Printing] cannot be configured.

Edit Usage Restriction by User Name

can be changed with the same

istered o
Restricted Items List:
Type/Assigned Grou
PIN L 4 Disable Printing
OtherLoginNames 0 Unregistered User Disable Color Printing
user02 17005047 | -
print In Mono
Local Print 1879048192 | Reserved user
Disable Color Printing from
USB Memory
Disable Scan to Email
Disable Scan To Shared Folder
oK Cancsl
Local Print 1879048192 | Reserved user

Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from
USB Memory

Disable Scan to Email

Disable Scan To Shared Folder

6 Specify the [Policy based printing] for
determining the device user.

Add Edit Delete
—

Print Job Accounting Client on Print Source Computer must be installed.

Determine User by User Name/IC Card It is not necessary to installthe dlient software.

[Determine User by PIN]

It is necessary to install the print job client
software and configure the user ID on the print
source client computer. = P. 41, P. 107

[Determine users by user name.]

It is not necessary to install the print job client
software because processing is performed with
the user name.

7 Refer to “"Adding from the User” (P. 147)
steps 14 and 15 to register the device.

Registering Roles

Use restrictions can be set for users by
assigning roles to users.

1 Refer to steps 1 to 5 in “"Adding from
the User” (P. 147) to display the [User
Name].

2 Click [Add Role].

—
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3 Enter the [Role Name].

—

4 To set permissions, select the permission
whose attribute you want to change in
[Permissions list], select the attribute from
[Attribute] and click [Change].

For details on permissions, see “Usage
Limitations” (P. 143)

Displayed items differ depending on the
specifications of the device.

5 To assign a user to a roll, select the user
from [Local User List] and click [Add].

6 Click [OK].

(-

7 Refer to steps 14 and 15 in “Adding from
the User” (P. 147) to register the device.

Setting LDAP
Authentication

Configure settings for performing LDAP
server authentication on the device.

1 Refer to steps 1 to 5 in “"Adding from
the User” (P. 147) to display the [User
Name].

2 Click [LDAP authentication settings].

—o

3 Specify the attribute information used for

registering the user from the LDAP server
to the device.

LDAP authentication settings

[LDAP authentication settings]
Specify the LDAP Key of the user
information to be registered to the device
from the LDAP server.

[Display Name]
Specify the LDAP Key of the display name.

[E-mail Address]
Specify the LDAP Key of the e-mail address.

[Language Code]
Specify the LDAP Key of the language code.

[Group]
Specify the LDAP Key of the group.

[IC card authentication LDAP Key
settings]
Specify the LDAP Key of the IC card
authentication information of the user to
be registered to the device from the LDAP
server.

[IC Card Information]

Specify the LDAP Key of the IC card
information.
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[PIN authentication LDAP Key settings]
Specify the LDAP Key of the user PIN to

be registered to the device from the LDAP
server.

[PIN]
Specify the LDAP Key of the PIN.

4 Enter the [LDAP Key] and [LDAP Value].

LDAP authentication settings
o o

Role allocation regulations

5 Select the role from the [Role List] and
click [<<Add].

LDAP authentication settings
o i

Role allocation regulations

6 Click [OK].

LDAP authentication settings
o o

regulations

7 Refer to steps 14 and 15 in “Adding
from the User” (P. 147) to register to the
device.

Setting Use Restrictions
Targeted to the Document
Name

If required, use restrictions can be set
to the document name. Add the settings
using one of the following methods.

e Adding from the Job Log

e Adding Manually

Adding from the Job Log

Use restrictions can be set to the document
names included in an acquired job log.

1 Configure from [Details Screen] >
[Manage] > [Device Management
Settings] > [Device Settings].

Please select your langt
OKI ReturntoMainMeny  Engish  ~
smart PrintSuperVisio

Welcome admin [Log ¢

/" Report Option Help N\

Management Settings

with smart PrintSuperVision.
d create 3 group to manage in bulk.

e device.

2 Select the device to configure from
[Device].

= Devce Ino

Display the device-specifc information.
Basic Info
Display the basic information of the device such as the model and connection

Model Dis

Destination:

Change Desination cii

Manufacturer Indi cturer.

3 Click $ in [Log/Access Control] to open
the settings window.

Apply

4 Check [Enable access control.], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

Enable access control.
Panel Access Control User Name/Password

User Authentication Mode: |Local =]
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[Panel Access Control]
[User Name/Password]

Enter the user name and password when
logging in from the device panel.

[PIN]

Enter the PIN ID when logging in from the
device panel.

[Do not specify]

Use the default device method when logging
in from the device panel.

[Invalidity]

It is possible to disable the panel access
control of the device and use the print
restriction function.

[User Auth. Method]
[User Name/Password]

This is enabled when [User Name/Password]
is set in [Panel Access Control]. Specify
from [Local], [LDAP] and [Secure Protocol].

(! Note)

e Displayed items differ depending on the
device.

o The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

5 Click gjg in [Document Name] to open
the use restrictions setting window for
[Document Name].

Use Restrictions.

specifythe restriction target and fimit device usage.

7] Allow the use of the device only when printing from a computer.

o
g os
[FR——

Restore Intal Status

6 Click [Add].

g sername

== pocument Name

Set the usage limit for each document name for printing to a device.
Click [Add] to add the document name which will be the target of usage restriction.
After you add a document name, diick [Apply] at the bottom of the screen to register it with the device.

Registered Document Name List:

Document Name Print Limit
OtherURLs | Enable Printing
Add Edit | Delete

10 Click [OK].

7 Select [Job Log] from [How to Specify
Document Name].

Add Document Name

Add the name of a document to limit the use of the device.
Select [How to Specify Document Name], and select or enter the document name to be added.

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and then lick [OK].

How to Specify Document Name:

Direct Input .J Specify byjirectly entering the document name.
Document Name Restricted Items List:

User02

| Disable Printing
I Disable Color Printing

Print Tn Mona

8 Enter the document name to add settings
to in [Document Name].

Add Document Name

Add the name of a document to limit the use of the device.

Select [How to Specify Document Name], and select or enter the document name to be added.

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and then click [OK].

How to Specify Document Name:

Direct Input ] Specify by directly entering the document name.

Document Name

User02

Restricted Items List

I Disable Printing

I Disable Color Printing

9 Configure the settings in [Restricted Items

List].

For details on restriction items, see “Usage
Limitations” (P. 143).

Add Document Name

Add the name of a document to limit the use of the device.

Select [How to Specify Document Name], and select or enter the document name to be added.

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and then click [OK].

How to Specify Document Name:

Direct Input ] Specify by directly entering the document name.
Document Name Restricted Items List
User02

I Disable Printing
| Disable Color Printing

Print In Mono

Disable Convina

Print In Mono
Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from

_ ok |} cancel

11 Click [Apply].

Communication Info

n to communicate vith the device,

Display the password of the device administrator.

SNMP Read Community Name(*): ~ public Display the SNMP Read community name of the device.

SNMP Write Commurity Name(): _private Display the SNMP Wtire community name of the device.

‘ e Loa/access ontol
=

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].
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(Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User’s
Manual of the device.

12 Click [OK] in the confirmation window.

Message from webpage M

i~
|9] Apply the changes.Are you sure?

[ o )| cones |

Adding Manually

1 Refer to “Adding from the Job Log”

(P. 155) steps 1 to 6 to open the [Add
Document Name] window.

2 Select [Direct Input] from [How to Specify
Document Name].

Add Document Name

Add the name of a document to limit the use of the device.
Select [How to Specify Document Name], and select or enter the document name to be added.

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Ttem List],
and then click [OK].

How to Specify Document Name:

Direct Input =] specify by drectly entering the document name.

Document Name

User02

Restricted Items List

! Disable Printing

I Disable Color Printing

Print In Mono

Ricahla Fanvina

3 Select the document name to add settings
from [Document Name].

Add Document Name

Add the name of a document to limit the use of the device.

Select [How to Specify Document Name], and select or enter the document name to be added.

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and then dlick [OK].

How to Specify Document Name:

Direct Input =] Specify by directly entering the document name.

Document Name Restricted Items List

User02 ’—‘

| Disable Printing
* (Asterisk) can be used as a wild card
in the document name. However, items

that are just * or contain ** cannot be
registered.

4 Configure the settings in [Restricted Items
List].

For details on restriction items, see “Usage
Limitations” (P. 143).

Add Document Name

Add the name of a document to limit the use of the device.

Select [How to Specify Document Name], and select or enter the document name to be added.

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and then click [OK].

How to Specify Document Name:

Direct Input .J Specify by directly entering the document name.

Document Name

User02

Restricted Items List

I Disable Printing

I Disable Color Printing

Print In Mono

Disable Copying

Nicahla FAlne Cansine

5 Click [OK].

Disable Copying
Disable Color Copying

Disable Printing from USB
Memory.

Disable Color Printing from

. S—_— Cancel

6 Refer to “Adding from the Job Log”

(P. 155) steps 11 and 12 to register the
device.

Adding Unregistered Item
Setting
Use restrictions can be set for document

names that are not registered on the
device.

1 Refer to “"Adding from the Job Log”

(P. 155) steps 1 to 5 to open the
[Document Name] window.

2 Click [Edit].

== Document Name

Set the usage limit for each document name for printing to a device.
Click [Add] to add the document name which wil be the target of usage restriction.
After you add a document name, dlick [Apply] at the bottom of the screen to register it with the device.

Registered Document Name List:

Document it Name Print Limit

OtherURLs Enable Printing

Add ‘ Edit . Delete
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3 Select [Other URLs] from [Registered
Document Name List].

Edit Usage Restriction by Document Name

Edit the restricted document name to limit the use of the device.

Select the desired document name from [Registered Document Name List], and change the usage
restriction.

Select [OtherURLs] to set use restrictions for the document name not registered on the device.

Registered Document Name List: Restricted Items List:

Document Name Print Limit Disable Printing

( OtherURLs Enable Printing ) Disable Color Printing

Print In Mono
Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from

4 Configure the settings in [Restricted Items

List].

For details on restriction items, see “Usage

Limitations” (P. 143).

Edit Usage Restriction by Document Name

Edit the restricted document name to limit the use of the device.

Select the desired document name from [Registered Document Name List], and change the usage
restriction.

Select [OtherURLS)] to set use restrictions for the document name not registered on the device.

Registered Document Name List: Restricted Items List:

Document Name Print Limit Disable Printing

OtherURLs Enable Printing Disable Color Printing

Print In Mono

Disable Copying

5 Click [OK].

Disable Copying

Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from
USB Memory

Disable Scan to Email

Disable Scan To Shared Folders|

OK Cancel

6 Refer to “"Adding from the Job Log”

(P. 155) steps 11 and 12 to register the
device.

Setting Use Restrictions
Targeted to the Host Name

If required, use restrictions can be set to
the host name. Add the settings using one
of the following methods.

e Adding from the Job Log
e Adding Manually

Adding from the Job Log

Use restrictions can be set to the host
names included in an acquired job log.

1 Configure from [Details Screen] >
[Manage] > [Device Management
Settings] > [Device Settings].

Please select your langt

OKI Retum totain Moy Engsh

smart PrintSuperVisio

Welcome admin [Log ¢

Manage " Report Option Help N\
Manage>Device Management Settings
Set to effectively manage the device with smart PrintSuperVision.
You can limit users of the device, and create 3 group to manage in bulk.
Device Settings
e dey

2 Select the device to configure from
[Device].

Manage Report Option )

Manage > Device Management Settings >Device Settings )
control and device usage restriction.

r2d device. If you want to apply your changes, cick [Apply] at the bottom of the screen.

Device Info

Display the device-specifcinformation.

Basic Info
Display the
Model

Destination:

Change Destination

Manufacturer Indicate the device manufacturer

3 Click % in [Log/Access Control] to open
the settings window.

Communication Info

ice-specific information for smart PrintSupervision to communicate with the device.

Display the password of the device administrator.

Display the SNMP Read community name of the device.

Display the SNMP Wtire community name of the device.

(+ [R—— )

Apply

4 Check [Enable access control.], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

Enable access control.

Panel Access Control User Name/Password _[~]

User Authentication Mode: |Local =]
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[Panel Access Control]
[User Name/Password]

Enter the user name and password when
logging in from the device panel.

[PIN]

Enter the PIN ID when logging in from the
device panel.

[Do not specify]

Use the default device method when logging
in from the device panel.

[Invalidity]

It is possible to disable the panel access
control of the device and use the print
restriction function.

[User Auth. Method]
[User Name/Password]

This is enabled when [User Name/Password]
is set in [Panel Access Control]. Specify
from [Local], [LDAP] and [Secure Protocol].

(Note)

e Displayed items differ depending on the
device.

o The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

5 Click g in [Hosts] to open the use
restrictions setting window for [Hosts].

Use Restrictions

Specify the restrition target and limit device usage.
of the device only when printing from a computer.

6 Click [Add].

= Hosts

Set the usage limit for each host computer name for printing to a device.

Click [Add] to add the host name which will be the target of usage restriction.

After you add a host name, diick [Apply] at the bottom of the screen to register it with the device.
Registered Host Name List:

Hosts Print Limit

OtherHostNames Enable Printing

A ] e bes

7 Select [Direct Input] from [How to Specify
Host Name].

Add Host Name

Add the name of a host to limit the use of the device.
Select [How to Specify Host Name], and enter/select the host name to be added.

Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify Host Name

Orectinput  [=]  Specifl by directly entering the host name.

Hosts

User02

Restricted Items List:

[ Disable Printing

[ Disable Color Printing

Print In Mono

8 Enter the host name to add settings to in
[Hosts].

Add Host Name

Add the name of a host to limit the use of the device.

Select [How to Specify Host Name], and enter/select the host name to be added.

Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify Host Name :

Diectinput [ Specify by directly entering the host name.
Hosts Restricted Items List:
User02

I Disable Printing

[ Disable Color Printing

Print In Mono

9 Configure the settings in [Restricted Items
List].

For details on restriction items, see “Usage
Limitations” (P. 143).

Add Host Name

Add the name of a host to limit the use of the device.

Select [How to Specify Host Name], and enter/select the host name to be added.

Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify Host Name :

Orectinput [  Speciy by directly entering the host name.

Hosts
User02

Restricted Items List:

[ Disable Printing
2 pisable Color Printing

Print In Mono

Disable Copying

10 Click [OK].

[ Disable Color Printing
Print In Mono
Disable Copying

Disable Color Copying

Disable Printing from USB
Memory

Dieshla Calar Drinting fram

—, S— Cancel

11 Click [Apply].

Display the password of the device admii

Display the SNMP Reac ity name of the device.

Display the SNMP Wtire community name of the device.

[ o conr
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When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

12 Click [OK] in the confirmation window.

Message from webpage ﬂ

I:e] Apply the changes. Are you sure?

oK Cancel

Adding Manually

1 Refer to “"Adding from the Job Log”
(P. 158) steps 1 to 6 to open the [Add
Host Name] window.

2 Select [Job Log] from [How to Specify
Host Name].

Add Host Name

Add the name of a host to limit the use of the device. =
Select [How to Specify Host Name], and enter/select the host name to be added.

Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [0K].

How to Specify Host Name :

Job Log [z] selecths job log from [Host Name] acquired from the device.
Host Name List Restricted Items List:

0537001

[Cpisable Printing
[Cpisable Color Printing

print In Mono

3 Select the host name to add settings to
from [Host Name List].

Add Host Name

Add the name of a host to limit the use of the device. 3
Select [How to Specify Host Name], and enter/select the host name to be added.

Once the host name to restrict its Use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify Host Name

JobLog Select a job log from [Host Name] acquired from the device.
Host Name List: Restricted Items List:
0537001

[“Ipisable Printing
[pisable Color Printing

Print In Mono

Disable Copying
Disable Color Copying
Disable Printing from USB Memory

Disable Color Printing from USB Memory|

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 143).

Add Host Name

Add the name of a host to limit the use of the device. s
Select [How to Specify Host Name], and enter/select the host name to be added.

Once the hest name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify Host Name :

Job Log [z] selectaiob log from [Host Name] acquired from the device.
Host Name List; Restricted Items List:
0537001

[lpisable Printing

[Cpisable Color Printing

Print In Mono

Disable Copying
Disable Color Copying

Disable Printing from USB Memory

Disable Color Printing from USB Memory|

5 Click [OK].

i

Host Name List: Restricted Items List;

(0S37001
[T pisable Printing

[Tl pisable Color Printing
Print In Mono
Disable Copying
Disable Color Copying
Disable Printing from USB Memory

Disable Color Printing from USB Memory

Disable Scan to Email o

6 Refer to “"Adding from the Job Log”

(P. 158) steps 11 and 12 to register the
device.

Adding Unregistered Item
Settings
Use restrictions can be set for hosts that
are not registered on the device.

1 Refer to “"Adding from the Job Log”

(P. 158) steps 1 to 5 to open the [Hosts]
window.

2 Click [Edit].

Registered Host Name List:

Hosts Print Limit

OtherHostNames Enable Printing

Add ‘ Edit . Delete
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3 Select [OtherHostNames] from [Registered
Host Name List].

Edit Usage Restriction by Host Name

Edit the restricted host name to limit the use of the device.
Select the desired host name from [Registered Host Name List], and change the usage restriction.
Select [OtherHostNames] to set use restrictions for the host name not registered on the device.

Registered Host Name List: Restricted Items List:

Hosts Print Limit Disable Printing

( OtherHostNames Enable Printing ) Dreable Caloe Frintng

= Print In Mono
Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from
USB Memory

Disable Scan to Email

Disable Scan To Shared Folders|

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 143).

Edit Usage Restriction by Host Name

Edit the restricted host name to limit the use of the device.
Select the desired host name from [Registered Host Name List], and change the usage restrictios
Select [OtherHostNames] to set use restrictions for .

Registered Host Name List: Restricted Items List:

Hosts Print Limit I Disable Printing

OtherHostNames Enable Printing

User02 Enable Printing

Disable Color Printing

Print In Mono

Disable Copying

5 Click [OK].

Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from
USB Memory

Disable Scan to Email

Disable Scan To Shared Folders|

OK Cancel

6 Refer to “"Adding from the Job Log”
(P. 158) steps 11 and 12 to register the
device.

Setting Use Restrictions
Targeted to the Application
Name

If required, use restrictions can be set to

the application name. Add the settings
using one of the following methods.

e Adding manually
e Adding from the job log

Adding Manually

1 Configure from [Details Screen] >
[Manage] > [Device Management
Settings] > [Device Settings].

Please select your langu
Engish  ~

smart PrintSuperVisio

Welcome admin [Log ¢

OKI

A

 manage Report Option Help

Manage>Device Management Settings
Set to effectively manage the device with smart PrintSuperVision.
You can limit users of the device, and create 3 group to manage in bulk.

as
ice-related settings to enable use of smart PrintSupervision.

JE  Create a aroup forthe incended purpose, and perfor group management over the device.

2 Select the device to configure from
[Device].

ply] at the bottom of the screen.

tion being displayed to the conn
n] to edit the connection destination.

Manufacturer Indicate the device manufacturer.

3 Click % in [Log/Access Control] to open
the settings window.

Communication Info

smart PrintSuperision to communicate with the device.

Display the password of the dt

Display the SNMP Read

Display the SNMP Wtire community name of the device.

(+ Logjacces Control '

Apply

4 Check [Enable access control.], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

Enable access control.
Panel Access Control User Name/Password _[~]

User Authentication Mode: |Local =]

(! Note)
e Depending on the device, some items
may not be displayed.

e Depending on the used application, a
space may be included in the application
name. When the application name is
specified using [Direct Input] and the
restrictions are not enabled, select and
register the application name that you
want to restrict in [Job Log].
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5 Click g in [Application] to open the use 10 Click [OK].
restrictions setting window for [Application]. -

Application Restricted Items List:

Application0 ]

[ pisable Printing
Use Restrictions.

‘Spedify the restriction target and limit device usage. Disable Color Printing
@ Allow the use of the device only when printing from 3 computer.
Print In Mono
[FR—

Disable Copying
Disable Color Copying
Disable Printing from USB Memory

Disable Color Printing from USB Memory

Disable Scan to Email o

OK Cancel

6 Click [Add]. 11 Click [Apply].

== Application

Set the usage limit for each application name for printing to a device. Communication Info
Click [Add] to add the application name which will be the target of usage restriction.

Display th
After you add a application name, click [Apply] at the bottom of the screen to register it with the device.

Registered Application Name List:

Application Print Limit SHMP write Cor

OtherApplications Enable Printing

[ ot conr

When the “Enter an administrator
Q password for the device” window is
displayed, open the [Device Info] input

7 Select [Direct Input] from [How to Specify window, enter the administrator password
Host Name] for the device and click [Apply].

Add Application Name (! Note)

dd th f i limit th f the d = d H h d H h'
A e namo o an gplation o IE RGBS DTS L e i, e Depending on the device, this may not
Once the application name to restrict its use is checked, check the item to restrict from [Restricted Item

T be displayed.

How to Specify Application Name:

Diectips[5] 5wty by dfectly entering the applcation name. e For details on the device’s factory set
roiation restrcted ttems List administrator password, see the User's
popicasry] Il bisable prning Manual of the device.

Disable Color Printing

12 Click [OK] in the confirmation window.

8 Enter the application name to which
settings are to be added in [Application].

i

Message from webpage u

Add Application Name

/’] Apply the changes. Are you sure?

Add the name of an application to limit the use of the device. =
Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its Use is checked, check the item to restrict from [Restricted Item
List], and then dlick [OK].

How to Specify Application Name: [ OK ] [ Cancel

Dirsctingut ]  Speciy by directly entering the application name.

I

Application Restricted Items List:

Agplication0|
[ pisable Printing

Adding from the Job Log

Print In Meno

Use restrictions can be set to the
application names included in an acquired
job log.

9 Configure the settings in [Restricted Items
List].

For details on restriction items, see “Usage . ] B
Limitations” (P. 143). 1 Refer to "Adding Manually” (P. 161) steps

1 to 6 to open the [Add Application Name]
- window.

Add the name of an application to limit the use of the device. =
Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its Use is checked, check the item to restrict from [Restricted Item
List], and then dlick [OK].

Add Application Name

How to Specify Application Name

Dirsctingut ]  Speciy by directly entering the application name.

Application Restricted Items List:

Agplication0|
[ pisable Printing

Disable Color Printing

Print In Mano
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2 Select [Job Log] from [How to Specify
Application Name].

Add Application Name

Add the name of an application to limit the use of the device. =
Select [How to Specify Application Name], and enter or select the application name ta be added.

Once the application name to restrict its use is checked, check the item to restrict from [Restricted Ttem
List] and then click [OK]

How to Specify Application Name

JobLog

El Select a jotflog from [Application Name] acquired from the device.

Application Name List: Restrictad Items List:

n

3 Select the application that you want to add

[ pisable Printing
Disable Color Printing

Print In Mono

settings to from [Application Name List].

Add Application Name

Add the name of an application to limit the use of the device. =
Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its use is checked, check the item to restrict from [Restricted Item
List], and then click [OK].

How to Specify Application Name:

Job Log

Application Name List: ' Restricted Items List:

Select 2 job log from [Application Name] acquired from the device.

[Cpisable printing
Disable Color Printing

print In Mono

4 Configure the settings in [Restricted Items
List].

For details on restriction items, see “Usage
Limitations” (P. 143).

Add Application Name

Add the name of an application to limit the use of the device. =
Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its Use is checked, check the item to restrict from [Restricted Item
List], and then dlick [OK].

How to Specify Application Name:

Job Log

Application Name List: Restricted Items List:

[z] Selecta job log from [Application Name] acquired from the device.

[ pisable Printing
Disable Color Printing

Print In Mono

5 Click [OK].

Application Name List: Restricted Items List:

[ pisable Printing
Disable Color Printing
Print In Meno
Disable Copying
Disable Color Copying
Disable Printing from USB Memary
Disable Color Printing from USB Memory

Disable Scan to Email o

Cancel

6 Refer to "Adding Manually” (P. 161) steps

11

and 12 to register the device.

Adding Unregistered Item
Settings
Use restrictions can be set for application

names that are not registered on the
device.

1 Refer to "Adding Manually” (P. 161) steps
1 to 5 to open the [Application] window.

2 Click [Edit].

Registered Application Name List:

Application Print Limit

Otherapplications Enable printing

Add ‘ Edit . Delete

3 Select [OtherApplications] from
[Registered Application Name List].

Edit Usage Restriction by Application Name

Edit the restricted application name to limit the use of the device. el
Select the desired application name from [Registered Application Name List], and change the usage
restriction.
Selact [OtherApplications] to set use restrictions for the application name not registered on the device.
Registerad Application Name List: Restricted Items List:
Application Print Limit [pisable Printing
Otherapplications Enable Printing Disable Color Printing

Print In Mono

i

Disable Copying
Disable Color Copying
Disable Printing from USB Memory

Disable Color Printing from USB Memory

Disable Scan to Email
Disable Scan To Shared Folders

Disable Scan to USB Memory

Disable Fax Sending =

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 143).

Edit Usage Restriction by Application Name

Edit the restricted application name to limit the use of the device. B
Select the desired application name from [Registered Application Name List], and change the usage
restriction.

Select [Otherapplications] to set use restrictions for the application name not registered on the device.

Registered Application Name List: Restricted Items List:

Application Print Limit [FIpisable Printing

Otherapplications Enable Printing Disable Color Printing

Print In Mono

i

Disable Copying

5 Click [OK].

Disable Copying
Disable Color Copying
Disable Printing from USB Memory

Disable Color Printing from USB Memory

Disable Scan to Email
Disable Scan To Shared Folders

Disable Scan to USB Memory

Disable Fax Sending =

6 Refer to "Adding Manually” (P. 161) steps
11 and 12 to register the device.
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9. Restricting Device Use

Displaying Device
Registered Use
Restrictions
1 Check the registered use restrictions in
[Details Screen] > [Manage] > [Device

Management Settings] > [Device
Settings].

OKI

smart PrintSuperVisio

Welcome admin [Log ¢

JE  create a grous for the intendied purpose, and perform group management over the device.

2 Select the device to check from
[Device].

Manufacturer Indi

3 Click z{ﬂa in [Log/Access Control] to open
the settings window.

Display the password of the device administrator.

Display the SNMP Read com name of the device.

Display the SNMP Wtire community name of the device.

4 Click gjp of the item ([User Name],
[Document Name], [Hosts], [Application])
to display to open the use restrictions
window.

Use Restrictions.

Speciy

Jr—

Restore niial Status

5 The registered use restrictions are
displayed in the use restrictions list.

1709504
187004819}

Changing Device
Registered Use
Restrictions

Device registered usage restrictions can be
changed.

1 Change the registered use restrictions in
[Details Screen] > [Manage] > [Device
Management Settings] > [Device
Settings].

Please select your langt
Return to Main Meny Engish  ~

smart PrintSuperVisio|

OKI

Welcome admin [Log ¢

 Manage Report Option Help O\
Manag

et with smart PrintSuperVision.

ou can ate 3 group to manage in bulk.

mart printSupervision. )

22 create 3 rou fothe ntended purpose, and peform roup mangement: over th device

2 Select the device to change from [Device].

nufacturer the d urer.

3 Click $ in [Log/Access Control] to open
the settings window.

ecific information for smart PrintSuper\ision to communicate with the device.

Display the password of the device admiristrator.

Display the SNMP Read community name of the device.

Display the SNMP Wtire community name of the device.

( e Loa/access ontrl )

Apply

4 Click gjp of the item ([User Name],
[Document Name], [Hosts], [Application])

to change to open the use restrictions
window.

- 164 -



9. Restricting Device Use

5 Check [Enable access control], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

(! Note)
Depending on the device, some items may
not be displayed.

6 Click [Edit].

i et ] Dete
)

Print Job Accounting Client on Print Source Computer must be installed.

jser by User Name/IC Card It is not necessary to installthe dient software.

7 Select the item ([User Name], [Document
Name], [Hosts], [Application]) to change
from the list display and change the use
restrictions using [Restricted Items List].

Edit Usage Restriction by User Name

can be changed with the same

Restricted Items List:

Disable Printing
Disable Color Printing

Print In Mono

Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from
USB Memory

Disable Sca

Disable Scan To Shared Folder

8 Click [OK] to close the dialog box.

Registered User Name List: Restricted Items List:

PIN Type/ Assigned Group

0 | Unregistered User
user02 17095047 | -
Local Print 1879048192 | Reserved user

Disable Printing from US8
Memory

Disable Color Printing from

=

9 Click [Apply].

SNMP Write Community Name(

\ o Loaaccess ontrol

=)

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

10 Click [OK] in the confirmation window.

Message from webpage g

|0| Apply the changes.Are you sure?
L. ° 4

Pr—

[ oK ] [ Cancel I I
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Delete Device Registered
Use Restrictions

Deleting Individual Use
Restrictions

Delete device registered use restrictions
individually.

1 Check the use restrictions to be
individually deleted in [Details Screen]
> [Manage] > [Device Management
Settings] > [Device Settings].

Please select your langt

OKI BeumtoMainmeny  Engiah <
smart PrintSuperVisio

Welcome admin [Log ¢

) Create 2 group for the intended purpose, and perform group management over the device.

2 Select the device from which to delete the
use restrictions from [Device].

Display the device-specifc information.
Basic Info

Display the basic information of the device such as the model and connection destination.

Model Display the d
oi

Destination:

Changs Destination

Manufacturer:

3 Click g in [Log/Access Control] to open
the settings window.

Display the pase

Display the SNMP Read

Display the SNMP Wtire

4 Click g of the item ([User Name],
[Document Name], [Hosts], and
[Application]) to delete to open the use
restrictions window.

Use Restricti

Speciy
) Alow

g vserame

5 The registered use restrictions are
displayed in the list display of the item.

Set usage restri

h wil be the target of usage restrition.
] at the bottom of the screen to register it with the device.

print init | Type/Assigned Group Name
OtherLogmimes o | Enable prning | Unvegiterad ser

users2 1rossoay | Deaplecoor |

Lot prne 1679088192 | Enablprinting | Reserved User

6 Select the item to delete ([User Name],
[Document Name], [Hosts], and
[Application]) from the list display and
click “"Delete”. The selected item is deleted
from the list display.

PIN Print Limit | Type/Assigned Group Name

—

Add Edit Delete
L §

Print Job ting Client on Print

Determine User by User Name/IC Card It is not necessary to install the cient software.

7 Click [OK] in the confirmation window.

Message from webpage ==

@GY Delete the selected user name/user group name from [Registered User

| 9 Name List].Are you sure?
G)—==

8 Click [Apply].

with the device,

Display the SNMP Read cor

SNHMP Write Community Name(*):  private

Display the SNMP Wtire commus

[F R ——

=

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

( Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.
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9. Restricting Device Use

9 Click [OK] in the confirmation window.

Message from webpage M

a—
'@I Apply the changes.Are you sure?

[ o ) conca |

( note)

Unregistered information such as
OtherLoginNames, OtherURLs, or Other
HostNames cannot be deleted.

Deleting All Use Restrictions
(Restoring Initial Status)

All of the use restrictions set for the
user name, document name, hosts and
applications can be deleted.

1 Check the use restrictions to be batch
deleted in [Details Screen] > [Manage] >
[Device Management Settings] > [Device
Settings].

Please select your langt

OKI Retumtotain Moy Engh

smart PrintSuperVisio

Welcome admin [Log ¢

JZ create a rou fo the intended purpose, and perform sroup management over the device

2 Select the device from which to delete the
use restrictions from [Device].

Help

log control and device usage restriction.

F you want to apply your changes, clck [Apply] at the bottom of the screen,

jon of the device such as the model and

Change Destination

Manufacturer: In

3 Click $ in [Log/Access Control] to open
the settings window.

rt PrintSupervision to comm

Display the

Display the SNMP Read

Display the SNMP Wtire community name of the device.

4 Click “Restore Initial Status”.

5 Click [OK] in the confirmation window.

i-""\‘ Initialize usage restrictions that have been registered on the device.Are
&Y you sure?

6 Click [Apply].

with the device,

Display the SNMP Read cor

Display the SNMP Wtire commus

[FR——

=

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

7 Click [OK] in the confirmation window.

Message from webpage u

i~
|0| Apply the changes.Are you sure?

" oK " Cancel |

( Note)

Unregistered information such as
OtherLoginNames, OtherURLs,
OtherHostNames, or OtherApplications
cannot be deleted. Temporarily Disabling
Use Restrictions
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Temporarily Disabling Use
Restrictions

Use restrictions can be temporarily
disabled.
The use restrictions set for the PIN for
printing jobs from a PC are also disabled.

1 Disable the use restrictions in [Details
Screen] > [Manage] > [Device
Management Settings] > [Device
Settings].

Please select your langi
Engish  ~

smart PrintSuperVisio

Welcome admin [Log ¢

OKI

J  create a group for the intended purpose, and perform group management over the device

2 Select the device whose user restrictions
are to be disabled from [Device].

Option /7 hew

3 Click g in [Log/Access Control] to open
the settings window.

‘SNMP Write Community Name(~): _private Display the SNMP Wtire community name of the device.

(+ Log/access Control )

Apply

4 Remove the check from [Enable access
control].

Access Control

5 When a confirmation message is
displayed, click [Cancel].

Message from webpage &‘

- | Access Control is changed Enable to Disablednitialize usage restrictions
that have been registered on the device.
¥ you click [Cancel], the usage restrictions will become invalid without
initializing.

E 0K ac Cancel

6 Click [Apply].

with the device,

SNMP Read C: Display the SNMP R

SNHP Write C¢ Display the SMP Wt

[FR——

=

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

7 Click [OK] in the confirmation window.

Message from webpage u

a—
I‘e“ Apply the changes.Are you sure?

" oK " Cancel ‘

Enabling Use Restrictions

Use restrictions that were temporarily
disabled can be enabled again.

1 Refer to “Unregistered information
such as OtherLoginNames, OtherURLs,
OtherHostNames, or OtherApplications
cannot be deleted. Temporarily Disabling
Use Restrictions” (P. 167) steps 1 to 3
to display the [Log Control/Access Control]
window.

2 Check [Enable access control].

Access Control

3 Refer to “"Unregistered information
such as OtherLoginNames, OtherURLs,
OtherHostNames, or OtherApplications
cannot be deleted. Temporarily Disabling
Use Restrictions” (P. 167) steps 6 and 7
to register the device.
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10. Managing Available Usage

10. Managing Available Usage

What can be done with available usage

Available usage (maximum values) can be set for users and user groups registered in sPSV.
Printing is prohibited for users who have exceeded their available usage.

Usage is counted by the number of sheets printed or by fees (defined according to factors
such as the paper size for printing).

(! Note)

The window and setting contents differ depending on the device model.

Setting the Available Usage | 3 Click g in [Available Usage].

Set available usage for users and user

groups registered to sPSV.
[Fa—

Printing is prohibited when the total usage
of a set user or user group exceeds the
available usage.

4 Set available usage for each item.
When setting available usage for user

groups, the same settings are applied If one of these available usage values
for the users that belong to that group. is exceeded, printing is canceled for the
However, available usage can also be remainder of the period set in [Reset
set for specific users or user groups that Usage Interval].

belong to the user group.

1 Set the information from [Details Screen]
> [Option] > [User Settings].

smart PrintSuperVision
Welcome admin [Log out]
Manage ) L Report. ) Option L Help
ings to enable the use of smart PrintSuperVision. Q

o the speciied number of days.

( note)

The available usage settings are enabled
from the point at which sPSV obtains the
log when the available usage has been
exceeded. Printing can still be performed
when the available usage is exceeded until

Local User 17092760 usergroup01

sPSV receives the log.

Local User 17093833 usergroup02

§ [Printed Sheets]

Check this to set the number of sheets that can
be printed.

[Fees]

Check this to set the maximum fee that can be
occurred.
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[Staple]

When the optional finisher is installed, check this
to set the number of times that the stapler can be
used.

[Include the total usage of the
assigned user group.]
Check this to manage use restrictions according
to the available usage.

[Reset Usage Interval]

Set the interval at which to reset the used
volume.
[Unit]
Select the time unit of the reset interval.
e [Do not specify]
e [Month]
e [Week]
* [Day]

[Duration]
Specify the duration in hours. This is enabled
when [Month], [Week] or [Day] is selected for
[Unit]. (1-99)

[Reference Date]

Select the reference date to perform a reset.

This is enabled when [Month], [Week] or [Day]

is selected for [Unit]. (1-99)

¢ If [Month] is selected: [To the end of the
month]/[Up to 10 Days]/[Up to 20 Days]/[To
closing date]

o If [Week] is selected: [To Sunday]/[To
Monday]/[To Tuesday]/[To Wednesday]/[To
Thursday]/[To Friday]/[To Saturday]

[Carry over to the next time.]
If this is checked, available usage time
remaining at the time of reset is added to the
available usage for the nex